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	Reason for change:
	As specified in clause 5.15.11.5a, there are two options for couting the number of UEs with at least one PDU session/PDN connection:
To support the NSAC for maximum number of UEs with at least one PDU Session/PDN Connection, the SMF+PGW-C may be configured with one of the following options:
-	Option 1: Triggering an Nnsacf_NSAC_NumOfUEsUpdate_Request to NSACF for NSAC for maximum number of UEs when the UE establishes first PDU Session/PDN connection associated with the network slice in the SMF+PGW-C, or when the last PDU Session/PDN connection associated with the network slice is released. The NSACF performs admission control as described in clause 5.15.11.5 and the number of registered UE is replaced with number of UE with at least one PDU session/PDN connection. The AMF is not configured for this S-NSSAI to be subject to NSAC; or
-	Option 2: Triggering an Nnsacf_NSAC_NumOfPDUsUpdate_Request as described in clause 5.15.11.5 to NSACF and the NSACF performs admission control for the number of UEs with at least one PDU Session/PDN connection as follows:
……
For option 1, to support using NumOfUEsUpdate for the said purpose, new procedure description and update to exisiting data structure are needed. 


	
	

	Summary of change:
	Following changes are made:
- clause 5.2.2.2.1, add stage 2 procedure reference for the service operation;
- new clause 5.2.2.2.x, add procedure description of using NumOfUEsUpdate to control the number of UEs with at least one PDU session/PDN connection;
- claluse 6.1.6.3.5, extend the usage of existing failure reason (e.g. "EXCEED_MAX_UE_NUM") to also be used for counting the number of UEs with at least one PDU session/PDN connection.

	
	

	Consequences if not approved:
	No support for counting the number of UEs with at least one PDU session/PDN connection, in the EPS interworking scenario.
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	5.2.2.2.1, 5.2.2.2.x(new), 6.1.6.3.5
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	Other comments:
	This CR does not introduce any change to the OpenAPI files.

	
	

	This CR's revision history:
	Rev#1:
- No need for adding new attribute to the existing data structure. Instead, clarify that exisit value of AcuFailureReason can be used in NSAC for the number of UEs with at least one PDU session/PDN connection;
- Improve the procedure description for new clause 5.2.2.2.x.
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* * * First Change * * * *
[bookmark: _Toc138348669][bookmark: _Toc70325099][bookmark: _Toc81226657][bookmark: _Toc93868948][bookmark: _Toc130831240]5.2.2.2.1	General
The NumOfUEsUpdate service operation shall be used by the NF Service Consumer (e.g. AMF, combined SMF+PGW-C, or NSACF) to request the NSACF to control the number of UEs registered to a specific network slice, e.g. perform availability check and update the number of UEs registered to a network slice. It is used in the following procedures:
-	AMF initiated network slice admission control procedure related to control the number of UEs registered to a network slice (see clause 4.2.11.2 of 3GPP TS 23.502 [3]).
-	Combined SMF+PGW-C initiated network slice admission control procedure related to control the number of UEs registered to a network slice, in the case of EPS interworking (see clause 5.15.11.5 of 3GPP TS 23.501 [2]).
-	Combined SMF+PGW-C initiated network slice admission control procedure related to control the number of UEs with at least one PDU session/PDN connection (see clause 5.15.11.5a of 3GPP TS 23.501 [2]).
-	Hierarchical NSACF-based network slice admission control procedure related to control the number of UEs registered to a network slice (see clause 4.2.11.2a of 3GPP TS 23.502 [3]).
The operation may also be used to update the number of existing registered UEs in the NSACF when NSAC is enabled or disabled for a slice which is already live in the network.
* * * Next Change * * * *
5.2.2.2.X	NSAC for controlling the number of UEs with at least one PDU session/PDN connection 
The NumOfUEsUpdate service operation may be invoked to control the number of UEs with at least one PDU session/PDN connection, by a combined SMF+PGW-C under the following conditions:
-	EPS interworking is supported;
-	EPS counting is required for the network slice identified by an S-NSSAI;
-	the network (i.e., combined SMF+PGW-C, NSACF) is configured to perform NSAC for the number of UEs with at least one PDU session/PDN Connection.
The combined SMF+PGW-C shall only invoke the NumOfUEsUpdate in the following cases:
-	when the UE establishes the first PDU session/PDN connection associated with the network slice in the combined SMF+PGW-C;
-	when the last PDU session/PDN connection associated with the network slice is released.
The procedure specified in clause 5.2.2.2.2 is applied, with the following difference:
- Step 2a:
-	for each S-NSSAI, the NSACF checks if the S-NSSAI is subject to counting the number of UEs with at least one PDU session/PDN connection. If no, the NSACF shall perform the existing NSAC handling as per clause 5.2.2.2.2. Otherwise, the NSACF shall perform the following steps:
-	perform "INCREASE"/"DECREASE"/"UPDATE" operation similarly as clause 5.2.2.2.2, by replacing the number of UEs to the number of UEs with at least one PDU session/PDN connection.
-	if the update flag is set to "INCREASE" and the counted UE number exceeds the configured maximum number of UEs with at least one PDU session/PDN connection, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with an appropriate value of AcuFailureReason (e.g. "EXCEED_MAX_UE_NUM " as specified in clause 6.1.6.3.5). 

* * * Next Change * * * *
6.1.6.3.5	Enumeration: AcuFailureReason
The enumerationAcuFailureReason indicates the operation result of the NSAC procedure for an individual S-NSSAI. It shall comply with the provisions defined in table 6.1.6.3.5-1.
Table 6.1.6.3.5-1: Enumeration AcuFailureReason
	Enumeration value
	Description
	Applicability

	"SLICE_NOT_FOUND"
	Indicates that an S-NSSAI is not found by the NSACF from the list of S-NSSAIs which are subject to NSAC procedure.
	

	"EXCEED_MAX_UE_NUM"
	Indicates for an S-NSSAI the number of UEs has exceeded the configured maximum number of UEs, if network slice admission control is not specific to one access type.
(NOTE 2)
	

	"EXCEED_MAX_UE_NUM_3GPP"
	Indicates for an S-NSSAI the number of UEs has exceeded the configured maximum number of UEs, if network slice admission control is required for 3GPP access.
(NOTE 1, NOTE 2)
	

	"EXCEED_MAX_UE_NUM_N3GPP"
	Indicates for an S-NSSAI the number of UEs has exceeded the configured maximum number of UEs, if network slice admission control is required for Non-3GPP access.
(NOTE 1, NOTE 2)
	

	"EXCEED_MAX_PDU_NUM"
	Indicates for an S-NSSAI the number of PDU sessions has exceeded the configured maximum number of PDU sessions if network slice admission control is not specific to one access type. 
	

	"EXCEED_MAX_PDU_NUM_3GPP"
	Indicates for an S-NSSAI the number of PDU sessions has exceeded the configured maximum number of PDU sessions, if network slice admission control is required for 3GPP access.
(NOTE 1)
	

	"EXCEED_MAX_PDU_NUM_N3GPP"
	Indicates for an S-NSSAI the number of PDU sessions has exceeded the configured maximum number of PDU sessions, if network slice admission control is required for Non-3GPP access.
(NOTE 1)
	

	NOTE 1:	If this value is returned in the NSAC response message, how the NF service consumer (e.g. AMF) utilizes the access information carried in the AcuFailureReason value is implementation specific.
NOTE 2:	For one S-NSSAI, if the network is configured to perform NSAC for the number of UEs with at least one PDU session/PDN connection, these values returned in the NSAC response message indicate the excess of the configured maximum number of UEs with at least one PDU session/PDN connection.



* * * End of Changes * * * *
