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1. Reason for Change
There has been expressed a wish to provide some testing results and considerations of the performance between HTTP/2 and HTTP/3. Here is proposed an informative annex to collect this kind of information from the external references and based on own experiences.
2. Proposal
It is proposed to agree the following changes to 3GPP TR 29.893 v1.7.0.
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* * * First Change * * * *
[bookmark: _Toc34228639][bookmark: _Toc43488749][bookmark: _Toc50359378][bookmark: _Toc63666660]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	IETF draft-ietf-quic-transport-29: "QUIC: A UDP-Based Multiplexed and Secure Transport".
[6]	IETF draft-ietf-quic-tls-29: "Using Transport Layer Security (TLS) to Secure QUIC".
[7]	IETF draft-ietf-quic-http-29: "Hypertext Transfer Protocol (HTTP) over QUIC".
[8]	IETF draft-ietf-quic-recovery-29: "QUIC Loss Detection and Congestion Control".
[9]	IETF draft-ietf-quic-invariants-09: "Version-Independent Properties of QUIC"
[10]	IETF draft-ietf-quic-qpack-16: "QPACK: Header Compression for HTTP over QUIC"
[11]	IETF RFC 5246: "The Transport Layer Security (TLS) Protocol Version 1.2".
[12]	IETF RFC 8446: "The Transport Layer Security (TLS) Protocol Version 1.3".
[13]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[14]	IETF RFC 7541: "HPACK: Header Compression for HTTP/2".
[15]	Void
[16]	IETF RFC 5682: "Forward RTO-Recovery (F-RTO): An Algorithm for Detecting Spurious Retransmission Timeouts with TCP".
[17]	IETF draft-dukkipati-tcpm-tcp-loss-probe-01: "Tail Loss Probe (TLP): An Algorithm for Fast Recovery of Tail Losses".
[18]	IETF RFC 6582: "The NewReno Modification to TCP's Fast Recovery Algorithm".
[19]	3GPP TS 29.510: "Network Function Repository Services".
[20]	IETF RFC 7838: "HTTP Alternative Services".
[21]	IETF draft-pardue-httpbis-http-network-tunnelling-01: "HTTP-initiated Network Tunnelling (HiNT)".
[22]	IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".
[23]	IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".
[24]	3GPP TS 33.210: "3G security; Network Domain Security (NDS); IP network layer security".
[25]	GSMA NG.113: "5GS Roaming Guidelines".
[26]	IETF RFC 8312: "CUBIC for Fast Long-Distance Networks".
[27]	3GPP TR 23.742: "Study on Enhancements to the Service-Based Architecture".
[28]	IETF RFC 8164: "Opportunistic Security for HTTP/2".
[29]	IETF RFC 7657: "Differentiated Services (Diffserv) and Real-Time Communication".
[30]	Taking a Long Look at QUIC: "https://conferences.sigcomm.org/imc/2017/papers/imc17-final39.pdf".
[31]	IETF RFC 5288: "AES Galois Counter Mode (GCM) Cipher Suits for TLS".
[32]	Developing and deploying a TCP replacement for the Web: "https://www.netdevconf.org/0x12/session.html?developing-and-deploying-a-tcp-replacement-for-the-web".
[33]	Optimizing UDP for content delivery: "http://vger.kernel.org/lpc_net2018_talks/willemdebruijn-lpc2018-udpgso-paper-DRAFT-1.pdf".
[34]	UDP segmentation offload: "https://www.netdevconf.org/0x12/session.html?udp-segmentation-offload".
[35]	Multiplexed Application Substrate over QUIC Encryption (MASQUE) charter text: "https://datatracker.ietf.org/doc/charter-ietf-masque/".
[X] 	QUIC vs TCP: Which is Better? : "https://www.fastly.com/blog/measuring-quic-vs-tcp-computational-efficiency".
[Y] 	IETF draft-ietf-quic-ack-frequency-04: "QUIC Acknowledgement Frequency", "https://datatracker.ietf.org/doc/draft-ietf-quic-ack-frequency".
[Z] 	Comparison of Different QUIC Implementations: "https://www.net.in.tum.de/fileadmin/TUM/NET/NET-2022-07-1/NET-2022-07-1_10.pdf".
[A]	How Facebook is bringing QUIC to billions: "https://engineering.fb.com/networking-traffic/how-facebook-is-bringing-quic-to-billions".
[B] 	Comparing HTTP/3 vs. HTTP/2 Performance: "https://blog.cloudflare.com/http-3-vs-http-2".
[C] 	H2O the optimized HTTP/1.x, HTTP/2 server: "https://h2o.examp1e.net/benchmarks.html".
[D] 	Of the Utmost Importance: Resource Prioritization in HTTP/3 over QUIC: "https://h3.edm.uhasselt.be/files/HTTP3_Prioritization_extended_3jul2019.pdf".

* * * Next Change * * * *
Annex X (informative):
HTTP/2 vs. HTTP/3 testing findings and considerations
QUIC can achieve the same computational efficiency as TCP+TLS1.3 once various protocol mechanisms and system optimizations are in use [X]. The referred study was comparing only the transports used for HTTP versions, but the application (HTTP) part was excluded. In principle, the used transport protocol should not limit either HTTP versions by setting the hard caps due to transport specific issues. Relevant mechanisms and optimizations used in the microbenchmark includes delayed ACK [Y], GSO (Generic Segmentation Offload) and the used MTU. Without any additional mechanisms or optimizations, QUIC performed over 2x better than TCP+TLS1.3, but in the real field deployments the optimizations for QUIC are not yet in place and this typically turns this performance relation to opposite figures.
The authors of [Z] concluded that most performance discrepancies are a result of the developer’s design or the operator’s configuration, which include topics, such as congestion control, flow control, handling of multiple streams, packet size/MTU, and client validation of the 0-RTT function.
For video streaming [A], QUIC transport resulted 8% less errors in video requests and this could be one sign of QUIC's more resilience against HoL blockings. 
Based on the measurements in [B], 0-RTT support yields a bit over 10% better time to first byte for HTTP/3 compared to HTTP/2, which lacks the support. In the same tests, variable results where sometimes HTTP/3 did perform better and vice versa. 
Performance measurement is highly use case dependent, i.e., traffic profiles/patterns are stemming from there, and for HTTP/2, this is shown clearly by this study [C].
For a single resource or a small file size transmitting, the QUIC implementations outperformed TCP ones (due to improved handshaking among other things), but once the amount of transmitted data increases, the performance of both transport protocols is getting similar. For HTTP, there are also other things impacting to the overall performance and that is how resource priorization is used as shown in [D]. Again, this emphasizes the use case dependency and most of the available performance tests are based on web browsing from public sources where typically small, medium or large amount of resources were downloaded as a single HTTP page request. One of the main KPIs measured, was the serving time of HTTP request and/or time to first byte.

* * * End of Changes * * * *


