Error! No text of specified style in document.
10
Error! No text of specified style in document.

[bookmark: _Toc39050171]3GPP TSG-CT WG4 Meeting #114	C4-230669
Athens, Greece, 27th Feb – 03rd Mar 2023


Source:	Nokia, Nokia Shanghai Bell
Title:	Pseudo-CR on NRF Policy Control on Information Exposure for different PLMNs 
Spec:	3GPP TR 29.831 v0.2.0
Agenda item:	6.1.3
Document for:	Decision

1. Introduction
A solution addressing key issue #2 based on policy control is added to the TR.
2. Reason for Change
Key Issue #2 is lacking a solution.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.831 v0.2.0.

[bookmark: _Hlk61529092]* * * First Change * * * *

[bookmark: _Toc120702334]6.x	Solution #x: NRF Policy Control on Information Exposure for different PLMNs
6.x.1	Description
The solution is to address the Key Issue #2: Signaling overhead of NF discovery responses between PLMNs.
The NRF may be configured by means of OAM with sets of policy rules per PLMN or per groups of PLMNs (e.g. one policy rule set for all foreign PLMNs, one policy rule set for equivalent PLMNs,…). These rules define what parameters of a registered NF profile can be exposed to the PLMN. Also these rules can define the way how to modify/reduce registered profile parameters for exposure to the PLMN in order to reduce the message length and required storage capacity at the consumer.
The PLMN specific rules may take additional information into account (e.g. the NF type of the registered NF) when deciding to remove parameters from the discovery response message.
E.g.: If the registered SmfInfo contains a list of TAIs or TAI ranges, the policy rule for all foreign PLMNs could require to remove TAIs and TAI ranges from SMF discovery responses sent to a foreign PLMN (and indicate so in the response to avoid that absence of TAIs is interpreted as "any TAI").
The PLMN-specific policy rules shall apply to NF discovery response messages and to profile change notification messages.
Figure 6.x.1-1 shows an example flow.


Figure 6.x.1-1
1-2.	PLMN X -specific policy rules are configured at the NRF.
3-4.	NF producer registers its profile at the NRF.
5. 		NRF receives a discovery request from PLMN X.
6.		NRF applies the configured policy rules for PLMN X to the registered NF profile.
7.		NRF sends a discovery response containing the registered NF profile with PLMN X -specific policy rules applied.
8-9.	NRF receives a subscribe request from PLMN X.
10-11.	NF producer modifies its NF profile
12.		NRF applies the configured policy rules for PLMN X to the modified NF profile.
13-14.	If the modified profile with policy rules applied differs from the original profile with policy rules applied: NRF notifies the consumer.
6.x.2	Impacts on services, entities and interfaces
OAM:
-	Configure the NRF with policy rules per PLMN.
NRF:
-	Apply configured policy rules to NF discovery response messages and profile change notification messages.
6.x.3	Pros
This solution provides an efficient way to shorten NF Discovery response messages and Profile change notification messages sent to different PLMNs. Also the amount of Profile change notification messages will be reduced.
6.x.4	Cons
Depending on the complexity of OAM configured policy rules, additional NRF storage and processing resources to store and apply the rules are needed. However, as inter-PLMN discovery traffic represents a rather low contribution to the overall NF discovery traffic, the need for additional processing resources may be limited.
Enforcing PLMN specific policies at the NRF may be conceptually inadequate.

* * * End of Changes * * * *
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