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1. Introduction
Starting from 3GPP Rel-17, clause 6.10.9.1 in TS 29.500 specifies that an HTTP client shall ignore the information received in the Location header field if it receives a 307 Temporary Redirect or 308 Permanent Redirect response with the cause attribute set to SCP/SEPP_REDIRECTION and including a Location header field. Also, quote:
5GC NFs that support indirect communications, SCPs and SEPPs shall support receiving a 307 Temporary Redirect or 308 Permanent Redirect response not including a Location header field.
Moreover, TS 29.500 warns of the caveats with always sending the location header, quote:
NOTE 2:	5GC NF APIs technical specifications indicate that a Location header field is included in 307 Temporary Redirect or 308 Permanent Redirect response with the cause attribute set to "SCP_REDIRECTION" or "SEPP_REDIRECTION". However, the use of this information can result to misbehaviours and is not needed for the HTTP client during a redirection to an SCP or SEPP.
The conditions to meet these requirements however will never be satisfied, because currently many OpenAPIs specify the Location header is a mandatory component in a 307/308 redirect response messages, while many OpenAPIs refer to the below definition of 307/308 codes in TS 29.571:
#
# HTTP responses
#

  responses:
    '307':
      description: Temporary Redirect
      content:
        application/json:
          schema:
            $ref: '#/components/schemas/RedirectResponse'
      headers:
        Location:
          description: 'The URI pointing to the resource located on the redirect target'
          required: true
          schema:
            type: string
        3gpp-Sbi-Target-Nf-Id:
          description: 'Identifier of target NF (service) instance towards which the request is
          redirected'
          schema:
            type: string
    '308':
      description: Permanent Redirect
      content:
        application/json:
          schema:
            $ref: '#/components/schemas/RedirectResponse'
      headers:
        Location:
          description: 'The URI pointing to the resource located on the redirect target'
          required: true
          schema:
            type: string
        3gpp-Sbi-Target-Nf-Id:
          description: >
            'Identifier of target NF (service) instance towards which the request is redirected'
          schema:
            type: string

Similar requirements are adopted by many API definitions in tables. Below is an example quote from TS 29.502:
Table 6.1.3.2.3.1-5: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same SMF or SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target SMF (service) instance ID towards which the request is redirected



Table 6.1.3.2.3.1-6: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same SMF or SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target SMF (service) instance ID towards which the request is redirected



2. Discussion
2.1. Capability negotiation
In order to align APIs with the above requirements in TS 29.500, the Location header in redirect response messages should become conditional. The problem is, without some amendment that would be a backward incompatible change.
In order to make the change backward compatible, Rel-18 NFs, including SCP and SEPP need to know if the peer supports receiving redirect response without the Location header, or not. 
Clause 6.6.2 in TS 29.500 specifies that HTTP client can inform the peer about own supported features either with "supportedFeatures" attribute within a request message body, or with query parameters. Query parameters look more appealing as SCP/SEPP would not need to look in to the message body. Currently however the respective statement reference only to the GET method, quote:
The HTTP client acting as NF service consumer may include a query parameter (e.g. "supported-features") of the SupportedFeatures data type defined in 3GPP TS 29.571 [13] in HTTP GET requests to fetch resource(s) associated to the NF Service Consumer of 5G API.
CT4 likely deliberately limited the usage of query parameters to GET method. Therefore, another way should be sought for notifying HTTP server that a response without Location header can be accepted. New HTTP custom header looks suitable. 
Hence, if Rel-18 SCP/SEPP needs to redirect an HTTP request towards a different SCP/SEPP and Rel-18 HTTP client has indicated that it supports receiving redirect response without the Location header, the Rel-18 SCP/SEPP shall return the response without the header. Otherwise, id either the client or SCP/SEPP is legacy, the response shall contain the location header, which satisfies backward compatibility requirement.
2.2. Misplaced Location header description
For some reason, all APIs describe the Location header usage and its presence in a description field of a RedirectResponse type, see below quote.
	Data type
	P
	Cardinality
	Response
codes
	Description

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same SMF  or SMF (service) set.
(NOTE 2) 



The problem is, Location header is not an attribute or a component of a RedirectResponse type. Therefore, the above description should be moved into the below example table. 
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same SMF or SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP (the above yellow highlighted text should be moved here).



3. Conclusions
The following changes are proposed:
1. TS 29.500. Specify new custom header, a "3gpp-Sbi-Location-Header", which when using indirect communication will be sent by a Rel-18 HTTP client to SCP or SEPP. Only in such case and only Rel-18 SCP/SEPP may send a response without Location header, if the request needs to be redirected.
2. TS 29.571.
a. This spec does not contain a table describing response codes. New clause should be added for this.
b. Location header should become conditional and that should be specified in the new clause. This also means OpenAPI change – 'required' should be removed when referring to Location headers in 307 and 308 response codes.
3. Changes to other APIs:
a. In 307 and 308 response codes describe Location header being conditional. 
b. Move the description from tables describing RedirectResponse to to the tables that describe Location header.
c. TS 29.510 requires different kind of changes.
4. Proposal
It is proposed to agree respective 3GPP Rel-18 CRs.
