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1
Abstract
This discussion paper describes the scenarios for monitoring event handling with SLA and potential solutions and improvements.
2
Discussion
2.1
Background

In EPC/4G networks, when an event monitoring event is subscribed and the serving node fetches the monitoring events from HSS, it is clearly stated that the responsibility to allow the EE in the vPLMN is of the serving node, as specified in TS 23.682:

“the MME/SGSN verifies the request, e.g. if the Monitoring Type is covered by a roaming agreement when the request is from another PLMN”. 

In 5GC, similar requirements should be applied, thus 3GPP also clearly mentioned that a roaming agreement is required for monitoring features, see clause 4.15.3.1 in TS 23.502:

“To support monitoring features in roaming scenarios, a roaming agreement needs to be made between the HPLMN and the VPLMN.”

However, in 5GS the monitoring event subscriptions are explicitly created by UDM and passed between AMFs. It is not clearly stated in 3GPP how the SLA based monitoring event control will work in 5GS.

2.2.
Requirements 
Open Issue: Where to apply the Roaming SLA?

As event detection and reporting node, the serving node in VPLMN shall be the enforcement entity of Roaming SLA, like in EPS, i.e., the serving nodes (AMFs) in VPLMN should be configured and verify whether a monitoring event is allowed for event subscription, per HPLMN.
Requirement-1: Roaming SLA enforcement per HPLMN (and event) should be supported in VPLMN (AMF)

Roaming SLA awareness in HPLMN is also beneficial and necessary, e.g., UDM should not subscribe disallowed events to the VPLMN (which will be rejected). Additionally, Roaming EE SLA may further be applicable at smaller granularity in hPLMN (specifically NEF), e.g., to apply Roaming SLA per specific MTC provider/Application (it is expected that each one will have different SLAs). UDM already support service specific authorization today.
Requriement-2: Roaming SLA agreement should also be aware and enforced in HPLMN (UDM).
2.3
Solutions
For Requirement-1, the simplest way is to inherit the EPS behavior, i.e., configuration in serving node (AMF) per HPLMN. Considering the product evolution path from MME/SGSN to AMF, continue support of the SLA configuration should be a reasonable way forward.
NOTE:
Massive configuration for multiple AMF nodes is not in scope of this DP.

For Requirement-2, the Roaming EE SLA may be provided in different ways:
Option-1: configured in UDM (like in AMF)

Similar as configuration in AMF, the Roaming EE SLA may be configured in UDM, e.g., via O&M.
The drawback is that static configuration via O&M lacks capability of dynamic provisioning and management function. Such a solution only applicable to PLMN level Roaming SLA but not suitable to support smaller granularity per MTC prov/App. Furthermore, the UDM in some cases is not involved in the Event subscription since the NEF may send the EE subscription directly to the AMF.
Option-2: provided in subscription via SBI by NEF/AF
With this option, new parameters will be defined in the UDM EE API to allow the NF consumer to provide the Roaming EE SLA during subscription creation.
This approach allows the applications/service providers to accurately provide the well-tuned Roaming EE SLA at smaller granularity. The obvious issue for this solution is the potential large amount of data per subscription. For large operators, the number of roaming partners usually is very large (>1000). It is not efficient to pass such amount of data via SBI frequently. Even with certain optimization (e.g., allowed/forbidden list) may reduce the size of the data, considering the Roaming EE SLA usually are identical per application/service provide, duplicate such data within each subscription is not recommended.
Option-3: centralized management in UDR and accessible by UDM/NEF

This option allows the creation of Roaming EE SLA data entry in UDR with assigned data key, e.g. a {RoamingEeSlaId}. Each MTCprov/App is assigned one or multiple {RoamingEeSLAId} by NEF (as part of the App onboarding process). Then the NEF includes the {RoamingEeSlaId} in the subscription request to the UDM. The UDM then will acquire the data entry (if not previous fetched) from UDR and apply accordingly.
The UDM may also cached the data entry with the Id for future use, and subscribe for the change of the data entry.

This approach provides the similar level of flexibility to allow Roaming EE SLA at smaller granularity, while avoid potentially big amount of duplicate data frequently via SBI. Granularity to support SLAs per MTC prov/App are naturally defined by NEF. In case UDM is not involved in the EE subscription (when NEF sends the request directly to the AF), the NEF will be able to access from UDR to any SLA information required.
3.
Conclusions

For Roaming EE SLA enforcement in VPLMM, configuration in serving node (AMF) as in EPS (MME/SGSN) can be the way forward.
For Roaming EE SLA management in HPLMN, Option-3 with Roaming EE SLA centralized managed in UDR is recommended solution, considering the flexibility it provides and the data efficiency over SBI.

If agreeable, Ericsson will bring CRs on next meetings for realization of Option-3, mainly in UDR and UDM API.
