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* * * * First change * * * *
[bookmark: _Toc510696587][bookmark: _Toc35971379][bookmark: _Toc82676344][bookmark: _Toc114777934][bookmark: _Hlk102052065]5.2	Nupf_EventExposure Service
[bookmark: _Toc510696588][bookmark: _Toc35971380][bookmark: _Toc82676345][bookmark: _Toc114777935]5.2.1	Service Description
The Nupf_EventExposure service enables the UPF to expose UPF related information to the service consumers, the known Service Consumers are NEF, AF, SMF, TSCTSF, TSN AF and NWDAFe.g. local NEF, AF. 
The following events are provided by Nupf_EventExposure Service:Via Nupf_EventExposure service the UPF exposes the UPF related information in the following manners:
-	Subscribe/Notify:
Event: QoS Monitoring

	The NF service consumers create the subscription on the event of interest via SMF. When required, the SMF instructs the UPF to report QoS Monitoring events directly to a local NEF or, AF or NWDAF via N4 interface as specified in 3GPP TS 29.244 [15]. Upon the event of interest the UPF sends notification directly to the local NEF,  or AF or NWDAF via Nupf interface.
	The event notification may contain following information:
-	QoS Monitoring report, e.g. end to end delay for a specific QoS flow of a PDU session.
-	QoS Flow Bandwidth measurements: It provides bitrate measurements (UL, DL and/or overall) for a PDU Session and QoS Flow.
[bookmark: _Hlk126589006]Event: UserDataUsageMeasures 
      A NF subscribes to this event to receive information of user data usage of the User PDU Session. This event can be used for UPF Data Collection by NWDAF for analytics (see 3GPP TS 23.288 [Z]) as described in clause 4.15.4.x of 3GPP TS 23.501 [2]. SMF and other allowed direct consumers shall use Service Based Interface subscription service operation to subscribe this UPF event.
	UE Type: One UE, any UE
	Report Type: One-Time Report, Continuous Report, Periodic Report
	Input: UE ID,"ANY_UE", DNN, S-NSSAI, Application ID (s), or traffic filtering information, Type of measurement, Granularity of measurement, Reporting suggestion information
	Notification: Event ID, UE address (i.e. IP address or MAC address), Notification Correlation Information, UE ID, Measurement Result, time stamps for the measurement, Application Id and Packet Filter Set.
[bookmark: _Hlk126589095]Event: UserDataUsageTrends
      A NF subscribes to this event to receive statistical measurements. This event can be used for UPF Data Collection by NWDAF for analytics (see 3GPP TS 23.288 [Z]) as described in 4.15.4.x of 3GPP TS 23.501 [2]. SMF and other allowed direct consumers shall use SBI subscription operation to subscribe this UPF event. 
	UE Type: One UE, any UE
	Report Type: One-Time Report, Continuous Report, Periodic Report
	Input: UE ID,"ANY_UE", DNN, S-NSSAI, Application ID (s), or traffic filtering information, granularity of measurement, Reporting suggestion information
	Notification: Event ID, UE address (i.e. IP address or MAC address), Notification Correlation Information, UE ID, Measurement Result, time stamps for the measurement, Application Id and Packet Filter Set.
Event: TSC management information
The NF service consumers create the subscription on the event of interest via SMF. When required, the SMF instructs the UPF to report TSC management information events directly to TSCTSF or TSN AF via N4 interface as specified in 3GPP TS 29.244 [15]. Upon the event of interest the UPF sends notification directly to the TSCTSF or TSNAF via Nupf interface.
NOTE:	In the current release direct subscription from NF service consumer to UPF is not supported.
[bookmark: _Toc510696589][bookmark: _Toc35971381][bookmark: _Toc82676346][bookmark: _Toc114777936]* * * * Next change * * * *
[bookmark: _Toc510696590][bookmark: _Toc35971382][bookmark: _Toc82676347][bookmark: _Toc114777937]5.2.2.1	Introduction
The service operations defined for the Nupf_EventExposure service are as follows:
-	Subscribe:  This is a pseudo operation, the actual subscription to the event is created via N4 interface.This service operation is used by an NF to subscribe to UPF event exposure notifications e.g. for the purpose of UPF data collection on a specified PDU Session or for all PDU Sessions of one UE or any UE.
NOTE 1:	In the current release OpenAPI 3.0.0 is adopted, with OpenAPI 3.0.0 it is not possible to document a stand-alone callback operation, thus the Notify operation has to be defined in combination with a Subscribe operation. 
-	Unsubscribe: The NF consumer uses this service operation to unsubscribe for a specific event.
-	Notify: It allows the UPF to send event notifications directly to NF service consumers, e.g. local NEF, AF, NWDAF.
NOTE 2:	Subscribe service operation is not defined in this release.
Table 5.2.2.1-X lists the service operations that are supported by the Nupf_EventExposure service.

Table 5.2.2.1-X Service operations supported by the Nupf_EventExposure service
	Service Operations
	Description
	Operation
Semantics
	Example Consumers

	Subscribe
	This service operation is used by an NF service consumer to subscribe for event notifications on one UE or any UE
	Subscribe/Notify
	SMF, NWDAF

	Unsubscribe
	This service operation is used by an NF service consumer to unsubscribe from event notifications
	Subscribe/Notify
	SMF, NWDAF

	Notify
	Report event(s) to the NF service consumer which has subscribed to the event report service.
	Subscribe/Notify
	NEF, NWDAF, AF, TSCTSF, TSN AF



[bookmark: _Toc114777938]* * * * Next change * * * *
5.2.2.2	Subscribe
5.2.2.2.1	General
The Service Operation is used by a NF Service Consumer (e.g. NWDAF) to subscribe to an event(s) for one UE or any UE.
[bookmark: _Toc25156231][bookmark: _Toc34124531][bookmark: _Toc43207645][bookmark: _Toc49857125][bookmark: _Toc56676959][bookmark: _Toc56691482][bookmark: _Toc56698746][bookmark: _Toc89034948][bookmark: _Toc89064746][bookmark: _Toc89180047][bookmark: _Toc97071724][bookmark: _Toc120051126][bookmark: _Toc122025488]5.2.2.2.2	Creation of a subscription
The Subscribe service operation is invoked by a NF Service Consumer, e.g. NWDAF, towards the UPF, when it needs to create a subscription to monitor at least one event relevant to the UPF. The NF Service Consumer may subscribe to multiple events in a subscription. A subscription may be associated with one UE or any UE.
The NF Service Consumer shall request to create a new subscription by using HTTP method POST with URI of the subscriptions collection, see clause 6.1.3.2.
The NF Service Consumer shall include the following information in the HTTP message body:
-	NF ID, indicates the identity of the network function instance initiating the subscription;
-	Subscription Target, indicates the target(s) to be monitored, as one of the following types:
-	A specific UE/PDU Session, identified with a ueIpAddress;
-	Any UE, identified by the "anyUe" flag.
-	Notification URI, indicates the address to deliver the event notifications generated by the subscription;
-	Notification Correlation ID, indicates the correlation identity to be carried in the event notifications generated by the subscription;
-	List of events to be subscribed;
-	Event Types per event, as specified in clause 5.2.1.
The NF Service Consumer may include the following information in the HTTP message body:
-	Event Trigger, indicates how the events shall be reported (One-time Reporting or Continuously Reporting or Periodic Report).
-	Maximum Number of Reports, defines the maximum number of reports after which the event subscription ceases to exist;
-	Expiry, defines maximum duration after which the event subscription ceases to exist;
-	Repetition Period, defines the period for periodic reporting;
-	A notification flag as "notifFlag" attribute, which is used to mute/unmute notifications and to retrieve events stored during a period of muted notifications.;
-	Application ID(s), indicates a list of application identifiers;
-	Traffic filtering information, indicates IP packet filters; 
-	Type of measurement, defines the measurement type for event;
-	Granularity of measurement, indicates the granularity of the required measurements is per PDU Session, per data flow or per application;
-	Reporting suggestion information, indicates whether the event notification can be delayed, i.e. delay tolerant 


Figure 5.2.2.2.2-1 Subscribe for Creation
1.	The NF Service Consumer shall send a POST request to create a subscription resource in the UPF. The payload body of the POST request shall contain a representation of the individual subscription resource to be created. The request may contain an expiry time, suggested by the NF Service Consumer as a hint, representing the time upto which the subscription is desired to be kept active and the time after which the subscribed event(s) shall stop generating report.
2a.	On success, the request is accepted, the UPF shall include a HTTP Location header to provide the location of a newly created resource (subscription) together with the status code 201 indicating the requested resource is created in the response message. If the NF Service Consumer has included more than one events in the event subscription and some of the events are failed to be subscribed, the UPF shall accept the message and provide the successfully subscribed event(s) in UpfEventSubscription. If the NF Service Consumer has included the immediateFlag with value as "true" in the event subscription, the UPF shall include the current status of the events subscribed, if available.
	If the NF Service Consumer has set the event reporting option as ONE_TIME and if the UPF has included the current status of the events subscribed in the response, then the UPF shall not do any subsequent event notification for the events given in the UpfCreateEventSubscription parameter.
	The response, based on operator policy and taking into account the expiry time included in the request, may contain the expiry time, as determined by the UPF, after which the subscription becomes invalid. Once the subscription expires, if the NF Service Consumer wants to keep receiving notifications, it shall create a new subscription in the UPF. The UPF shall not provide the same expiry time for many subscriptions in order to avoid all of them expiring and recreating the subscription at the same time. If the expiry time is not included in the response, the NF Service Consumer shall consider the subscription to be valid without an expiry time.
If the sampling ratio ("sampRatio") attribute is included in the subscription without a partitioningCriteria, the UPF shall select a random subset of UEs among target UEs according to the sampling ratio and only report the event(s) related to the selected subset of UEs. If the partitioningCriteria attribute is also included along with sampling ratio, the UPF shall apply the sampling ratio on the group of UEs determined according to the partitioning criteria.
If the "notifFlag" attribute is included and set to "DEACTIVATE" in the request, the UPF shall mute the event notification and store the available events.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.2.3.1-3. On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse IE shall be included in the payload body of POST response.
This is a pseudo operation, the UPF does not actually provide Subscribe service operation through Nupf_EventExposure service. The subscription on the UPF is created via N4 interface.

* * * * Next change * * * *
[bookmark: _Toc510696595][bookmark: _Toc35971387][bookmark: _Toc82676352][bookmark: _Toc114777939]5.2.2.3	Notify
[bookmark: _Toc114777940]5.2.2.3.1	General
The Notify service operation is invoked by the UPF, to send a notification, towards the notification URI, when certain event included in the subscription has taken place.
For event “USER_DATA_USAGE_MEASURES” and “USER_DATA_USAGE_TRENDS”, the UPF shall use the HTTP method POST, using the notification URI received in the subscription creation as specified in clause 5.2.2.2.2, including e.g. the subscription ID, Event ID(s) for which event has happened, notification correlation ID provided by the NF service consumer at the time of event subscription, to send a notification. See Figure 5.2.2.3.2-1.
For event "QOS_MONITORING", the UPF shall use the HTTP method POST, using the notification URI received from the SMF via N4 interface, see clause 5.33.5 of 3GPP TS 29.244 [15].
For event "USER_DATA_USAGE_MEASURES", the event notification may contain following information:
-	Volume Measurement: measures of data volume exchanged (UL, DL and/or overall) and/or number of packets exchanged (UL, DL and/or overall).
[bookmark: _Hlk126742425]-	Throughput Measurement: measures of data throughput (UL and DL).
-	Application related Information: URLs and/or Domain names and Domain name protocols detected in the traffic identified by the information included in the subscription request, e.g. an application id.
When the granularity of the measurement is per data flow, the notification includes the packet filter set and the Applications Identifier if available.
For event "USER_DATA_USAGE_TRENDS", the event notification may contain following information:
[bookmark: _Hlk126742456]-	Throughput Statistic Measurement (average and/or peak throughput) over the measurement.
When the granularity of the measurement is per data flow, the notification includes the packet filter set and the Applications Identifier if available.
For event "QOS_MONITORING", Tthis service operation is used by the UPF to send the following kinds of event notification:
-	Periodic notification on the downlink packet delay, uplink packet delay, and/or the round trip packet delay between the UPF (PSA) and UE;
-	Event triggered notification on the downlink packet delay, uplink packet delay, and/or the round trip packet delay between the UPF (PSA) and UE, i.e. when the packet delay exceeds a defined threshold;
-	Notification on the downlink packet delay, uplink packet delay, and/or the round trip packet delay between the UPF (PSA) and UE when the PDU session is released.
The subscription corresponding to the notification is created by the SMF via N4 interface, see clause 5.33.5 of 3GPP TS 29.244 [15].
[bookmark: _Toc114777941]* * * * Next change * * * *
5.2.2.3.2	UPF sends notification on subscribed eventsQoS monitoring


Figure 5.2.2.3.2-1: UPF sends notification on subscribed eventsQoS monitoring
1.	The UPF shall send a POST request to the eventNotificationUri as provided by the SMF during the provisioning of Session Reporting Rule (see clause 7.5.2.9 of 3GPP TS 29.244 [15]) or received in the subscription creation as specified in clause 5.2.2.2.2.
2a.	Upon success, the NF Service Consumer responds with "204 No Content".
2b.	On failure or redirection:
-	If the NF Service Consumer does not consider the "eventNotificationUri" as a valid notification URI, the NF Service Consumer shall return "404 Not Found" status code with the ProblemDetails IE providing details of the error.
-	In the case of redirection, the NF service consumer shall return 3xx status code, which shall contain a Location header with an URI pointing to the endpoint of another NF service consumer endpoint.

* * * * Next change * * * *
[bookmark: _Toc25156233][bookmark: _Toc34124533][bookmark: _Toc43207647][bookmark: _Toc49857127][bookmark: _Toc56676961][bookmark: _Toc56691484][bookmark: _Toc56698748][bookmark: _Toc89034951][bookmark: _Toc89064749][bookmark: _Toc89180050][bookmark: _Toc97071727][bookmark: _Toc120051129][bookmark: _Toc122025491]5.2.2.X	Unsubscribe
[bookmark: _Toc25156234][bookmark: _Toc34124534][bookmark: _Toc43207648][bookmark: _Toc49857128][bookmark: _Toc56676962][bookmark: _Toc56691485][bookmark: _Toc56698749][bookmark: _Toc89034952][bookmark: _Toc89064750][bookmark: _Toc89180051][bookmark: _Toc97071728][bookmark: _Toc120051130][bookmark: _Toc122025492]5.2.2.X.1	General
The Unsubscribe service operation is invoked by a NF Service Consumer, e.g. NWDAF, towards the UPF, to remove an existing subscription previously created by itself at the UPF.

The NF Service Consumer shall unsubscribe to the subscription by using HTTP method DELETE with the URI of the individual subscription resource (see clause 6.1.3.3) to be deleted.


Figure 5.2.2.X.1-1 Unsubscribe a subscription
1.	The NF Service Consumer shall send a DELETE request to delete an existing subscription resource in the UPF.
2a.	On success, the request is accepted, the UPF shall reply with the status code 204 indicating the resource identified by subscription ID is successfully deleted in the response message.
	The UPF shall create subscription to the event notification for the included UE(s).
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.1.3.3.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.3.3.1-3. On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse IE shall be included in the payload body of POST response.


* * * * End of changes * * * *
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