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1	Background

3GPP TS 23.003 contains several sections where the realm of certain identifiers, used in SNPN scenarios, shall include mandatorily the NID of the SNPN.

In section 28.3.2.3.2, "Format for NRF FQDN", it is said:

[bookmark: _Hlk127353929]The NRF FQDN for an NRF in an operator's PLMN shall be constructed by prefixing the Home Network Domain Name (see clause 28.2) of the PLMN in which the NRF is located with the label "nrf." as described below:
-	nrf.5gc.mnc<MNC>.mcc<MCC>.3gppnetwork.org
The NRF FQDN for an NRF in an operator's SNPN, if not pre-configured in the NF, shall be constructed by prefixing the Home Network Domain Name (see clause 28.2) of the SNPN in which the NRF is located with the label "nrf." as described below:
-	nrf.5gc.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org

Also, in section 28.7.3, "NAI format of SUCI",it is said:

When the SUPI is defined as an IMSI, the SUCI in NAI format shall have the form username@realm, where the realm part shall be constructed by converting the leading digits of the IMSI, i.e. MNC and MCC, into a domain name, as described in clause 28.2. In SNPN scenarios, the realm part shall additionally include the NID of the SNPN. The resulting realm part of the NAI shall be in the form:
"5gc.mnc<MNC>.mcc<MCC>.3gppnetwork.org", or
"5gc.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org" (for SNPN scenarios).




Observation 1: 

For the construction of the NRF FQDN of the subscribed SNPN, the AMF is expected to construct a home network domain which shall include the NID of the subscribed SNPN of the UE. However, for the case of IMSI based SUPI, the AMF does not have the NID of the subscribed SNPN of the UE, as the UE doesn’t provide the NID in the 5GS mobile identity IE carrying an IMSI based SUCI (see TS 24.501 Figure 9.11.3.4.3) of REGISTRATION REQUEST, and does not include the NID IE in REGISTRATION REQUEST with the 5GS mobile identity IE carrying a SUCI (see TS 24.501 subclause 8.2.6.36). This has the following implications:

- The AMF in a serving SNPN can only rely on the MNC/MCC and the RID of the SUCI to route the request towards the subscribed SNPN. Hence, the realm of the target domain can only be constructed using the MNC/MCC of the IMSI, that points to the PLMN to which such IMSI belongs to and the RID is used to select an appropriate AUSF instance that manages the UE within the MNC/MCC. Therefore, the target PLMN can only find a home NRF in the PLMN and send the RID in the discovery request; then, the home NRF needs to be configured to, either map the RID to a NID, and forward the discovery request to another NRF in the target SNPN, or to have locally configured the NF instances (e.g. of AUSFs, UDMs…) of the target SNPN.

- The existing definition of the NRF FQDN for SNPNs is not correct for IMSI-based SUPIs and should be amended.

Observation 2:

In 23.003 Clause 28.7.3, it is stated that the NAI format for SUCI shall contain the NID in SNPN scenarios. This is an issue for IMSI-based SUPI because the realm of the SUCI cannot be constructed (similar problem as the issue in observation 1), since it does not know the NID of the UE. 

When the UE’s SUPI is of type IMSI, the UE does not provide a NAI; therefore, the UE does not provide a realm. The UE provides the 5GS mobile identity Information Element (IE) carrying the IMSI based SUCI in binary format consisting of MCC/MNC of the IMSI, routing indicator (RI), protection scheme ID, home network public key identifier and encrypted MSIN of the IMSI (see TS 24.501 Figure 9.11.3.4.3). Thus, the UE does not send the NID to the AMF in the 5GS mobile identity IE carrying an IMSI based SUCI (see TS 24.501 Figure 9.11.3.4.3) of REGISTRATION REQUEST, and does not include the NID IE in REGISTRATION REQUEST with the 5GS mobile identity IE carrying a SUCI (see TS 24.501 subclause 8.2.6.36).

Furthermore, it is uncertain how the NID could possibly be included in the NAI format for SUCI for IMSI based SUCI by the UE, because the NID value resides at the ME part of the UE, while the SUCI might be calculated entirely inside the USIM part of the UE (this requirement depends on operator's choice).

In addition, 3GPP TS 23.501 Section 5.30.2.3 indicates:

A subscription of an SNPN is either:
-	identified by a SUPI containing a network-specific identifier that takes the form of a Network Access Identifier (NAI) using the NAI RFC 7542 [20] based user identification as defined in clause 28.7.2 of TS 23.003 [19]. The realm part of the NAI may include the NID of the SNPN; or
-	identified by a SUPI containing an IMSI.

Therefore, when the UE is identified by a SUPI containing an IMSI the NID would not be available as part of the UE identifier (SUPI or SUCI). 

This justifies either the replacement of ‘shall’ with the non-mandatory word ‘may’ in the sentence ‘In SNPN scenarios, the realm part shall additionally include the NID of the SNPN.’ or, removal of the sentence altogether. 
2	Proposed Way Forward & Possible Impact:
Based on the above observations, the authors of this paper welcome feedback and views from CT4 on the described issues. In particular, it would be good to determine if there is any need to exclude the NID in the realm of SUCIs corresponding to IMSI-based SUPIs for SNPN cases. 

If an agreement can be reached during CT4#114 on how to address the above issues, Ericsson commits to bring related CRs to the forthcoming CT4 meeting to correct the affected clauses in TS 23.003.
