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1. Introduction
Common sharable data types are indicated in solution #1, #4, and #5. To simplify the study and avoid unnecessary duplicate description, it is proposed to move those repeated lists to a separate solution. Furthermore, whether to define corresponding data types need further study.
2. Proposal
It is proposed to agree the following changes to 3GPP TR 29.831 v0.2.0.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc39050169][bookmark: _Toc120702303][bookmark: _Toc49769261][bookmark: _Toc56438070][bookmark: _Toc56438212][bookmark: _Toc56438286][bookmark: _Toc57274156][bookmark: _Toc57274625][bookmark: _Toc66461568][bookmark: _Toc70926360][bookmark: _Toc86043863][bookmark: _Toc120702304]6.X	Solution#X: List of Shareable Profile Items
6.X.1	Description
This solution is to address the Key Issue #1: Avoid Duplicate Configuration and Transmission of Shareable Data. Specially, this solution lists those NF profile items which are possibly shared among different NF (or NF service) profiles.
Following NF profile items might be shared among different NF (or NF service) profiles:
-	List of supported PLMN (e.g. allowed PLMNs configured in NF profile);
-	UE identifier ranges (e.g. SUPI ranges, GPSI ranges, IMSI ranges, IMEI ranges, MSISDN ranges, external/internal group identifier ranges, etc.);
-	These identifier ranges are commonly configured in extended NF info, e.g. in HssInfo, UdmInfo, UdrInfo, AusfInfo, PcfInfo, BsfInfo, ChfInfo, NefInfo, TsctsfInfo, NssaafInfo, IwmscInfo, MnpfInfo, etc.
-	Routing indicator, SUCI info (e.g. configured in AusfInfo);
-	Supported serving area (e.g. TAI list or TAI range list);
-	List of supported NF services;
-	List of supported S-NSSAI;
-	List of supported DNN;
-	List of supported DNAI;
-	List of supported features;
To support single configuration of shareable profile items in the NRF, new data types for those shareable data might be defined. For example, a variant type might be defined as a container to carry different shareable profile items, with an enumeration attribute (e.g. contentType) indicating the exact type of inner profile item.
Editor’s Note:	It is FFS that whether and which data types need to be defined as standardized shareable data types. 
[bookmark: _Toc49769262][bookmark: _Toc56438071][bookmark: _Toc56438213][bookmark: _Toc56438287][bookmark: _Toc57274157][bookmark: _Toc57274626][bookmark: _Toc66461569][bookmark: _Toc70926361][bookmark: _Toc86043864][bookmark: _Toc120702305]6.X.2	Impacts on services, entities and interfaces
NRF, NF:
-	May need to support new data types defined for shareable data.
[bookmark: _Toc49769263][bookmark: _Toc56438072][bookmark: _Toc56438214][bookmark: _Toc56438288][bookmark: _Toc57274158][bookmark: _Toc57274627][bookmark: _Toc66461570][bookmark: _Toc70926362][bookmark: _Toc86043865][bookmark: _Toc120702306]6.X.3	Pros
[bookmark: _Toc49769264][bookmark: _Toc56438073][bookmark: _Toc56438215][bookmark: _Toc56438289][bookmark: _Toc57274159][bookmark: _Toc57274628][bookmark: _Toc66461571][bookmark: _Toc70926363][bookmark: _Toc86043866][bookmark: _Toc120702307]If a common variant data type is defined for various shareable data, it is no need to define separate data types for each shareable profile items.
6.X.4	Cons
No special cons foreseen.
* * * Next Changes * * * *
6.1.1	Description
The solution is to address the Key Issue #1: Avoid Duplicate Configuration and Transmission of Shareable Data.
Duplicate configuration may exist in the following various data types (e.g. UE identifier ranges) among different NF (or NF service) profiles, see below the non-exhaustive list:. Possible shareable data in NF (or NF service) profile are listed in clause 6.X.
-	allowed PLMNs configured in NF profile (especially for roaming usage);
-	Routing indicator or SUCI info configured in NF extended info (e.g. AusfInfo);
-	UE identifier ranges (e.g. SUPI ranges, GPSI ranges, external/internal group identifier ranges, IMSI ranges, IMEI ranges, MSISDN ranges, etc.) configured in NF extended info (e.g. in HssInfo, UdmInfo, UdrInfo, AusfInfo, PcfInfo, BsfInfo, ChfInfo, NefInfo, TsctsfInfo, NssaafInfo, IwmscInfo, MnpfInfo, etc.);
-	TAI list or TAI range list that is configured in NF extended info (e.g. AmfInfo, SmfInfo, UpfInfo, LmfInfo, NefInfo, NwdafInfo, MfafInfo, DccfInfo, NsacfInfo, etc.);
Editor’s Note:	It is FFS that whether and which data types need to be defined as standardized shared data types. 
To avoid duplicate configuration and transmission of shareable data (e.g. UE identifier ranges), the shareable data  can be organized as shared data which is separately stored outside of the NF profile. One NF profile using the shared data (e.g. UE identifier ranges) should carry a reference (i.e. shared data identifier) pointing to that shared data. An NF may be associate with multiple shared data with different types, thus multiple instance of shared data identifiers may be registered in one NF profile.
The following enhancements to data structure of the NRF API are proposed:
-	Define individual data structures for each type of shared data;
-	For example, define a SharedIdRanges data structure, which carries the identifier of the SharedIdRanges and a list of IMSI/MSISDN/SUPI/GPSI/External-Group-ID/Internal-Group-ID ranges, etc;
-	Define a SharedDataIdentifier data type as identifier of each type of shared data;
-	For example, the SharedIdRanges data structure includes an "sharedDataId" attribute of type SharedDataIdentifier, to indicate the unique identifier of that SharedIdRanges;
-	Add attribute in the NF profile to refer to the separately stored shared data;
-	For example, add "sharedDataReferences" attribute in the NFProfile of an NF to contain a list of shared data identifiers to multiple types of shared data, and within the "sharedDataReferences" container a "sharedIdRangeRef" attribute refers to one SharedIdRanges. Or, add one attribute "sharedIdRangeRef" directly in the AusfInfo/UdmInfo/PcfInfo/BsfInfo/ChfInfo/etc. to indicate the reference to a SharedIdRanges;
The following enhancements to resource tree of the NRF API are proposed:
-	Define individual resources in the resource tree of the NRF API, to provide creation/update/deletion/retrieval operation to each type of shared data;
-	For example, a separate resource "/shared-id-ranges" is defined to represent the collection of SharedIdRages. A POST operation to the "/shared-id-ranges" resource will create an instance of SharedIdRanges. A GET operation to the "/shared-id-ranges/{sharedDataRef}" will retrieve the content of the SharedIdRanges identified by the {sharedDataRef}.
-	A parent resource "/shared-data" may be used to umbrella all kinds of shared data types. In this case, the resource "/shared-data/shared-id-ranges" represents the collection of SharedIdRanges.
To configure the shared data in the NRF, the following methods should be used:
-	An operator should arrange those shareable data (e.g. UE identifier ranges) to shared data in well-organized manner, and register those shared data to the NRF;
-	The registration of shared data to the NRF may be done by the operator management system, or by an operator granted NF (e.g. a special UDR). In the latter case, the granted NF invokes POST method to the resource representing the collection of that type of shared data (e.g. to the resource "/shared-id-ranges") to register the shared data.
-	An NF can register a reference (i.e. the shared data identifier) to one shared data in its own NF profile, if the NF is configured to share some data with other NFs and is aware of the shared data identifier. Multiple shared data identifiers may be registered in the NF profile to refer to different type of shared data;
To download NF profiles with shared data from the NRF, the following methods should be used:
-	A request NF should indicate its support for the SharedData feature to the NRF, in the NF discovery procedure or subscription to NF profile change notification. 
-	During NF discovery or NF profile change notification procedure, the NRF and the request NF behaves as the following:
-	For a request NF supporting the SharedData feature, the NRF only indicates the shared data identifier(s) referring to the shared data (e.g. shared data identifier to a SharedIdRanges) in the NF profile, when sending NF profile the request NF. 
-	For a request NF not supporting SharedData feature, the NRF shall translate the shared data identifier included in the NF profile to the content of existing attributes in the NF profile, when sending NF profile to the request NF.
-	When receiving NF profile with shared data identifier(s), the request NF shall separately invoke GET operation to the NRF resource representing the shared data to retrieval the shared data, if not yet get the shared data.
[bookmark: _Toc120702330]* * * Next Changes * * * *
[bookmark: _Toc120702325]6.4.1	Description
The solution is to address the Key Issue #1: Avoid Duplicate Configuration and Transmission of Shareable Data.
Duplicate configuration may exist in various data types (e.g. UE identifier ranges) among different NF (or NF service) profiles. Possible shareable data in NF (or NF service) profile are listed in clause 6.X.
To avoid repeat transmission of shareable data within the NF profile, it is proposed to classify these shareable data as different set of shared data, identified by shared-data ID, in the same way adopted in subscription data retrieval. Within the NRF interaction related procedures (e.g. NF registration, NF discovery), the shared-data ID will be provided instead of shared data. 
According to the NF profile definition in TS 29.510[2], exampled shared data can include one or more of the following data types:
-	Ranges of SUPI/GPSI, IMSI, IP address, internal/external Group ID, routing indicators,
-	Supported list of NF services,
-	Supported serving area, e.g. TAI list, TAI range list,
-	Supported list of DNN/S-NSSAI, 
-	Supported list of DNAI,
-	PLMN range list,
-	List of supported features.
As NRF is deployed in a hierarchical architecture, e.g. PLMN level, shared-slice level, and slice-specific level, to configure the shared data on lower level NRF might be not suitable for the fact that NFs may register its profile in one of multiple NRF instances, and to configure the shared data on all NRF instances as global unique information might cause a waste of storage resource. In this solution, it is proposed to configure the shared on a higher level NRF instance, and the corresponding NRF instance which stores this shared data will be provided simultaneously together with the shared-data ID when needed.
The procedure of shared-data ID provisioning would be as below:
-	The mapping correlation between shared-data ID and the corresponding shared data is provisioned on a higher level NRF instance. 
-	Besides, for the NF instances which holds these shared data, the shared-data ID and the NRF instance ID which maintains the mapping correlation is provisioned during the initialization process.
The procedure of NF registration procedure would be as below:
-	The NF registers its NF profile to the NRF, in which the NF profile contains one or more shared-data ID(s) and the NRF instance ID which maintains the shared data corresponds to the shared-data ID. 
-	If the NRF determines that the shared data corresponds to the shared-data ID is not available yet, it initiates the retrieval of shared data towards the NRF instance identified by the NRF instance ID of the shared-data ID.
-	The NRF which receives the NF registration request needs to subscribe on the change notification of shared data towards the NRF instance which maintains the shared data.
The procedure of NF discovery procedure would be as below:
-	Upon receiving the NF discovery request from a request NF which indicates its support for SharedData feature, the NRF can respond to the request NF with the NF profile which includes the shared-data ID and the corresponding NRF instance ID which maintains the related shared data.
-	Upon receiving the NF discovery request from a request NF which does not indicate its support for SharedData feature, the NRF shall translate the shared-data ID within the NF profile into the corresponding shared data, and respond the NF profile to the request NF.
-	When the request NF receives NF profile contains shared-data ID, and the corresponding shared data is not available yet, it initiates the retrieval and subscription of shared data towards the NRF instance identified by the NRF instance ID of the shared-data ID, or alternatively, towards the current NRF instance.
As an alternative, if the shared-data ID is unique at PLMN granularity, the mapping between the shared-data ID and corresponding NRF instance ID can be registered outside of the NF profile, and the NRF doesn’t need to provide the NRF instance ID corresponding to the shared-data ID, as the request NF can request and subscribe to the shared data by providing the uniquely assigned shared-data ID.
* * * Next Changes * * * *
6.5.1	Description
The solution is to address the Key Issue #1: Avoid Duplicate Configuration and Transmission of Shareable Data.
Duplicate configuration may exist in various data types (e.g. UE identifier ranges) among different NF (or NF service) profiles. Possible shareable data in NF (or NF service) profile are listed in clause 6.X.
According to the definition in TS 23.501[3], NF Set is a group of interchangeable NF instances of the same type, supporting the same services and the same network slice(s), and can have access to the same context data even geographically distributed. Under this precondition, it can be assumed that NF profile of different NF instances within the same NF set tend to converge, and would only differ with some NF instance specific data types, e.g. address info, serving area. To optimize the transmission of shared data for an NF set, it is proposed that the NRF can fetch the shared data from the register NF upon receiving the NF set level shared data.
Based on the NF profile definition in TS 29.510[2], exampled shared data can include one or more of the following data types:
-	Ranges of SUPI/GPSI, IMSI, IP address, internal/external Group ID, routing indicators,
-	Supported list of NF services,
-	Supported serving area, e.g. TAI list, TAI range list,
-	Supported list of DNN/S-NSSAI, 
-	Supported list of DNAI,
-	PLMN range list,
-	List of supported features.
For set level shared data transmission, most of the data type within the NF profile can be identified as a one or more shared-data ID(s), and the shared-data ID can be provided together with the NF Set ID to the NRF during the NF registration procedure, and further to the request NF by the NRF during the NF discovery procedure. 
The procedure of shared-data ID provisioning would be as below:
-	The mapping correlation between shared-data ID(s) and the corresponding shared data is provisioned on all the NF instances within the same NF Set. 
The procedure of NF registration procedure would be as below:
-	The NF registers its NF profile to the NRF, in which the NF profile contains one or more shared-data ID(s), the shared-data ID can uniquely identify the shared data stored within any of the NF instance in the same NF set.
-	In case that the NRF determines that the shared data corresponds to the shared-data ID is not available yet, it initiates the retrieval and subscription of shared data towards the register NF by providing the shared-data ID.
The procedure of NF discovery procedure would be as below:
-	Upon receiving the NF discovery request from a request NF which indicates its support for SharedData feature, the NRF can respond to the request NF the target NF profile(s). In case that the target NF(s) includes NF one or more NF instance(s) within the same NF set, the mapping between shared-data ID and the corresponding shared data will be provided within the response message.
-	Upon receiving the NF discovery request from a request NF which does not indicate its support for SharedData feature, the NRF shall translate the shared-data ID within the NF profile into the corresponding shared data, and respond the NF profile to the request NF.
-	When the request NF receives NF profile contains shared-data ID, it initiates the subscription of shared data change event towards the current NRF instance, or alternatively, the NRF creates the subscription in an implicitly way and notifies when shared data change event occurs.
* * * End of Changes * * * *

