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	Reason for change:
	No means exist for an HTTP client to signal explicitly to the SCP that it shall only attempt to forward a service request once, i.e. that it shall not make retries to the same or alternative endpoints of the same target NF, nor perform any target NF reselection.

Existing solutions assuming that the NFc does not include 3gpp-Sbi-Discovery headers to stop reselection are incomplete:  
· this is not possible in an initial request to SCP (indirect communication with delegated discovery); 
· this is not possible either when a NFc (e.g. CHF consumer) requests the SCP to send a request towards an alternative NFp (e.g. secondary CHF instance); 
· this does not prevent the SCP from retrying a request towards an alternative endpoint of the same target NF service instance;  
· when Oauth2 is used, 3gpp-Sbi-Discovery headers may still be required to be sent to the SCP;
· the SCP may discover that an NF (service) instance is part of an NF (service) set and reselects on its own an NF (service) instance in the set (see 23.527). 

An example use case is a CHF consumer (e.g. SMF) that may delegate the discovery and selection of the CHF instance to the SCP but that needs to remain responsible for retransmitting the requests, due to the need to set the retransmissionIndicator in the payload request and to apply applicative requirements on failure & retry handling (see TS 32.290 & TS 32.291). 

See clause 6.10.3.5 of TS 29.500:

NOTE 1:	Subsequently, if the CHF service consumer needs to reselect the alternate CHF instance, it can send its request with the 3gpp-Sbi-Discovery-target-nf-instance-id set to the alternate CHF instance ID and with no 3gpp-Sbi-Target-apiRoot header. This leads the SCP to route the request towards the secondary CHF instance, and the SCP includes in the response the 3gpp-Sbi-Target-apiRoot header set to the apiRoot of the alternate CHF instance as specified in clause 6.10.4.
NOTE 2:	The SCP remains agnostic of applicative requirements on failure handling and retry handling. Accordingly, failure handling and retry handling is controlled by CHF's consumers

	
	

	Summary of change:
	A new optional 3gpp-Sbi-Retry-Info header is defined to enable an NFc to indicate that the request shall only be sent once and shall not be retried.


	
	

	Consequences if not approved:
	Failure and retry handling cannot remain under the full control of the NF service consumer (e.g. a CHF consumer). Duplicate requests from SCP do not comply with applicative requirements on failure and retry handling (e.g. retransmissionIndicator not set, max number of retransmissions exceeded) and can result in duplicate charging.  
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* * * First Change * * * *
[bookmark: _Toc114581118][bookmark: _Toc114581127][bookmark: _Toc19708988][bookmark: _Toc27745066][bookmark: _Toc29803219][bookmark: _Toc35970008][bookmark: _Toc36050802][bookmark: _Toc44847520][bookmark: _Toc51845174][bookmark: _Toc51845505][bookmark: _Toc51847025][bookmark: _Toc57022656][bookmark: _Toc114581215][bookmark: _Toc19718283][bookmark: _Toc27377358][bookmark: _Toc27379391][bookmark: _Toc36019238][bookmark: _Toc44865196][bookmark: _Toc98147860]5.2.3.3.1	General
The 3GPP NF Services may support the HTTP custom headers specified in Table 5.2.3.3-1 below. A description of each custom header and the normative requirements on when to include them are also provided in Table 5.2.3.3-1.
Table 5.2.3.3-1: Optional HTTP custom headers
	Name
	Reference
	Description

	3gpp-Sbi-Sender-Timestamp
	Clause 5.2.3.3.2
	This header may be used to indicate the date and time (with a millisecond granularity) at which an HTTP request or response is originated. This may be used e.g. for measuring signalling delays between different NF service instances. 

	3gpp-Sbi-Max-Rsp-Time
	Clause 5.2.3.3.3
	This header may be used in a HTTP request to indicate the duration during which the HTTP client waits for a response. See clause 6.11.2.

	3gpp-Sbi-Correlation-Info
	Clause 5.2.3.3.4
	This header may be used to contain correlation information (e.g. UE identity), that may be used by an operator in various offline network management, performance analysis and troubleshooting tools/applications to identify messages (requests, responses, subscriptions, notifications) related to a particular subscriber. See clause 6.13.

	3gpp-Sbi-Alternate-Chf-Id
	Clause 5.2.3.3.5
	This header may be used to indicate a primary or secondary CHF instance, e.g. when using indirect communication with delegated discovery. See clause 6.10.3.5.

	3gpp-Sbi-Request-Info
	Clause 5.2.3.3.12
	This header may be used to indicate additional information related to a HTTP request, e.g. if the request is involving a reselection towards an alternative NF, and/or if the request is a retransmission of a request towards an (alternative) NF.

This header may be used in a non-idempotent HTTP request message to include an idempotency key to enable the receiver to detect possible duplicated request messages. See clause 5.2.8.

	3gpp-Sbi-Notif-Accepted-Encoding
	Clause 5.2.3.3.6
	This header may be used to indicate the content encodings supported by the NF service Consumer when receiving notifications related to the subscriptions data conveyed by the HTTP request in which the header is included. See clause 6.9.2.1. 

	3gpp-Sbi-Consumer-Info
	Clause 5.2.3.3.7
	This header is used in a service request to create a subscription to indicate the API version(s) and feature(s) of the corresponding NF service(s) for the subscribed event(s) and the accepted encodings for notifications of the subscribed event(s), which are supported by the NF consumer.

The NF consumer may include this header when subscribing to an intermediate NF for event(s) which may be detected and reported directly by a target NF, e.g. subscribe to Location Reporting event at AMF via UDM with AMF directly reporting the notifications to the NF consumer. See clause 6.2.2.

The NF service consumer may include this header when providing a Callback URI when the authority part of the Callback URI is shared by several NF service consumer instances. See clause 6.12.1 for the usage of this parameter.

	3gpp-Sbi-Response-Info
	Clause 5.2.3.3.8
	This header may be used to provide additional information related to an HTTP response, e.g. in a 4xx or 5xx response sent:
- by an SCP to indicate whether it attempted to retransmit the request to alternative HTTP server instances (see clause 6.10.8.1); or
- by an alternative HTTP server instance to indicate whether the resource/context has been transferred to the instance sending the response, or by an HTTP server instance to indicate that the failed request shall not be retried (see clause 6.10.3.4, 6.10.5.1 and 6.10.8.1).


	3gpp-Sbi-Selection-Info
	Clause 5.2.3.3.10
	This header may be included in a HTTP request message for indirect communication and may be used by the SCP when performing the (re)selection of the target NF.

See clauses 6.10.3.2 and 6.10.5.1. 

	3gpp-Sbi-Interplmn-Purpose
	Clause 5.2.3.3.11
	This header is used in HTTP request to indicate the intended purpose for inter-PLMN signaling.

The HTTP client may include this header in HTTP request when the target NF is in a different PLMN, and if included shall set the intended purpose of the HTTP request.

SEPP shall evaluate the contents of this header against the local policy and continue or reject the request if received. (see clause 6.14.3)

	3gpp-Sbi-Retry-Info
	Clause 5.2.3.3.x
	This header may be included in a HTTP request message for indirect communication to indicate that the request shall only be sent once and shall not be retried.




* * * Next Change * * * *
5.2.3.3.x	3gpp-Sbi-Retry-Info
The header may be included in a HTTP request message for indirect communication to indicate that the request shall only be sent once and shall not be retried. 
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12].
3gpp-Sbi-Retry-Info = "3gpp-Sbi-Retry-Info" ":" OWS retriesindication
retriesindication = "no-retries"
The following value is defined:
-	"no-retries" indicates that the request shall only be sent once and shall not be retried to the same nor alternative endpoints of the same target NF service instance nor towards another target NF service instance once the request has been forwarded once. 
EXAMPLE 1:	NF service consumer instructing the SCP to not perform any retries: 
	3gpp-Sbi-Retry-Info: no-retries
EXAMPLE 2: 	NF service consumer instructing the SCP to perform an NF reselection, not reselecting the NF instance identified by 87654321-4191-46b3-955c-ac631f953ed8, and to not perform any retries then if no successful response is received from the reselected NF instance.
	3gpp-Sbi-Selection-Info: reselection=true; not-select-nfinst=87654321-4191-46b3-955c-ac631f953ed8
	3gpp-Sbi-Retry-Info: no-retries

* * * Next Change * * * *
[bookmark: _Toc57022698][bookmark: _Toc114581257]6.10.3.4	Returning the Producer's NF Instance ID and NF Group ID to the NF Service Consumer
The following requirements shall apply when using indirect communication with delegated discovery, or indirect communication without delegated discovery when the NF service consumer only selects an NF set and delegates the selection of the NF service instance to the SCP (see clause 6.10.5.1):
-	an SCP that (re)selected the target NF service instance shall include the 3gpp-Sbi-Producer-Id header and, for indirect communication with delegated discovery, if the target NF service instance pertains to an NF Group, the 3gpp-Sbi-Target-Nf-Group-Id header, in the 2xx HTTP response it forwards towards the NF Service Consumer.
[bookmark: _PERM_MCCTEMPBM_CRPT57490078___3]The 3gpp-Sbi-Producer-Id header shall contain the NF Instance ID and it should contain the NF Service Instance ID and, if the NF service instance pertains to an NF set and/or an NF service set, the NF set ID and/or NF service set ID of the NF Service Producer selected by the SCP.
The 3gpp-Sbi-Target-Nf-Group-Id shall contain the NF Group ID of the NF Service Producer selected by the SCP (see clause 6.10.3.2); if the SCP received a 4xx/5xx HTTP response including a 3gpp-Sbi-Response-Info header with "context-transferred" parameter set to value "true" from the reselected target NF service instance, which indicates the corresponding resource or context has been transferred to the reselected target NF service instance, the SCP shall also insert a 3gpp-Sbi-Producer-Id header and conditionally a 3gpp-Sbi-Target-Nf-Group-Id header in the HTTP response it forwards to the NF Service Consumer.

If the SCP receives a service request including the 3gpp-Sbi-Retry-Info header set to "no-retries", and no successful response is received by the SCP after forwarding the request once, the SCP should include the 3gpp-Sbi-Producer-Id header, indicating the NF (service) instance ID that the SCP selected, in a 4xx/5xx HTTP response it sends towards the NF Service Consumer.
-	If the 3gpp-Sbi-Producer-Id header or the 3gpp-Sbi-Target-Nf-Group-Id header is already present in an HTTP response (e.g. in scenarios with multiple SCPs between the NF service consumer and NF service producer), the SCP shall forward the respective header unmodified in the response towards the HTTP client (without adding any new such respective header).
NOTE 1:	This allows to support deployments where not all NF Service Producers or NF Service Consumers have been upgraded to support the binding procedures.
NOTE 2:	In scenarios where the same NF Service Producer needs to be selected when creating new resources, e.g. when the AMF needs to establish a new PDU session towards the same SMF as the one selected for a previous PDU session, the NF Service Consumer can include the 3gpp-Sbi-Discovery-target-nf-instance-id header set to the NF Instance ID of the NF Service Producer in the request creating the new resource.
NOTE 3:	An SCP needs not insert a 3gpp-Sbi-Producer-Id header nor a 3gpp-Sbi-Target-Nf-Group-Id header in an HTTP response if it received a 3gpp-Sbi-Target-apiRoot header in the related HTTP request and it did not reselect a different NF Service Producer.
NOTE 4:	Inserting the NF Service Instance ID, NF Set ID and/or NF Service Set ID in the 3gpp-Sbi-Producer-Id header enables NF service consumers to perform overload control towards a specific NF producer service instance, NF set or NF service set when the NF service producer advertises overload control with a scope set to a specific NF service instance, NF set or NF service set (see clause 6.4.3). It also enables NF service consumers to reselect another NF service instance in the same NF instance, NF set or NF service set when so required (see e.g. clause 6.12.1 and clause 6.5.3 of 3GPP TS 23.527 [38]).
NOTE X:	If the NF Service Consumer sends a service request including the 3gpp-Sbi-Retry-Info header set to "no-retries" and receives a 4xx/5xx HTTP response from the SCP including the 3gpp-Sbi-Producer-Id header, the NF Service Consumer can retransmit the request to the SCP requesting the SCP to reselect an NF service producer possibly excluding the NF (service) instance ID that was indicated in the 3gpp-Sbi-Producer-Id header, by including corresponding instructions in the 3gpp-Sbi-Selection-Info (see clause 5.2.3.3.10). 

* * * End of Changes * * * *

