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1. Introduction
To avoid repeat transmission of shareable data within the NF profile, it is proposed to classify these shareable data as different type of shared data, identified by shared-data ID, in the same way adopted in subscription data retrieval. Within the NRF interaction related procedures (e.g. NF registration, NF discovery), the shared-data ID will be provided instead of shared data. 
According to the definition in TS 23.501, NF Set is a group of interchangeable NF instances of the same type, supporting the same services and the same network slice(s), and can have access to the same context data even geographically distributed. Under this precondition, it can be assumed that NF profile of different NF instances within the same NF set tend to converge, and would only differ with some NF instance specific data types, e.g. address info, serving area. To optimize the transmission of shared data for an NF set, it is proposed that the NRF can fetch the shared data from the register NF upon receiving the NF set level shared data.
2. Proposal
It is proposed to agree the following changes to 3GPP TR 29.831 v0.1.0
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[2]	3GPP TS 29.510: "Network Function Repository Services; Stage 3".
[x]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

* * * Next Change * * * *
6.X	Solution #X: Optimization of shareable data transmission for NF set level shared data
6.X.1	Description
The solution is to address the Key Issue #1: Avoid Duplicate Configuration and Transmission of Shareable Data.
According to the definition in TS 23.501[x], NF Set is a group of interchangeable NF instances of the same type, supporting the same services and the same network slice(s), and can have access to the same context data even geographically distributed. Under this precondition, it can be assumed that NF profile of different NF instances within the same NF set tend to converge, and would only differ with some NF instance specific data types, e.g. address info, serving area. To optimize the transmission of shared data for an NF set, it is proposed that the NRF can fetch the shared data from the register NF upon receiving the NF set level shared data.
Based on the NF profile definition in TS 29.510[2], exampled shared data can include one or more of the following data types:
-	Ranges of SUPI/GPSI, IMSI, IP address, internal/external Group ID, routing indicators,
-	Supported list of NF services,
-	Supported serving area, e.g. TAI list, TAI range list,
-	Supported list of DNN/S-NSSAI, 
-	Supported list of DNAI,
-	PLMN range list,
-	List of supported features.
For set level shared data transmission, most of the data type within the NF profile can be identified as a one or more shared-data ID(s), and the shared-data ID can be provided together with the NF Set ID to the NRF during the NF registration procedure, and further to the request NF by the NRF during the NF discovery procedure. 
The procedure of shared-data ID provisioning would be as below:
-	The mapping correlation between shared-data ID(s) and the corresponding shared data is provisioned on all the NF instances within the same NF Set. 
The procedure of NF registration procedure would be as below:
-	The NF registers its NF profile to the NRF, in which the NF profile contains one or more shared-data ID(s), the shared-data ID can uniquely identify the shared data stored within any of the NF instance in the same NF set.
-	In case that the NRF determines that the shared data corresponds to the shared-data ID is not available yet, it initiates the retrieval and subscription of shared data towards the register NF by providing the shared-data ID.
The procedure of NF discovery procedure would be as below:
-	Upon receiving the NF discovery request from a request NF which indicates its support for SharedData feature, the NRF can respond to the request NF the target NF profile(s). In case that the target NF(s) includes NF one or more NF instance(s) within the same NF set, the mapping between shared-data ID and the corresponding shared data will be provided within the response message.
-	Upon receiving the NF discovery request from a request NF which does not indicate its support for SharedData feature, the NRF shall translate the shared-data ID within the NF profile into the corresponding shared data, and respond the NF profile to the request NF.
-	When the request NF receives NF profile contains shared-data ID, it initiates the subscription of shared data change event towards the current NRF instance, or alternatively, the NRF creates the subscription in an implicitly way and notifies when shared data change event occurs.
6.X.2	Impacts on services, entities and interfaces
NRF:
-	retrieves the shared-data corresponds to the received shared-data ID from the register NF when needed.
-	responds the shared data according to the supported feature of the request NF. 
NF:
-	registers its NF profile to the NRF, which may include shared-data ID, and support to handle the shared data retrieval initiated by the NRF.
-	receives the shared-data ID and the corresponding shared data within the NF discovery procedure.
6.X.3	Pros
This solution introduced shared data mechanism for the NF instances within the same NF Set, to avoid the repeated transmission of the shared data related to these NF instances.
6.X.4	Cons
This solution is designed for NF set level, and may be inefficient for NF instances from different NF set scenario.
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