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0. Abstract
This document provides status information on eNS_Ph3 (Enhancement of Network Slicing Phase 3) work in SA2 and SA3, and analyses potential impacts to CT WGs.

1. Introduction
1.1 SA2 status

In Rel-18, the stage 2 work of eNS_Ph3 started at SA#94e with the SA2 study item on Enhancement of Network Slicing Phase 3 (FS_eNS_Ph3). The approved SID is in SP-220073. The key issues, solutions, and conclusions of the SA2 study are captured in TR 23.700-41.

Rapporteur of the FS_eNS_Ph3 study item is Jinguo Zhu from ZTE.

The completion rate of the FS_eNS_Ph3 study item is currently 85%.

1.2 SA3 status

In Rel-18, the security aspects work of eNS_Ph3 started at SA#96 with the SA3 study item on enhanced security for network slicing Phase 3 (FS_eNS_Ph3). The approved SID is in SP-220527. The key issues, solutions, and conclusions of the SA3 study will be captured in TR 33.886. The completion rate of the SA3 study item is currently 0%.

2. Discussion
2.0 General

TR 23.700-41 specifies the following Key Issues:
· Key Issue #1: Support of Network Slice Service continuity
· Key Issue #2: Support of providing VPLMN network slice information to a roaming UE
· Key Issue #3: Network Slice Area of Service for services not mapping to existing TAs boundaries and Temporary network slices
· Key Issue #4: Support of NSAC involving multi service Area
· Key Issue #5: Improved support of RAs including TAs supporting Rejected S-NSSAIs
· Key Issue #6: Improved network control of the UE behaviour

TR 23.700-41 specifies a total 46 solutions with 11 solutions addressing KI#1, 7 solutions addressing KI#2, 12 solutions addressing KI#3, 3 solutions addressing KI#4, 9 solutions addressing KI#5 and 9 solutions addressing KI#6. TR 23.700-41 has already specified conclusions on the solutions to KI#2, KI#4, KI#5 and KI#6, and interim conclusions on the solutions to KI#1 and KI#3.

2.1 KI#1
2.1.1 KI#1 conclusions in SA2
Editor's note:	These are interim conclusions.
The following principles are concluded for the normative work.
NOTE:	The IE names for the alternative S-NSSAI and other new information in the conclusion is to be determined during normative phase.
0)	The trigger to replace a currently used S-NSSAI with an alternative S-NSSAI is either based on local configuration (e.g. based on trigger from OAM) or based on PCF notification.
[bookmark: _Hlk116459009]Editor's note:	It is FFS which PCF is used and what SBI service is used for the PCF notification. Further trigger events are FFS.
1)	The AMF determines the alternative S-NSSAI to be used to replace the old S-NSSAI. The AMF may interact with the PCF and/or with the NSSF to determine the alternative S-NSSAI. The alternative S-NSSAI may or may not be part of the Subscribed S-NSSAIs of the UE. The Subscribed S-NSSAIs of the UE are not updated for the purpose of KI#1.
Editor's note:	It is FFS whether to allow the alternative S-NSSAI to be outside of the UE's Subscribed S-NSSAI.
Editor's note:	It is FFS whether the PCF and which PCF can interact with AMF to determine alternative S-NSSAI.
2)	In case of a same S-NSSAI associated with multiple NSIs and the change of the NSI is required, when an existing PDU session is decided as to be migrated to another NSI, the SMF performs PDU Session re-establishment by using the mechanism of SSC mode#2 or SSC mode#3. When a PDU session establishment request from the UE arrives at the AMF, the AMF performs NSI re-selection i.e. removes from the UE context the old NSI and the AMF selects another NSI, e.g. as described in solution #15.
Editor's note:	It is FFS whether this principle is in scope of SA5. It could be sufficient if the AMF selects the appropriate NSI at PDU Session establishment. 
Editor's note:	Bullet 2) needs to be further evaluated as if the issue is C-plane overload of NSI this is not a good solution as the load of C-plane is increased by the need to handle migrations. If it is a UP overload then the question is whether the load balancing weights needs to take into account UP load also. In general, a proactive approach in assigning the PDU sessions to least loaded UP NSI would be better than this reactive approach. The need of this solution in normative phase is FFS.
3)	In cases where the old S-NSSAI and the alternative S-NSSAI are associated with the same NSI, and the IP address is retained at same UPF and SMF does not change, the PDU session is associated with multiple S-NSSAIs in the network (i.e. NG-RAN, AMF, SMF, UPF). During PDU session establishment or HO procedure, the AMF notifies the alternative S-NSSAI to SMF and the SMF provides the alternative S-NSSAI to the NG-RAN without UE impact, as described in solution #1.
Editor's note:	It is FFS whether it is suitable to have a PDU Session to be associated with multiple S-NSSAIs and to use different S-NSSAI towards the UE compared to what is used within the network. It is FFS whether the same cannot be achieved by repartitioning resources where needed hence this solution may not be needed in normative phase.
4)	In cases where the old S-NSSAI is replaced by an alternative S-NSSAI deployed on a different NSIs, the following principles apply:
a)	The AMF performs UE MM configuration update (e.g. UCU procedure) to include the alternative S-NSSAI in the Allowed NSSAI and/or in the Configured NSSAI, if not included yet. The AMF provides information that the alternative S-NSSAI is associated with a replaced/mapped value to the old S-NSSAI in both roaming or non-roaming case; and independent whether the alternative S-NSSAI is part or not part of the Subscribed S-NSSAIs.
[bookmark: _Hlk113955264][bookmark: _Hlk113956661]Editor's note:	It is FFS whether the existing Mapping Of Allowed NSSAI can be re-used, or an alternative IE (e.g. Replaced NSSAI) has to be specified.
Editor's note:	If there are existing PDU Sessions on the old S-NSSAI, it is FFS whether the AMF includes in the Allowed NSSAI the alternative S-NSSAI and temporarily the old S‑NSSAI to ensure that first the PDU Session transfer to the alternative S-NSSAI is performed before releasing the PDU Session on the old S-NSSAI. Alternatively, the AMF provides information in MM message to the UE such that the UE does not locally release the old S-NSSAI as well as not establishing new PDU Sessions using the old S-NSSAI.
Editor's note:	It is FFS whether UE can be triggered to re-evaluate the URSP rules.
b)	For a new PDU Session establishment request from the UE on the old S-NSSAI:
[bookmark: _Hlk114524404]Editor's note:	It is FFS whether (1) the AMF rejects the UE's request for PDU Session establishment with an indication to use an alternative S-NSSAI; or (2) the AMF proceeds with the PDU Session establishment to the SMF, the AMF indicates the alternative S-NSSAI to the SMF and the SMF proceeds with the PDU Session establishment on the alternative S-NSSAI. Alternatively, the AMF provides information in MM message to the UE such that the UE does not locally release the old S-NSSAI as well as not establishing new PDU Sessions using the old S-NSSAI i.e. the (1) is sufficient to handle the error case.
c)	For an existing PDU Session transfer from the old S-NSSAI to an alternative S-NSSAI:
-	The AMF notifies the current SMF, e.g. by triggering Nsmf_PDUSession_UpdateSMContext service operation, that the PDU Session is to be relocated to an alternative S-NSSAI and optionally indicates the alternative S-NSSAI.
Editor's note:	It is FFS whether the AMF notifies to the UE after PDU Session has been established or before PDU Session has been established, e.g. during registration or UCU. It is FFS how to handle the home routed case.
-	The SMF sends to the UE either PDU Session Modification Command (if the PDU Session is of SSC mode 3) or PDU Session Release/Modification Command (if the PDU Session is of SSC mode 1 or 2) and indicates to the UE that the PDU Session can be re-established on another S-NSSAI. If AMF indicated the alternative S-NSSAI the SMF provides the alternative S-NSSAI to the UE.
Editor's note:	It is FFS whether the SMF sends to the UE (1) the alternative S-NSSAI or (2) only an indication that the PDU Session can be re-established on another S-NSSAI or (3) neither is needed.
-	the UE triggers a new PDU Session Establishment procedure to establish a PDU Session as follows:
-	If the alternative S-NSSAI for the HPLMN is part of alternative RSD of the same URSP rule, the PDU Session establishment request includes only the alternative S-NSSAI or the alternative S-NSSAI and the mapping to VPLMN S-NSSAI; otherwise
-	The PDU Session establishment request includes the alternative S‑NSSAI together with the old S‑NSSAI (similar as to use the mapped S-NSSAI value of the VPLMN when applying the RSD matched to the HPLMN S-NSSAI).
-	(alternative to the two previous bullets) If the UE didn’t receive an alternative S-NSSAI from the SMF, the UE uses the URSP to determine the S-NSSAI to use and in the process the UE does not use URSP rules with the old S-NSSAI. If the UE received an alternative S-NSSAI from the SMF, the UE includes the alternative S-NSSAI in the PDU Session establishment request. 

2.1.2 KI#1 impacts to CT WGs

	Potential impacts to CT1
	Potential NAS-MM and NAS-SM protocol enhancements to support alternative S-NSSAI handling:
· The AMF performs UE MM configuration update (e.g. UCU procedure) to include the alternative S-NSSAI in the Allowed NSSAI and/or in the Configured NSSAI, if not included yet. The AMF provides information that the alternative S-NSSAI is associated with a replaced/mapped value to the old S-NSSAI in both roaming and non-roaming case.
· The AMF rejects the UE's request for PDU Session establishment with an indication to use an alternative S-NSSAI.
· The AMF provides information in MM message to the UE such that the UE does not locally release the old S-NSSAI as well as not establishing new PDU Sessions using the old S-NSSAI.
· The SMF sends to the UE either PDU Session Modification Command (if the PDU Session is of SSC mode 3) or PDU Session Release/Modification Command (if the PDU Session is of SSC mode 1 or 2) and indicates to the UE that the PDU Session can be re-established on another S-NSSAI. If AMF indicated the alternative S-NSSAI the SMF provides the alternative S-NSSAI to the UE.
· The UE triggers a new PDU Session Establishment procedure to establish a PDU Session as follows:
-	If the alternative S-NSSAI for the HPLMN is part of alternative RSD of the same URSP rule, the PDU Session establishment request includes only the alternative S-NSSAI or the alternative S-NSSAI and the mapping to VPLMN S-NSSAI; otherwise
-	The PDU Session establishment request includes the alternative S‑NSSAI together with the old S‑NSSAI (similar as to use the mapped S-NSSAI value of the VPLMN when applying the RSD matched to the HPLMN S-NSSAI).
-	(alternative to the two previous bullets) If the UE didn’t receive an alternative S-NSSAI from the SMF, the UE uses the URSP to determine the S-NSSAI to use and in the process the UE does not use URSP rules with the old S-NSSAI. If the UE received an alternative S-NSSAI from the SMF, the UE includes the alternative S-NSSAI in the PDU Session establishment request.

	Potential impacts to CT3
	Potential impacts on PCF to support notification of S-NSSAI replacement and determination of the alternative S-NSSAI:
· The trigger to replace a currently used S-NSSAI with an alternative S-NSSAI is either based on local configuration (e.g. based on trigger from OAM) or based on PCF notification.
· The AMF determines the alternative S-NSSAI to be used to replace the old S-NSSAI. The AMF may interact with the PCF and/or with the NSSF to determine the alternative S-NSSAI.

	Potential impacts to CT4
	Potential impacts on NSSF/AMF/SMF/UPF to support alternative S-NSSAI handling for PDU session.
· The AMF determines the alternative S-NSSAI to be used to replace the old S-NSSAI. The AMF may interact with the PCF and/or with the NSSF to determine the alternative S-NSSAI.
· In cases where the old S-NSSAI and the alternative S-NSSAI are associated with the same NSI, and the IP address is retained at same UPF and SMF does not change, the PDU session is associated with multiple S-NSSAIs in the network (i.e. NG-RAN, AMF, SMF, UPF).
· The AMF notifies the current SMF, e.g. by triggering Nsmf_PDUSession_UpdateSMContext service operation, that the PDU Session is to be relocated to an alternative S-NSSAI and optionally indicates the alternative S-NSSAI.




2.2 KI#2
2.2.1 KI#2 conclusions in SA2
The following principles are concluded for KI#2.
1.	A slice based SoR mechanism to deliver enhanced slice-aware SoR information will reuse the current SoR mechanism defined in TS 23.122 [7] for SoR information delivery. The encoding of the enhanced slice-aware SoR information is in the CT1 remit.
2.	The SoR container (which is used also to carry the enhanced slice-aware SoR information) from the UDM to the UE is security protected.
NOTE 1:	SA3 may further define any upgrade of security protection mechanism of the SoR mechanism, if it was needed.
3.	UDM requires knowing the support of the enhanced SoR information by theUE to deliver the enhanced slice-aware SoR information to the UE.
NOTE 2:	Whether the UE provides additional assistance information (refer TR 23700-41) and which kind of additional assistance information need to be discussed in CT1. Any UE assistance information is transparently forwarded by UDM to SoR-AF during the triggering procedure by UDM. The SoR-AF should not attempt to fetch any assistance information if not provided by the UE. UE assistance information can either implicitly or explicitly indicate that the UE supports slice based SoR feature.
4.	Only a UE supporting slice based SoR feature can receive the enhanced slice-aware SoR information via UDM, the enhanced slice aware information include preferred PLMNs for specific S-NSSAIs in the UE subscription (a preferred PLMN list may be also be a single PLMN that is known by HPLMN to support the S-NSSAI, or a list of PLMNs in preference order that differs from the order of the basic SoR information that is also provided). when more than one S-NSSAI has slice aware information and all these S-NSSAIs are needed by the UE, a weighted approach to preferred PLMN selection is proposed.
5.	The UE will perform the PLMN selection based on the received enhanced slice-aware SoR information.
6.	As for the current SoR information, It shall be possible for the HPLMN to update the enhanced slice-aware SoR information when it is required by HPLMN, e.g., change in the UE subscription or other HPLMN trigger.
7.	The SoR AF can take into account Subscribed S-NSSAIs of the UE. the SoR AF can get Subscribed S-NSSAIs using existing UDM services. This can also be used to generate enhanced slice-aware SoR information and legacy SoR information.

2.2.2 KI#2 impacts to CT WGs

	Impacts to CT1
	Define stage-2 and NAS related stage-3 functionalities to support slice based SoR mechanism to deliver enhanced slice-aware SoR information:
· A slice based SoR mechanism to deliver enhanced slice-aware SoR information will reuse the current SoR mechanism defined in TS 23.122 for SoR information delivery. The encoding of the enhanced slice-aware SoR information is in the CT1 remit.
· Whether the UE provides additional assistance information to the UDM and which kind of additional assistance information need to be discussed in CT1.
· Only a UE supporting slice based SoR feature can receive the enhanced slice-aware SoR information via UDM.
· The UE will perform the PLMN selection based on the received enhanced slice-aware SoR information.

	Impacts to CT4
	Enhancements of UDM/UDR/SoR-AF to generate, deliver and update the enhanced slice-aware SoR information:
· UDM requires knowing the support of the enhanced SoR information by the UE to deliver the enhanced slice-aware SoR information to the UE. Any UE assistance information is transparently forwarded by UDM to SoR-AF during the triggering procedure by UDM. The SoR-AF should not attempt to fetch any assistance information if not provided by the UE.
· As for the current SoR information, It shall be possible for the HPLMN to update the enhanced slice-aware SoR information when it is required by HPLMN, e.g., change in the UE subscription or other HPLMN trigger.
· The SoR AF can take into account Subscribed S-NSSAIs of the UE. The SoR AF can get Subscribed S-NSSAIs using existing UDM services. This can also be used to generate enhanced slice-aware SoR information and legacy SoR information.
Potential enhancements of AUSF to provide new security protection for the enhanced slice-aware SoR information delivery:
· The SoR container (which is used also to carry the enhanced slice-aware SoR information) from the UDM to the UE is security protected.
NOTE 1:	SA3 may further define any upgrade of security protection mechanism of the SoR mechanism, if it was needed.


	Impacts to CT6
	Impacts on USIM to support enhanced slice-aware SoR information:
· Only a UE supporting slice based SoR feature can receive the enhanced slice-aware SoR information via UDM, the enhanced slice aware information include preferred PLMNs for specific S-NSSAIs in the UE subscription (a preferred PLMN list may also be a single PLMN that is known by HPLMN to support the S-NSSAI, or a list of PLMNs in preference order that differs from the order of the basic SoR information that is also provided). When more than one S-NSSAI has slice aware information and all these S-NSSAIs are needed by the UE, a weighted approach to preferred PLMN selection is proposed.




2.3 KI#3
2.3.1 KI#3 conclusions in SA2
Editor's note:	These are interim conclusions.
For support of limited AoS slices not matching deployed TAs it is proposed that:
Option1: secondary TAs per cell based solution
-	If the access to the network slice can be limited to only supporting devices (i.e. the slice customer can control the UE population): to retain the same behaviour as in current system (homogenous support in TA) a new feature is introduced in the system to handle secondary TAs for supporting UEs and networks.
Editor's note:	The above bullet is FFS and subject of feedback from RAN WGs.
Option 2: reuse existing URSP rules with per cell level granularity
-	Clarify that URSP rules allows a per cell level granularity that the UE is required to validate before using a URSP including an S-NSSAI, and also that the UE to apply the Route Selection Validation Criteria also for already established PDU Sessions and their traffic. This would then ensure cell level granularity of service availability without any protocol impacts, unless URSP rules is to be explicitly enhanced with new indication that the UE is to apply the Route Selection Validation Criteria also for already established PDU Sessions and their traffic. If the UE does not support enhancement of URSP to apply the Route Selection Validation Criteria also for already established PDU Sessions and their traffic, SM policies are enhanced to release the PDU Sessions for the concerned S-NSSAI when the UE moves out of the AoS.
NOTE:	How the handover can be optimized to prevent the UE from leaving the slice service area (or entering into the slice service area) will be considered during normative phase based on RAN WG feedback. 
Option 3: reconfiguration of TAs
-	Reconfiguration of TAs to keep the end-to-end significance of slice unchanged, but an operator configures the cells of a TA that are outside AoS to have no or limited resources using existing NG-RAN OAM configuration. The solution can be combined with a mechanism that limited the SM signaling for slices when the UE is outside the AoS e.g, Option 2.
Option 4: AMF is configured with S-NSSAI availability policies that the AMF sends to the UE. Availability validity can be time and location. The UE uses the policies and when the availability are not valid, the UE considers the S-NSSAI to be 1) not registered or 2) registered while no UP are allowed to be activated based on information in the received policy.
Editor's note:	It is FFS which option(s) are adopted for normative work (option 3 is already supported by current specifications).
[bookmark: _Hlk116474742]For improved support of temporary network slices:
Option 1: Sending “Timing Information” about the configured/allowed slices to the UE
-	“Timing Information” as described in Solution #24 can be used to track the start time, end time, and periodicity of the availability of the network slice, including any related temporary TA. A solution will be standardized that enabled the UE to be updated with timing information related to the availability of the configured/allowed slices. It is proposed to specify that the UE can be updated with timing information about the configured/allowed slices and this same timing information can also be provided from the RAN to the AMF when the serving PLMN RAN is configured with the timing information. The timing information can be associated to TAs, S-NSSAIs for temporary slices that also require deployment/support of temporary TAs. If the termination of a network slice is HPLMN initiated, then this information is passed to UE and RAN UE context in addition to AMF and SMF. If both VPLMN and HPLMN timing information applies the most constraining timing determines a slice availability. 
-	When the timer associated with a S-NSSAI expires, then the UE and network removes the S-NSSAI locally from the allowed NSSAI if the S-NSSAI present in the allowed NSSAI.
-	When a slice is periodically available/unavailable, the principles of Solution #24 can be followed so that the associated PDU session can be retained and restored.
-	The UE sends capability that it supports timing information to the network. The network provides timing information to the supported UE.
Option 2: URSP rule is enhanced with indication to request the UE to re-evaluation the URSP rules.
-	For timing restriction of the use of a network slice, URSP rules are enhanced with the requirement for the UE to re-evaluate the URSP rules periodically as per a standardized value or according to a value indicated by the PCF, and for the UE to apply the Route Selection Validation Criteria also for already established PDU Sessions and their traffic. As to enable enforcement in the network, the SMF enforces the UP of PDU Sessions and deactivates the UP according to the timing information that the SMF receives from PCF as part of the SM Policy. 
Option 3: reusing existing URSP rule
-	The PCF should generate URSP based on Temporary network slices related information stored in the UDR. UE can be aware of the validity timer of the slice or applicable area of the service in the validation criteria in URSP and manage the PDU Sessions for the related S-NSSAI accordingly based on the current design as described in TS 23.503 [12], clause 6.6.2.3.
Option 4:	AMF is configured with S-NSSAI availability policies that the AMF sends to the UE. Availability validity can be time and location. The UE uses the policies nd when the availability are not valid, the UE considers the S-NSSAI to be 1) not registered or 2) registered while no UP are allowed to be activated based on informatin in the received policy.
Editor's note:	It is FFS which option are adopted for normative work.
NOTE:	Temporary network slices does not mean that the network slices are decomissions and created as per the timing information, but the network slices are not meant to be available for use by the UE.
For the graceful and gradual termination aspect:
Option 1:
-	For decomission of a network slice, OAM and and NF implementation (e.g. by updating URSP rules and to deregister not used S-NSSAIs) can handle the functionality without further standardization. Whether OAM provides timing information to an NF as to allow the NF to apply a change of resource utilization in advance, e.g. a time for how long time a Shutting Down state is to be valid, would be up to SA5.
-	UE can be aware of the validity timer of the slice or applicable area of the service in the validation criteria in existing URSP and release the PDU Sessions for the related S-NSSAI gracefully based on the current design as described in TS 23.503 [12], clause 6.6.2.3.
Option 2:
-	When a slice is decommissioned, the PDU Sessions of the slice should be gracefully (for supporting UEs of the timing information) and gradually released (for no supporting UEs of the timing information). :
-	If the UE supports the timing information indicating time of network slice availability, the network may provide the timing information to the UEs so the UE knows in advance when a network slice ceases to be supported. In this case, the UE can take the necessary actions to prepare for the slice not becoming available.
-	In addition, the AMF, for non-supporting UEs and for the case of UE not performing any actions despite of the timing information provided by the network, may be triggered by the OAM to start gradually terminating PDU Session(s) associated with S-NSSAI subject to be terminated. The AMF releases PDU Session(s), associated with the S-NSSAI subject to be terminated, based on operator’s policy available at the AMF. 
Editor's note: whether UDM need to signal anything to AMF is FFS.
Editor's note: the above bullet is FFS and depends on the conclusion of temporary network slices
Editor's note: It is FFS which option are adopted for normative work.

2.3.2 KI#3 impacts to CT WGs

	Potential impacts to CT1
	Potential enhancements to support temporary network slices and network slices with Area of Service not matching to deployed TAs:
· Option 4: AMF is configured with S-NSSAI availability policies that the AMF sends to the UE. Availability validity can be time and location. The UE uses the policies and when the availability are not valid, the UE considers the S-NSSAI to be 1) not registered or 2) registered while no UP are allowed to be activated based on information in the received policy.

· Option 1: Sending “Timing Information” about the configured/allowed slices to the UE

	Potential impacts to CT3
	Potential impacts on PCF to enhance URSP rules and SM policies to support temporary network slices and network slices with Area of Service not matching to deployed TAs:
· Option 2: URSP rule is enhanced with indication to request the UE to re-evaluation the URSP rules.
-	For timing restriction of the use of a network slice, URSP rules are enhanced with the requirement for the UE to re-evaluate the URSP rules periodically as per a standardized value or according to a value indicated by the PCF, and for the UE to apply the Route Selection Validation Criteria also for already established PDU Sessions and their traffic. As to enable enforcement in the network, the SMF enforces the UP of PDU Sessions and deactivates the UP according to the timing information that the SMF receives from PCF as part of the SM Policy.

· Option 3: reusing existing URSP rule
-	The PCF should generate URSP based on Temporary network slices related information stored in the UDR.




2.4 KI#4
2.4.1 KI#4 conclusions in SA2
For operators implementing a single centralized solution, solution 12 is proposed. The central NSACF reuses the Release 17 NSACF extended with optional attributes for the AMF to convey the Service Area and PLMN during the Update operation. The Release 17 NRF discovery procedure is to be extended to allow the central NSACF to register multiple Service Areas to be supported by central NSACF
For operators implementing hierarchical NSACF architecture as defined in solution13, there are two types of NSACF, i.e. the Primary NSACF and NSACF. An NSCAF can be configured to support quota-based control (option 1), or UE admission threshold based control (options 2) as described below
-	Option 1: UE admission quota based control, admission of any UE is accepted up to the local maximum number.
-	Option 2: UE admission threshold based control, admission of new UEs registering in for the first is accepted only below UE admission threshold.
The following applies to both options:
-	The Primary NSACF handles overall NSAC for an S-NSSAI at the global level (i.e. it is ultimately responsible for the NSAC for an S-NSSAI).
-	The Primary NSACF registers its NF profile to the NRF with the service area information as the global service Area. A consumer NF may utilise the NRF to discover the central NSACF by using the serving area information set to "global", and additional home PLMN ID information in roaming case.
-	To enable Primary NSACF to update the local maximum number and established PDU session for NSCAFs configured with option (1), NSACFs subscribes to Primary NSCAF for that purpose. The primary NSACFs updates the NSACFs with the needed information via an explicit NOTIFY or in responses to requests initiated from the NSACF.
-	To enable Primary NSACF to update the new UE admission threshold for NSCAFs configured with option (2), NSACFs subscribes to Primary NSCAF for that purpose. The primary NSACFs updates the NSACFs with the needed information via an explicit NOTIFY or in responses to requests initiated from the NSACF.
-	The Primary NSACF subscribes from the NACFs that it is in contact with to obtain the number of registered UEs or established PDU sessions admitted at the NSACF.
NSAC for the maximum number of UEs
For NSACF supporting option 1, if the local maximum number has been reached, or the UE entry is managed by the Primary NSACF, the NSACF interacts with the Primary NSACF for the delegation of NSAC request for a UE.
For NSACF supporting option 2, if UE admission is at or above the threshold level stored at the NSACF, NSACF immediately rejects UEs registering in for the first time. If the local maximum number has been reached but the registering UE already admitted in a previous service area, or the UE entry is managed by the Primary NSACF, the NSACF interacts with the Primary NSACF for the delegation of NSAC request for a UE.
The Primary NSACF supports the following capabilities depending on the NSACF configuration it interacts with:
-	Returning a new updated local maximum number for the NSACF if the NSACF is configured to support that feature. Or 
-	Returning a new updated UE admission threshold if the NSACF is configured to support that feature. 
The Primary NSACF handles and stores entries only related to UEs that are already admitted in an existing service area but cannot be admitted in the new service area due to no remaining local maximum number.
NSAC for the maximum number of PDU session
The NSACF interacts with the Primary NSACF when the local maximum number is exceeded.
The Primary NSACF supports the following capabilities:
-	Returning a new updated local maximum number for the NSACF.
To enable Primary NSACF to update the local maximum number PDU session, NSACFs subscribes to Primary NSCAF for that purpose. At any time, in the response to a request from NSACF, or via a Notification, the Primary NSACF can update the local maximum number of PDU sessions per the current registered number of PDU session.

2.4.2 KI#4 impacts to CT WGs

	Impacts to CT4
	Enhancements on NSACF services to support both centralized NSACF architecture and hierarchical NSACF architecture, in order to support multiple service area deployment and network slice admission control in roaming cases:
· For operators implementing a single centralized solution, the central NSACF reuses the Release 17 NSACF extended with optional attributes for the AMF to convey the Service Area and PLMN during the Update operation.
· For operators implementing hierarchical NSACF architecture as defined in solution13, there are two types of NSACF, i.e. the Primary NSACF and NSACF.
· To enable Primary NSACF to update the local maximum number and established PDU session for NSCAFs configured with option (1), NSACFs subscribes to Primary NSCAF for that purpose. The primary NSACFs updates the NSACFs with the needed information via an explicit NOTIFY or in responses to requests initiated from the NSACF.
· To enable Primary NSACF to update the new UE admission threshold for NSCAFs configured with option (2), NSACFs subscribes to Primary NSCAF for that purpose. The primary NSACFs updates the NSACFs with the needed information via an explicit NOTIFY or in responses to requests initiated from the NSACF.
· The Primary NSACF subscribes from the NACFs that it is in contact with to obtain the number of registered UEs or established PDU sessions admitted at the NSACF.

Enhancements on registration and discovery of NSACF to support multiple service area deployment and network slice admission control in roaming cases:
· The Release 17 NRF discovery procedure is to be extended to allow the central NSACF to register multiple Service Areas to be supported by central NSACF.
· The Primary NSACF registers its NF profile to the NRF with the service area information as the global service Area. A consumer NF may utilise the NRF to discover the central NSACF by using the serving area information set to "global", and additional home PLMN ID information in roaming case.




2.5 KI#5
2.5.1 KI#5 conclusions in SA2
The following principle is proposed to be the conclusion for normative work:
Partly rejected S-NSSAI:
-	AMF provides information related to the supported or not supported TA(s) regarding a rejected S-NSSAI in the RA to UE in the registration procedure and UE configuration update procedure if the UE indicates that it supports this feature. The UE shall be able to request a rejected S-NSSAI, by initiating a registration update procedure, in a supported TA based on the supported/not supported TA information associated with this S-NSSAI. The current concept of allowed NSSAI and uniform support of it in UE’s RA is not impacted by this feature based on indication of where in RA certain rejected S-NSSAIs are supported/not supported. In this approach, the Allowed NSSAI is still uniformly supported in the RA.
Editor's note:	It is FFS whether the list of TAIs associated with the rejected S-NSSAI includes TAs where the S-NSSAI is supported or not supported. 
Partly allowed S-NSSAI:
-	If a requested S-NSSAI is not supported in the current TA but supported in other TAs part of the RA, the AMF (for supporting UEs) may indicate to the UE that some S-NSSAIs are partially/conditionally allowed in the RA by indicating the TAs where these are supported or not supported. If so, the UE assumes it can use the connectivity for the slices in the TAs where it is indicated to be supported. In this approach, the Allowed NSSAI is still uniformly supported in the RA but the Partially Allowed S-NSSAI is not uniformly supported in the RA. 
Editor's note:	It is FFS whether the list of TAIs associated with the partially allowed S-NSSAI includes TAs where the S-NSSAI is supported or not supported.
-	whether to apply one of the two options is a per S-NSSAI decision based on AMF policy, both options can be supported in a PLMN and can be applied simultaneously for one UE for different S-NSSAIs.
Editor's note:	The partially allowed S-NSSAI approach above is subject to further discussion and analysis also based on RAN feedback.

2.5.2 KI#5 impacts to CT WGs

	Impacts to CT1
	Handling of information related to supported or not supported TA(s) for a rejected S-NSSAI for the current registration area at both AMF side and UE side:
· AMF provides information related to the supported or not supported TA(s) regarding a rejected S-NSSAI in the RA to UE in the registration procedure and UE configuration update procedure if the UE indicates that it supports this feature. The UE shall be able to request a rejected S-NSSAI, by initiating a registration update procedure, in a supported TA based on the supported/not supported TA information associated with this S-NSSAI.

Handling of information related to supported or not supported TA(s) for one or more S-NSSAIs that are partially allowed at both AMF side and UE side:
· If a requested S-NSSAI is not supported in the current TA but supported in other TAs part of the RA, the AMF (for supporting UEs) may indicate to the UE that some S-NSSAIs are partially/conditionally allowed in the RA by indicating the TAs where these are supported or not supported. If so, the UE assumes it can use the connectivity for the slices in the TAs where it is indicated to be supported. In this approach, the Allowed NSSAI is still uniformly supported in the RA but the Partially Allowed S-NSSAI is not uniformly supported in the RA.




2.6 KI#6
2.6.1 KI#6 conclusions in SA2
The following conclusions are proposed for KI#6:
For a supporting UE, the following principles are agreed for normative work:
-	The network can configure slice-specific polices; more specifically, it is proposed to use PCF and/or UDM or local AMF configuration/policy for handling network policies related to S-NSSAIs subject to network control during the registration procedure. These policies can include one or more of the following components:
Editor's note:	Whether PCF, UDM or local configuration is driving this is FFS.  Network provides the settings from HPLMN to AMF in roaming case 
Editor's note:	It is FFS whether to add an indication of the time after which a PDU session is explicitly released after no application is detected to need it at the UE (timer running at UE only). The timer is provided by HPLMN or VPLMN of HPLMN allows any existing methods for UE configuration. After the timer expiry UE explicitly update SMF about PDU release.
-	Whether the registration needs to be performed based on demand/usage or configuration. This indication can be configured by HPLMN and/or VPLMN (if authorized by HPLMN, based on e.g UDM indication) and can be provided via existing UE configuration procedures e.g. together with the Configured NSSAI  .
-	Indication of the inactivity timer after a PDU session is implicitly released at UE and SMF if no activity is detected. The timer runs at both the UE and the SMF. This timer is provided by the SMF at PDU session establishment time and in roaming cases it requires support from the SMF/UPF of the HPLMN (no VPLMN control if the PDU session is home routed). The UE also locally removes the S-NSSAI from the Allowed NSSAI after releasing the PDU session if it does not have any other PDU session for the same slice over the related access type. The AMF may also locally removes the S-NSSAI from the Allowed NSSAI based on indication from the SMF after completion of the PDU Session Release procedure if it does not find any other PDU session for the same slice over related access type.
-	Indication of the inactivity timer after a slice is implicitly deregistered if no PDU sessions are present. his applies only for Slices that are established only when needed.. The timer runs at both the UE and the AMF. The timer is provided by the HPLMN or the VPLMN (AMF policy) during the Registration procedure together with the Configured NSSAI. The timer can be per S-NSSAI.
-	Inactivity timer, which are needed to release a PDU session or remove a given S-NSSAI from an Allowed NSSAI after an inactivity, may be set by authorized AF (if PLMN allows) and stored in the network (e.g UDM or PCF) per S-NSSAI/DNN. The timer from network can be obtained by an AMF and SMF respectively at the time of UE registration and PDU session establishment.
-	For EPS case, the PDN connections have similar handling to PDU sessions in 5GS.
-	If the UE indicates it support this specific feature as defined in KI#1, it is proposed to enable the network  to request the UE to transfer all PDU sessions from one S-NSSAI to another S-NSSAI.
For a non-supporting UE, the following principles are agreed for normative work:
-	The AMF determines to deregister the network slice if no PDU session is using the slice for a determined network slice inactivity time which runs only at the AMF.
-	The SMF determines to release the PDU session if no user data is sent over the PDU session for a determined PDU session inactivity time which runs only at the SMF. The AMF may also removes the S-NSSAI from the Allowed NSSAI based on indication from the SMF after completion of the PDU Session Release procedure if it does not find any other PDU session for the same slice over related access type.
-	Inactivity timer, which are needed to release a PDU session or remove a given S-NSSAI from an Allowed NSSAI after an inactivity, may be set by authorized AF (if PLMN allows and for slices solely dedicated for the AF and not shared with others) and stored in the network (e.g UDM or PCF per S-NSSAI/DNN. The timer from network can be obtained by an AMF and SMF respectively at the time of UE registration and PDU session establishment.
-	For EPS case, the PDN connections have similar handling to PDU sessions in 5GS.
Editor's note:	It is FFS whether to conclude solutions for scenarios where the network applies dynamic configuration of network-controlled UE behaviour for the registration to a particular S-NSSAI.
Editor's note:	It is FFS Roaming principles in eUEPO for UE policies apply to UE policies including S-NSSAI related policies.

2.6.2 KI#6 impacts to CT WGs

	Impacts to CT1
	Support of network controlled S-NSSAI de-registration and PDU session release for S-NSSAIs subject to network control:
· Whether the registration needs to be performed based on demand/usage or configuration. This indication can be configured by HPLMN and/or VPLMN (if authorized by HPLMN, based on e.g. UDM indication) and can be provided via existing UE configuration procedures e.g. together with the Configured NSSAI.
· Indication of the inactivity timer after a PDU session is implicitly released at UE and SMF if no activity is detected. The timer runs at both the UE and the SMF. This timer is provided by the SMF at PDU session establishment time and in roaming cases it requires support from the SMF/UPF of the HPLMN (no VPLMN control if the PDU session is home routed). The UE also locally removes the S-NSSAI from the Allowed NSSAI after releasing the PDU session if it does not have any other PDU session for the same slice over the related access type. The AMF may also locally removes the S-NSSAI from the Allowed NSSAI based on indication from the SMF after completion of the PDU Session Release procedure if it does not find any other PDU session for the same slice over related access type.
· Indication of the inactivity timer after a slice is implicitly deregistered if no PDU sessions are present. This applies only for Slices that are established only when needed.. The timer runs at both the UE and the AMF. The timer is provided by the HPLMN or the VPLMN (AMF policy) during the Registration procedure together with the Configured NSSAI. The timer can be per S-NSSAI.

	Potential impacts to CT3
	Potential impacts on PCF to support slice-specific policies to enforce network controlled S-NSSAI de-registration and PDU session release for S-NSSAIs subject to network control:
· The network can configure slice-specific policies, more specifically, it is proposed to use PCF and/or UDM or local AMF configuration/policy for handling network policies related to S-NSSAIs subject to network control during the registration procedure.
Editor's note:	Whether PCF, UDM or local configuration is driving this is FFS.
· Inactivity timer, which are needed to release a PDU session or remove a given S-NSSAI from an Allowed NSSAI after an inactivity, may be set by authorized AF (if PLMN allows) and stored in the network (e.g. UDM or PCF) per S-NSSAI/DNN. The timer from network can be obtained by an AMF and SMF respectively at the time of UE registration and PDU session establishment.

	Potential impacts to CT4
	Potential impacts on UDM to support slice-specific policies to enforce network controlled S-NSSAI de-registration and PDU session release for S-NSSAIs subject to network control:
· The network can configure slice-specific policies, more specifically, it is proposed to use PCF and/or UDM or local AMF configuration/policy for handling network policies related to S-NSSAIs subject to network control during the registration procedure.
Editor's note:	Whether PCF, UDM or local configuration is driving this is FFS.
· Whether the registration needs to be performed based on demand/usage or configuration. This indication can be configured by HPLMN and/or VPLMN (if authorized by HPLMN, based on e.g. UDM indication) and can be provided via existing UE configuration procedures e.g. together with the Configured NSSAI.
· Inactivity timer, which are needed to release a PDU session or remove a given S-NSSAI from an Allowed NSSAI after an inactivity, may be set by authorized AF (if PLMN allows) and stored in the network (e.g. UDM or PCF) per S-NSSAI/DNN. The timer from network can be obtained by an AMF and SMF respectively at the time of UE registration and PDU session establishment.





3. Conclusion
Given that there already exist conclusions for KI#2, KI#4, KI#5 and KI#6 and interim conclusions for KI#1 and KI#3 captured in TR 23.700-41 for stage 2 work of eNS_Ph3, the impacts to corresponding CT WGs are analyzed. Based on this, ZTE is proposing a new work item on CT aspects of Enhancement of Network Slicing Phase 3 (eNS_Ph3) which captures the analyzed impacts to CT WGs.
