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1. Introduction
Rel-16 has introduced the concepts of NF set and NF service sets, i.e. sets of functionally equivalent and inter-changeable NFs or NF service instances. The NFProfile and NFService data types were merely extended with NF Set ID and NF Service Set ID attributes. This pCR proposes to study extensions to the NRF APIs to reduce signalling overhead by using the NF (service) set concepts.
2. Reason for Change
The existing concept of NF sets and NF service sets may be used to optimize NRF APIs
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.831 v0.1.0.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc113262347]5.2	Key Issue #2: <KI#2>Support of NF (Service) Set Profiles
Description of <KI#2> 
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NFs of an NF set are functionally equivalent and inter-changeable NFs. Different NFs of the same NF set may be selected at different times for requests targeting the same resource (e.g. UE or PDU session context), e.g. when an NF becomes not reachable, is de-instantiated (scale-in), is in overload, or when there is no preferred binding of the resource with any specific NF in the NF set (stateless NFs).
NFs of an NF set share typically a significant set of common data. Examples of common information include the authorization parameters (“allowedxxx parameters”), the served PLMN or SNPN, the supported S-NSSAIs, SCP information, part or all of NF specific data such as amfInfo (e.g. list of TAIs), udminfo (e.g. subscriber identity ranges), smfinfo (e.g. all S-NSSAIs/DNNs configuration supported by the SMF set).
This entails that with the current NRF APIs: 
-	All NFs of the NF set register lots of duplicate information in the NRF;
-	NF Discovery response contains NF profiles with lots of duplicate information; 
-	A change affecting common NF set data results in as many NF profile registration update requests towards the NRF, and in as many NF Status Change notifications towards all subscribed NFs, as there are NFs in the NF set. So e.g. assuming an SMF set comprising 10 SMFs, and an AMF set comprising 8 AMFs, this results in 10 registration updates to the NRF, and in 80 status change notifications towards the AMFs assuming each AMF has subscribed to receive changes about the SMFs.  
This causes unnecessary signalling overhead in the 5GC (both in terms of payload size and number of HTTP messages) between the NRF and all NFs, processing overhead (at the NRF and NFs), data storage and caching overhead (at the NRF and discovering NFs). 
This key issue addresses extensions to the NRF APIs (resource model and service operations) to better leverage the NF (service) set concepts, for registering, discovering or notifying status changes of NFs of an NF set by defining and using NF (Service) Set Profiles shared by all NFs (Services) belonging to the same NF (Service) Set.
5.2.2	Key Issue Definition
This key issue will study the following aspects: 
-	Definition, configuration and storage of NF Set Profiles;
-	NF instance registration using NF Set Profile
-	NF discovery using NF Service Set Profile
-	NF Set Profile update procedures.
-	Backwards compatibility with NRF consumers not supporting NF set profiles
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