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\* \* \* First Change \* \* \* \*

#### 5.9.4.13 Type: MbsKeyInfo

**Table 5.9.4.13-1: Definition of type MbsSecurityContext**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Attribute name | Data type | P | Cardinality | Description |
| keyDomainId | Bytes | M | 1 | Key Domain ID = MCC || MNC as defined in 3GPP TS 33.246 [45]. (NOTE)  It shall be encoded as a string with format "byte" as defined in OpenAPI Specification [3], i.e. base64-encoded characters, representing the Key Domain ID (encoded in 3 bytes). |
| mskID | Bytes | M | 1 | MSK ID as defined in 3GPP TS 33.246 [45].  It shall be encoded as a string with format "byte" as defined in OpenAPI Specification [3], i.e. base64-encoded characters, representing the MSK ID (encoded in 4 bytes). |
| msk | Bytes | C | 0..1 | MSK as defined in 3GPP TS 33.246 [45].  The IE shall not be present when MBSTF requests updated MSK from MBSF after, e.g. lifetime expiry. Shall be present otherwise.  When present, it shall be encoded as a string with format "byte" as defined in OpenAPI Specification [3], i.e. base64-encoded characters, representing the MSK (encoded in 16 bytes). |
| mskLifetime | DateTime | O | 0..1 | MSK Lifetime as defined in 3GPP TS 33.501  [46]. |
| mtkID | Bytes | C | 0..1 | MTK ID as defined in 3GPP TS 33.246 [45]. Shall be present if available.  It shall be encoded as a string with format "byte" as defined in OpenAPI Specification [3], i.e. base64-encoded characters, representing the MTK ID (encoded in 2 bytes). |
| mtk | Bytes | C | 0..1 | MTK as defined in 3GPP TS 33.246 [45]. Shall be present if available.  It shall be encoded as a string with format "byte" as defined in OpenAPI Specification [3], i.e. base64-encoded characters, representing the MTK (encoded in 16 bytes). |
| NOTE: For a multicast MBS session in a SNPN, the Key Domain ID for the MBS session should be encoded using MCC and MNC, in this case, it may not be unique. | | | | |
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