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	Reason for change:
	1/ As specified by 3GPP TS 23.501, the AMF detects the H-SMF supporting and V-SMF change and release the PDU session release if the V-SMF needs to be changed but H-SMF doesn't supporting V-SMF change:

[bookmark: _Toc45184017][bookmark: _Toc47342859][bookmark: _Toc51769561][bookmark: _Toc98857317]5.34.9	Support of the Deployment Topologies with specific SMF Service Areas feature within and between PLMN(s)
When Deployments Topologies with specific SMF Service Areas need to be used in a PLMN for a S-NSSAI, all AMF serving this S-NSSAI are configured to support Deployments Topologies with specific SMF Service Areas.
NOTE 1:	The specifications do not support AMF selection related with Deployment Topologies with specific SMF Service Areas.
For HR roaming, the AMF discovers at PDU Session establishment whether a H-SMF supports V-SMF change based on feature support indication received from the NRF, possibly via the SCP. When the V-PLMN requires Deployments Topologies with specific SMF Service Areas but no H-SMF can be selected that supports V-SMF change, a H-SMF not supporting V-SMF change may be selected by the VPLMN. In that case, and if a V-SMF serving the full VPLMN is available, AMF should prefer to select such V-SMF.
In this release of the specifications, when an AMF detects the need to change the V-SMF while the H-SMF does not support V-SMF change, the AMF shall not trigger V-SMF change but shall trigger the release of the PDU Session.
NOTE 2:	The AMF can determine whether the H-SMF supports V-SMF change based on NRF look up.
Also TS 23.502 has the same definition:

[bookmark: _Toc45193196][bookmark: _Toc47592828][bookmark: _Toc51834915][bookmark: _Toc98865735]4.23	Support of deployments topologies with specific SMF Service Areas
[bookmark: _Toc20204325][bookmark: _Toc27895017][bookmark: _Toc36192099][bookmark: _Toc45193197][bookmark: _Toc47592829][bookmark: _Toc51834916][bookmark: _Toc98865736]4.23.1	General
This clause captures changes to 5GC procedures in other clauses of this specification and new procedures to support deployments topologies with specific SMF Service Areas that are defined in clause 5.34 of TS 23.501 [2].
For a Home Routed PDU Session, if a UE moves out of V-SMF serving area in the serving PLMN or a UE moves to another (serving) VPLMN, the V-SMF can change. In addition, V-SMF insertion/removal may take place at mobility between HPLMN and a VPLMN, in which case the PDU Session is Home Routed when served by the VPLMN. In these cases, the procedures below apply for the V-SMF insertion/change/removal (i.e. by replacing the I-SMF with V-SMF), with additional considerations for home-routed roaming scenarios described in clause 4.23.17. When an AMF detects the need to change the V-SMF while the H-SMF does not support V-SMF change, the AMF shall not trigger the V-SMF change but shall trigger the release of the PDU Session.
The AMF detects whether the H-SMF supporting V-SMF change based on the supportedFeatures of the H-SMF via NRF discovery. For the AMF setup the PDU session, the AMF discovered and selected the H-SMF, thus it has the supportedFeatures of the H-SMF. But when an inter-AMF mobility happens, the new AMF will identify whether V-SMF change is needed and take the action correspondingly. But the new AMF doesn't know whether the H-SMF support V-SMF change or not. To do so, the new AMF will need to explicitly perform an inter-PLMN NRF discovery to get the supportedFeatures of the H-SMF, which cause extra inter-PLMN traffic and delay the mobility procedure (especially for HO).

This CR propose that the source AMF include the supportedFeatures of the H-SMF to the new AMF. Thus the inter-PLMN NRF lookup can be avoided. This allows the new AMF to get other supported feature by (H-)SMF as well, e.g. PSETR.

2/ When UE mobility with a PDU session, V-SMF may be changed due to service area coverage. To help the new V-SMF for Access Token requirements, the AMF may tell the new V-SMF whether OAuth is enabled on the H-SMF. When the AMF is changed during the mobility, it is suggested that the old AMF tells the H-SMF OAuth requirement to the new AMF.


	
	

	Summary of change:
	1/ Add new IE to carry the (H-)SMF supported features in PduSessionContext data type.

2/ Add Indication of Oauth Enabled for H-SMF in PduSessionContext data type.

2/ Update OpenAPI accordingly.

	
	

	Consequences if not approved:
	During inter-AMF mobility, the new AMF cannot know the supported features of the H-SMF and inter-PLMN NRF lookup is required. The new AMF also cannot tell the new V-SMF about OAuth requirement of the H-SMF. This leads to extra inter-PLMN traffic and negative KPI in the network, this also add extra delay in HO procedure.


	
	

	Clauses affected:
	6.1.6.2.37, A.2
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	Other comments:
	This CR introduces backward compatible corrections to OpenAPI file of Namf_Communication service.


	
	

	This CR's revision history:
	Rev1:

· Rename the new IEs
· Add reference to the features of Nsmf_PDUSession service.
· Add condition for Oauth2 Required Indication that the old AMF and new AMF belong to the same PLMN.
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* * * First Change * * * *
[bookmark: _Toc25156394][bookmark: _Toc34124696][bookmark: _Toc43207820][bookmark: _Toc49857290][bookmark: _Toc56677126][bookmark: _Toc56691649][bookmark: _Toc56698913][bookmark: _Toc89035148][bookmark: _Toc89064946][bookmark: _Toc89180245][bookmark: _Toc97071924][bookmark: _Toc106632558]6.1.6.2.37	Type: PduSessionContext
Table 6.1.6.2.37-1: Definition of type PduSessionContext
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	pduSessionId
	PduSessionId
	M
	1
	Indicates the identifier of the PDU Session.
	

	smContextRef
	Uri
	M
	1
	Indicates the resource URI of the SM context, including the apiRoot (see clause 6.1.3.3.2 of 3GPP TS 29.502 [16]).

When present, it shall carry the URI of SM Context of:
- I-SMF, for a PDU session with I-SMF; or
- V-SMF, for HR PDU session; or
- SMF, for non-roaming PDU session without I-SMF, or LBO roaming PDU session;

	

	sNssai
	Snssai
	M
	1
	Indicates the associated S-NSSAI for the PDU Session. It shall be the S-NSSAI in HPLMN in non-roaming, LBO roaming or HR roaming.
	

	additionalSnssai
	Snssai
	C
	0..1
	This IE shall be present in intra-VPLMN mobility of LBO roaming and HR roaming.
When present, this IE shall indicate the associated S-NSSAI in VPLMN for the PDU Session.
	

	dnn
	Dnn
	M
	1
	This IE shall indicate the Data Network Name. The DNN shall be the full DNN (i.e. with both the Network Identifier and Operator Identifier) for a HR PDU session, and it should be the full DNN in LBO and non-roaming scenarios. If the Operator Identifier is absent, the serving core network operator shall be assumed.
	

	selectedDnn
	Dnn
	C
	0..1
	This IE shall be present, if another DNN other than the UE requested DNN is selected for this PDU session.
When present, it shall contain the selected DNN. The DNN shall be the full DNN (i.e. with both the Network Identifier and Operator Identifier) for a HR PDU session, and it should be the full DNN in LBO and non-roaming scenarios. If the Operator Identifier is absent, the serving core network operator shall be assumed.
	

	accessType
	AccessType
	M
	1
	Indicates the access type of the PDU session.
	

	additionalAccessType
	AccessType
	C
	0..1
	Indicates the additional access type for a MA PDU session, if the UE registers to both 3GPP access and Non-3GPP access.
	

	allocatedEbiList
	array(EbiArpMapping)
	C
	1..N
	This IE shall be present when at least one EBI is allocated to the PDU session.

When present, this IE shall contain the EBIs currently allocated to the PDU session.
	

	hsmfId
	NfInstanceId
	C
	0..1
	This IE shall be present for non-roaming and home-routed PDU sessions.

When present, it shall indicate the associated:

- home SMF for HR PDU Session, or
- SMF, for non-roaming PDU session, regardless of whether an I-SMF is involved or not.

	

	hsmfSetId
	NfSetId
	C
	0..1
	This IE shall be present, if available.

When present, this IE shall contain the NF Set ID of the home SMF or the SMF indicated by hsmfId.

	

	hsmfServiceSetId
	NfServiceSetId
	C
	0..1
	This IE shall be present, if available.

When present, this IE shall contain the NF Service Set ID of the selected PDUSession service instance of home SMF or the SMF indicated by hsmfId.

	

	smfBinding
	SbiBindingLevel
	C
	0..1
	This IE shall be present if available, for a non-roaming PDU session. When present, this IE shall contain the SBI binding level of the SMF's SM context resource.
	

	vsmfId
	NfInstanceId
	C
	0..1
	This IE shall be present for roaming PDU sessions. When present, it shall indicate the associated visited SMF for home-routed the PDU Session, or the SMF for the local-breakout PDU session (regardless of whether an I-SMF is involved or not).
	

	vsmfSetId
	NfSetId
	C
	0..1
	This IE shall be present, if available. When present, this IE shall contain the NF Set ID of the V-SMF.
	

	vsmfServiceSetId
	NfServiceSetId
	C
	0..1
	This IE shall be present, if available. When present, this IE shall contain the NF Service Set ID of the V-SMF's PDUSession service instance.
	

	vsmfBinding
	SbiBindingLevel
	C
	0..1
	This IE shall be present, if available. When present, this IE shall contain the SBI binding level of the V-SMF's SM context resource.
	

	ismfId
	NfInstanceId
	C
	0..1
	This IE shall be present if I-SMF is involved in the PDU session. When present, it shall indicate the associated I-SMF for the PDU Session.
	DTSSA

	ismfSetId
	NfSetId
	C
	0..1
	This IE shall be present, if available. When present, this IE shall contain the NF Set ID of the I-SMF.
	DTSSA

	ismfServiceSetId
	NfServiceSetId
	C
	0..1
	This IE shall be present, if available. When present, this IE shall contain the NF Service Set ID of the I-SMF's PDUSession service instance.
	DTSSA

	ismfBinding
	SbiBindingLevel
	C
	0..1
	This IE shall be present if available. When present, this IE shall contain the SBI binding level of the I-SMF's SM Context resource.
	DTSSA

	nsInstance
	NsiId
	C
	0..1
	This IE shall be present if available. When present, this IE shall Indicate Network Slice Instance for the PDU Session
	

	smfServiceInstanceId
	string
	O
	0..1
	When present, this IE shall contain the serviceInstanceId of the SMF PDUSession service instance serving the SM Context, i.e. of:
[bookmark: _PERM_MCCTEMPBM_CRPT03410148___7]-	the I-SMF, for a PDU session with I-SMF;
-	the V-SMF, for a HR PDU session; or
-	the SMF, for a non-roaming or an LBO roaming PDU session without I-SMF.
This IE may be used by the AMF to identify PDU session contexts affected by a failure or restart of the SMF service instance (see clause 6.2 of 3GPP TS 23.527 [33]).
	

	maPduSession
	boolean
	C
	0..1
	This IE shall be present if available. When present, this IE shall indicate whether it is an MA PDU session.

true: indicates the PDU session is MA PDU session;
false (default): the PDU session is not MA PDU session.
	

	cnAssistedRanPara
	CnAssistedRanPara
	C
	0..1
	This IE shall be present if available.

When present, this IE shall contain the PDU Session specific parameters received from the SMF and used by the AMF to derive the Core Network assisted RAN parameters tuning.
	

	nrfManagementUri
	Uri
	C
	0..1
	If included, this IE shall contain the API URI of the NFManagement Service (see clause 6.1.1 of 3GPP TS 29.510 [29]) of the NRF or hNRF.

It shall be present if it is returned from the NSSF or hNSSF (see clause 6.1.6.2.7 of 3GPP TS 29.531 [18]).
	

	nrfDiscoveryUri
	Uri
	C
	0..1
	If included, this IE shall contain the API URI of the NFDiscovery Service (see clause 6.2.1 of 3GPP TS 29.510 [29]) of the NRF or hNRF.

It shall be present if it is returned from the NSSF or hNSSF (see clause 6.1.6.2.7 of 3GPP TS 29.531 [18]).
	

	nrfAccessTokenUri
	Uri
	C
	0..1
	If included, this IE shall contain the API URI of the Access Token Service (see clause 6.3.2 of 3GPP TS 29.510 [29]) of the NRF or hNRF.

It shall be present if it is returned from the NSSF or hNSSF (see clause 6.1.6.2.7 of 3GPP TS 29.531 [18]).
	

	smfBindingInfo
	string
	C
	0..1
	This IE shall be present if available, for a non-roaming PDU session. When present, this IE shall contain the Binding indications of the SMF's SM context resource and shall be set to the value of the 3gpp-Sbi-Binding header defined in clause 5.2.3.2.6 of 3GPP TS 29.500 [4], without the header name.
	

	vsmfBindingInfo
	string
	C
	0..1
	This IE shall be present, if available. When present, this IE shall contain the Binding indications of the V-SMF's SM context resource and shall be set to the value of the 3gpp-Sbi-Binding header defined in clause 5.2.3.2.6 of 3GPP TS 29.500 [4], without the header name.
	

	ismfBindingInfo
	string
	C
	0..1
	This IE shall be present if available. When present, this IE shall contain the Binding indications of the I-SMF's SM Context resource and shall be set to the value of the 3gpp-Sbi-Binding header defined in clause 5.2.3.2.6 of 3GPP TS 29.500 [4], without the header name.
	DTSSA

	interPlmnApiRoot
	Uri
	C
	0..1
	This IE shall be present if this information is available. 
When present, it shall contain the apiRoot of the SM context to be used in inter-PLMN signalling request targeting the SM context.
(NOTE 1)
	

	anchorSmfSupportedFeatures
	SupportedFeatures
	O
	0..1
	When present, this IE shall include the features of the Nsmf_PDUSession service (see clause 6.1.8 of 3GPP TS 29.502 [16]) that are supported by the H-SMF (or the SMF for a PDU sessions with I-SMF).
(NOTE x)
	

	anchorSmfOauth2Required
	boolean
	O
	0..1
	This IE may be present when new AMF and old AMF belong to the same PLMN.

When present, this IE shall indicate whether the H-SMF (or the SMF for a PDU session with I-SMF) requires Oauth2-based authorization for accessing its Nsmf_PDUSession service

- true: OAuth2 based authorization is required.
- false: OAuth2 based authorization is not required.

The absence of this IE means that no indication is available about the usage of Oauth2 for authorization of the anchor SMF's Nsmf_PDUSession service.

	

	NOTE 1:	During an inter-PLMN mobility, the target AMF shall replace the apiRoot of the smContextRef with the interPlmnApiRoot if available and send the resulting smContextRef in the Create SM Context request towards the target V-SMF, I-SMF or anchor SMF. See 3GPP TS 29.502 [16].
NOTE x:	The new AMF may use this IE to know the supported features of the H-SMF (or the SMF for a PDU session with I-SMF) and take action based on the supported features, e.g. the new AMF shall release the PDU session when V-SMF needs to be changed but the H-SMF does not support V-SMF change.




* * * Next Change * * * *
[bookmark: _Toc25156615][bookmark: _Toc34124920][bookmark: _Toc43208056][bookmark: _Toc49857523][bookmark: _Toc56677369][bookmark: _Toc56691892][bookmark: _Toc56699156][bookmark: _Toc89035525][bookmark: _Toc89065324][bookmark: _Toc89180625][bookmark: _Toc97072320][bookmark: _Toc106632958]A.2	Namf_Communication API
openapi: 3.0.0

*********************** Text Skipped for Clarity ****************************
    PduSessionContext:
      description: Represents a PDU Session Context in UE Context
      type: object
      properties:
        pduSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'
        smContextRef:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        sNssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        dnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        selectedDnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        accessType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        additionalAccessType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        allocatedEbiList:
          type: array
          items:
            $ref: 'TS29502_Nsmf_PDUSession.yaml#/components/schemas/EbiArpMapping'
          minItems: 1
        hsmfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        hsmfSetId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfSetId'
        hsmfServiceSetId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfServiceSetId'
        smfBinding:
          $ref: '#/components/schemas/SbiBindingLevel'
        vsmfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        vsmfSetId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfSetId'
        vsmfServiceSetId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfServiceSetId'
        vsmfBinding:
          $ref: '#/components/schemas/SbiBindingLevel'
        ismfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        ismfSetId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfSetId'
        ismfServiceSetId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfServiceSetId'
        ismfBinding:
          $ref: '#/components/schemas/SbiBindingLevel'
        nsInstance:
          $ref: 'TS29531_Nnssf_NSSelection.yaml#/components/schemas/NsiId'
        smfServiceInstanceId:
          type: string
        maPduSession:
          type: boolean
          default: false
        cnAssistedRanPara:
          $ref: 'TS29502_Nsmf_PDUSession.yaml#/components/schemas/CnAssistedRanPara'
        nrfManagementUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        nrfDiscoveryUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        nrfAccessTokenUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        smfBindingInfo:
          type: string
        vsmfBindingInfo:
          type: string
        ismfBindingInfo:
          type: string
        additionalSnssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        interPlmnApiRoot:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        anchorSmfSupportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        anchorSmfOauth2Required:
          type: boolean
      required:
        - pduSessionId
        - smContextRef
        - sNssai
        - dnn
        - accessType

*********************** Text Skipped for Clarity ****************************

* * * End of Changes * * * *

