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1
Introduction
The list below identifies a set of technical improvements and enhancements to the UE Policy Control and Access and Mobility PolicyControl services over already specified functionality during Release-15, Release-16, and Release-17 that may not be covered by other Release-18 dedicated WIs:

-
Completion of UE policy determination.

-
UE Policy Control with PCF re-selection during AMF relocation.
-
Network requested UE Policy Section resynchronization.

-
Feature (re)negotiation during AMF relocation.
-
Completion of Namf_Communication service related descriptions.

-
PLMN Change.
-
Completion of error handling procedures for already specified functionality.

2
Discussion

2.1
Completion of specified text about UE policy determination (Impacts CT3)
2.1.1
Completion of specified behaviour about URSP and ANDSP policy determination

Currently, TS 29.525 is incomplete about how URSP and ANDSP policies are determined based on the following requirements in TS 23.503:

-
(TS 23.503, 6.1.2.2.1) "The PCF selects the UE policy information applicable for each UE based on local configuration, and operator policies taking into consideration the information defined in clause 6.2.1.2. ", where 6.2.1.2 considers the information provided by the AMF, by the UE, UDR, by other NFs, etc. This information is missing in TS 29.525
-
(TS 23.503, 6.1.2.2.2) "When the PCF (i.e. the (H-)PCF as well as the V-PCF) receives a list of PSIs associated to the PLMN of the PCF from the UE, the PCF compares the list of PSIs provided by the UE and the list of PSIs retrieved from the UDR. In addition, the PCF checks whether the list of PSIs provided by the UE or its content needs to be updated according to operator policies, e.g. change of Location and/or time. If the two lists of PSIs are different or an update is necessary according to operator policies (which includes the case that the UE did not provide a list of PSIs associated to the PLMN of the PCF), the PCF provides the changes in the list of PSIs or the corresponding content to the AMF which forwards them to the UE. " This text indicates that the PCF takes into account the received PSIs to determine whether the UE Policy Section(s) stored in the UE need to be updated (modified or removed) according to operator policies and/or if new UE Policy Sections need to be installed in the UE. If the PCF does not receive a list of PSI, the PCF determines that no UE Policy Section is stored in the UE. The received list of PSIs may be different from the stored list of PSIs in UDR when the UE loses already provisioned UE Policy section (e.g. corrupted data in the UE does not allow to access to certain policy sections or a reset to factory settings removes all the provided UE Policy Sections). This behavior is incomplete in TS 29.525.
In addition, the following aspects could also be included in TS 29.525 for completion and clarification: 
-
(TS 23.503, 6.1.2.2.1) "The PCF may subscribe to analytics on "WLAN performance" from NWDAF following the procedures and services described in TS 23.288 [24]. When the PCF gets a notification from the NWDAF, the PCF may try to update WLANSP rules. "
-
(TS 23.503, 6.1.2.2.2) "A list of self-contained UE policy information implies that:

-
when the PCF delivers URSP rules to the UE, the PCF provides the list of URSP rules in the order of precedence and without splitting a URSP rule across Policy Sections;

-
(…)
-
when the PCF delivers WLANSP rules, the list of WLANSP rules are provided in the order of priority and without splitting a WLANSP rule across Policy Sections;

-
when the PCF delivers the non-3GPP access network selection information, the whole list of non-3GPP access network selection information (as defined in clause 6.6.1.1) is provided in one Policy Section. "
-
(TS 23.503, 6.1.2.2.2) "The ANDSP for VPLMN, if provided within the UE policy in the UE Configuration Update procedure described in clause 4.2.4.3 of TS 23.502 [3], applies to the equivalent PLMN(s) indicated in the last received list of equivalent PLMNs in Registration Accept. "
2.1.2
Completion of specified behaviour about V2XP and ProSeP policy determination

Similar clarifications to the specified ones in 2.1.1 apply.
2.1.3
Impacted TSs

TS 29.525 and 29.513.
2.2
UE Policy Control with PCF reselection during AMF relocation (Impacts CT3)
2.2.1
Description

As already specified in TS 29.525 and TS 29.513, and required by TS 23.502, 4.16.11, during AMF relocation procedure with PCF reselection, the AMF creates a new UE Policy Association in the selected PCF. During this procedure, the UE does not include a UE Policy Container with the UE_STATE_INDICATION message indicating the stored PSIs and, at the reception of the UE Policy Association creation request, the PCF interprets that the UE does not store any UE Policy section.
The PCF then newly installs in the UE all the applicable UE Policies, with the corresponding waste of processing and signalling resources. 
To improve the signalling and processing efficiency and minimize the risks of UE misconfiguration (e.g., the PCF is unaware of UE Policies stored in the UE the PCF may need to remove), e.g., the AMF can indicate, e.g., "AMF relocation" during UE Policy Association establishment, so that the PCF is aware that the lack of UE Policy Container in the request with the UE_STATE_INDICATION message and the list of PSIs does not imply that the UE does not have UE Policy Sections stored. The PCF may determine, based on the PSIs and the UE Policy Sections stored in UDR and local policies whether the UE needs an update (as for the UE Policy Association update procedure triggered by the target AMF when the PCF is reused).
Alternatively to the solution above, the PCF could determine to trigger a UE and Network synchronization as described in 2.3, to fully replace the UE Policy sections stored in the UE by the determined ones.
2.2.2
Impacted TSs

TS 29.525 and TS 29.513.
2.3
Network requested UE Policy Section resynchronization (Impacts CT3 and CT1)
2.3.1
Description

TS 23.503, 6.1.2.2.2 specifies that "The UE may trigger an Initial registration with the list of stored PSIs to request a synchronization for example if the UE powers up without USIM being changed. ", so that if e.g. the UE detects that UE Policy Section data has been corrupted or the device settings have been reset to factory settings, the UE could initiate a synchronization procedure with the network, with the PCF.

However, there is no mechanism for the network to trigger a UE and Network synchronization. 
If the PCF interprets that the UE does not have any stored UE policy section while the UE has some stored (as case described in clause 2.2, during inter-AMF relocation with roaming) or the PCF doesn’t have the same UE Policy Sections stored in the UDR (e.g. because the UE is not triggering Initial Registration with UE STATE INDICATION message to synchronize with the network), or the PCF is aware UDR data is not available (e.g. the PCF has received a restoration indication from the UDR and the list of UE Policy Sections stored in the UE retrieved from UDR is not reliable), the PCF updates of UE Policies as per currently specified procedures will never end up in a UE and Network synchronization.

To increase the flexibility and reliability of the synchronization solution and minimize the risks of UE misconfiguration, the UE Policy delivery solution could be enhanced to support the full replacement of the existing UE Policy Sections stored in the UE by the PCF provided ones.
2.3.2
Impacted TSs

TS 29.525, 29.513 and TS 24.501.
2.4
Feature (re)negotiation during AMF relocation (Impacts CT3 and potentially CT4)
2.4.1
Description

Feature re-negotiation during AMF relocation when the target AMF re-uses the PCF indicated by the source AMF is currently unspecified. I.e., the Npcf_UEPolicyControl_Update and Npcf_AMPolicyControl_Update service operations do not support feature re-negotiation.

Assuming that network deployments may have NFs with different feature level support, to ensure proper interoperability between the target AMF and the PCF, implementations may have decided to always select a new PCF, e.g. according to the target AMF feature level support.
However, selecting a new PCF and invoking the policy association creation instead of the policy association modification may imply an increase of signalling from Rel-17 on, because:

-
as consequence of the termination of the policy association by the old AMF, the PCF deregisters from the BSF, and terminates the AM Policy Authorization context.

-
as consequence of the policy association creation by the new AMF, the PCF registers in the BSF, a new AM Policy Authorization context may be created, and an update notify message might be set to the AMF.
The specification of how to deal with feature negotiation during policy association modification triggered by AMF relocation would improve the overall network signalling. The possible solutions should be evaluated. E.g.:

-
Feature re-negotiation during inter-AMF mobility between the new AMF and the PCF within the policy association update service procedure. This approach has been adopted by CT4 for the Nsmf_PDUSession service. 

-
The old AMF sends to the new AMF the features the old AMF negotiated with the PCF. In case the new AMF determines it cannot support the negotiated features, the new AMF triggers a UE Policy Assocation create.
-
Assume homogeneous feature support in all the AMF/PCFs of the PLMN (might not be realistic due to the duration of the network upgrades, or because not all the features are equally relevant and might not be homogeneously deployed).
-
etc.

2.4.2
Impacted TSs

TS 29.525, TS 29.507 and, depending on the solution, TS 29.518 and TS 29.513.
2.5
Completion of Namf_Communication service related descriptions (Impacts CT3)
2.5.1
N1N2MessageSubscribe during AMF relocation

According to TS 29.518, clause 6.1.3.1, the subscription to notification of N1 N2 messages is part of the UE Context, and it is transferred from the source AMF to the target AMF during inter-AMF mobility.

For CT3 related TSs, it is unspecified how the PCF handles the subscription to N1N2 message during AMF relocation when the PCF selected by the old AMF is reused. 

For Rel-18 on, to optimize signalling and processing resources, it is proposed to clarify that the PCF reuses the subscription Id returned by the AMF during subscription for any further interacion (e.g. subscription termination).

2.5.2
Discovery of Namf_Communication service

The PCF receives the AMF instance serving the UE from the AMF during UE Policy Association creation and UE Policy Association update during AMF relocationand, and uses it to retrieve the NF profile for the Namf_Communication service.

2.5.3
Impacted TSs
TS 29.525.
2.6
PLMN Change (Impacts CT3)
2.6.1
Description

TS 23.287 and TS 23.304 specify the update of V2XP and ProSeP at PLMN changes.
(TS 23.287)"The PCF may update the V2X Policy/parameters to the UE in following conditions:
-
UE Mobility, e.g. UE moves from one PLMN to another PLMN. This is achieved by using the procedure of UE Policy Association Modification initiated by the AMF, as defined in clause 4.16.12.1 of TS 23.502 [7]. "
And also specifies that when the UE is roaming, the UE might be updated with the authorization parameters.
"When the UE is roaming, the change of subscription resulting in updates of the service authorization parameters are transferred to the UE by H-PCF via V-PCF. "
Both cases, the update of V2X Policy/parameters and/or ProSe Policy/parameters to the UE based on the serving PLMN the UE is attached (while in roaming or in the home PLMN) and/or the changes in the list of authorized PLMNs, needs to be completed in TS 29.525.
Also, a clarification that the PLMN change Policy Control Request Trigger may trigger an update of URSP/ANDSP rules should be specified.
2.6.2
Impacted TSs

TS 29.525.
2.7
Completion of error handling procedures for already specified functionality (Impacts CT3 and CT4)
2.7.1
Description

The following outstanding issues have been identified in relation to error handling:
· N1N2 Message Transfer error codes, non-roaming:
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The delivery of UE Policies is discarded once the PCF has re-attempted the delivery.

TS 29.525 could briefly mention the PCF behavior related to these errors.

-
N1N2 Message Transfer error codes, roaming:
In the roaming case, the H-PCF and the V-PCF are each responsible for re-sending the policy sections that each originally supplied.
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The UePolicyTransferFailureNotification data type used by the V-PCF to indicate to the H-PCF the error received from the AMF only contains the causes defined in N1N2MessageTransferCause data type, which includes the causes returned by the AMF in the 2xx responses to the N1N2MessageTransfer requests, and the causes notified in the N1N2MsgTxfrFailureNotification notification, but doesn’t contain the causes returned in 4xx/5xx responses to N1N2MessageTransfer requests. 

The mapping of the VPLMN errors to the HPLMN needs to be specified in TS 29.525.
-
Clarification that the subscription to connectivity status changes applies to the UE NOT REACHABLE error received within a Namf_Communication_N1N2MessageTransfer failure response as defined in clause 5.2.2.3.1.2 of 3GPP TS 29.518 [14], or an N1N2 Transfer Failure Notification as defined in clause 5.2.2.3.2 of 3GPP TS 29.518 [14]. No reattempts are performed in this case.
-
Namf_Communication error codes:
a.
The N1N2MesssageSubscribe request may arrive to the AMF before the reply to the UE Policy Association create request. In this case, the subscription request may be rejected by the AMF with a new application error, error code 403 (cause UE Context for UE Policy Delivery does not exist) if the N1MessageClass indicates the N1 message is for UE Policy Delivery but UE Policy Association response has not been received yet in the AMF. In this case, the PCF will retry the subscription request.


TS 29.518 and TS 29.525 would need updates to specify this behavior.

b.
The PCF may reply to the Message Transfer Notify with a 404 resource context not found when the UE Policy Context does not exist in the PCF, and with a 403 Forbidden with a new application error indicating that the PCF is not waiting for a notification for this PTI.

TS 29.518 and TS 29.525 should briefly describe this behavior.

2.7.2
Impacted TSs

TS 29.525 and TS 28.518.
3
Conclusion

Based on the topics discussed in clause 2, since they are not covered by other Rel-18 WIDs, and they represent requirements and/or enhancements the UE Policies and AM Policies need to fulfil, as applicable, Ericsson proposes to gather and develop them within a new WID.
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