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* * * * Next change * * * *
5.2.4.a	Type: FqdnPatternMatchingRule
Table 5.2.4.a-1: Definition of type FqdnPatternMatchingRule
	Attribute name
	Data type
	P
	Cardinality
	Description

	regex
	string
	C
	0..1
	One FQDN pattern, defined as a regular expression according to the ECMA-262 dialect [x].

(NOTE)

	stringMatchingRule
	StringMatchingRule
	C
	0..1
	One FQDN pattern, described as a string match rule.

(NOTE)

	NOTE:	When provisioning an FQDN pattern, the StringMatchingRule shall be preferred over regular expression and used whenever possible (i.e. if the pattern can be described by a string matching rule) to optimize the matching process and reduce the processing load, since the use of regular expressions can be more computing intensive than using string matching rule. Either the regex or the stringMatchingRule shall be present.



EXAMPLE 1:	A FQDN pattern described by a string matching rule matching all FQDNs with "smartmeter-{factoryID}.company.com" where "{factoryID}" can be any string 
JSON: {"stringMatchingRule": {stringMatchingConditions:[{"matchingString": "smartmeter-","matchingOperator": "STARTS_WITH"},{"matchingString": ".company.com","matchingOperator": "ENDS_WITH"}]}}
EXAMPLE 2:	A FQDN pattern described by a regular expression matching all FQDNs with "smartmeter-{factoryID}.company.com" where "{factoryID}" can be any string.
JSON: {"regex": "^smartmeter-.+\.company\.com$"}

* * * * Next change * * * *
5.2.4.x	Type: StringMatchingRule
Table 5.2.4.x-1: Definition of type StringMatchingRule
	Attribute name
	Data type
	P
	Cardinality
	Description

	stringMatchingConditions
	array(StringMatchingCondition)
	M
	1..N
	Contains a list of conditions which shall be evaluated for string matching.

	NOTE:	The conditions in the stringMatchingConditions array shall be evaluated as "and" logical relationship.



* * * * Next change * * * *
5.2.4.y	Type: StringMatchingCondition
Table 5.2.4.y-1: Definition of type StringMatchingCondition
	Attribute name
	Data type
	P
	Cardinality
	Description

	matchingString
	string
	C
	0..1
	This IE shall be present to identify the string against which the matching is performed except when the matchingOperator is MATCH_ALL.

	matchingOperator
	MatchingOperator
	M
	1
	Identifies the matching operation.




* * * * Next change * * * *
[bookmark: _Toc97203669]5.2.3.x	Enumeration: MatchingOperator
Table 5.2.3.x-1: Enumeration MatchingOperator
	Enumeration value
	Description 
	Applicability

	FULL_MATCH
	Indicates a full match between the string against which the matching applies and the provided matching string.

	

	MATCH_ALL
	Indicate a match for any string

	

	STARTS_WITH
	Indicates a match when the string against which the matching applies starts with the provided matching string (e.g. the string "smartmeter-01.company.com” matches the matching string "smartmeter-").

	

	NOT_START_WITH
	Indicates a match when the string against which the matching applies does not start with the provided matching string (e.g. the string "smartmeter-01.company.com” matches the matching string “metersmart-").

	

	ENDS_WITH
	Indicates a match when the string against which the matching applies ends with the matching string (e.g. the string "somehost.company.com" matches the matching string "company.com").

	

	NOT_END_WITH
	Indicates a match when the string against which the matching applies does not end with the matching string (e.g. the string "somehost.company.com" matches the matching string "company.se").

	

	CONTAINS
	Indicates a match when the string against which the matching applies contains the matching string (e.g. the string "media.news.com" matches the matching string "media").

	

	NOT_CONTAIN
	Indicates a match when the string against which the matching applies does not contain the matching string (e.g. the string "media.news.com" matches the matching string "aidem").

	



* * * * Next change * * * *
[bookmark: _Toc24925935][bookmark: _Toc24926113][bookmark: _Toc24926289][bookmark: _Toc33964149][bookmark: _Toc33980916][bookmark: _Toc36462718][bookmark: _Toc36462914][bookmark: _Toc43026185][bookmark: _Toc49763719][bookmark: _Toc56754420][bookmark: _Toc88743220][bookmark: _Toc98505544][bookmark: _Toc97203902]A.2	Data related to Common Data Types
openapi: 3.0.0

info:
  version: '1.3.0-alpha.5'
  title: 'Common Data Types'
  description: |
    Common Data Types for Service Based Interfaces.  
    © 2022, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.  

externalDocs:
  description: 3GPP TS 29.571 Common Data Types for Service Based Interfaces, version 17.5.0
  url: 'https://www.3gpp.org/ftp/Specs/archive/29_series/29.571/'

...Skipped for clarity...

    NullValue:
      enum:
        - null
      description: JSON's null value.


    MatchingOperator:
      anyOf:
        - type: string
          enum:
            - FULL_MATCH
            - MATCH_ALL
            - STARTS_WITH
            - NOT_START_WITH
            - ENDS_WITH
            - NOT_END_WITH
            - CONTAINS
            - NOT_CONTAIN
        - type: string
      description: the matching operation.


...Skipped for clarity...


    TunnelAddress:
      description: Tunnel address
      type: object
      properties:
        ipv4Addr:
          $ref: '#/components/schemas/Ipv4Addr'
        ipv6Addr:
          $ref: '#/components/schemas/Ipv6Addr'
        portNumber:
          $ref: '#/components/schemas/Uinteger'
      required:
        - portNumber
      anyOf:
        - required: [ ipv4Addr ]
        - required: [ ipv6Addr ]

    FqdnPatternMatchingRule:
      description: a matching rule for a FQDN pattern
      type: object
      oneOf:
        - required: [ regex ]
        - required: [ stringMatchingRule ]
      properties:
        regex:
          type: string
        stringMatchingRule:
          $ref: '#/components/schemas/StringMatchingRule'


    StringMatchingRule:
      description: A list of conditions for string matching 
      type: object
      properties:
        stringMatchingConditions:
          type: array
          items:
            $ref: '#/components/schemas/StringMatchingCondition'
          minItems: 1


    StringMatchingCondition:
      description: A String with Matching Operator
      type: object
      properties:
        matchingString:
          type: string
        matchingOperator:
          $ref: '#/components/schemas/MatchingOperator'
      required:
        - matchingOperator


* * * * End of changes * * * *
