

	
3GPP TSG-CT WG4 Meeting #110-e	C4-223383
E-Meeting, 12th – 20th May 2022														Revision of C4-223098
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	29.244
	CR
	0632
	rev
	1
	Current version:
	17.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Format of Tunnel Password

	
	

	Source to WG:
	Huawei, Ericsson

	Source to TSG:
	CT4

	
	

	Work item code:
	TEI17
	
	Date:
	2022-05-03

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	An encoding/decoding error in the Tunnel Password IE type definition needs to be removed. See the discussion paper in C4-223097.

	
	

	Summary of change:
	Incorrect information on how CP function obtains the value of the Tunnel Password from the Tunnel-Password AVP is removed, reworded and moved to an informative note. Normative text now explains that the value of the Tunnel Password in plain text is used for the L2TP tunnel.

	
	

	Consequences if not approved:
	An encoding/decoding error remains in the specification, which may cause interoperability problems.

	
	

	Clauses affected:
	8.2.212.

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	[bookmark: _GoBack]Rev1: The "summary of the change" explains the differences to the initial version of the CR.



Page 1


*******
* * * First Change * * * *
[bookmark: _Toc98236125]8.2.212	Tunnel Password
The Tunnel Password IE type shall be encoded as shown in Figure 8.2.212-1. It contains the value of Tunnel Password (in plain text) (i.e. starting from octet 5 of the Tunnel-Password AVP in clause 3.5 of IETF RFC 2868 [68], i.e. not including the TAG and Salt fields) to be used for the L2TP tunnel.
NOTE:	The CP function obtains the plain text value of Tunnel Password after decoding and de-encrypting the Tunnel-Password AVP, which is received from AAA/Radius Server, as specified in clause 3.5 of IETF RFC 2868 [68].

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 313 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to (n+4)
	Tunnel Password value
	


Figure 8.2.212-1: Tunnel Password
The Tunnel Password value shall be encoded in UTF8String format.

* * * End of Changes * * * *


