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* * * First Change * * * *
[bookmark: _Hlk102485180][bookmark: _Toc19717285][bookmark: _Toc27490775][bookmark: _Toc27557068][bookmark: _Toc27723985][bookmark: _Toc36031057][bookmark: _Toc36042977][bookmark: _Toc36814302][bookmark: _Toc44689156][bookmark: _Toc44923910][bookmark: _Toc51860880][bookmark: _Toc57930651][bookmark: _Toc57931281][bookmark: _Toc98235836]7.5.2.2	Create PDR IE within PFCP Session Establishment Request
The Create PDR grouped IE shall be encoded as shown in Figure 7.5.2.2-1.
Table 7.5.2.2-1: Create PDR IE within PFCP Session Establishment Request
	Octet 1 and 2
	
	Create PDR IE Type = 1(decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020247___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020248___7]

	PDR ID
	M
	This IE shall uniquely identify the PDR among all the PDRs configured for that PFCP session.
	X
	X
	X
	X
	X
	PDR ID

	Precedence
	M
	This IE shall indicate the PDR's precedence to be applied by the UP function among all PDRs of the PFCP session, when looking for a PDR matching an incoming packet.
	-
	X
	X
	X
	X
	Precedence

	PDI
	M
	This IE shall contain the PDI against which incoming packets will be matched.
See Table 7.5.2.2-2.
	X
	X
	X
	X
	X
	PDI

	Outer Header Removal 
	C
	This IE shall be present if the UP function is required to remove one or more outer header(s) from the packets matching this PDR.
	X
	X
	-
	X
	X
	Outer Header Removal

	FAR ID 
	C
	This IE shall be present if the Activate Predefined Rules IE is not included or if it is included but it does not result in activating a predefined FAR, and if the MAR ID is not included. This IE may be present if the CP function activated a predefined rule name with a predefined FAR but the CP function wishes to overwrite the predefined FAR by another FAR. (NOTE 2)
When present this IE shall contain the FAR ID to be associated to the PDR.
	X
	X
	X
	X
	X
	FAR ID

	URR ID
	C
	This IE shall be present if a measurement action shall be applied to packets matching this PDR.
When present, this IE shall contain the URR IDs to be associated to the PDR.
Several IEs within the same IE type may be present to represent a list of URRs to be associated to the PDR.
	X
	X
	X
	X
	FFS
	URR ID

	QER ID 
	C
	This IE shall be present if a QoS enforcement or QoS marking action shall be applied to packets matching this PDR.
When present, this IE shall contain the QER IDs to be associated to the PDR. Several IEs within the same IE type may be present to represent a list of QERs to be associated to the PDR.
	-
	X
	X
	X
	X
	QER ID

	Activate Predefined Rules 
	C
	This IE shall be present if Predefined Rule(s) shall be activated for this PDR. When present this IE shall contain one Predefined Rules name.
Several IEs with the same IE type may be present to represent multiple "Activate Predefined Rules" names.
	-
	X
	X
	X
	-
	Activate Predefined Rules 

	Activation Time
	O
	This IE may be present if the PDR activation shall be deferred. (NOTE 1)
	-
	X
	X
	X
	-
	Activation Time

	Deactivation Time
	O
	This IE may be present if the PDR deactivation shall be deferred. (NOTE 1)
	-
	X
	X
	X
	-
	Deactivation Time

	MAR ID
	C
	This IE shall be present if the PDR is provisioned to match the downlink traffic of non-GBR QoS flows towards the UE for a PFCP session established for a MA PDU session.
	-
	-
	-
	X
	-
	MAR ID

	Packet Replication and Detection Carry-On Information
	C
	This IE shall be present if the PDR is provisioned to match a broadcast packet. When present, it contains the information to instruct the UPF to replicate the packet and to carry-on the look-up of other PDRs of other PFCP sessions matching the packet (see clause 5.2.1).
	-
	-
	-
	X
	-
	Packet Replication and Detection Carry-On Information

	IP Multicast Addressing Info
	O
	This IE may be present in an UL PDR controlling UL IGMP/MLD traffic (see 5.25).
When present, it shall contain a (range of) IP multicast address(es), and optionally source specific address(es), identifying a set of IP multicast flows. See Table 7.5.2.2-4.
Several IEs with the same IE type may be present to represent multiple IP multicast flows. 
	-
	-
	-
	X
	-
	IP Multicast Addressing Info

	UE IP address Pool Identity
	O
	This IE may be present if UE IP Addresses Pools are configured in the UPF.

When present, this IE shall contain the identity of a UE IP address Pool configured in the UPF.
Two IEs with the same IE type shall be present to represent UE IPv4 Address Pool Identity and UE IPv6 Address Pool Identity if different pool identities are used for UE IPv4 address and UE IPv6 address and both an UE IPv4 and an UE IPv6 address are requested to be assigned for the PFCP session. In this case, the UE IPv4 Address Pool Identity shall be encoded before the UE IPv6 Address Pool Identity.
	-
	X
	-
	X
	-
	UE IP address Pool Identity

	MPTCP Applicable Indication
	C
	This IE shall be present if the PDR is used to detect UL user plane traffic for which MPTCP is applicable.
	-
	-
	-
	X
	-
	MPTCP Applicable Indication

	Transport Delay Reporting
	C
	This IE shall be present to request the UPF to add the delay of the GTP-U path with the preceding uplink GTP-U entity to the "N3/N9 Delay Result received in the GTP-U PDU Session Container extension header (see 3GPP TS 38.415 [34]) of the uplink packet, when monitoring the QoS of a PDU session based on GTP-U path monitoring (see clause 5.24.5.3). See Table 7.5.2.2-6.
	-
	-
	-
	X
	-
	Transport Delay Reporting

	NOTE 1:	When the Activation Time and Deactivation Time are not present, the PDR shall be activated immediately at receiving the message.
NOTE 2:	If a predefined FAR is or has been activated using a predefined rule name, it is UP function implementation specific whether this predefined FAR can be overwritten by a FAR ID pointing to another predefined FAR (i.e. with the most significant bit set to 1). If not, the UP function shall reject such a request if received from the CP function.



Editor's Note: Whether a URR may be associated with a PFCP session for an MBS session is FFS.
Table 7.5.2.2-2: PDI IE within PFCP Session Establishment Request
	Octet 1 and 2
	
	PDI IE Type = 2 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020270___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020271___7]

	Source Interface
	M
	This IE shall identify the source interface of the incoming packet.
	X
	X
	X
	X
	X
	Source Interface

	Local F-TEID 
	O
	This IE shall not be present if Traffic Endpoint ID is present.
If present, this IE shall identify the local F-TEID to match for an incoming packet.
The CP function shall set the CHOOSE (CH) bit to 1 if the CP function requests the UP function to assign a local F-TEID to the PDR.
	X
	X
	-
	X
	-
	F-TEID

	Local Ingress Tunnel
	C
	This IE shall not be present if Traffic Endpoint ID is present.
If present, this IE shall identify the IP address and the UDP port for a UDP/IP tunnel.

The CP function shall set the CHOOSE (CH) bit to 1 if the CP function requests the UP function to assign a local ingress tunnel to the PDR.

	-
	-
	-
	-
	X
	Local Ingress Tunnel

	Network Instance
	O
	This IE shall not be present if Traffic Endpoint ID is present. It shall be present if the CP function requests the UP function to allocate a UE IP address/prefix and the Traffic Endpoint ID is not present.
If present, this IE shall identify the Network instance to match for the incoming packet. See NOTE 1, NOTE2.
	X
	X
	X
	X
	X
	Network Instance

	Redundant Transmission Detection Parameters
	O
	If present, this IE shall contain the information used for the reception of redundant uplink packets on N3/N9 interfaces.
	-
	-
	-
	X
	-
	Redundant Transmission Detection Parameters

	UE IP address 
	O
	This IE shall not be present if Traffic Endpoint ID is present.
If present, this IE shall identify the UE IP address as the source or destination IP address to match for the incoming packet. (NOTE 5).

The CP function shall set the CHOOSE IPV4 (CHV4) and/or the CHOOSE IPV6 (CHV6) bits to 1 if the UP function supports the allocation of UE IP address/ prefix and the CP function requests the UP function to assign a UE IP address/prefix to the PDR.

This IE may also present to identify the IP address of the CP function as the destination IP address to match for the incoming packet, e.g. Radius, Diameter or DHCP signalling packet. (NOTE 8).

In the 5GC, several IEs with the same IE type may be present to represent multiple UE IP addresses, if the UPF indicated support of the IP6PL feature (see clause 5.21).
	-
	X
	X
	X
	-
	UE IP address

	Traffic Endpoint ID
	C
	This IE may be present if the UP function has indicated the support of PDI optimization.
If present, this IE shall uniquely identify the Traffic Endpoint for that PFCP session.

Several IEs with the same IE type may be present to provision several Traffic Endpoints with different Traffic Endpoint IDs, from which the UPF may receive packets pertaining to the same service data flow, which is subject for the same FAR, QER and URR, if the UPF has indicated it supports MTE feature as specified in clause 8.2.25. See NOTE 6.
	X
	X
	X
	X
	X
	Traffic Endpoint ID

	SDF Filter
	O
	If present, this IE shall identify the SDF filter to match for the incoming packet. Several IEs with the same IE type may be present to provision a list of SDF Filters. The full set of applicable SDF filters, if any, shall be provided during the creation or the modification of the PDI.
See NOTE 3.
	-
	X
	X
	X
	X
	SDF Filter

	Application ID
	O
	If present, this IE shall identify the Application ID to match for the incoming packet. 
	-
	X
	X
	X
	X
	Application ID

	Ethernet PDU Session Information
	O
	This IE may be present to identify all the (DL) Ethernet packets matching an Ethernet PDU session (see clause 5.13.1).
	-
	-
	-
	X
	-
	Ethernet PDU Session Information

	Ethernet Packet Filter
	O
	If present, this IE shall identify the Ethernet PDU to match for the incoming packet.
Several IEs with the same IE type may be present to represent a list of Ethernet Packet Filters.
The full set of applicable Ethernet Packet filters, if any, shall be provided during the creation or the modification of the PDI.
	-
	-
	-
	X
	-
	Ethernet Packet Filter

	QFI
	O
	This IE shall not be present if Traffic Endpoint ID is present and the QFI(s) are included in the Traffic Endpoint.
If present, this IE shall identify the QoS Flow Identifier to match for the incoming packet.
Several IEs with the same IE type may be present to provision a list of QFIs. When present, the full set of applicable QFIs shall be provided during the creation or the modification of the PDI. 
	-
	-
	-
	X
	-
	QFI

	Framed-Route
	O
	This IE may be present for a PDR if the UPF indicated support of Framed Routing (see clauses 8.2.25 and 5.16). If present, this IE shall describe a framed route.
Several IEs with the same IE type may be present to provision a list of framed routes. (NOTE 5)
	-
	X
	-
	X
	-
	Framed-Route

	Framed-Routing
	O
	This IE may be present for a DL PDR if the UPF indicated support of Framed Routing (see clauses 8.2.25 and 5.16). If present, this IE shall describe the routing method for the UP function for the IP route related to Framed-Routes or Framed-IPv6-Routes. (NOTE 7)
	-
	X
	-
	X
	-
	Framed-Routing

	Framed-IPv6-Route
	O
	This IE may be present for a PDR if the UPF indicated support of Framed Routing (see clauses 8.2.25 and 5.16). If present, this IE shall describe a framed IPv6 route.
Several IEs with the same IE type may be present to provision a list of framed IPv6 routes. (NOTE 5)
	-
	X
	-
	X
	-
	Framed-IPv6-Route

	Source Interface Type
	O
	This IE may be present to indicate the 3GPP interface type of the source interface, if required by functionalities in the UP Function, e.g. for performance measurements.
	X
	X
	-
	X
	X
	3GPP Interface Type

	IP Multicast Addressing Info
	O
	This IE may be present in a DL PDR controlling DL IP multicast traffic (see clause 5.25).
When present, it shall contain a (range of) IP multicast address(es), and optionally source specific address(es), identifying a set of IP multicast flows. See Table 7.5.2.2-4.
This IE shall be present over N4mb, if multicast transport is used over N6mb or Nmb9 and if Traffic Endpoint ID is not present.
Several IEs with the same IE type may be present to represent multiple IP multicast flows.
	-
	-
	-
	X
	X
	IP Multicast Addressing Info

	DNS Query Filter
	O
	This IE may be present for an UL PDR if the UPF indicated support of DNS traffic steering based on FQDN in the DNS Query message.
If present, this IE shall identify the DNS Query filter to match for the incoming DNS Query packets. Several IEs with the same IE type may be present to provision a list of DNS Query Filters. The full set of applicable DNS Query filters, if any, shall be provided during the creation or the modification of the PDI.
	-
	-
	-
	X
	-
	DNS Query Filter

	MBS Session Identifier
	C
	This IE shall be present when the PDR is created to receive MBS session data. (NOTE 9)
	-
	-
	-
	X
	-
	MBS Session Identifier

	Area Session ID
	C
	This IE shall be present for a location dependent MBS service. When present, it shall contain the Area Session ID, which together with the MBS Session Identifier, uniquely identify the service area part of the content data of the MBS service. (NOTE 9)
	-
	-
	-
	X
	-
	Area Session ID

	NOTE 1:	The Network Instance parameter is needed e.g. in the following cases:
	-	PGW/TDF UP function supports multiple PDNs with overlapping IP addresses;
	-	SGW UP function is connected to PGWs in different IP domains (S5/S8);
	-	PGW UP function is connected to SGWs in different IP domains (S5/S8);
	-	SGW UP function is connected to eNodeBs in different IP domains;
	-	UPF is connected to 5G-ANs in different IP domains;
	-	Separation of multiple 5G VN groups communication in the UPF;
	-	Indirect data forwarding.
NOTE 2:	When a Local F-TEID is provisioned in the PDI, the Network Instance shall relate to the IP address of the F-TEID. Otherwise, the Network Instance shall relate to the UE IP address if provisioned or the destination IP address in the SDF filter if provisioned
NOTE 3:	SDF Filter IE(s) shall not be present if Ethernet Packet Filter IE(s) is present.
NOTE 4:	When several SDF filter IEs are provisioned, the UP function shall consider that the packets are matched if matching any SDF filter. The same principle shall apply for Ethernet Packet Filters and QFIs.
NOTE 5:	If both the UE IP Address and the Framed-Route (or Framed-IPv6-Route) are present, the packets which are considered being matching the PDR shall match at least one of them.
NOTE 6:	Maximum two Traffic Endpoint ID containing different Local TEIDs per PDI may be provisioned over the N4 interface for a PFCP session which is established for a PDU session subject for 5G to EPS mobility with N26 supported. Several Traffic Endpoint ID containing different UE IP Addresses may be provisioned over the N4 interface for a PFCP session if the UPF also indicated support of the IP6PL feature (see clause 5.21.1).
NOTE 7:	In this release of specification, the UP function shall announce the IP route(s) for Framed-Route(s) or Framed-IPv6-Route(s) to the PDN regardless of the value of the Framed-Routing.
NOTE 8:	The IP address of the CP function is needed e.g. perform Router Advertisements and match the destination IP address of the incoming packet if the Radius, Diameter or DHCP signaling packets between the SMF and the external DN is forwarded by the UPF.
NOTE 9:	The Inclusion of the MBS Session Identifier, or MBS Session Identifier and Area Session ID for a location dependent MBS session, enables the UPF to allocate the same N19mb tunnel for the same MBS Session, or for the same MBS session and Area Session ID for a location dependent MBS session, when receiving multiple PFCP Session Establishment or Modification Request messages for different PFCP sessions being associated with the same MBS session, or with the same MBS session and Area Session ID for a location dependent MBS session, and also helps the UPF to identify the PFCP sessions associated with a MBS Session, or with the same MBS session and Area Session ID for a location dependent MBS session.



Table 7.5.2.2-3: Ethernet Packet Filter IE within PFCP Session Establishment Request
	Octet 1 and 2
	
	
	Ethernet Packet Filter IE Type = 132 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020294___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020295___7]

	Ethernet Filter ID
	C
	This shall be present if Bidirectional Ethernet filter is required. This IE shall uniquely identify an Ethernet Filter among all the Ethernet Filters provisioned for a given PFCP session.
	-
	-
	-
	X
	-
	Ethernet Filter ID

	Ethernet Filter Properties
	C
	This IE shall be present when provisioning a bidirectional Ethernet Filter the first time (see clause 5.13.4).
	-
	-
	-
	X
	-
	Ethernet Filter Properties

	MAC address
	O
	If present, this IE shall identify the MAC address.
This IE may be present up to 16 times.
	-
	-
	-
	X
	-
	MAC address

	Ethertype
	O
	If present, this IE shall identify the Ethertype.
	-
	-
	-
	X
	-
	Ethertype

	C-TAG
	O
	If present, this IE shall identify the Customer-VLAN tag.
	-
	-
	-
	X
	-
	C-TAG

	S-TAG
	O
	If present, this IE shall identify the Service-VLAN tag.
	-
	-
	-
	X
	-
	S-TAG

	SDF Filter
	O
	If packet filtering is required, for Ethernet frames with Ethertype indicating IPv4 or IPv6 payload, this IE shall describe the IP Packet Filter Set.
Several IEs with the same IE type may be present to represent a list of SDF filters.
	-
	-
	-
	X
	-
	SDF Filter



Table 7.5.2.2-4: IP Multicast Addressing Info IE within PFCP Session Establishment Request
	Octet 1 and 2
	
	IP Multicast Addressing Info IE Type = 188 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020304___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020305___7]

	IP Multicast Address
	M
	This IE shall contain the IP multicast address(es) of the DL multicast flow(s) or indicate "any" IP multicast address.

For N4mb, the IP Multicast Address shall be set to the value of IP Multicast Address in the SSM for the MBS Session.
	-
	-
	-
	X
	X
	IP Multicast Address

	Source IP Address
	O
	When present, this IE shall contain the source specific IP address of the DL multicast flow.
Several IEs with the same IE type may be present to represent multiple source specific addresses.
If this IE is not present, this indicates "any" source IP address.


	-
	-
	-
	X
	
	Source IP Address

	
	M
	This IE shall be set to the value of the IP Source Address in the SSM for the MBS Session.
	-
	-
	-
	-
	X
	



Table 7.5.2.2-5: Redundant Transmission Detection Parameters IE in PDI
	Octet 1 and 2
	
	
	Redundant Transmission Detection Parameters IE Type = 255 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020310___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020311___7]

	Local F-TEID for Redundant Transmission
	M
	This IE shall identify the local F-TEID to match for an incoming packet for redundant transmission.
The CP function shall set the CHOOSE (CH) bit to 1 if it requests the UP function to assign a local F-TEID to the PDR.
	-
	-
	-
	X
	-
	F-TEID

	Network Instance for Redundant Transmission
	C
	This IE shall be included if the Local F-TEID for Redundant Transmission uses a different network Instance than the Network Instance used for the Local F-TEID for the primary GTP-U tunnel.
	-
	-
	-
	X
	-
	Network Instance



Table 7.5.2.2-6: Transport Delay Reporting IE in Create PDR IE
	Octet 1 and 2
	
	
	Transport Delay Reporting IE Type = 271 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020314___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020315___7]

	Preceding UL GTP-U Peer
	M
	This IE shall identify the preceding UL GTP-U peer.

	-
	-
	-
	X
	-
	Remote GTP-U Peer

	DSCP
	O
	If present, this IE shall contain the DSCP to use to measure the GTP-U path delay with the preceding UL GTP-U peer.
	-
	-
	-
	X
	-
	Transport Level Marking




* * * Next Change * * * *
[bookmark: _Toc19717286][bookmark: _Toc27490776][bookmark: _Toc27557069][bookmark: _Toc27723986][bookmark: _Toc36031058][bookmark: _Toc36042978][bookmark: _Toc36814303][bookmark: _Toc44689157][bookmark: _Toc44923911][bookmark: _Toc51860881][bookmark: _Toc57930652][bookmark: _Toc57931282][bookmark: _Toc98235837]7.5.2.3	Create FAR IE within PFCP Session Establishment Request
The Create FAR grouped IE shall be encoded as shown in Figure 7.5.2.3-1.
Table 7.5.2.3-1: Create FAR IE within PFCP Session Establishment Request
	Octet 1 and 2
	
	Create FAR IE Type = 3 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020318___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020319___7]

	FAR ID
	M
	This IE shall uniquely identify the FAR among all the FARs configured for that PFCP session.
	X
	X
	X
	X
	X
	FAR ID

	Apply Action
	M
	This IE shall indicate the action to apply to the packets, See clauses 5.2.1 and 5.2.3.
	X
	X
	X
	X
	X
	Apply Action

	Forwarding Parameters
	C
	This IE shall be present when the Apply Action requests the packets to be forwarded. It may be present otherwise.

When present, this IE shall contain the forwarding instructions to be applied by the UP function when the Apply Action requests the packets to be forwarded.
See table 7.5.2.3-2.
	X
	X
	X
	X
	-
	Forwarding Parameters

	Duplicating Parameters 
	C
	This IE shall be present when the Apply Action requests the packets to be duplicated. It may be present otherwise.

When present, this IE shall contain the forwarding instructions to be applied by the UP function for the traffic to be duplicated, when the Apply Action requests the packets to be duplicated.

Several IEs with the same IE type may be present to represent to duplicate the packets to different destinations. See NOTE 1.

See table 7.5.2.3-3.
	X
	X
	-
	-
	-
	Duplicating Parameters

	BAR ID
	O
	When present, this IE shall contain the BAR ID of the BAR defining the buffering instructions to be applied by the UP function when the Apply Action requests the packets to be buffered. 
	X
	-
	-
	X
	-
	BAR ID

	Redundant Transmission Forwarding Parameters
	C
	This IE shall be present when the Apply Action requests the packets to be duplicated for redundant transmission and the Forwarding Parameters IE is included. It may be present otherwise.

When present, this IE shall contain the forwarding instructions to be applied by the UP function for the traffic to be duplicated, when the Apply Action requests the packets to be duplicated for redundant transmission. Except for the parameters included in the Redundant Transmission Parameters IE, the duplicated packets shall apply the same parameters as those indicated in the Forwarding Parameters IE.

See table 7.5.2.3-4.
	-
	-
	-
	-
	-
	Redundant Transmission Forwarding Parameters

	MBS Multicast Parameters
	C
	This IE shall be present when the Apply Action is set to "FFSM". This requests the MB-UPF to forward the MBS session data to a Low Layer SSM.
	-
	-
	-
	-
	X
	MBS Multicast Parameters

	Add MBS Unicast Parameters
	C
	This IE shall be present when the Apply Action is set to "MBSU". This requests the MB-UPF to forward the MBS session data to a remote GTP-U peer for unicast transport.

Several IEs with the same IE type may be present to request the MB-UPF to forward the MBS session data to multiple remote GTP-U peers.
	-
	-
	-
	-
	X
	Add MBS Unicast Parameters

	NOTE 1:	The same user plane packets may be required, according to operator's policy and configuration, to be duplicated to different SX3LIFs.



Table 7.5.2.3-2: Forwarding Parameters IE in FAR
	Octet 1 and 2
	
	
	Forwarding Parameters IE Type = 4 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020329___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020330___7]

	Destination Interface
	M
	This IE shall identify the destination interface of the outgoing packet.
	X
	X
	X
	X
	-
	Destination Interface

	Network Instance
	O
	When present, this IE shall identify the Network instance towards which to send the outgoing packet. See NOTE 1.
	X
	X
	X
	X
	-
	Network Instance

	Redirect Information
	C
	This IE shall be present if the UP function is required to enforce traffic redirection towards a redirect destination provided by the CP function. 
	-
	X
	X
	X
	-
	Redirect Information

	Outer Header Creation 
	C
	This IE shall be present if the UP function is required to add one or more outer header(s) to the outgoing packet. If present, it shall contain the F-TEID of the remote GTP-U peer when adding a GTP-U/UDP/IP header, or the Destination IP address and/or Port Number when adding a UDP/IP header or an IP header or the C-TAG/S-TAG (for 5GC). See NOTE 2.
	X
	X
	-
	X
	-
	Outer Header Creation

	Transport Level Marking 
	C
	This IE shall be present if the UP function is required to mark the IP header with the DSCP marking as defined by IETF RFC 2474 [22]. When present for EPC, it shall contain the value of the DSCP in the TOS/Traffic Class field set based on the QCI, and optionally the ARP priority level, of the associated EPS bearer, as described in clause 5.10 of 3GPP TS 23.214 [2]. When present for 5GC, it shall contain the value of the DSCP in the TOS/Traffic Class field set based on the 5QI, the Priority Level (if explicitly signalled), and optionally the ARP priority level, of the associated QoS flow, as described in clause 5.8.2.7 of 3GPP TS 23.501 [28],
	X
	X
	-
	X
	-
	Transport Level Marking

	Forwarding Policy 
	C
	This IE shall be present if a specific forwarding policy is required to be applied to the packets. It shall be present if the Destination Interface IE is set to SGi-LAN / N6-LAN. It may be present if the Destination Interface is set to Core, Access, or CP-Function. See NOTE 2.
When present, it shall contain an Identifier of the Forwarding Policy locally configured in the UP function.
	-
	X
	X
	X
	-
	Forwarding Policy

	Header Enrichment
	O
	This IE may be present if the UP function indicated support of Header Enrichment of UL traffic. When present, it shall contain information for header enrichment.
	-
	X
	X
	X
	-
	Header Enrichment

	Linked Traffic Endpoint ID
	C
	This IE may be present, if it is available and the UP function indicated support of the PDI optimisation feature, (see clause 8.2.25). When present, it shall identify the Traffic Endpoint ID allocated for this PFCP session to receive the traffic in the reverse direction (see clause 5.2.3.1).
	X
	X
	-
	X
	-
	Traffic Endpoint ID

	Proxying
	C
	This IE shall be present if proxying is to be performed by the UP function.

When present, this IE shall contain the information that the UPF shall respond to Address Resolution Protocol and / or IPv6 Neighbour Solicitation based on the local cache information for the Ethernet PDUs.
	-
	-
	-
	X
	-
	Proxying

	Destination Interface Type
	O
	This IE may be present to indicate the 3GPP interface type of the destination interface, if required by functionalities in the UP Function, e.g. for performance measurements.
	X
	X
	-
	X
	-
	3GPP Interface Type

	Data Network Access Identifier
	C
	This IE shall be present over N16a to link the UL FAR in an UL CL or BP towards a specific local PSA, if more than one local PSA has been inserted by an I-SMF. It may be present over N16a otherwise. This IE shall not be sent over N4.
When present, it shall be set to the DNAI associated to the local PSA towards which the UL traffic shall be forwarded. 
	-
	-
	-
	-
	-
	Data Network Access Identifier

	IP Address and Port Number Replacement
	C
	This IE shall be present if the UP function indicated support of replacing the source and destination IP address and Port Number of an (inner) IP packet, and if the source or destination IP address and/or port number of the (Inner) IP packet shall be modified, e.g. for Edge Relocation using EAS IP address and Port number Replacement (see clause 5.33.3).

This IE shall also be present if the destination IP address and/or port number of the (Inner) IP packet shall be modified, e.g. for EAS Discovery procedure with Local DNS Server/Resolver using Local DNS Server/Resolver IP address and Port number Replacement (see clause 5.33.4).
(NOTE 3)
	-
	-
	-
	X
	-
	IP Address and Port Number Replacement

	NOTE 1:	The Network Instance parameter is needed e.g. in the following cases:
	-	PGW/TDF UP function supports multiple PDNs with overlapping IP addresses;
	-	SGW UP function is connected to PGWs in different IP domains (S5/S8);
	-	PGW UP function is connected to SGWs in different IP domains (S5/S8);
	-	SGW UP function is connected to eNodeBs in different IP domains;
	-	UPF is connected to 5G-ANs in different IP domains;
	-	Separation of multiple 5G VN groups communication in the UPF;
	-	Indirect data forwarding.
NOTE 2:	If the Outer Header Creation and Forwarding Policy are present, the UP function shall put the user plane packets in the user plane tunnel by applying Outer Header Creation, after enforcing the required Forwarding Policy.
NOTE 3:	As opposed to the Outer Header Creation IE, this IE does not result in adding any outer header to the outgoing packet.



Table 7.5.2.3-3: Duplicating Parameters IE in FAR
	Octet 1 and 2
	
	
	Duplicating Parameters IE Type = 5 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020343___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020344___7]

	Destination Interface
	M
	This IE shall identify the destination interface of the outgoing packet.
	X
	X
	-
	-
	-
	Destination Interface

	Outer Header Creation 
	C
	This IE shall be present if the UP function is required to add one or more outer header(s) to the outgoing packet. If present, it shall contain the F-TEID of the remote GTP-U peer. See NOTE 1.
	X
	X
	-
	-
	-
	Outer Header Creation

	Transport Level marking
	C
	This IE shall be present if the UP function is required to mark the IP header with the DSCP marking as defined by IETF RFC 2474 [22]. When present, it shall contain the value of the DSCP in the TOS/Traffic Class field. 
	X
	X
	-
	-
	-
	Transport Level Marking

	Forwarding Policy 
	C
	This IE shall be present if a specific forwarding policy is required to be applied to the packets. When present, it shall contain an Identifier of the Forwarding Policy locally configured in the UP function.
	X
	X
	-
	-
	-
	Forwarding Policy

	NOTE 1:	If the Outer Header Creation and Forwarding Policy are present, the UP function shall put the user plane packets in the user plane tunnel by applying Outer Header Creation, after enforcing the required Forwarding Policy.



Table 7.5.2.3-4: Redundant Transmission Forwarding Parameters IE in FAR
	Octet 1 and 2
	
	
	Redundant Transmission Forwarding Parameters IE Type = 270 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020349___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020350___7]

	Outer Header Creation 
	M
	This IE shall be present if the UP function is required to perform the redundant transmission of the outgoing packet.
If present, it shall contain the F-TEID of the remote GTP-U peer for redundant transmission.
	-
	-
	-
	X
	-
	Outer Header Creation

	Network Instance for Redundant Transmission
	C
	This IE shall be included if the GTP-U tunnel used for redundant transmission uses a different network Instance than the Network Instance used for the primary GTP-U tunnel.
	-
	-
	-
	X
	-
	Network Instance



Table 7.5.2.3-5: MBS Multicast Parameters IE in the Create FAR IE
	Octet 1 and 2
	
	MBS Multicast Parameters IE Type = 301 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020355___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020356___7]

	Destination Interface
	M
	This IE shall identify the destination interface of the outgoing packet.
	-
	-
	-
	-
	X
	Destination Interface

	Network Instance
	O
	When present, this IE shall identify the Network instance towards which to send the outgoing packet.
	-
	-
	-
	-
	X
	Network Instance

	Outer Header Creation 
	M
	This IE shall instruct the MB-UPF to create a GTP-U header using the Low Layer SSM and the C-TEID allocated to the MBS session.
	-
	-
	-
	-
	X
	Outer Header Creation



Editor's note: It is FFS whether the MBS Multicast Parameters IE may need to include Transport Level Marking information.
Table 7.5.2.3-6: Add MBS Unicast Parameters IE in the Create FAR IE
	Octet 1 and 2
	
	Add MBS Unicast Parameters IE Type = 302 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type
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	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020362___7]

	Destination Interface
	M
	This IE shall identify the destination interface of the outgoing packet.
	-
	-
	-
	-
	X
	Destination Interface

	MBS Unicast Parameters ID
	M
	This IE shall identify the MBS Unicast Parameters IE.
	-
	-
	-
	-
	X
	MBS Unicast Parameters ID

	Network Instance
	O
	When present, this IE shall identify the Network instance towards which to send the outgoing packet. 
	-
	-
	-
	-
	X
	Network Instance

	Outer Header Creation 
	M
	This IE shall be present to request the MB-UPF to add one outer header to the outgoing packet. It shall contain the F-TEID of the remote GTP-U peer when adding a GTP-U/UDP/IP header.
	-
	-
	-
	-
	X
	Outer Header Creation



Editor's note: It is FFS whether the Add Multicast Parameters IE may need to include Transport Level Marking information.

* * * Next Change * * * *
[bookmark: _Toc98235840]7.5.2.6	Create BAR IE within PFCP Session Establishment Request
The Create BAR grouped IE shall be encoded as shown in Figure 7.5.2.6-1.
Table 7.5.2.6-1: Create BAR IE within PFCP Session Establishment Request
	Octet 1 and 2
	
	
	Create BAR IE Type = 85 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020438___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020439___7]

	BAR ID
	M
	This IE shall uniquely identify the BAR provisioned for that PFCP session.
	X
	-
	-
	X
	-
	BAR ID

	Downlink Data Notification Delay
	C
	This IE shall be present if the UP function indicated support of the Downlink Data Notification Delay parameter (see clause 8.2.28) and the UP function has to delay the notification to the CP function about the arrival of DL data packets.
When present, it shall contain the delay the UP function shall apply between receiving a downlink data packet and notifying the CP function about it, when the Apply Action parameter requests to buffer the packets and notify the CP function.
	X
	-
	-
	-
	-
	Downlink Data Notification Delay

	Suggested Buffering Packets Count
	C
	This IE may be present if the UP Function indicated support of the feature UDBC.

When present, it shall contain the number of packets that are suggested to be buffered when the Apply Action parameter requests to buffer the packets. The packets that exceed the limit shall be discarded.
	
	X
	X
	X
	-
	Suggested Buffering Packets Count

	MT-EDT Control Information
	O
	This IE may be included to request the SGW-U to report the sum of DL Data Packets Size.
	X
	-
	-
	-
	-
	MT-EDT Control Information




* * * Next Change * * * *
[bookmark: _Toc98235842]7.5.2.8	Create MAR IE within PFCP Session Establishment Request
The Create MAR grouped IE shall be encoded as shown in Figure 7.5.2.8-1.
Table 7.5.2.8-1: Create MAR IE within PFCP Session Establishment Request
	Octet 1 and 2
	
	
	Create MAR IE Type = 165 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020461___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020462___7]

	MAR ID
	M
	This IE shall uniquely identify the MAR among all the MARs configured for that PFCP session.
	-
	-
	-
	X
	-
	MAR ID

	Steering Functionality
	M
	This IE shall be present to indicate the applicable traffic steering functionality.

	-
	-
	-
	X
	-
	Steering Functionality

	Steering Mode
	M
	This IE shall be present to indicate the steering mode.

	-
	-
	-
	X
	-
	Steering Mode

	3GPP Access Forwarding Action Information
	C
	This IE shall be present to provision 3GPP access specific forwarding action information if the UE is registered for 3GPP access, except when steering mode is set to "Active-Standby", Non-3GPP access is the active access and 3GPP access is not used as Standby access. In the latter case, this IE may be present.
(NOTE)
	-
	-
	-
	X
	-
	3GPP Access Forwarding Action Information 

	Non-3GPP Access Forwarding Action Information
	C
	This IE shall be present to provision non-3GPP access specific forwarding action information if the UE is registered for non-3GPP access, except when steering mode is set to "Active-Standby", 3GPP access is the active access and Non-3GPP access is not used as Standby access. In the latter case, this IE may be present.
(NOTE 1)
	-
	-
	-
	X
	-
	Non-3GPP Access Forwarding Action Information

	Threshold Values
	C
	This IE shall be present if the steering mode is "Load Balancing" with fixed split percentages or "Priority-based" and if available.

When present, this IE shall contain the RTT and/or a Packet Loss Rate.
(NOTE 2)
	-
	-
	-
	X
	-
	Thresholds

	Steering Mode Indicator
	C
	This IE shall be included if at least one of the flags is set to "1":
[bookmark: _PERM_MCCTEMPBM_CRPT05020470___7]-	ALBI (Autonomous Load Balancing Indicator): this flag shall be set to "1" if the SMF allows the UPF to apply autonomous load-balance when the Steering Mode is Load-Balancing;
-	UEAI (UE Assistance Indicator): this flag shall be set to "1" if the SMF allows UE assistant load-balance when the Steering Mode is Load-Balancing.
(NOTE 2)
	-
	-
	-
	X
	-
	Steering Mode Indicator

	NOTE 1:	For the "Active-Standby" steering mode, if the network determines to not define a Standby access (as specified in clause 5.32.8 of 3GPP TS 23.501 [28]), the SMF shall either set the Priority IE within (Non-)3GPP Access Forwarding Action Information IE to the value "No Standby" or not include the (Non-)3GPP Access Forwarding Action Information IE for that access not defined as Standby access.
NOTE 2:	The Threshold Values IE and the Steering Mode Indicator IE shall not be present together.



Table 7.5.2.8-2: 3GPP Access Forwarding Action Information IE in the Create MAR IE
	Octet 1 and 2
	
	
	3GPP Access Forwarding Action Information 1 IE Type = 166 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type
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	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020472___7]

	FAR ID
	M
	This IE shall uniquely identify the FAR among all the FARs configured for this PFCP session. 
	-
	-
	-
	X
	-
	FAR ID

	Weight
	C
	This IE shall be present if steering mode is set to "Load Balancing" to identify the weight of the FAR.
(NOTE 1) 
	-
	-
	-
	X
	-
	Weight

	Priority
	C
	This IE shall be present if the steering mode is set to "Active-Standby" or "Priority-based". (NOTE 2)
	-
	-
	-
	X
	-
	Priority

	URR ID 
	C
	This IE shall uniquely identify the URR among all the URRs configured for the PFCP session. This enables the SMF to request separate usage reports for different FARs (i.e. different accesses) (NOTE 3)

Several IEs within the same IE type may be present to represent a list of URRs to be associated to the FAR.
	-
	-
	-
	X
	-
	URR ID

	NOTE 1:	The weights for all FARs included in both 3GPP Access Forwarding Action Information and Non 3GPP Access Forwarding Action Information need to sum up to 100. If the autonomous load balance operation is allowed, the Weights shall be treated as the default percentages.
NOTE 2:	The Priority value shall be set to "Active", "Standby" or "No Standby" if the Steering Mode is set to "Active-Standby"; the Priority value shall be set to "High" or "Low" if the Steering Mode is set to "Priority-based". The 3GPP Access Forwarding Action Information and Non 3GPP Access Forwarding Action Information shall set different values.
NOTE 3:	One or more URRs may still be provisioned in the Create PDR IE when an MAR ID is present, while the URR(s) provisioned in this IE shall present a different set of URR(s) to request separate usage reports.



Table 7.5.2.8-3: Non-3GPP Access Forwarding Action Information IE in the Create MAR IE
	Octet 1 and 2
	
	
	Non-3GPP Access Forwarding Action Information IE Type = 167 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020477___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020478___7]

	Same IEs and requirements as defined in Table 7.5.2.8-2 




* * * Next Change * * * *
[bookmark: _Toc27490782][bookmark: _Toc27557075][bookmark: _Toc27723992][bookmark: _Toc36031064][bookmark: _Toc36042984][bookmark: _Toc36814309][bookmark: _Toc44689163][bookmark: _Toc44923917][bookmark: _Toc51860887][bookmark: _Toc57930658][bookmark: _Toc57931288][bookmark: _Toc98235843]7.5.2.9	Create SRR IE within PFCP Session Establishment Request
The Create SRR grouped IE shall be encoded as shown in Figure 7.5.2.9-1.
Table 7.5.2.9-1: Create SRR IE within PFCP Session Establishment Request
	Octet 1 and 2
	
	
	Create SRR IE Type = 212 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020479___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020480___7]

	SRR ID
	M
	This IE shall uniquely identify the SRR among all the SRRs configured for this PFCP session.
	-
	-
	-
	X
	-
	SRR ID

	Access Availability Control Information
	C
	This IE shall be present if the UPF needs to report when an access type becomes available or not available (see clause 5.20.4.2).
	-
	-
	-
	X
	-
	Access Availability Control Information

	QoS Monitoring per QoS flow Control Information
	C
	This IE shall be present if the per QoS Flow per UE QoS monitoring reporting is triggered.
Several IEs within the same IE type may be present to represent a list of QoS Monitoring per QoS flow Control Information for different QoS flows.
	-
	-
	-
	X
	-
	QoS Monitoring per QoS flow Control Information

	Direct Reporting Information
	C
	This IE shall be present if the UPF indicated support of the DRQOS feature and if the QoS monitoring events shall be reported by the UPF directly to a Local NEF or AF, or both to the SMF and Local NEF/AF (see clause 5.33.5).
(NOTE)
	-
	-
	-
	X
	-
	Direct Reporting Information

	NOTE:	In this release of the specification, the Direct Reporting Information shall only be used for direct reporting of QoS monitoring per QoS flow.



The Access Availability Control Information IE shall be encoded as shown in Table 7.5.2.9-2.
Table 7.5.2.9-2: Access Availability Control Information
	Octet 1 and 2
	
	
	Access Availability Control Information = 216 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020485___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020486___7]

	Requested Access Availability Information
	M
	This IE shall indicate the requested information to be reported.
	-
	-
	-
	X
	-
	Requested Access Availability Information



The QoS Monitoring per QoS flow Control Information IE shall be encoded as shown in Table 7.5.2.9-3.
Table 7.5.2.9-3: QoS Monitoring per QoS flow Control Information
	Octet 1 and 2
	
	
	QoS Monitoring per QoS flow Control Information = 242 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020489___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020490___7]

	QFI
	M
	This IE shall identify the QoS Flow Identifier for which QoS monitoring is required.
Several IEs within the same IE type may be present to represent different QoS flows.
	-
	-
	-
	X
	-
	QFI

	Requested QoS Monitoring
	M
	This IE shall indicate whether the uplink, downlink and/or round trip packet delay between the UE and the UPF (PSA) shall be monitored, and whether QoS monitoring is performed based on GTP-U path monitoring. 
	-
	-
	-
	X
	-
	Requested QoS Monitoring

	Reporting Frequency
	M
	This IE shall indicate the frequency for the reporting, i.e. event triggered, periodic, or when the PDU Session is released.
	-
	-
	-
	X
	-
	Reporting Frequency

	Packet Delay Thresholds
	C
	This IE shall be present if event triggered QoS monitoring reporting is used and reporting is required upon reaching a delay threshold. When present, it shall indicate the packet delay after which the UP function shall report QoS monitoring result to the CP function or Local NEF or AF for this SRR.
(NOTE 1)
	-
	-
	-
	X
	-
	Packet Delay Thresholds

	Minimum Wait Time
	C
	This IE shall be present if event triggered QoS monitoring reporting is required. When present, it shall indicate the minimum waiting time between two consecutive reports after which the UP function may report new QoS monitoring result to the CP function or Local NEF or AF for this SRR.
	-
	-
	-
	X
	-
	Minimum Wait Time

	Measurement Period
	C
	This IE shall be present if the periodic QoS monitoring reporting is required. When present, it shall indicate the period for generating and reporting QoS monitoring reports.
(NOTE 2)
	-
	-
	-
	X
	-
	Measurement Period

	NOTE 1:	If no time stamp is received in uplink packet for a delay exceeding the Packet Delay Thresholds, the UP function shall generate a QoS monitoring report indicating a packet delay measurement failure to the CP function or Local NEF or AF.
NOTE 2:	If no time stamp is received in uplink packet for a delay exceeding the Measurement Period, the UP function shall generate a QoS monitoring report indicating a packet delay measurement failure to the CP function or Local NEF or AF.



The Direct Reporting Information IE shall be encoded as shown in Table 7.5.2.9-4.
Table 7.5.2.9-4: Direct Reporting Information
	Octet 1 and 2
	
	
	Direct Reporting Information = 295 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type
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	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020499___7]

	Event Notification URI
	M
	This IE shall contain the notification URI to be used for sending the UPF event notifications. 
	-
	-
	-
	X
	-
	Event Notification URI

	Notification Correlation ID
	C
	This IE shall indicate the notification correlation id to be included in the UPF event notifications. It shall be present if it is available.
	-
	-
	-
	X
	-
	Notification Correlation ID

	Reporting Flags
	
	This IE shall be included if at least one of the flags is set to "1".
[bookmark: _PERM_MCCTEMPBM_CRPT05020504___7]-	DUPL (Duplicate notification): this IE shall be set to "1" if event notifications shall be sent over N4 and directly to the notification URI indicated in the Event Notification URI IE. When this flag is set to "0", this indicates that the UPF shall only send the event notifications directly to the notification URI indicated in the Event Notification URI IE. 
	-
	-
	-
	X
	-
	Reporting Flags




* * * Next Change * * * *
[bookmark: _Toc27490783][bookmark: _Toc27557076][bookmark: _Toc27723993][bookmark: _Toc36031065][bookmark: _Toc36042985][bookmark: _Toc36814310][bookmark: _Toc44689164][bookmark: _Toc44923918][bookmark: _Toc51860888][bookmark: _Toc57930659][bookmark: _Toc57931289][bookmark: _Toc98235844]7.5.2.10	Provide ATSSS Control Information IE within PFCP Session Establishment Request
The Provide ATSSS Control Information grouped IE shall be encoded as shown in Figure 7.5.2.10-1.
Table 7.5.2.10-1: Provide ATSSS Control Information IE within PFCP Session Establishment Request
	Octet 1 and 2
	
	
	Provide ATSSS Control Information IE Type = 220 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020505___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020506___7]

	MPTCP Control Information
	C
	This IE shall be present if the PDU session is an MA PDU session and the MPTCP functionality is required.
	-
	-
	-
	X
	-
	MPTCP Control Information

	ATSSS-LL Control Information
	C
	This IE shall be present if the PDU session is an MA PDU session and the ATSSS-LL functionality is required.
	-
	-
	-
	X
	-
	ATSSS-LL Control Information

	PMF Control Information
	C
	This IE shall be present if the PDU session is an MA PDU session and the PMF functionality is required.
	-
	-
	-
	X
	-
	PMF Control Information




* * * Next Change * * * *
[bookmark: _Toc44689165][bookmark: _Toc44923919][bookmark: _Toc51860889][bookmark: _Toc57930660][bookmark: _Toc57931290][bookmark: _Toc98235845]7.5.2.11	Provide RDS Configuration Information IE within PFCP Session Establishment Request
The Provide RDS Configuration Information IE shall be encoded as shown in Figure 7.5.2.11-1.
Table 7.5.2.11-1: Provide RDS Configuration Information IE within PFCP Session Establishment Request
	Octet 1 and 2
	
	
	Provide RDS Configuration Information IE Type = 261 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020510___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020511___7]

	RDS Configuration Information
	O
	When present, this IE indicates if the RDS mechanism is supported.
	-
	X
	-
	X
	-
	RDS Configuration Information



* * * Next Change * * * *
[bookmark: _Hlk102485220][bookmark: _Toc19717293][bookmark: _Toc27490785][bookmark: _Toc27557078][bookmark: _Toc27723995][bookmark: _Toc36031067][bookmark: _Toc36042987][bookmark: _Toc36814312][bookmark: _Toc44689167][bookmark: _Toc44923921][bookmark: _Toc51860891][bookmark: _Toc57930662][bookmark: _Toc57931292][bookmark: _Toc98235847]7.5.3.1	General
[bookmark: _PERM_MCCTEMPBM_CRPT05020513___7]The PFCP Session Establishment Response shall be sent over the Sxa, Sxb, Sxc and N4 interface by the UP function to the CP function as a reply to the PFCP Session Establishment Request.
Table 7.5.3.1-1: Information Elements in a PFCP Session Establishment Response
	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020514___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020515___7]

	Node ID
	M
	This IE shall contain the unique identifier of the sending Node.
	X
	X
	X
	X
	X
	Node ID

	Cause
	M
	This IE shall indicate the acceptance, partial acceptance or rejection of the corresponding request message.
	X
	X
	X
	X
	X
	Cause

	Offending IE
	C
	This IE shall be included if the rejection is due to a conditional or mandatory IE missing or faulty.
	X
	X
	X
	X
	X
	Offending IE

	UP F-SEID
	C
	This IE shall be present if the cause is set to "Request accepted (success)". When present, it shall contain the unique identifier allocated by the UP function identifying the session.
	X
	X
	X
	X
	X
	F-SEID

	Created PDR 
	C
	This IE shall be present if the cause is set to "success" and the UP function was requested to allocate a local F-TEID or a UE IP address/prefix for the PDR.
When present, this IE shall contain the PDR information associated to the PFCP session. There may be several instances of this IE.
See table 7.5.3.2-1.
	X
	X
	-
	X
	X
	Created PDR

	Load Control Information
	O
	The UP function may include this IE if it supports the load control feature and the feature is activated in the network.
See Table 7.5.3.3-1.
	X
	X
	X
	X
	X
	Load Control Information

	Overload Control Information
	O
	During an overload condition, the UP function may include this IE if it supports the overload control feature and the feature is activated in the network.
See Table 7.5.3.4-1.
	X
	X
	X
	X
	X
	Overload Control Information

	PGW-U/SGW-U /UPF FQ-CSID
	C
	This IE shall be included according to the requirements in clause 23 of 3GPP TS 23.007 [24] and clause 4.6 of 3GPP TS 23.527 [40].
	X
	X
	-
	-
	-
	FQ-CSID

	Failed Rule ID
	C
	This IE shall be included if the Cause IE indicates a rejection due to a rule creation or modification failure. 
	X
	X
	X
	X
	X
	Failed Rule ID

	Created Traffic Endpoint 
	C
	This IE shall be present if the cause is set to "success" and the UP function was requested to allocate a local F-TEID or a UE IP address/prefix in a Create Traffic Endpoint IE. When present, it shall contain the local F-TEID or UE IP address/prefix to be used for this Traffic Endpoint.
There may be several instances of this IE.
	X
	X
	-
	X
	X
	Created Traffic Endpoint

	Created Bridge Info for TSC
	C
	This IE shall be present if the UPF was requested to provide Bridge information for TSC in the PFCP Session Establishment Request. When present, it shall contain the Bridge information for TSC for the PFCP session.
See Table 7.5.3.6-1.
	-
	-
	-
	X
	-
	Created Bridge Info for TSC

	ATSSS Control Parameters
	C
	This IE shall be present if ATSSS functionality is required in the request message and the UPF allocates the resources and parameters corresponding to the required ATSSS functionality.
See Table 7.5.3.7-1.
	-
	-
	-
	X
	-
	ATSSS Control Parameters

	RDS configuration information
	O
	When present, this IE shall contain the RDS configuration information the UP function supported for this PFCP session.
	-
	X
	-
	X
	-
	RDS configuration information

	Partial Failure Information
	C
	This IE shall be present if the Cause IE indicates partial acceptance of the request to provide failure information related to a failed rule. See Table 7.5.3.1-2.
Several IEs within the same IE type may be present to report failures to apply multiple rules.
	-
	X
	X
	X
	X
	Partial Failure Information

	Created L2TP Session
	O
	This IE may be present to include information for the Created L2TP session if the Cause IE indicates a success.
	-
	X
	-
	X
	-
	Created L2TP Session 

	MBS Session N4mb Information
	C
	This IE shall be present if any IE in this grouped IE needs to be included.
	-
	-
	-
	-
	X
	MBS Session N4mb Information

	MBS Session N4 Information
	C
	This IE shall be included if any IE in this grouped IE needs to be included as specified in clause 5.34.1.

Several IE with the same IE type may be present to contain N4 Information for several MBS Sessions respectively.
	-
	-
	-
	X
	-
	MBS Session N4 Information



Table 7.5.3.1-2: Information Elements in a Partial Failure Information
	Octet 1 and 2
	
	Partial Failure Information IE Type = 272 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020533___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020534___7]

	Failed Rule ID
	M
	This IE shall indicate the rule that failed to be applied.
	-
	X
	X
	X
	X
	Failed Rule ID

	Failure Cause
	M
	This IE shall indicate the reason why the rule could not be applied.
	-
	X
	X
	X
	X
	Cause

	Offending IE Information
	M
	This IE shall be included to report the offending IE which caused the rule activation failure, e.g. an unknown predefined rule name included in Activate Predefined Rules IE or an unknown Application ID in the PDI.
Several IEs within the same IE type may be present to report multiple offending IEs.
	-
	X
	X
	X
	X
	Offending IE Information



Table 7.5.3.1-3: Created L2TP Session IE in the PFCP Session Establishment Response message
	Octet 1 and 2
	
	
	Created L2TP Session IE Type = 279 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020538___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020539___7]

	DNS Server Address
	O
	This IE may be present to include a DNS server address.

Several IEs with the same IE type may be present to represent multiple DNS server addresses.

The order of the IEs in the message indicates the priority, i.e. the first IE shall contain the primary DNS server address and the second IE shall contain the secondary DNS server address.

	-
	X
	-
	X
	-
	DNS Server Address

	NBNS Server Address
	O
	This IE may be present to include an NBNS server address.
Several IEs with the same IE type may be present to represent multiple NBNS server addresses.

The order of the IEs in the message indicates the priority, i.e. the first IE shall contain the primary NBNS server address and the second IE shall contain the secondary NBNS server address.

	-
	X
	-
	X
	-
	NBNS Server Address

	LNS Address
	O
	This IE may be present to include the used Tunnel Server Endpoint, i.e., the LNS IP address, for the PFCP Session.

	-
	X
	-
	X
	-
	LNS Address



Table 7.5.3.1-4: MBS Session N4mb Information IE within PFCP Session Establishment Response
	Octet 1 and 2
	
	MBS Session N4 Information IE Type = 303 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020543___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020544___7]

	Multicast Transport Information
	C
	This IE shall be present to include a low layer source specific multicast address information (i.e. multicast destination address and related source IP address) and a GTP-U Common Tunnel EndPoint Identifier (C-TEID) if the CP function has requested to allocate such information for multicast transport over N3mb and/or N9mb.
	-
	-
	-
	-
	X
	Multicast Transport Information



Table 7.5.3.1-5: MBS Session N4 Information IE within PFCP Session Establishment Response
	Octet 1 and 2
	
	MBS Session N4 Information IE Type = 311 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020546___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020547___7]

	MBS Session Identifier
	M
	
	-
	-
	-
	X
	-
	MBS Session Identifier

	Area Session ID
	C
	This IE shall be present for a location dependent MBS service. When present, it shall contain the Area Session ID, which together with the MBS Session Identifier, uniquely identify the service area part of the content data of the MBS service. 
	-
	-
	-
	X
	-
	Area Session ID

	N19mb DL Tunnel ID
	C
	This IE shall be present when the SMF has requested the UPF to allocate a Local F-TEID in the PDI or in the Create Traffic Endpoint IE. (NOTE 1)
	-
	-
	-
	X
	-
	F-TEID

	MBSN4Resp-Flags
	C
	This IE shall be included if at least one of the flags is set to "1". NOTE 2.

[bookmark: _PERM_MCCTEMPBM_CRPT05020551___7]-	NN19DT (New N19mb Downlink Tunnel): the UPF shall set this flag if it has allocated a new N19mb DL TEID for the MBS session;
-	JMTI (Joined N19mb Multicast Tree Indication): the UPF shall set this flag if it has joined the multicast tree from the MB-UPF;
-	N19DTR (N19mb Downlink Tunnel Removal): the UPF shall set this flag if it is about to remove the N19mb DL Tunnel for receiving the MBS session data.
 
	-
	-
	-
	X
	-
	MBSN4Resp-Flags

	NOTE 1:	The UPF need not include Created PDR or Created Traffic Endpoint to return the newly allocated N19mb DL TEID.
NOTE 2:	Clause 5.34.3.2 explains what is indicated by the absence of the MBSN4Resp-Flags.




* * * Next Change * * * *
[bookmark: _Toc98235849]7.5.3.3	Load Control Information IE within PFCP Session Establishment Response
The Load Control Information grouped IE shall be encoded as shown in Figure 7.5.3.3-1.
Table 7.5.3.3-1: Load Control Information IE within PFCP Session Establishment Response
	Octet 1 and 2
	
	
	Load Control Information IE Type = 51 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020560___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020561___7]

	Load Control Sequence Number
	M
	See clause 6.2.3.3.2 for the description and use of this parameter.
	X
	X
	X
	X
	X
	Sequence Number

	Load Metric
	M
	See clause 6.2.3.3.2 for the description and use of this parameter.
	X
	X
	X
	X
	X
	Metric



* * * Next Change * * * *
[bookmark: _Toc19717296][bookmark: _Toc27490788][bookmark: _Toc27557081][bookmark: _Toc27723998][bookmark: _Toc36031070][bookmark: _Toc36042990][bookmark: _Toc36814315][bookmark: _Toc44689170][bookmark: _Toc44923924][bookmark: _Toc51860894][bookmark: _Toc57930665][bookmark: _Toc57931295][bookmark: _Toc98235850]7.5.3.4	Overload Control Information IE within PFCP Session Establishment Response
The Overload Control grouped IE shall be encoded as shown in Figure 7.5.3.4-1.
Table 7.5.3.4-1: Overload Control Information IE within PFCP Session Establishment Response
	[bookmark: MCCQCTEMPBM_00000082]Octet 1 and 2
	
	
	Overload Control Information IE Type = 54 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020564___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020565___7]

	Overload Control Sequence Number
	M
	See 6.2.4.3.2 for the description and use of this parameter.
	X
	X
	X
	X
	X
	Sequence Number

	Overload Reduction Metric
	M
	See clause 6.2.4.3.2 for the description and use of this parameter.
	X
	X
	X
	X
	X
	Metric

	Period of Validity
	M
	See clause 6.2.4.3.2 for the description and use of this parameter.
	X
	X
	X
	X
	X
	Timer

	Overload Control Information Flags
	C
	This IE shall be included if any of flag in this IE is set.
	X
	X
	X
	X
	X
	OCI Flags



* * * Next Change * * * *
[bookmark: _Toc98235852]7.5.3.6	Created Bridge Info for TSC IE within PFCP Session Establishment Response
The Created Bridge Info for TSC grouped IE shall be encoded as shown in Figure 7.5.3.6-1.
Table 7.5.3.6-1: Created Bridge Info for TSC IE within PFCP Session Establishment Response
	[bookmark: MCCQCTEMPBM_00000084]Octet 1 and 2
	
	
	Created Bridge Info for TSC IE Type = 195 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020578___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020579___7]

	DS-TT Port Number
	C
	If the BII bit was set to "1" in the Create Bridge Info for TSC IE, this IE shall be present and shall contain the DS-TT Port Number assigned by the UP function.
	-
	-
	-
	X
	-
	DS-TT Port Number

	5GS User Plane Node
	C
	If the BII bit was set to "1" in the Create Bridge Info for TSC IE, this IE shall be present and shall contain the 5GS User Plane Node assigned by the UP function.
	-
	-
	-
	X
	-
	5GS User Plane Node



* * * Next Change * * * *
[bookmark: _Toc27490791][bookmark: _Toc27557084][bookmark: _Toc27724001][bookmark: _Toc36031073][bookmark: _Toc36042993][bookmark: _Toc36814318][bookmark: _Toc44689173][bookmark: _Toc44923927][bookmark: _Toc51860897][bookmark: _Toc57930668][bookmark: _Toc57931298][bookmark: _Toc98235853]7.5.3.7	ATSSS Control Parameters IE within PFCP Session Establishment Response
The ATSSS Control Parameters grouped IE shall be encoded as shown in Figure 7.5.3.7-1.
Table 7.5.3.7-1: ATSSS Control Parameters IE within PFCP Session Establishment Response
	[bookmark: MCCQCTEMPBM_00000085]Octet 1 and 2
	
	
	ATSSS Control Parameters IE Type = 221 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020582___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020583___7]

	MPTCP Parameters
	C
	This IE shall be present if the TCI flag in the MPTCP Control Information IE is set to "1" in the Request message and the UPF allocated resources for MPTCP.
	-
	-
	-
	X
	-
	MPTCP Parameters

	ATSSS-LL Parameters
	C
	This IE shall be present if the LLI flag in ATSSS-LL Control Information IE is set to "1" in the Request message and the UPF allocated resources for ATSSS-LL. 
	-
	-
	-
	X
	-
	ATSSS-LL Parameters

	PMF Parameters
	C
	This IE shall be present if the PMFI flag in the PFM Control Information IE is set to "1" in the Request message and the UPF allocated resources for PMF.
Several IEs with the same IE type may be present to provide multiple PMF Parameters.
	-
	-
	-
	X
	-
	PMF Parameters



The MPTCP Parameters grouped IE shall be encoded as shown in Figure 7.5.3.7-2.
Table 7.5.3.7-2: MPTCP Parameters IE within PFCP Session Establishment Response
	[bookmark: MCCQCTEMPBM_00000086]Octet 1 and 2
	
	
	MPTCP Parameters IE Type = 225 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020587___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020588___7]

	MPTCP Address Information
	M
	This IE shall carry the information of allocated MPTCP address.
	-
	-
	-
	X
	-
	MPTCP Address Information

	UE Link-Specific IP Address
	M
	This IE shall carry the information of allocated UE link-specific IP address for MPTCP.
	-
	-
	-
	X
	-
	UE Link-Specific IP Address



The ATSSS-LL Parameters grouped IE shall be encoded as shown in Figure 7.5.3.7-3.
Table 7.5.3.7-3: ATSSS-LL Parameters IE within PFCP Session Establishment Response
	[bookmark: MCCQCTEMPBM_00000087]Octet 1 and 2
	
	
	ATSSS-LL Parameters IE Type = 226 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020591___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020592___7]

	ATSSS-LL Information
	M
	This IE shall indicate that resources have been allocated to the ATSSS functionality.
	-
	-
	-
	X
	-
	ATSSS-LL Information



The PMF Parameters grouped IE shall be encoded as shown in Figure 7.5.3.7-4.
Table 7.5.3.7-4: PMF Parameters IE within PFCP Session Establishment Response
	[bookmark: MCCQCTEMPBM_00000088]Octet 1 and 2
	
	
	PMF Parameters IE Type = 227 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020594___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020595___7]

	PMF Address Information
	M
	This IE shall contain the PMF Address Information.
	-
	-
	-
	X
	-
	PMF Address Information

	QoS flow identifier
	O
	If present, this IE shall identify the QoS Flow Identifier of the QoS flow related to the PMF address information.
	-
	-
	-
	X
	-
	QFI



* * * Next Change * * * *
[bookmark: _Hlk102485239][bookmark: _Toc98235857]7.5.4.2	Update PDR IE within PFCP Session Modification Request
The Update PDR grouped IE shall be encoded as shown in Figure 7.5.4.2-1.
Table 7.5.4.2-1: Update PDR IE within PFCP Session Modification Request
	[bookmark: MCCQCTEMPBM_00000090]Octet 1 and 2
	
	
	Update PDR IE Type = 9 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020645___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020646___7]

	PDR ID
	M
	This IE shall uniquely identify the PDR among all the PDRs configured for that PFCP session.
	X
	X
	X
	X
	X
	PDR ID

	Outer Header Removal 
	C
	This IE shall be present if it needs to be changed.
	X
	X
	-
	X
	X
	Outer Header Removal

	Precedence
	C
	This IE shall be present if there is a change in the PDR's precedence to be applied by the UP function among all PDRs of the PFCP session, when looking for a PDR matching an incoming packet.
	-
	X
	X
	X
	X
	Precedence

	PDI
	C
	This IE shall be present if there is a change within the PDI against which incoming packets will be matched. When present, this IE shall replace the PDI previously stored in the UP function for this PDR. See Table 7.5.2.2-2.
	X
	X
	X
	X
	X
	PDI

	FAR ID 
	C
	This IE shall be present if it needs to be changed
	X
	X
	X
	X
	X
	FAR ID

	URR ID 
	C
	This IE shall be present if a measurement action shall be applied or no longer applied to packets matching this PDR.
When present, this IE shall contain the list of all the URR IDs to be associated to the PDR.
	X
	X
	X
	X
	FFS
	URR ID

	QER ID 
	C
	This IE shall be present if a QoS enforcement action shall be applied or no longer applied to packets matching this PDR.
When present, this IE shall contain the list of all the QER IDs to be associated to the PDR.
	-
	X
	X
	X
	X
	QER ID

	Activate Predefined Rules 
	C
	This IE shall be present if new Predefined Rule(s) needs to be activated for the PDR. When present this IE shall contain one Predefined Rules name.
Several IEs with the same IE type may be present to represent multiple "Activate Predefined Rules" names.
	-
	X
	X
	X
	-
	Activate Predefined Rules 

	Deactivate Predefined Rules 
	C
	This IE shall be present if Predefined Rule(s) needs to be deactivated for the PDR. When present this IE shall contain one Predefined Rules name.
Several IEs with the same IE type may be present to represent multiple "Activate Predefined Rules" names.
	-
	X
	X
	X
	-
	Deactivate Predefined Rules 

	Activation Time
	O
	This IE may be present if the PDR activation time shall be changed. (NOTE 2)
	-
	X
	X
	X
	-
	Activation Time

	Deactivation Time
	O
	This IE may be present if the PDR deactivation time shall be changed. (NOTE 2)
	-
	X
	X
	X
	-
	Deactivation Time

	IP Multicast Addressing Info
	O
	This IE may be present in an UL PDR controlling UL IGMP/MLD traffic (see clause 5.25), if it needs to be changed
When present, it shall contain a (range of) IP multicast address(es), and optionally source specific address(es), identifying a set of IP multicast flows. See Table 7.5.2.2-4.
Several IEs with the same IE type may be present to represent multiple IP multicast flows.
When present, the UPF shall replace any IP multicast address(es) previously stored for this PDR by the IP multicast address(es) received in this IE.
	-
	-
	-
	X
	-
	IP Multicast Addressing Info

	Transport Delay Reporting
	C
	This IE shall be present if Transport Delay Reporting needs to be changed (e.g. transport delay reporting needs to be activated or deactivated). See Table 7.5.2.2-6.
	-
	-
	-
	X
	-
	Transport Delay Reporting

	NOTE1:	The IEs which do not need to be modified shall not be included in the Update PDR IE. The UP function shall continue to behave according to the values previously received for IEs not present in the Update PDR IE.
NOTE2:	When the Activation Time and Deactivation Time are not present, the PDR shall keep its current activation status, either active or inactive.



* * * Next Change * * * *
[bookmark: _Toc19717301][bookmark: _Toc27490795][bookmark: _Toc27557088][bookmark: _Toc27724005][bookmark: _Toc36031077][bookmark: _Toc36042997][bookmark: _Toc36814322][bookmark: _Toc44689178][bookmark: _Toc44923932][bookmark: _Toc51860902][bookmark: _Toc57930673][bookmark: _Toc57931303][bookmark: _Toc98235858]7.5.4.3	Update FAR IE within PFCP Session Modification Request
The Update FAR grouped IE shall be encoded as shown in Figure 7.5.4.3-1.
Table 7.5.4.3-1: Update FAR IE within PFCP Session Modification Request
	[bookmark: MCCQCTEMPBM_00000091]Octet 1 and 2
	
	Update FAR IE Type = 10 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020663___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020664___7]

	FAR ID
	M
	This IE shall identify the FAR to be updated.
	X
	X
	X
	X
	X
	FAR ID

	Apply Action
	C
	This IE shall be present if it is changed.
	X
	X
	X
	X
	X
	Apply Action

	Update Forwarding parameters
	C
	This IE shall be present if it is changed. See table 7.5.4.3-2.
	X
	X
	X
	X
	-
	Update Forwarding Parameters

	Update Duplicating Parameters 
	C
	This IE shall be present if it is changed. See table 7.5.4.3-3.
Several IEs with the same IE type may be present to request to duplicate the packets to different destinations.
	X
	X
	-
	-
	-
	Update Duplicating Parameters

	Redundant Transmission Forwarding Parameters
	C
	This IE shall be present if it is changed. See table 7.5.2.3-4.
	-
	-
	-
	X
	-
	Redundant Transmission Forwarding Parameters

	BAR ID
	C
	This IE shall be present if the BAR ID associated to the FAR needs to be modified. 
	X
	-
	-
	X
	-
	BAR ID

	Add MBS Unicast Parameters
	C
	This IE shall be present when the Apply Action is set to "MBSU" to request the MB-UPF to forward the MBS session data to a remote GTP-U peer for unicast transport.

Several IEs with the same IE type may be present to represent multiple remote GTP-U peers.

See Table 7.5.2.3-6.
	-
	-
	-
	-
	X
	Add MBS Unicast Parameters

	Remove MBS Unicast Parameters
	C
	This IE shall be present when the MB-SMF to request the MB-UPF to delete a remote GTP-U peer to stop forwarding the MBS session data to that remote GTP-U peer for unicast transport.

Several IEs with the same IE type may be present to represent to delete multiple remote GTP-U peers.
	-
	-
	-
	-
	X
	Remove MBS Unicast Parameters



Table 7.5.4.3-2: Update Forwarding Parameters IE in the Update FAR IE
	[bookmark: MCCQCTEMPBM_00000092]Octet 1 and 2
	
	
	Update Forwarding Parameters IE Type = 11 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020673___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020674___7]

	Destination Interface
	C
	This IE shall only be provided if it is changed.
When present, it shall indicate the destination interface of the outgoing packet.
	X
	X
	X
	X
	-
	Destination Interface

	Network instance
	C
	This IE shall only be provided if it is changed.
	X
	X
	X
	X
	-
	Network Instance

	Redirect Information
	C
	This IE shall be present if the instructions regarding the redirection of traffic by the UP function need to be modified.
	-
	X
	X
	X
	-
	Redirect Information

	Outer Header Creation 
	C
	This IE shall only be provided if it is changed. See NOTE 1.
	X
	X
	-
	X
	-
	Outer Header Creation

	Transport Level Marking 
	C
	This IE shall only be provided if it is changed
	X
	X
	-
	X
	-
	Transport Level Marking

	Forwarding Policy 
	C
	This IE shall only be provided if it is changed. See NOTE 1.
	-
	X
	X
	X
	-
	Forwarding Policy

	Header Enrichment
	C
	This IE shall only be provided if it is changed
	-
	X
	X
	X
	-
	Header Enrichment

	PFCPSMReq-Flags
	C
	This IE shall be included if at least one of the flags is set to "1".
[bookmark: _PERM_MCCTEMPBM_CRPT05020683___7]-	SNDEM (Send End Marker Packets): this IE shall be present if the CP function modifies the F-TEID of the downstream node in the Outer Header Creation IE and the CP function requests the UP function to construct and send GTP-U End Marker messages towards the old F-TEID of the downstream node. 
	X
	X
	-
	X
	-
	PFCPSMReq-Flags

	Linked Traffic Endpoint ID
	C
	This IE may be present, if it is changed and the UP function indicated support of the PDI optimization feature, (see clause 8.2.25). When present, it shall identify the Traffic Endpoint ID allocated for this PFCP session to receive the traffic in the reverse direction (see clause 5.2.3.1).
	X
	X
	-
	X
	-
	Traffic Endpoint ID

	Destination Interface Type
	C
	This IE shall be present to indicate the 3GPP interface type of the destination interface, if the value has changed.
	X
	X
	-
	X
	-
	3GPP Interface Type

	Data Network Access Identifier
	C
	This IE shall be provided over N16a if it is changed. This IE shall not be sent over N4. 
	-
	-
	-
	-
	-
	Data Network Access Identifier

	IP Address and Port Number Replacement
	C
	This IE shall only be provided if it is changed. 
	-
	-
	-
	X
	-
	IP Address and Port Number Replacement

	NOTE 1:	If the Outer Header Creation and Forwarding Policy are present, the UP function shall put the user plane packets in the user plane tunnel by applying Outer Header Creation, after enforcing the required Forwarding Policy.



Table 7.5.4.3-3: Update Duplicating Parameters IE in the Update FAR IE
	[bookmark: MCCQCTEMPBM_00000093]Octet 1 and 2
	
	
	Update Duplicating Parameters IE Type = 105 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020688___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020689___7]

	Destination Interface
	C
	This IE shall only be provided if it is changed.
When present, it shall indicate the destination interface of the outgoing packet.
	X
	X
	-
	-
	-
	Destination Interface

	Outer Header Creation 
	C
	This IE shall only be provided if it is changed. See NOTE 1.
	X
	X
	-
	-
	-
	Outer Header Creation

	Transport Level Marking 
	C
	This IE shall only be provided if it is changed.
	X
	X
	-
	-
	-
	Transport Level Marking

	Forwarding Policy 
	C
	This IE shall only be provided if it is changed. See NOTE 1.
	-
	X
	-
	-
	-
	Forwarding Policy

	NOTE 1:	If the Outer Header Creation and Forwarding Policy are present, the UP function shall put the user plane packets in the user plane tunnel by applying Outer Header Creation, after enforcing the required Forwarding Policy.



Table 7.5.4.3-4: Remove MBS Unicast Parameters IE in the Update FAR IE
	[bookmark: MCCQCTEMPBM_00000094]Octet 1 and 2
	
	Remove MBS Unicast Parameters Type = 304 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020694___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020695___7]

	MBS Unicast Parameters ID
	M
	This IE shall identify the MBS Unicast Parameters IE to be removed.
	-
	-
	-
	-
	X
	MBS Unicast Parameters ID



* * * Next Change * * * *
[bookmark: _Toc19717303][bookmark: _Toc27490797][bookmark: _Toc27557090][bookmark: _Toc27724007][bookmark: _Toc36031079][bookmark: _Toc36042999][bookmark: _Toc36814324][bookmark: _Toc44689180][bookmark: _Toc44923934][bookmark: _Toc51860904][bookmark: _Toc57930675][bookmark: _Toc57931305][bookmark: _Toc98235860]7.5.4.5	Update QER IE within PFCP Session Modification Request
The Update QER grouped IE shall be encoded as shown in Figure 7.5.4.5-1.
Table 7.5.4.5-1: Update QER IE within PFCP Session Modification Request
	[bookmark: MCCQCTEMPBM_00000096]Octet 1 and 2
	
	
	Update QER IE Type = 14 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020733___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020734___7]

	QER ID
	M
	This IE shall uniquely identify the QER among all the QRs configured for that PFCP session
	-
	X
	X
	X
	X
	QER ID

	QER Correlation ID
	C
	This IE shall be present if the QER correlation ID in this QER needs to be modified.
See NOTE 1.
	-
	X
	-
	X
	-
	QER Correlation ID

	Gate Status
	C
	This IE shall be present if the Gate Status needs to be modified. When present, it shall indicate whether the packets are allowed to be forwarded (the gate is open) or shall be discarded (the gate is closed) in the uplink and/or downlink directions.
See NOTE 1.
	-
	X
	X
	X
	X
	Gate Status

	Maximum Bitrate
	C
	This IE shall be present if an MBR enforcement action applied to packets matching this PDR need to be modified.
When present, this IE shall indicate the uplink and/or downlink maximum bit rate to be enforced for packets matching the PDR.

For EPC, this IE may be set to the value of:
[bookmark: _PERM_MCCTEMPBM_CRPT05020739___2]-	the APN-AMBR, for a QER that is referenced by all the PDRs of the non-GBR bearers of a PDN connection;
-	the TDF session MBR, for a QER that is referenced by all the PDRs of a TDF session;
-	the bearer MBR, for a QER that is referenced by all the PDRs of a bearer;
-	the SDF MBR, for a QER that is referenced by all the PDRs of a SDF.

For 5GC, this IE may be set to the value of:
[bookmark: _PERM_MCCTEMPBM_CRPT05020740___2]-	the Session-AMBR, for a QER that is referenced by all the PDRs of the non-GBR QoS flows of a PDU session;
-	the QoS Flow MBR, for a QER that is referenced by all the PDRs of a QoS Flow;
-	the SDF MBR, for a QER that is referenced by all the PDRs of a SDF.

See NOTE 1.
	-
	X
	X
	X
	X
	MBR

	Guaranteed Bitrate
	C
	This IE shall be present if a GBR authorization to packets matching this PDR needs to be modified. When present, this IE shall indicate the authorized uplink and/or downlink guaranteed bit rate.

This IE may be set to the value of:
[bookmark: _PERM_MCCTEMPBM_CRPT05020742___2]-	the aggregate GBR, for a QER that is referenced by all the PDRs of a GBR bearer;
-	the QoS Flow GBR, for a QER that is referenced by all the PDRs of a QoS Flow (for 5GC);
-	the SDF GBR, for a QER that is referenced by all the PDRs of a SDF.
See NOTE 1.
	-
	X
	X
	X
	X
	GBR

	Packet Rate
	C
	This IE shall be present if a Packet Rate enforcement action (in terms of number of packets per time interval) need to be modified for packets matching this PDR. 
	-
	X
	-
	-
	-
	Packet Rate

	DL Flow Level Marking
	C
	This IE shall be set if the DL Flow Level Marking IE needs to be modified.
See NOTE 1.
	-
	X
	X
	-
	-
	DL Flow Level Marking

	QoS flow identifier
	C
	This IE shall be present if it needs to be modified.
	-
	-
	-
	X
	X
	QFI

	Reflective QoS
	C
	This IE shall be present if the state of the Reflective QoS needs to be modified (activate if inactive, or deactivate the active Reflective QoS).
	-
	-
	-
	X
	-
	RQI

	Paging Policy Indicator
	C
	This IE shall be present if it needs to be modified.
	-
	-
	-
	X
	-
	Paging Policy Indicator

	Averaging Window
	O
	This IE may be present if the UP function is required to modify the Averaging Window. (NOTE 2)

	-
	-
	-
	X
	-
	Averaging Window

	QER Control Indications
	C
	This IE shall be included if the CP function need to provide the updated QoS enforcement control information:
[bookmark: _PERM_MCCTEMPBM_CRPT05020750___7]-	RCSR (Rate Control Status Reporting): the CP function shall set this bit "1" to request the UP function to report the rate control status when the PFCP session is released.
	-
	X
	-
	X
	-
	QER Control Indications

	NOTE 1:	The IEs which do not need to be modified shall not be included in the Update QER IE. The UP function shall continue to behave according to the values previously received for IEs not present in the Update QER IE.
NOTE 2:	As 5QI is not signalled over N4, one default averaging window shall be pre-configured in the UPF.



* * * Next Change * * * *
[bookmark: _Toc19717304][bookmark: _Toc27490798][bookmark: _Toc27557091][bookmark: _Toc27724008][bookmark: _Toc36031080][bookmark: _Toc36043000][bookmark: _Toc36814325][bookmark: _Toc44689181][bookmark: _Toc44923935][bookmark: _Toc51860905][bookmark: _Toc57930676][bookmark: _Toc57931306][bookmark: _Toc98235861]7.5.4.6	Remove PDR IE within PFCP Session Modification Request
The Remove PDR grouped IE shall be encoded as shown in Figure 7.5.4.6-1.
Table 7.5.4.6-1: Remove PDR IE within PFCP Session Modification Request
	[bookmark: MCCQCTEMPBM_00000097]Octet 1 and 2
	
	
	Remove PDR IE Type = 15 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020751___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020752___7]

	PDR ID
	M
	This IE shall identify the PDR to be deleted.

	X
	X
	X
	X
	X
	PDR ID



* * * Next Change * * * *
[bookmark: _Toc19717305][bookmark: _Toc27490799][bookmark: _Toc27557092][bookmark: _Toc27724009][bookmark: _Toc36031081][bookmark: _Toc36043001][bookmark: _Toc36814326][bookmark: _Toc44689182][bookmark: _Toc44923936][bookmark: _Toc51860906][bookmark: _Toc57930677][bookmark: _Toc57931307][bookmark: _Toc98235862]7.5.4.7	Remove FAR IE within PFCP Session Modification Request
The Remove FAR grouped IE shall be encoded as shown in Figure 7.5.4.7-1.
Table 7.5.4.7-1: Remove FAR IE within PFCP Session Modification Request
	[bookmark: MCCQCTEMPBM_00000098]Octet 1 and 2
	
	
	Remove FAR IE Type = 16 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020754___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020755___7]

	FAR ID
	M
	This IE shall identify the FAR to be deleted.
	X
	X
	X
	X
	X
	FAR ID




* * * Next Change * * * *
[bookmark: _Toc19717307][bookmark: _Toc27490801][bookmark: _Toc27557094][bookmark: _Toc27724011][bookmark: _Toc36031083][bookmark: _Toc36043003][bookmark: _Toc36814328][bookmark: _Toc44689184][bookmark: _Toc44923938][bookmark: _Toc51860908][bookmark: _Toc57930679][bookmark: _Toc57931309][bookmark: _Toc98235864]7.5.4.9	Remove QER IE PFCP Session Modification Request
The Remove QER grouped IE shall be encoded as shown in Figure 7.5.4.9-1.
Table 7.5.4.9-1: Remove QER IE PFCP Session Modification Request
	[bookmark: MCCQCTEMPBM_00000100]Octet 1 and 2
	
	
	Remove QER IE Type = 18 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020760___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020761___7]

	QER ID
	M
	This IE shall identify the QER to be deleted.
	-
	X
	X
	X
	X
	QER ID




* * * Next Change * * * *
[bookmark: _Toc19717309][bookmark: _Toc27490803][bookmark: _Toc27557096][bookmark: _Toc27724013][bookmark: _Toc36031085][bookmark: _Toc36043005][bookmark: _Toc36814330][bookmark: _Toc44689186][bookmark: _Toc44923940][bookmark: _Toc51860910][bookmark: _Toc57930681][bookmark: _Toc57931311][bookmark: _Toc98235866]7.5.4.11	Update BAR IE within PFCP Session Modification Request
The Update BAR grouped IE shall be encoded as shown in Figure 7.5.4.11-1.
Table 7.5.4.11-1: Update BAR IE within PFCP Session Modification Request
	[bookmark: MCCQCTEMPBM_00000102]Octet 1 and 2
	
	
	Update BAR IE Type = 86 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020766___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020767___7]

	BAR ID
	M
	This IE shall identify the BAR Rule to be modified.
	X
	-
	-
	X
	-
	BAR ID

	Downlink Data Notification Delay
	C
	This IE shall be present if the UP function indicated support of the Downlink Data Notification Delay parameter (see clause 8.2.28) and the Downlink Data Notification Delay needs to be modified.
When present, it shall contain the delay the UP function shall apply between receiving a downlink data packet and notifying the CP function about it, when the Apply Action parameter requests to buffer the packets and notify the CP function.
	X
	-
	-
	X
	-
	Downlink Data Notification Delay

	Suggested Buffering Packets Count
	C
	This IE may be present if the UP Function indicated support of the feature UDBC.

When present, it shall contain the number of packets that are suggested to be buffered when the Apply Action parameter requests to buffer the packets. The packets that exceed the limit shall be discarded.
	
	X
	X
	X
	-
	Suggested Buffering Packets Count

	MT-EDT Control Information
	O
	This IE may be included to request the SGW-U to report the sum of DL Data Packets Size.
	X
	-
	-
	-
	-
	MT-EDT Control Information



* * * Next Change * * * *
[bookmark: _Toc19717310][bookmark: _Toc27490804][bookmark: _Toc27557097][bookmark: _Toc27724014][bookmark: _Toc36031086][bookmark: _Toc36043006][bookmark: _Toc36814331][bookmark: _Toc44689187][bookmark: _Toc44923941][bookmark: _Toc51860911][bookmark: _Toc57930682][bookmark: _Toc57931312][bookmark: _Toc98235867]7.5.4.12	Remove BAR IE within PFCP Session Modification Request
The Remove BAR grouped IE shall be encoded as shown in Figure 7.5.4.12-1.
Table 7.5.4.12-1: Remove BAR IE within PFCP Session Modification Request
	[bookmark: MCCQCTEMPBM_00000103]Octet 1 and 2
	
	
	Remove BAR IE Type = 87 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020772___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020773___7]

	BAR ID
	M
	This IE shall identify the BAR to be deleted.
	X
	-
	-
	X
	-
	BAR ID



* * * Next Change * * * *
[bookmark: _Toc19717311][bookmark: _Toc27490805][bookmark: _Toc27557098][bookmark: _Toc27724015][bookmark: _Toc36031087][bookmark: _Toc36043007][bookmark: _Toc36814332][bookmark: _Toc44689188][bookmark: _Toc44923942][bookmark: _Toc51860912][bookmark: _Toc57930683][bookmark: _Toc57931313][bookmark: _Toc98235868]7.5.4.13	Update Traffic Endpoint IE within PFCP Session Modification Request
The Update Traffic Endpoint grouped IE shall be encoded as shown in Figure 7.5.4.13-1.
Table 7.5.4.13-1: Update Traffic Endpoint IE within PFCP Session Modification Request
	[bookmark: MCCQCTEMPBM_00000104]Octet 1 and 2
	
	Update Traffic Endpoint Type = 129 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020775___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020776___7]

	Traffic Endpoint ID
	M
	This IE shall uniquely identify the Traffic Endpoint to be modified for that PFCP session.
	X
	X
	X
	X
	X
	Traffic Endpoint ID

	Local F-TEID 
	C
	This IE shall be present if it needs to be changed.
The CP function shall set the CHOOSE (CH) bit to 1 if the CP function requests the UP function to assign a local F-TEID to the PDR.
See NOTE.
	X
	-
	-
	X
	-
	F-TEID

	Network Instance
	O
	If present, this IE shall identify the Network instance to match for the incoming packet. See NOTE.
	X
	X
	X
	X
	X
	Network Instance

	Redundant Transmission Detection Parameters
	C
	This IE shall be present if it needs to be changed See Table 7.5.2.2-5.
See NOTE.
	-
	-
	-
	X
	-
	Redundant Transmission Detection Parameters

	UE IP address 
	C
	This IE shall be present if it needs to be changed.
In the 5GC, several IEs with the same IE type may be present to represent multiple UE IP addresses, if the UPF indicated support of the IP6PL feature (see clause 5.21). When present, the UE IP address(es) present in this IE shall replace the UE IP address(es) stored in the UP function for this traffic endpoint.
See NOTE.
	-
	X
	X
	X
	-
	UE IP address

	Framed-Route
	C
	This IE shall be present for a PDR if the UPF indicated support of Framed Routing (see clauses 8.2.25 and 5.16) and it needs to be changed. If present, this IE shall describe a framed route.
Several IEs with the same IE type may be present to provision a list of framed routes. 
	-
	X
	-
	X
	-
	Framed-Route

	Framed-Routing
	C
	This IE shall be present for a DL PDR if the UPF indicated support of Framed Routing (see clauses 8.2.25 and 5.16) and it needs to be changed. If present, this IE shall describe the routing method for the UP function for the IP route related to Framed-Routes or Framed-IPv6-Routes. (NOTE 2)
	-
	X
	-
	X
	-
	Framed-Routing

	Framed-IPv6-Route
	C
	This IE shall be present for a PDR if the UPF indicated support of Framed Routing (see clauses 8.2.25 and 5.16) and it needs to be changed. If present, this IE shall describe a framed IPv6 route.
Several IEs with the same IE type may be present to provision a list of framed IPv6 routes. 
	-
	X
	-
	X
	-
	Framed-IPv6-Route

	QFI
	C
	This IE shall be present if QFI(s) applicable for the traffic endpoints need to be changed and if the UPF has indicated it supports MTE feature as specified in clause 8.2.25.

If present, this IE shall identify the QoS Flow Identifier to match for the incoming packet.
Several IEs with the same IE type may be present to provision a list of QFIs. When present, the full set of applicable QFIs shall be provided.
	-
	-
	-
	X
	-
	QFI

	Source Interface Type
	C
	This IE shall be present if the 3GPP interface type of the traffic endpoint needs to be changed.
	X
	X
	-
	X
	X
	3GPP Interface Type

	NOTE 1:	The IEs which do not need to be modified shall not be included in the Update Traffic Endpoint IE. The UP function shall continue to behave according to the values previously received for IEs not present in the Update Traffic Endpoint IE. F-TEID may be changed if the SGW-C has received the "Change F-TEID support Indication" over the S11/S4 interface (for an IDLE state UE initiated TAU/RAU procedure to allow the SGW changing the GTP-U F-TEID).
NOTE 2:	In this release of specification, the UP function shall announce the IP route(s) for Framed-Route(s) or Framed-IPv6-Route(s) to the PDN regardless of the value of the Framed-Routing.



* * * Next Change * * * *
[bookmark: _Toc19717312][bookmark: _Toc27490806][bookmark: _Toc27557099][bookmark: _Toc27724016][bookmark: _Toc36031088][bookmark: _Toc36043008][bookmark: _Toc36814333][bookmark: _Toc44689189][bookmark: _Toc44923943][bookmark: _Toc51860913][bookmark: _Toc57930684][bookmark: _Toc57931314][bookmark: _Toc98235869]7.5.4.14	Remove Traffic Endpoint IE within PFCP Session Modification Request
The Remove Traffic Endpoint grouped IE shall be encoded as shown in Figure 7.5.4.14-1.
Table 7.5.4.14-1: Remove Traffic Endpoint IE within PFCP Session Modification Request
	[bookmark: MCCQCTEMPBM_00000105]Octet 1 and 2
	
	
	Remove Traffic Endpoint IE Type = 130 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020788___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020789___7]

	Traffic Endpoint ID
	M
	This IE shall identify the Traffic Endpoint to be deleted.

	X
	X
	X
	X
	X
	Traffic Endpoint ID



* * * Next Change * * * *
[bookmark: _Toc19717313][bookmark: _Toc27490807][bookmark: _Toc27557100][bookmark: _Toc27724017][bookmark: _Toc36031089][bookmark: _Toc36043009][bookmark: _Toc36814334][bookmark: _Toc44689190][bookmark: _Toc44923944][bookmark: _Toc51860914][bookmark: _Toc57930685][bookmark: _Toc57931315][bookmark: _Toc98235870]7.5.4.15	Remove MAR IE within PFCP Session Modification Request
The Remove MAR grouped IE shall be encoded as shown in Figure 7.5.4.15-1.
Table 7.5.4.15-1: Remove MAR IE within PFCP Session Modification Request
	[bookmark: MCCQCTEMPBM_00000106]Octet 1 and 2
	
	
	Remove MAR IE Type = 168 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020791___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020792___7]

	MAR ID
	M
	This IE shall identify the MAR to be deleted.
	-
	-
	-
	X
	-
	MAR ID



* * * Next Change * * * *
[bookmark: _Toc19717314][bookmark: _Toc27490808][bookmark: _Toc27557101][bookmark: _Toc27724018][bookmark: _Toc36031090][bookmark: _Toc36043010][bookmark: _Toc36814335][bookmark: _Toc44689191][bookmark: _Toc44923945][bookmark: _Toc51860915][bookmark: _Toc57930686][bookmark: _Toc57931316][bookmark: _Toc98235871]7.5.4.16	Update MAR IE within PFCP Session Modification Request
The Update MAR grouped IE shall be encoded as shown in Figure 7.5.4.16-1.
Table 7.5.4.16-1: Update MAR IE within PFCP Session Modification Request
	[bookmark: MCCQCTEMPBM_00000107]Octet 1 and 2
	
	
	Update MAR IE Type = 169 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020794___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020795___7]

	MAR ID
	M
	This IE shall identify the MAR to be updated.
	-
	-
	-
	X
	-
	MAR ID

	Steering Functionality
	C
	This IE shall be present if it is changed.
	-
	-
	-
	X
	-
	Steering Functionality

	Steering Mode
	C
	This IE shall be present if it is changed.

	-
	-
	-
	X
	-
	Steering Mode

	Update 3GPP Access Forwarding Action Information
	C
	This IE shall be present if the 3GPP Access Forwarding Action Information was provisioned previously and if any of IEs is to be changed.

This IE shall also be present to remove 3GPP Access Forwarding Action Information that was provisioned previously if the UE deregisters from the corresponding access. This shall be done by including this IE with a null length.
	-
	-
	-
	X
	-
	Update 3GPP Access Forwarding Action Information

	Update Non-3GPP Access Forwarding Action Information
	C
	This IE shall be present if the Non-3GPP Access Forwarding Action Information was provisioned previously and if any of IEs is to be changed.

This IE shall also be present to remove the Non-3GPP Access Forwarding Action Information that was provisioned previously if the UE deregisters from the corresponding access. This shall be done by including this IE with a null length.

	-
	-
	-
	X
	-
	Update Non-3GPP Access Forwarding Action Information 

	3GPP Access Forwarding Action Information
	C
	This IE shall be present to provision 3GPP access specific forwarding action information when this access is added, i.e. when the UE registers to 3GPP access.

See Table 7.5.2.8-2. 
	-
	-
	-
	X
	-
	3GPP Access Forwarding Action Information 

	Non-3GPP Access Forwarding Action Information
	C
	This IE shall be present to provision Non-3GPP access specific forwarding action information when this access is added, i.e. when the UE registers to non-3GPP access.
See Table 7.5.2.8-3. 
	-
	-
	-
	X
	-
	Non-3GPP Access Forwarding Action Information 

	Threshold values
	C
	This IE shall be present if it is changed.
	-
	-
	-
	X
	-
	Thresholds

	Steering Mode Indicator
	C
	This IE shall be included if any of the following flag is set to "1" or if the change of flag(s) from "1" to "0" results in the IE becoming set to all zeros.
Applicable flags are:
[bookmark: _PERM_MCCTEMPBM_CRPT05020807___7]-	ALBI (Autonomous Load Balancing Indicator): this flag shall be set to "1" if the SMF allows the UPF to apply autonomous load-balance when the Steering Mode is Load-Balancing;
-	UEAI (UE Assistance Indicator): this flag shall be set to "1" if the SMF allows UE assistant load-balance when the Steering Mode is Load-Balancing.
	-
	-
	-
	X
	-
	Steering Mode Indicator



Table 7.5.4.16-2: Update 3GPP Access Forwarding Action Information IE in Update MAR IE
	[bookmark: MCCQCTEMPBM_00000108]Octet 1 and 2
	
	
	Update 3GPP Access Forwarding Action Information IE Type = 175 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020808___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020809___7]

	FAR ID
	C
	This IE shall be present if it is changed. 
	-
	-
	-
	X
	-
	FAR ID

	Weight
	C
	This IE shall be present if it is changed.
	-
	-
	-
	X
	-
	Weight

	Priority
	C
	This IE shall be present if it is changed.
	-
	-
	-
	X
	-
	Priority

	URR ID 
	C
	This IE shall be present if a measurement action shall be applied or no longer applied to packets for this access.

When present, this IE shall contain the list of all the URR IDs to be associated to this access.
	-
	-
	-
	X
	-
	URR ID



Table 7.5.4.16-3: Update Non-3GPP Access Forwarding Action Information IE in Update MAR IE
	[bookmark: MCCQCTEMPBM_00000109]Octet 1 and 2
	
	
	Update Non-3GPP Access Forwarding Action Information IE Type = 176 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020814___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020815___7]

	Same IEs and requirements as defined in Table 7.5.4.16-2



* * * Next Change * * * *
[bookmark: _Toc27490810][bookmark: _Toc27557103][bookmark: _Toc27724020][bookmark: _Toc36031092][bookmark: _Toc36043012][bookmark: _Toc36814337][bookmark: _Toc44689193][bookmark: _Toc44923947][bookmark: _Toc51860917][bookmark: _Toc57930688][bookmark: _Toc57931318][bookmark: _Toc98235873][bookmark: _Toc27490811][bookmark: _Toc27557104][bookmark: _Toc27724021][bookmark: _Toc36031093][bookmark: _Toc36043013][bookmark: _Toc36814338]7.5.4.18	TSC Management Information IE within PFCP Session Modification Request
The TSC Management Information grouped IE shall be encoded as shown in Table 7.5.4.18-1.
Table 7.5.4.18-1: TSC Management Information IE within PFCP Session Modification Request
	[bookmark: MCCQCTEMPBM_00000110]Octet 1 and 2
	
	
	TSC Management Information IE Type = 199 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020816___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020817___7]

	Port Management Information Container
	O
	When present, this IE shall contain a Port Management Information container. 
	-
	-
	-
	X
	-
	Port Management Information Container

	User Plane Node Management Information Container
	O
	When present, this IE shall contain an User Plane Node Management Information container.
	-
	-
	-
	X
	-
	User Plane Node Management Information Container

	NW-TT Port Number
	C
	When PMIC IE is present, this IE shall contain the related NW-TT Port Number. 
	-
	-
	-
	X
	-
	NW-TT Port Number



* * * Next Change * * * *
[bookmark: _Toc44689194][bookmark: _Toc44923948][bookmark: _Toc51860918][bookmark: _Toc57930689][bookmark: _Toc57931319][bookmark: _Toc98235874]7.5.4.19	Remove SRR IE within PFCP Session Modification Request
The Remove SRR grouped IE shall be encoded as shown in Table 7.5.4.19-1.
Table 7.5.4.19-1: Remove SRR IE within PFCP Session Modification Request
	[bookmark: MCCQCTEMPBM_00000111]Octet 1 and 2
	
	
	Remove SRR IE Type = 211 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020821___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020822___7]

	SRR ID
	M
	This IE shall identify the SRR to be deleted.
	-
	-
	-
	X
	-
	SRR ID



* * * Next Change * * * *
[bookmark: _Toc27490812][bookmark: _Toc27557105][bookmark: _Toc27724022][bookmark: _Toc36031094][bookmark: _Toc36043014][bookmark: _Toc36814339][bookmark: _Toc44689195][bookmark: _Toc44923949][bookmark: _Toc51860919][bookmark: _Toc57930690][bookmark: _Toc57931320][bookmark: _Toc98235875]7.5.4.20	Update SRR IE within PFCP Session Modification Request
The Update SRR grouped IE shall be encoded as shown in Table 7.5.4.20-1.
Table 7.5.4.20-1: Update SRR IE within PFCP Session Modification Request
	[bookmark: MCCQCTEMPBM_00000112]Octet 1 and 2
	
	
	Update SRR IE Type = 213 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020824___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020825___7]

	SRR ID
	M
	This IE shall uniquely identify the SRR among all the SRRs configured for that PFCP session
	-
	-
	-
	X
	-
	SRR ID

	Access Availability Control Information
	C
	This IE shall be present if the Access Availability Control Information needs to be modified. See Table 7.5.2.9-2.

The CP function shall provide the full Access Availability Control Information IE. The UP function shall replace the Access Availability Control Information IE provisioned earlier, if any, by the new received IE.
	-
	-
	-
	X
	-
	Access Availability Control Information

	QoS Monitoring per QoS flow Control Information
	C
	This IE shall be present if the QoS Monitoring per QoS flow Control Information needs to be modified. See Table 7.5.2.9-3.
The CP function shall provide the full set of QoS Monitoring per QoS flow Control Information IE(s). The UP function shall replace any QoS Monitoring per QoS flow Control Information IE(s) provisioned earlier by the new set of received IE(s).
Several IEs within the same IE type may be present to represent a list of QoS Monitoring per QoS flow Control Information for different QoS flows.
	-
	-
	-
	X
	-
	QoS Monitoring per QoS flow Control Information

	Direct Reporting Information
	C
	This IE shall be present if the Direct Reporting Information IE needs to be modified. See Table 7.5.2.9-4.
	-
	-
	-
	X
	-
	Direct Reporting Information



* * * Next Change * * * *
[bookmark: _Toc36031095][bookmark: _Toc36043015][bookmark: _Toc36814340][bookmark: _Toc44689196][bookmark: _Toc44923950][bookmark: _Toc51860920][bookmark: _Toc57930691][bookmark: _Toc57931321][bookmark: _Toc98235876]7.5.4.21	Ethernet Context Information within PFCP Session Modification Request
The Ethernet Context Information grouped IE shall be encoded as shown in Table 7.5.4.21-1.
Table 7.5.4.21-1: Ethernet Context Information IE within PFCP Session Modification Request
	[bookmark: MCCQCTEMPBM_00000113]Octet 1 and 2
	
	
	Ethernet Context Information IE Type = 254 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020830___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020831___7]

	MAC Addresses Detected
	M
	This IE shall be present if one or more MAC addresses need to be associated to the PDU session.
Several IEs with the same IE type may be present to provision multiple lists of MAC addresses (e.g. with different V-LAN tags).
	-
	-
	-
	X
	-
	MAC Addressed Detected



* * * Next Change * * * *
[bookmark: _Toc44689197][bookmark: _Toc44923951][bookmark: _Toc51860921][bookmark: _Toc57930692][bookmark: _Toc57931322][bookmark: _Toc98235877]7.5.4.22	Query Packet Rate Status IE within PFCP Session Modification Request
The Query Packet Rate Status grouped IE shall be encoded as shown in Table 7.5.4.22-1.
Table 7.5.4.22-1: Query Packet Rate Status IE within PFCP Session Modification Request
	[bookmark: MCCQCTEMPBM_00000114]Octet 1 and 2
	
	
	Query Packet Rate Status IE Type = 263 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020833___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020834___7]

	QER ID
	M
	This IE shall identify the QER being queried for its Packet Rate Status
	-
	X
	-
	X
	-
	QER ID



* * * Next Change * * * *

[bookmark: _Hlk102485269][bookmark: _Toc19717316][bookmark: _Toc27490814][bookmark: _Toc27557107][bookmark: _Toc27724024][bookmark: _Toc36031097][bookmark: _Toc36043017][bookmark: _Toc36814342][bookmark: _Toc44689199][bookmark: _Toc44923953][bookmark: _Toc51860923][bookmark: _Toc57930694][bookmark: _Toc57931324][bookmark: _Toc98235879]7.5.5.1	General
The PFCP Session Modification Response shall be sent over the Sxa, Sxb, Sxc and N4 interface by the UP function to the CP function as a reply to the PFCP Session Modification Request.
Table 7.5.5.1-1: Information Elements in a PFCP Session Modification Response
	[bookmark: MCCQCTEMPBM_00000115]Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020837___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020838___7]

	Cause
	M
	This IE shall indicate the acceptance, partial acceptance or rejection of the corresponding request message.
	X
	X
	X
	X
	X
	Cause

	Offending IE
	C
	This IE shall be included if the rejection is due to a conditional or mandatory IE missing or faulty.
	X
	X
	X
	X
	X
	Offending IE

	Created PDR
	C
	This IE shall be present if the cause is set to "success", new PDR(s) were requested to be created and the UP function was requested to allocate the local F-TEID or a UE IP address/prefix for the PDR(s).
When present, this IE shall contain the PDR information associated to the PFCP session.
See Table 7.5.3.2-1.
	X
	X
	-
	X
	X
	Created PDR

	Load Control Information
	O
	The UP function may include this IE if it supports the load control feature and the feature is activated in the network.
See Table 7.5.3.3-1.
	X
	X
	X
	X
	X
	Load Control Information

	Overload Control Information
	O
	During an overload condition, the UP function may include this IE if it supports the overload control feature and the feature is activated in the network.
	X
	X
	X
	X
	X
	Overload Control Information

	Usage Report
	C
	This IE shall be present if:
	- the Query URR IE was present or the QAURR flag was set to "1" in the PFCP Session Modification Request,
	- traffic usage measurements for that URR are available at the UP function, and
	- the UP function decides to return some or all of the requested usage reports in the PFCP Session Modification Response.

This IE shall be also present if:
	- a URR or the last PDR associated to a URR has been removed,
	- non-null traffic usage measurements for that URR are available in the UP function, and
	- the UP function decides to return some or all of the related usage reports in the PFCP Session Modification Response (see clause 5.2.2.3.1).

Several IEs within the same IE type may be present to represent a list of Usage Reports.
	X
	X
	X
	X
	FFS
	Usage Report

	Failed Rule ID
	C
	This IE shall be included if the Cause IE indicates a rejection due to a rule creation or modification failure.
	X
	X
	X
	X
	X
	Failed Rule ID

	Additional Usage Reports Information
	C
	This IE shall be included if the Query URR IE was present or the QAURR flag was set to "1" in the PFCP Session Modification Request, and usage reports need to be sent in additional PFCP Session Report Request messages (see clause 5.2.2.3.1).
When present, this IE shall either indicate that additional usage reports will follow, or indicate the total number of usage reports that need to be sent in PFCP Session Report Request messages.
	X
	X
	X
	X
	FFS
	Additional Usage Reports Information

	Created/Updated Traffic Endpoint
	C
	This IE shall be present if the cause is set to "success", Traffic Endpoint(s) were requested to be created or updated, and the UP function was requested to allocate the local F-TEID or a UE IP address/prefix for the Traffic Endpoint(s).

If the UP function allocates additional UE IP address/prefix (upon receiving a Create Traffic Endpoint or Update Traffic Endpoint in the corresponding PFCP Session Modification Request message from the CP function), this IE shall be present and shall contain the complete list of UE IP address / prefix assigned by the UP function for this PFCP session.

In the 5GC, several IEs with the same IE type may be present to represent multiple UE IP addresses, if the UPF indicated support of the IP6PL feature (see clause 5.21).

(NOTE 1)
When present, this IE shall contain the Traffic Endpoint information associated to the PFCP session.
See Table 7.5.3.5-1.
	X
	X
	-
	X
	X
	Created Traffic Endpoint

	TSC Management Information
	C
	This IE shall be present if the UPF needs to send TSC Management information to the SMF.
Several IEs within the same IE type may be present to transfer PMICs for different NW-TT ports.
	-
	-
	-
	X
	-
	TSC Management Information

	ATSSS Control Parameters
	C
	This IE shall be present if ATSSS functionality is required in the request message, and the UPF allocates the resources and parameters corresponding to the required ATSSS functionality.
See Table 7.5.3.7-1.
	-
	-
	-
	X
	-
	ATSSS Control Parameters

	Updated PDR
	C
	This IE shall be present if a Update PDR is present in the corresponding PFCP Session Modification Request and UP function is requested to allocate a new F-TEID, e.g. to support the redundant transmission on N3/N9 interfaces, or move the application traffic from a default bearer to a new dedicated bearer, or the UP function is requested to assign additional UE IP Address or Prefix, e.g. a shorter than /64 prefix delegation. See Table 7.5.5.5-1.
Several IEs within the same IE type may be present to represent a list of PDRs to update.
	-
	X
	-
	X
	-
	Updated PDR

	Packet Rate Status Report 
	C
	This IE shall be present if the CP function has requested to report an immediate packet rate status in the PFCP Session Modification Request and the UP function supports the CIOT feature (see clause 8.2.25).
Several IEs within the same IE type may be present to represent a list of Packet Rate Status Reports.
	-
	X
	-
	X
	-
	Packet Rate Status Report

	Partial Failure Information
	C
	This IE shall be present if the Cause IE indicates partial acceptance of the request to provide failure information related to a failed rule.
Several IEs within the same IE type may be present to report failures to apply multiple rules.

See Table 7.5.3.1-2.
	-
	X
	X
	X
	X
	Partial Failure Information

	MBS Session N4 Information
	C
	This IE shall be included if any IE in this grouped IE needs to be included as specified in clause 5.34.1.

Several IE with the same IE type may be present to contain N4 Information for several MBS Sessions.

See Table 7.5.3.1-5 for encoding.
	-
	-
	-
	X
	-
	MBS Session N4 Information

	NOTE 1:	The UP function supporting the PDI optimization feature and the IP6PL feature (see clause 8.2.25) shall support providing the complete list of UE IP Address IEs in the Created/Updated Endpoint IE.




[bookmark: _PERM_MCCTEMPBM_CRPT05020869___7]* * * Next Change * * * *

[bookmark: _Toc27490816][bookmark: _Toc27557109][bookmark: _Toc27724026][bookmark: _Toc36031099][bookmark: _Toc36043019][bookmark: _Toc36814344][bookmark: _Toc44689201][bookmark: _Toc44923955][bookmark: _Toc51860925][bookmark: _Toc57930696][bookmark: _Toc57931326][bookmark: _Toc98235881]7.5.5.3	TSC Management Information IE within PFCP Session Modification Response
The TSC Management Information grouped IE shall be encoded as shown in Table 7.5.5.3-1.
Table 7.5.5.3-1: TSC Management Information IE within PFCP Session Modification Response
	[bookmark: MCCQCTEMPBM_00000117]Octet 1 and 2
	
	
	TSC Management Information IE Type = 200 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020870___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020871___7]

	Port Management Information Container
	O
	When present, this IE shall contain a Port Management Information container. 
	-
	-
	-
	X
	-
	Port Management Information Container

	User Plane Node Management Information Container
	O
	When present, this IE shall contain an User Plane Node Management Information container.
	-
	-
	-
	X
	-
	User Plane Node Management Information Container

	NW-TT Port Number
	C
	When PMIC IE is present, this IE shall contain the related NW-TT Port Number.
	-
	-
	-
	X
	-
	NW-TT Port Number


[bookmark: _Toc44689202]
* * * Next Change * * * *
[bookmark: _Toc44923956][bookmark: _Toc51860926][bookmark: _Toc57930697][bookmark: _Toc57931327][bookmark: _Toc98235882]7.5.5.4	Packet Rate Status Report IE within PFCP Session Modification Response
The Packet Rate Status Report grouped IE shall be encoded as shown in Table 7.5.5.4-1.
Table 7.5.5.4-1: Packet Rate Status Report IE within PFCP Session Modification Response message
	[bookmark: MCCQCTEMPBM_00000118]Octet 1 and 2
	
	
	Packet Rate Status Report IE Type = 264 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020875___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020876___7]

	QER ID
	M
	This IE shall uniquely identify a QER in a PFCP session.
	-
	X
	-
	X
	-
	QER ID

	Packet Rate Status
	M
	This IE shall indicate the remaining validity time and the remaining number of UL/DL packets that still can be sent.
	-
	X
	-
	X
	-
	Packet Rate Status



* * * Next Change * * * *
[bookmark: _Toc98235883]7.5.5.5	Updated PDR IE within PFCP Session Modification Response
The Updated PDR grouped IE shall be encoded as shown in Table 7.5.5.5-1.
Table 7.5.5.5-1: Updated PDR IE in PFCP Session Modification Response
	[bookmark: MCCQCTEMPBM_00000119]Octet 1 and 2
	
	
	Updated PDR IE Type = 256 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020879___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020880___7]

	PDR ID
	M
	This IE shall uniquely identify the PDR among all the PDRs configured for that PFCP session.

	-
	-
	-
	X
	-
	PDR ID

	Local F-TEID for Redundant Transmission
	C
	This IE shall be present and shall contain the local F-TEID to be used for this PDR for the reception of redundant uplink packets on the N3/N9 interfaces.

	-
	-
	-
	X
	-
	F-TEID

	Local F-TEID
	C
	If the UP function allocates the F-TEID, this IE shall be present and shall contain the local F-TEID to be used for this PDR.

	-
	X
	-
	-
	-
	F-TEID

	UE IP Address
	C
	If the UP function allocates additional UE IP address/prefix (upon receiving a Update PDR in the corresponding PFCP Session Modification Request message from the CP function), this IE shall be present and shall contain the complete list of UE IP address / prefix assigned by the UP function for this PFCP session.

In the 5GC, several IEs with the same IE type may be present to represent multiple UE IP addresses, if the UPF indicated support of the IP6PL feature (see clause 5.21).
	-
	X
	-
	X
	-
	UE IP Address



* * * Next Change * * * *
[bookmark: _Hlk102485281][bookmark: _Toc19717318][bookmark: _Toc27490817][bookmark: _Toc27557110][bookmark: _Toc27724027][bookmark: _Toc36031100][bookmark: _Toc36043020][bookmark: _Toc36814345][bookmark: _Toc44689203][bookmark: _Toc44923957][bookmark: _Toc51860927][bookmark: _Toc57930698][bookmark: _Toc57931328][bookmark: _Toc98235884]7.5.6	PFCP Session Deletion Request
The PFCP Session Deletion Request shall be sent over the Sxa, Sxb, Sxc and N4 interface by the CP function to request the UP function to delete the PFCP session. The PFCP Header for Session Related Messages shall contain the F-SEID identifying the PFCP session (see clause 6.3.4.2).
Table 7.5.6-1: Information Elements in a PFCP Session Deletion Request
	[bookmark: MCCQCTEMPBM_00000120]Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020887___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020888___7]

	
	
	
	
	
	
	
	
	



* * * Next Change * * * *
[bookmark: _Hlk102485288][bookmark: _Toc19717319][bookmark: _Toc27490818][bookmark: _Toc27557111][bookmark: _Toc27724028][bookmark: _Toc36031101][bookmark: _Toc36043021][bookmark: _Toc36814346][bookmark: _Toc44689204][bookmark: _Toc44923958][bookmark: _Toc51860928][bookmark: _Toc57930699][bookmark: _Toc57931329][bookmark: _Toc98235885]7.5.7	PFCP Session Deletion Response
[bookmark: _Toc19717320][bookmark: _Toc27490819][bookmark: _Toc27557112][bookmark: _Toc27724029][bookmark: _Toc36031102][bookmark: _Toc36043022][bookmark: _Toc36814347][bookmark: _Toc44689205][bookmark: _Toc44923959][bookmark: _Toc51860929][bookmark: _Toc57930700][bookmark: _Toc57931330][bookmark: _Toc98235886]7.5.7.1	General
The PFCP Session Deletion Response shall be sent over the Sxa, Sxb, Sxc and N4 interface by the UP function to the CP function as a reply to the PFCP Session Deletion Request.
Table 7.5.7.1-1: Information Elements in a PFCP Session Deletion Response
	[bookmark: MCCQCTEMPBM_00000121]Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020892___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020893___7]

	Cause
	M
	This IE shall indicate the acceptance or the rejection of the corresponding request message.
	X
	X
	X
	X
	X
	Cause

	Offending IE
	C
	This IE shall be included if the rejection is due to a conditional or mandatory IE missing or faulty.
	X
	X
	X
	X
	X
	Offending IE

	Load Control Information
	O
	The UP function may include this IE if it supports the load control feature and the feature is activated in the network.
See Table 7.5.3.3-1.
	X
	X
	X
	X
	X
	Load Control Information

	Overload Control Information
	O
	During an overload condition, the UP function may include this IE if it supports the overload control feature and the feature is activated in the network.
See Table 7.5.3.4-1.
	X
	X
	X
	X
	X
	Overload Control Information

	Usage Report
	C
	This IE shall be present if a URR had been provisioned in the UP function for the PFCP session being deleted and traffic usage measurements for that URR are available at the UP function.
Several IEs within the same IE type may be present to represent a list of Usage Reports.
	X
	X
	X
	X
	FFS
	Usage Report

	Additional Usage Reports Information
	C
	This IE shall be included if the usage reports need to be sent in additional PFCP Session Report Request messages (see clause 5.2.2.3.1).
When present, this IE shall either indicate that additional usage reports will follow, or indicate the total number of usage reports that need to be sent in PFCP Session Report Request messages.
	X
	X
	X
	X
	FFS
	Additional Usage Reports Information

	Packet Rate Status Report 
	C
	This IE shall be present if the CP function has requested in a QER to report the packet rate status when the PFCP session is released and the UP function supports CIOT feature. (See clause 8.2.25) 
	-
	X
	-
	X
	-
	Packet Rate Status Report

	Session Report
	C
	This IE shall be present if a SRR for QoS monitoring had been provisioned in the UP function for the PFCP session being deleted and QoS monitoring measurements for that SRR are available at the UP function. See Table 7.5.8. 6-1.
Several IEs within the same IE type may be present to represent a list of Session Reports.
	-
	-
	-
	X
	-
	Session Report

	MBS Session N4 Information
	C
	This IE shall be included if any IE in this grouped IE needs to be included as specified in clause 5.34.1.

Several IE with the same IE type may be present to contain N4 Information for several MBS Sessions.

See Table 7.5.3.1-5 for encoding.
	-
	-
	-
	X
	-
	MBS Session N4 Information

	PFCPSDRsp-Flags
	C
	This IE shall be included if at least one of the flags is set to "1".

-	PURU (Pending Usage Reports Unacknowledged): the UP function shall set this flag if the UP function has pending PFCP Session Report Request messages which have not been acknowledged yet when it sends the PFCP Session Deletion Response message.

	X
	X
	X
	X
	FFS
	PFCPSDRsp-Flags



Table 7.5.7.1-2: Packet Rate Status Report IE within PFCP Session Deletion Response message
	[bookmark: MCCQCTEMPBM_00000122]Octet 1 and 2
	
	
	Packet Rate Status Report IE Type = 252 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020904___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020905___7]

	QER ID
	M
	This IE shall uniquely identify a QER in a PFCP session.
	-
	X
	-
	X
	-
	QER ID

	Packet Rate Status
	M
	This IE shall indicate the remaining validity time and the remaining number of UL/DL packets that still can be sent.
	-
	X
	-
	X
	-
	Packet Rate Status




* * * Next Change * * * *
[bookmark: _Hlk102485296][bookmark: _Toc19717326][bookmark: _Toc27490825][bookmark: _Toc27557118][bookmark: _Toc27724035][bookmark: _Toc36031108][bookmark: _Toc36043028][bookmark: _Toc36814353][bookmark: _Toc44689211][bookmark: _Toc44923965][bookmark: _Toc51860935][bookmark: _Toc57930706][bookmark: _Toc57931336][bookmark: _Toc98235892]7.5.8.4	Error Indication Report IE within PFCP Session Report Request
The Error Indication Report grouped IE shall be encoded as shown in Table 7.5.8.4-1.
Table 7.5.8.4-1: Error Indication Report IE within PFCP Session Report Request
	[bookmark: MCCQCTEMPBM_00000131]Octet 1 and 2
	
	
	Error Indication Report IE Type = 99 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020990___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020991___7]

	Remote F-TEID
	M
	This IE shall identify the remote F-TEID of the GTP-U bearer for which an Error Indication has been received at the UP function.

More than one IE with this type may be included to represent multiple remote F-TEID for which an Error Indication has been received.
	X
	X
	-
	X
	X
	F-TEID



* * * Next Change * * * *
[bookmark: _Toc27490826][bookmark: _Toc27557119][bookmark: _Toc27724036][bookmark: _Toc36031109][bookmark: _Toc36043029][bookmark: _Toc36814354][bookmark: _Toc44689212][bookmark: _Toc44923966][bookmark: _Toc51860936][bookmark: _Toc57930707][bookmark: _Toc57931337][bookmark: _Toc98235893][bookmark: _Toc27490827][bookmark: _Toc27557120][bookmark: _Toc27724037][bookmark: _Toc36031110][bookmark: _Toc36043030][bookmark: _Toc36814355]7.5.8.5	TSC Management Information IE within PFCP Session Report Request
The TSC Management Information grouped IE shall be encoded as shown in Table 7.5.8.5-1.
Table 7.5.8.5-1: TSC Management Information IE within PFCP Session Report Request
	[bookmark: MCCQCTEMPBM_00000132]Octet 1 and 2
	
	
	TSC Management Information IE Type = 201 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020993___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020994___7]

	Port Management Information Container
	O
	When present, this IE shall contain a Port Management Information container. 
	-
	-
	-
	X
	-
	Port Management Information Container

	User Plane Node Management Information Container
	O
	When present, this IE shall contain an User Plane Node Management Information container.
	-
	-
	-
	X
	-
	User Plane Node Management Information Container

	NW-TT Port Number
	C
	When PMIC IE is present, this IE shall contain the related NW-TT Port Number.
	-
	-
	-
	X
	-
	NW-TT Port Number


[bookmark: _Toc44689213]
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[bookmark: _Toc44923967][bookmark: _Toc51860937][bookmark: _Toc57930708][bookmark: _Toc57931338][bookmark: _Toc98235894]7.5.8.6	Session Report IE within PFCP Session Report Request
The Session Report grouped IE shall be encoded as shown in Table 7.5.8.6-1.
Table 7.5.8.6-1: Session Report IE within PFCP Session Report Request
	[bookmark: MCCQCTEMPBM_00000133]Octet 1 and 2
	
	
	Session Report IE Type = 214 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05020998___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05020999___7]

	SRR ID
	M
	This IE shall identify the SRR for which usage is reported.
	-
	-
	-
	X
	-
	SRR ID

	Access Availability Report
	C
	 This IE shall be present if change of access availability needs to be reported. When present, this IE shall indicate an access type and whether the access type has become available or unavailable.
	-
	-
	-
	X
	-
	Access Availability Report

	QoS Monitoring Report
	C
	This IE shall be present if the Report Type indicates a QoS Monitoring Report.
Several IEs within the same IE type may be present to represent a list of QoS Monitoring Reports, e.g. for different QoS flows.
	-
	-
	-
	X
	-
	QoS Monitoring Report



The Access Availability Report IE shall be encoded as shown in Table 7.5.8.2-2.
Table 7.5.8.6-2: Access Availability Report IE
	[bookmark: MCCQCTEMPBM_00000134]Octet 1 and 2
	
	
	Access Availability Report IE Type = 218 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05021003___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05021004___7]

	Access Availability Information
	M
	This IE shall indicate an access type and whether the access type has become available or not available.

Up to two IEs with the same IE type may be present to report access availability changes for 3GPP and non-3GPP accesses.
	-
	-
	-
	X
	-
	Access Availability Information



The QoS Monitoring Report IE shall be encoded as shown in Table 7.5.8.6-3.
Table 7.5.8.6-3: QoS Monitoring Report IE
	[bookmark: MCCQCTEMPBM_00000135]Octet 1 and 2
	
	
	QoS Monitoring Report IE Type = 247 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	

	QFI
	M
	This IE shall identify the QoS Flow Identifier for which QoS monitoring is reported.
	-
	-
	-
	X
	-
	QFI

	QoS Monitoring Measurement
	M
	This IE shall contain the measured packet delay(s).
	-
	-
	-
	X
	-
	QoS Monitoring Measurement

	Time Stamp
	M
	This IE shall provide the timestamp when the collection of the information in this report was generated.
	-
	-
	-
	X
	-
	Time Stamp

	Start Time
	O
	When present, this IE shall provide the timestamp when the collection of the information in this report was started.
	-
	-
	-
	X
	-
	Start Time



* * * Next Change * * * *
[bookmark: _Hlk102485304][bookmark: _Toc98235897]7.5.9.2	Update BAR IE within PFCP Session Report Response
The Update BAR grouped IE shall be encoded as shown in Table 7.5.9.2-1.
Table 7.5.9.2-1: Update BAR IE in PFCP Session Report Response
	[bookmark: MCCQCTEMPBM_00000137]Octet 1 and 2
	
	
	Update BAR IE Type = 12 (decimal)

	Octets 3 and 4
	
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _PERM_MCCTEMPBM_CRPT05021022___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _PERM_MCCTEMPBM_CRPT05021023___7]

	BAR ID
	M
	This IE shall identify the BAR Rule to be modified.
	X
	-
	-
	X
	-
	BAR ID

	Downlink Data Notification Delay
	C
	This IE shall be present if the UP function indicated support of the Downlink Data Notification Delay parameter (see clause 8.2.25) and the Downlink Data Notification Delay needs to be modified.
When present, it shall contain the delay the UP function shall apply between receiving a downlink data packet and notifying the CP function about it, when the Apply Action parameter requests to buffer the packets and notify the CP function.
	X
	-
	-
	X
	-
	Downlink Data Notification Delay

	DL Buffering Duration
	C
	This IE shall be present if the UP function indicated support of the DL Buffering Duration parameter (see clause 8.2.25) and extended buffering of downlink data packet is required in the UP function.
When present, this IE shall indicate the duration during which the UP function shall buffer the downlink data packets without sending any further notification to the CP function about the arrival of DL data packets.
	X
	-
	-
	X
	-
	DL Buffering Duration

	DL Buffering Suggested Packet Count
	O
	This IE may be present if extended buffering of downlink data packet is required in the UP function.
When present, this IE shall indicate the maximum number of downlink data packets suggested to be buffered in the UP function.
	X
	-
	-
	X
	-
	DL Buffering Suggested Packet Count

	Suggested Buffering Packets Count
	C
	This IE may be present if the UP Function indicated support of the feature UDBC.

When present, it shall contain the number of packets that are suggested to be buffered when the Apply Action parameter requests to buffer the packets. The packets that exceed the limit shall be discarded.
	-
	X
	X
	X
	-
	Suggested Buffering Packets Count

	NOTE 1:	If the Apply Action requests the UP function to buffer and notify the CP function and the DL Buffering Duration is set, the UP function shall not notify the CP function for the duration indicated by the DL Buffering Duration.




* * * End of Changes * * * *


