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* * * First Change * * * *
[bookmark: _Toc11338390][bookmark: _Toc27584997][bookmark: _Toc36456941][bookmark: _Toc45027820][bookmark: _Toc45028655][bookmark: _Toc67681410][bookmark: _Toc98487219]5.3.2.2.5	SMSF Registration for 3GPP Access
Figure 5.3.2.2.5-1 shows a scenario where the SMSF sends a request to the UDM to create or update the SMSF registration information for 3GPP access (see also 3GPP TS 23.502 [3], clause 4.13.3.1). The request contains the UE's identity (/{ueId}) which shall be a SUPI and the SMSF Registration Information for SMS service.
When a UE requests SMS service from both 3GPP access and Non-3GPP access, the SMSF shall perform seperate individual SMSF registration for each access type.


Figure 5.3.2.2.5-1: SMSF registering for 3GPP Access
1.	The SMSF sends a PUT request to the resource representing the UE's SMSF registration for 3GPP Access to update or create SMSF registration information. 
	If the SMSF supports SBI-based MT SM transmit, the "SBI support indication" of the SMSF shall be included in the SMSF registration information.
	If the SMSF belongs to an SMSF Set, the NF Set ID of the SMSF Set shall be included in the request message.
2a.	If successful, the UDM responds with "200 OK", or "201 Created" with the message body containing the representation of the SmsfRegistration.
2b.	If the operation cannot be authorized due to e.g UE does not have required subcription data, access barring or roaming restrictions, HTTP status code "403 Forbidden" should be returned including additional error information in the response body (in "ProblemDetails" element).
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the PUT response body.

* * * Next Change * * * *
[bookmark: _Toc11338391][bookmark: _Toc27584998][bookmark: _Toc36456942][bookmark: _Toc45027821][bookmark: _Toc45028656][bookmark: _Toc67681411][bookmark: _Toc98487220]5.3.2.2.6	SMSF Registration for Non 3GPP Access
Figure 5.3.2.2.6-1 shows a scenario where the SMSF sends a request to the UDM to create or update the SMSF registration information for non 3GPP access (see also 3GPP TS 23.502 [3], clause 4.13.3.1). The request contains the UE's identity (/{ueId}) which shall be a SUPI and the SMSF Registration Information for SMS service.
When a UE requests SMS service from both 3GPP access and Non-3GPP access, the SMSF shall perform seperate individual SMSF registration for each access type.


Figure 5.3.2.2.6-1: SMSF registering for Non 3GPP Access
1.	The SMSF sends a PUT request to the resource representing the UE's SMSF registration for Non 3GPP Access to update or create SMSF registration information. 
	If the SMSF supports SBI-based MT SM transmit, the "SBI support indication" of the SMSF shall be included in the SMSF registration information.
	If the SMSF belongs to an SMSF Set, the NF Set ID of the SMSF Set shall be included in the request message.
2a.	If successful, the UDM responds with "200 OK", or "201 Created" with the message body containing the representation of the SmsfRegistration.
2b.	If the operation cannot be authorized due to e.g UE does not have required subcription data, access barring or roaming restrictions, HTTP status code "403 Forbidden" should be returned including additional error information in the response body (in "ProblemDetails" element).
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the PUT response body.

* * * Next Change * * * *
[bookmark: _Toc11338602][bookmark: _Toc27585254][bookmark: _Toc36457220][bookmark: _Toc45028114][bookmark: _Toc45028949][bookmark: _Toc67681708][bookmark: _Toc98487570]6.1.6.2.24	Type: SmsfInfo
Table 6.1.6.2.24-1: Definition of type SmsfInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	smsfInstanceId
	NfInstanceId
	M
	1
	NF Instance Id of the SMSF

	plmnId
	PlmnId
	M
	1
	PLMN Id of the SMSF

	smsfSetId
	NfSetId
	C
	0..1
	NF Set Id of SMSF Set the registered SMSF instance belongs to; it shall be present if provided in SMSF registration procedure (see clauses 5.3.2.2.5 and 5.3.2.2.6)

	smsfSbiSupInd
	boolean
	C
	0..1
	See clause 6.2.6.2.6.
SBI Support Indication of the SMSF. it shall be present if provided in SMSF registration procedure (see clauses 5.3.2.2.5 and 5.3.2.2.6)
Contains the indication on whether or not the SMSF is expecting to support SBI-based MT SM transmit.
- true: the SMSF supports SBI for MT SM transmit.
- false, or absence of this attribute: the SMSF do not support SBI for MT SM transmit.




* * * Next Change * * * *

[bookmark: _Toc11338689][bookmark: _Toc27585369][bookmark: _Toc36457365][bookmark: _Toc45028277][bookmark: _Toc45029112][bookmark: _Toc67681874][bookmark: _Toc98487769]6.2.6.2.6	Type: SmsfRegistration
Table 6.2.6.2.6-1: Definition of type SmsfRegistration
	Attribute name
	Data type
	P
	Cardinality
	Description

	smsfInstanceId
	NfInstanceId
	M
	1
	NF Instance Id of the SMSF

	smsfSetId
	NfSetId
	C
	0..1
	This IE shall be present if the SMSF belongs to an SMSF SET.
If present, it indicates the NF Set ID of SMSF Set.

	supportedFeatures
	SupportedFeatures
	O
	0..1
	See clause 6.2.8 
These are the features supported by the SMSF.

	plmnId
	PlmnId
	M
	1
	Serving node PLMN identity

	smsfMAPAddress
	E164Number
	C
	0..1
	International E.164 number of the SMSF; shall be present if the SMSF supports MAP (see 3GPP TS 29.002 [21])

	smsfDiameterAddress
	NetworkNodeDiameterAddress
	C
	0..1
	shall be present if the SMSF supports Diameter (see 3GPP TS  29.338 [22])

	registrationTime
	DateTime
	C
	0..1
	Time of SmsfRegistration. 
Shall be present when used on Nudr.
Shall be present when used on Nudm and when SMSF initiates re-synchronization of profiles for UDR restoration. May be present when used on Nudm otherwise.

	contextInfo
	ContextInfo
	C
	0..1
	This IE if present may contain e.g. the headers received by the UDM along with the SmsfRegistration.
Shall be absent on Nudm and may be present on Nudr..

	smsfSbiSupInd
	boolean
	C
	0..1
	SBI Support Indication of the SMSF. it shall be present if the SMSF support SBI-based MT SM transmit (see clauses 5.3.2.2.5 and 5.3.2.2.6).
Contains the indication on whether or not the SMSF is expecting to support SBI-based MT SM transmit.
- true: the SMSF supports SBI for MT SM transmit.
- false, or absence of this attribute: the SMSF do not support SBI for MT SM transmit.

	dataRestorationCallbackUri
	Uri
	O
	0..1
	If present, it contains the URI where notifications about UDR-initiated data restoration shall be sent by UDM.

	resetIds
	array(string)
	O
	1..N
	May be present in registration response messages.
The SMSF may decide to re-register at the UDM when receiving a data restoration notification containing a matching resetId.




* * * Next Change * * * *
A.2	Nudm_SDM API

    SmsfRegistration:
      type: object
      required:
        - smsfInstanceId
        - plmnId
      properties:
        smsfInstanceId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        smsfSetId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfSetId'
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        plmnId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
        smsfMAPAddress:
          $ref: '#/components/schemas/E164Number'
        smsfDiameterAddress:
          $ref: '#/components/schemas/NetworkNodeDiameterAddress'
        registrationTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        contextInfo:
          $ref: 'TS29503_Nudm_SDM.yaml#/components/schemas/ContextInfo'
        dataRestorationCallbackUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        resetIds:
          type: array
          items:
            type: string
          minItems: 1
        smsfSbiSupInd:
          $ref: 'TS29503_Nudm_SDM.yaml#/components/schemas/SmsfInfo'

* * * Next Change * * * *
A.2	Nudm_SDM API

    SmsfInfo:
      type: object
      required:
        - smsfInstanceId
        - plmnId
      properties:
        smsfInstanceId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        plmnId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'
        smsfSetId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfSetId'
        smsfSbiSupInd:
          type: boolean

* * * End of Changes * * * *
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