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* * * * First Change * * * *
[bookmark: _Toc20142280][bookmark: _Toc34217224][bookmark: _Toc34217376][bookmark: _Toc39051739][bookmark: _Toc43210311][bookmark: _Toc49853216][bookmark: _Toc56530005][bookmark: _Toc98501021]5.2.2.2.2	Get service operation of Nnssf_NSSelection service
In this procedure, the NF Service Consumer (e.g. AMF) retrieves the slice selection information including the Allowed NSSAI, Configured NSSAI, target AMF Set or the list of candidate AMF(s) and other optional information.
This service operation shall also be used to retrieve the slice mapping information including the mapping of S-NSSAI(s) of the VPLMN to corresponding HPLMN S-NSSAI(s), e.g. during inter-PLMN mobility procedure and/or mobility procedure within VPLMN from EPS to 5GS.



Figure 5.2.2.2.2-1: Retrieve the network slice information during the mobility procedure
1	The AMF shall send a GET request to the NSSF.
[bookmark: _PERM_MCCTEMPBM_CRPT30470001___3]If the AMF wants to retrieve the slice selection information, one or more of the following parameters shall be included as query parameters: Requested NSSAI and Subscribed S-NSSAI(s) with the indication if marked as default S-NSSAI and the associated subscribed NSSRG information and optionally UE support of subscription-based restrictions to simultaneous registration of network slice feature Indication, UDM indication to provide all subscribed S-NSSAIs for UEs not indicating support of subscription-based restrictions to simultaneous registration of network slices feature included in the slice-info-request-for-registration, PLMN ID of the SUPI, TAI, NF type of the NF service consumer, Requester ID.
If the AMF wants to retrieve the slice mapping information, the following parameters shall be included as query parameters: sNssaiForMapping IE and requestMapping IE included in the slice-info-request-for-registration, PLMN ID of the SUPI, TAI, NF type of the NF service consumer and Requester ID.
2a	On success, "200 OK" shall be returned when the NSSF is able to find authorized network slice information for the requested network slice selection information, the response body shall include a payload body containing at least the Allowed NSSAI, target AMF Set or the list of candidate AMF(s); the payload body may additionally contain a target AMF Service Set and Target NSSAI. The NSSF may query the NRF to discover target AMF Set if this information is not known by other means.
[bookmark: _GoBack]	NOTE:	It is recommended that the NSSFs of a PLMN that implement the NGAP REROUTE NAS REQUEST procedure should return the target AMF set ID in response.
If subscribed NSSRG list is provided, the NSSF shall provide the compatible S-NSSAIs in the Allowed NSSAI as defined in clause 5.15.12 of 3GPP TS 23.501 [2] and compatible S-NSSAIs in the Target NSSAI (if provided). 
"200 OK" shall also be returned when the NSSF is able to find the requested slicing mapping information, the response body shall include a payload body containing the mapping of S-NSSAI(s) of the VPLMN to corresponding HPLMN S-NSSAI(s) included in the allowedNssaiList IE. 
If the request indicated that UE does not support subscription-based restrictions to simultaneous registration of network slice feature, and UDM has requested to provide all subscribed S-NSSAIs for such UEs, Configured NSSAI, if included, shall be provided ignoring the NSSRG restrictions.
2b	If no slice instances can be found for the requested slice selection information or the requested slice mapping information, then the NSSF shall return a 403 Forbidden response with the "ProblemDetails" IE containing the Application Error "SNSSAI_NOT_SUPPORTED" (cf. Table 6.1.7.3-1).
[bookmark: _PERM_MCCTEMPBM_CRPT30470003___3]On failure or redirection, the NSSF shall return one of the HTTP status codes together with the response body listed in Table 6.1.3.2.3.1-3.

* * * * End of Changes * * * *
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