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* * * First Change * * * *

[bookmark: _Toc25073937][bookmark: _Toc34063120][bookmark: _Toc43120097][bookmark: _Toc49768152][bookmark: _Toc56434325][bookmark: _Toc98484954]6.1.6.2.9	Type: PduSessionCreateData
Table 6.1.6.2.9-1: Definition of type PduSessionCreateData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	C
	0..1
	This IE shall be present, except if the UE is emergency registered and UICCless.
When present, it shall contain the subscriber permanent identify. 
	

	unauthenticatedSupi
	boolean
	C
	0..1
	This IE shall be present if the SUPI is present in the message but is not authenticated and is for an emergency registered UE.
When present, it shall be set as follows:
- true: unauthenticated SUPI;
- false (default): authenticated SUPI.
	

	pei
	Pei
	C
	0..1
	This IE shall be present if the UE is emergency registered and it is either UIClless or the SUPI is not authenticated.
For all other cases, this IE shall be present if it is available.
When present, it shall contain the permanent equipment identifier.
	

	pduSessionId
	PduSessionId
	C
	0..1
	This IE shall contain the PDU Session ID, except during an EPS to 5GS Idle mode mobility or handover using the N26 interface.
	

	dnn
	Dnn
	M
	1
	This IE shall contain the requested DNN. The DNN shall be the full DNN (i.e. with both the Network Identifier and Operator Identifier) for a HR PDU session, and it should be the full DNN in LBO and non-roaming scenarios. If the Operator Identifier is absent, the serving core network operator shall be assumed.
	

	selectedDnn
	Dnn
	C
	0..1
	This IE shall be present, if another DNN other than the UE requested DNN is selected for this PDU session.
When present, it shall contain the selected DNN. The DNN shall be the full DNN (i.e. with both the Network Identifier and Operator Identifier) for a HR PDU session, and it should be the full DNN in LBO and non-roaming scenarios. If the Operator Identifier is absent, the serving core network operator shall be assumed.
	

	sNssai
	Snssai
	C
	0..1
	This IE shall be present, except during an EPS to 5GS idle mode mobility or handover using the N26 interface.
When present, it shall contain:
-	the HPLMN S-NSSAI for a HR PDU session, which is mapped from the requested S-NSSAI by the VPLMN; or
-	the requested S-NSSAI in the serving PLMN for a PDU session with an I-SMF.
	

	hplmnSnssai
	Snssai
	C
	0..1
	This IE shall be present for an LBO PDU session with an I-SMF, except during an EPS to 5GS idle mode mobility or handover using the N26 interface.
When present, it shall contain the HPLMN S-NSSAI of the LBO PDU session, which is mapped from the requested S-NSSAI by the VPLMN.
	DTSSA

	vsmfId
	NfInstanceId
	C
	0..1
	This IE shall be present for a HR PDU session. When present, it shall contain the identifier of the V-SMF.
	

	ismfId
	NfInstanceId
	C
	0..1
	This IE shall be present for a PDU session with an I-SMF. When present, it shall contain the identifier of the I-SMF.
	DTSSA

	servingNetwork
	PlmnIdNid
	M
	1
	This IE shall contain the serving core network operator PLMN ID and, for an SNPN, the NID that together with the PLMN ID identifies the SNPN. 
	

	requestType
	RequestType
	C
	0..1
	This IE shall be present if the Request type IE is received from the UE for a single access PDU session and if the request refers to an existing PDU session or an existing emergency PDU session. The requestType IE shall not be included for a MA-PDU session establishment request. It may be present otherwise.

When present, it shall indicate whether the request refers to a new PDU session or emergency PDU session, or to an existing PDU session or emergency PDU session.
For request sent from AMF, this IE shall be set based on the requestType received.
	

	epsBearerId
	array(EpsBearerId)
	C
	1..N
	This IE shall be present during an EPS to 5GS Idle mode mobility or handover preparation using the N26 interface.
When present, it shall contain the list of EPS bearer Id(s) received from the MME.
	

	pgwS8cFteid
	Bytes
	C
	0..1
	This IE shall be present during an EPS to 5GS Idle mode mobility or handover preparation using the N26 interface.
When present, it shall contain Base64-encoded characters, encoding the PGW S8 F-TEID for Control Plane as specified in Figure 8.22-1 of 3GPP TS 29.274 [16] (starting from octet 1), received from the MME.
	

	vsmfPduSessionUri
	Uri
	C
	0..1
	This IE shall be present for a HR PDU session. When present, it shall include the callback URI representing the PDU session in the V-SMF.
	

	ismfPduSessionUri
	Uri
	C
	0..1
	This IE shall be present for a PDU session with an I-SMF. When present, it shall include the callback URI representing the PDU session in the I-SMF.
	DTSSA

	vcnTunnelInfo
	TunnelInfo
	C
	0..1
	This IE shall be present for a HR PDU session, except for EPS to 5GS handover using N26 interface and when Control Plane CIoT 5GS Optimisation is enabled and data delivery via NEF is selected for this PDU session.
When present, this IE shall contain the N9 tunnel information of the visited CN side, i.e. V-UPF.
	

	icnTunnelInfo
	TunnelInfo
	C
	0..1
	This IE shall be present for a PDU session involving an I-SMF, except when Control Plane CIoT 5GS Optimisation is enabled and data delivery via NEF is selected for this PDU session.

When present, this IE shall contain the N9 tunnel information of	the I-UPF controlled by the I-SMF.
	DTSSA

	n9ForwardingTunnelInfo
	TunnelInfo
	C
	0..1
	This IE shall be present during Service Request procedures with I-SMF insertion, if buffered DL data is available at the I-UPF that is controlled by the SMF (see clause 4.23.4 in 3GPP TS 23.502 [3]).
When present, this IE shall contain the N9 tunnel information of	the I-UPF controlled by the I-SMF.
	DTSSA

	additionalCnTunnelInfo
	TunnelInfo
	C
	0..1
	This IE shall be present if a MA PDU session is requested or if the PDU session is allowed to be upgraded to a MA PDU session, and the UE is registered over both 3GPP access and Non-3GPP access.
When present, it shall contain additional N9 tunnel information of the UPF controlled by the V-SMF or I-SMF. 
	MAPDU

	anType
	AccessType
	M
	1
	This IE shall indicate the Access Network Type to which the PDU session is to be associated.
	

	additionalAnType
	AccessType
	C
	0..1
	This IE shall indicate the additional Access Network Type to which the PDU session is to be associated.
This IE shall be present if a MA-PDU session is requested and the UE is registered over both 3GPP access and Non-3GPP access. 
	MAPDU

	ratType
	RatType
	C
	0..1
	This IE shall be present and indicate the RAT Type used by the UE, if available.
	

	ueLocation
	UserLocation
	C
	0..1
	This IE shall contain the UE location information (see clause 5.2.3.4), if it is available. (NOTE 1)
	

	ueTimeZone
	TimeZone
	C
	0..1
	This IE shall contain the UE Time Zone, if it is available.
	

	addUeLocation
	UserLocation
	O
	0..1
	Additional UE location.
This IE may be present, if anType indicates a non-3GPP access and a valid 3GPP access user location information is available.
When present, it shall contain:
-	the last known 3GPP access user location (see clause 5.2.3.4); and
-	the timestamp, if available, indicating the UTC time when the addUeLocation information was acquired.
(NOTE 1)
	

	gpsi
	Gpsi
	C
	0..1
	This IE shall be present if it is available. When present, it shall contain the user's GPSI. 
	

	n1SmInfoFromUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF or I-SMF has received known N1 SM information from the UE that does not need to be interpreted by the V-SMF or I-SMF. When present, this IE shall reference the n1SmInfoFromUe binary data (see clause 6.1.6.4.4). 
	

	unknownN1SmInfo
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF or I-SMF has received unknown N1 SM information from the UE. When present, this IE shall reference the unknownN1SmInfo binary data (see clause 6.1.6.4.4). 
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.1.8 is supported. 
	

	hPcfId
	NfInstanceId
	O
	0..1
	This IE may be used by V-SMF to indicate the home PCF selected by the AMF for the UE to the H-SMF, for a HR PDU session.
When present, this IE shall contain the identifier of the H-PCF selected by the AMF for the UE (for UE Policy Control). 
	

	pcfId
	NfInstanceId
	O
	0..1
	This IE may be used by I-SMF to indicate the (V-)PCF selected by the AMF for the UE to the SMF, for a PDU session with an I-SMF.
When present, this IE shall contain the identifier of the PCF (for Access and Mobility Policy Control and/or UE Policy Control) in non-roaming scenarios, or the V-PCF (for Access and Mobility Policy Control) in LBO roaming scenarios. 
	DTSSA

	pcfGroupId
	NfGroupId
	O
	0..1
	This IE may be present in non-roaming and HR roaming scenarios.
When present, this IE shall contain the identity of the (home) PCF group serving the UE for Access and Mobility Policy and/or UE Policy.  
	

	pcfSetId
	NfSetId
	O
	0..1
	When present, it shall contain the NF Set ID of the H-PCF indicated by the hPcfId IE or the (V-)PCF indicated by the pcfId IE. 
	

	hoPreparationIndication
	boolean
	C
	0..1
	This IE shall be present during an EPS to 5GS handover preparation using the N26 interface or during N2 handover preparation with I-SMF insertion.

When present, it shall be set as follows:
- true: an EPS to 5GS handover preparation or N2 handover preparation with I-SMF is in progress; the PGW-C/SMF shall not switch the DL user plane of the PDU session yet.
- false: there is no on-going EPS to 5GS handover preparation or N2 handover preparation with I-SMF in progress. If a handover preparation was in progress, the handover has been completed. The PGW-C/SMF shall switch the DL user plane of the PDU session using the N9 tunnel information that has been received in the vcnTunnelInfo or icnTunnelInfo.
It shall be set to "true" during an EPS to 5GS handover preparation using the N26 interface or during N2 handover preparation with I-SMF insertion.
	

	selMode
	DnnSelectionMode
	C
	0..1
	This IE shall be present if it is available. When present, it shall be set to:
-	"VERIFIED", if the requested DNN provided by UE or the selected DNN provided by the network corresponds to an explicitly subscribed DNN; or
-	"UE_DNN_NOT_VERIFIED", if the requested DNN provided by UE corresponds to the usage of a wildcard subscription; or
-	"NW_DNN_NOT_VERIFIED", if the selected DNN provided by the network corresponds to the usage of a wildcard subscription.

If both the requested DNN (i.e. dnn IE) and selected DNN (i.e. selected Dnn IE) are present, the selMode shall be related to the selected DNN.

	

	alwaysOnRequested
	boolean
	C
	0..1
	This IE shall be present and set to true if the UE requests to setup an always-on PDU session and this is allowed by local policy in the V-SMF or I-SMF.

When present, it shall be set as follows:
- true: request for an always-on PDU session
- false (default): not a request for an always-on PDU session

	

	udmGroupId
	NfGroupId
	O
	0..1
	When present, it shall indicate the identity of the UDM group serving the UE.
	

	routingIndicator
	string
	O
	0..1
	When present, it shall indicate the Routing Indicator of the UE.
	

	hNwPubKeyId
	integer
	O
	0..1
	When present, it shall indicate the Home Network Public Key Identifier of the UE. (NOTE 2)
	

	epsInterworkingInd
	EpsInterworkingIndication
	O
	0..1
	This IE may be present if the indication has been received from AMF and is allowed to be forwarded to H-SMF by operator configuration.
When present, this IE shall indicate whether the PDU session may possibly be moved to EPS and whether N26 interface to be used during EPS interworking procedures.
	

	vSmfServiceInstanceId
	string
	O
	0..1
	When present, this IE shall contain the serviceInstanceId of the V-SMF service instance serving the PDU session.
This IE may be used by the H-SMF to identify PDU sessions affected by a failure or restart of the V-SMF service (see clauses 6.2 and 6.3 of 3GPP TS 23.527 [24]).
	

	iSmfServiceInstanceId
	string
	O
	0..1
	When present, this IE shall contain the serviceInstanceId of I-SMF service instance serving the PDU session.
This IE may be used by the SMF to identify PDU sessions affected by a failure or restart of the I-SMF service (see clauses 6.2 and 6.3 of 3GPP TS 23.527 [24]).
	DTSSA

	recoveryTime
	DateTime
	O
	0..1
	Timestamp when the V-SMF or I-SMF service instance serving the PDU session was (re)started (see clause 6.3 of 3GPP TS 23.527 [24]).
	

	roamingChargingProfile
	RoamingChargingProfile
	O
	0..1
	Roaming Charging Profile applicable in the VPLMN (see clauses 5.1.9.1, 5.2.1.7 and 5.2.2.12.2 of 3GPP TS 32.255 [25]). 
	

	chargingId
	string
	O
	0..1
	Charging ID (see clauses 5.1.9.1 of 3GPP TS 32.255 [25]). 
	

	oldPduSessionId
	PduSessionId
	C
	0..1
	This IE shall be present if this information is received from the UE and the same SMF is selected for SSC mode 3.
When present, it shall contain the old PDU Session ID received from the UE. See clauses 4.3.2.2.1 and 4.3.5.2 of 3GPP TS 23.502 [3]. 
	

	epsBearerCtxStatus
	EpsBearerContextStatus
	C
	0..1
	This IE shall be present during an EPS to 5GS idle mode mobility using the N26 interface, if received in the Create SM Context request.
When present, it shall be set to the value received in the Create SM Context request. 
	

	amfNfId
	NfInstanceId
	C
	0..1
	This IE shall be present if it is received in the Create SM Context request, unless the PDU session is related to regulatory prioritized service.
When present, it shall contain the identifier of the serving AMF.
	

	guami
	Guami
	C
	0..1
	This IE shall be present if the amfNfId is present.
When present, it shall contain the serving AMF's GUAMI.
	

	maxIntegrityProtectedDataRateUl
	MaxIntegrityProtectedDataRate
	C
	0..1
	This IE shall be present if it is available.
When present, it shall indicate the maximum integrity protected data rate supported by the UE for uplink. 
	

	maxIntegrityProtectedDataRateDl
	MaxIntegrityProtectedDataRate
	C
	0..1
	This IE shall be present if it is available.
When present, it shall indicate the maximum integrity protected data rate supported by the UE for downlink.
	

	cpCiotEnabled
	boolean
	C
	0..1
	This IE shall be present with the value "True" if the "5gCiotCpEnabled" attribute is received with "True" value in SM Context Create request, indicating the Control Plane CIoT 5GS Optimisation is enabled for the PDU session (see 3GPP TS 23.502 [3], clause 4.3.2.2.2).
When present, it shall be set as follows:
- True: Control Plane CIoT 5GS Optimisation is enabled.
- False (default): Control Plane CIoT 5GS Optimisation is not enabled.

	CIOT

	cpOnlyInd
	boolean
	C
	0..1
	This IE shall be present with the value "True", if the PDU session shall only use Control Plane CIoT 5GS Optimisation (see clause 5.31.4.1 of 3GPP TS 23.501 [2]).

When present, it shall be set as follows:
-	True: the PDU session shall only use Control Plane CIoT 5GS Optimisation
-	False (default): the PDU session is not constrained to only use Control Plane CIoT 5GS Optimisation.

	CIOT

	invokeNef
	boolean
	C
	0..1
	This IE shall be present with value "True", if Control Plane CIoT 5GS Optimisation is enabled and data delivery via NEF is selected for the PDU session.
When present, it shall be set as follows:
-	True: Data delivery via NEF is selected.
-	False (default): Data delivery via NEF is not selected.

	CIOT

	maRequestInd
	boolean
	C
	0..1
	This IE shall be present if a MA-PDU session is requested to be established by the UE.
When present, it shall be set as follows:
- True: a MA-PDU session is requested
- False (default): a MA-PDU session is not requested
	MAPDU

	maNwUpgradeInd
	boolean
	C
	0..1
	This IE shall only be present if the PDU session is allowed to be upgraded to MA PDU session (see clause 4.22.3 of 3GPP TS 23.502 [3]).

When present, it shall be set as follows:
- True: the PDU session is allowed to be upgraded to MA PDU session
- False (default): the PDU session is not allowed to be upgraded to MA PDU session

When maRequestInd is present and set to "true", this IE shall not be present.
	MAPDU

	dnaiList
	array(Dnai)
	C
	1..N
	This IE shall be present over N16a if an I-SMF is inserted into a PDU session during the following procedures: PDU session establishment, Registration, Service Request, Xn based handover, Inter NG-RAN node N2 based handover (see clause 4.23 of 3GPP TS 23.502 [3]).
When present, it shall include the list of DNAIs supported by the I-SMF.  
	DTSSA

	presenceInLadn
	PresenceState
	C
	0..1
	This IE shall be present during Xn based handover with I-SMF insertion, if the DNN corresponds to a LADN.
When present, it shall be set to "IN" or "OUT" to indicate that the UE is in or out of the LADN service area.
	DTSSA

	secondaryRatUsageInfo
	array(SecondaryRatUsageInfo)
	O
	1..N
	This IE may be present to report usage data for a secondary RAT for QoS flows and/or the whole PDU session.
	DTSSA

	smallDataRateStatus
	SmallDataRateStatus
	C
	0..1
	This IE shall be present if the small data rate control status is received from AMF, see clause 5.31.14.3 of 3GPP TS 23.501 [2] and clause 4.3.2.2.2 of 3GPP TS 23.502 [3].
	CIOT

	apnRateStatus
	ApnRateStatus
	C
	0..1
	This IE shall be present, if the APN rate control status (APN rates are shared by all PDN connections of the UE to this APN) is received from the AMF, see clause 4.7.7.3 in 3GPP TS 23.401 [33] and clause 4.11.5.3 in 3GPP TS 23.502 [3].
	CIOT

	dlServingPlmnRateCtl
	integer
	C
	0..1
	This IE shall be present if Serving PLMN Rate Control for downlink data packets is enabled in the PLMN and Control Plane CIoT 5GS Optimisation is enabled for the PDU session.

When present, this IE shall contain the maximum allowed number of Downlink NAS Data PDUs per deci hour of the serving PLMN, as specified in clause 5.31.14.2 of 3GPP TS 23.501 [2].

Minimum: 10
	CIOT

	upSecurityInfo
	UpSecurityInfo
	C
	0..1
	This IE shall be present if received from NG-RAN during Xn handover procedure with I-SMF Insertion (see clause 5.2.2.7.5).
When present, this IE shall contain the User Plane Security Information associated to the PDU session. See clause 9.3.1.60 of 3GPP TS 38.413 [9].
	DTSSA

	vplmnQos
	VplmnQos
	C
	0..1
	This IE shall be present for a HR PDU session, if the V-SMF supports the VQOS feature and if VPLMN QoS constraints are required for the PDU session.

When present, this IE shall contain the QoS constraints from the VPLMN.
	VQOS

	oldSmContextRef
	Uri
	C
	0..1
	This IE shall be present, if it is received in the Create SM Context request.

When present, this IE shall contain the identifier of the SM Context resource in the old SMF.
	EnEDGE

	redundantPduSessionInfo
	RedundantPduSessionInformation
	C
	0..1
	This IE shall be present for a PDU session with an I-SMF, if an RSN and/or PDU Session Pair ID was received from the UE. 
	DCE2ER

	oldPduSessionRef
	Uri
	C
	0..1
	This IE shall be present, if it is received in the Create SM Context request.

When present, this IE shall contain the URI of the PDU session resource in the old SMF. The URI shall be an absolute URI, including apiRoot (see clause 6.1.3.6.2).
	EnEDGE

	smPolicyNotifyInd
	boolean
	C
	0..1
	This IE shall be included by I-SMF to SMF, if received from AMF.

When present, this IE shall indicate whether the SM Policy Association Establishment and Termination events shall be reported for the PDU session by the PCF for the SM Policy to the PCF for the UE:

- true: SM Policy Association Establishment and Termination events shall be reported

- false (default): SM Policy Association Establishment and Termination events is not required

(NOTE 3)
	SPAE

	pcfUeCallbackInfo
	PcfUeCallbackInfo
	C
	0..1
	This IE shall be present when the smPolicyNotifyInd IE is present with value true.

When present, this IE shall contain the callback information of the PCF for the UE to receive SM Policy Association Establishment and Termination events notification from the PCF for the SM Policy. (NOTE 3)
	SPAE

	satelliteBackhaulCat
	SatelliteBackhaulCategory
	O
	0..1
	This IE may be present if the V-SMF/I-SMF supports the 5GSAT feature and the satelliteBackhaulCat IE has been received from the AMF.
When present, this IE shall indicate the value received from the AMF.
	5GSAT

	upipSupported
	boolean
	C
	0..1
	This IE shall be present during the PDU session establishment procedure if the UE supports User Plane Integrity Protection with EPS and if the AMF supports the related functionality. It may be present otherwise. When present, this IE shall be set as follows:

- true: User Plane Integrity Protection with EPS is supported;
- false (default): User Plane Integrity Protection with EPS is not supported.
	UPIPE

	NOTE 1:	In shared networks, the PLMN ID that is communicated in this IE shall be that of the selected Core Network Operator.
NOTE 2:	If present, this attribute shall be used together with routingIndicator. This attribute is only used by the HPLMN in roaming scenarios.
NOTE 3:	If the smPolicyNotifyInd IE is received with the value "true", the SMF shall forward the callback information of the PCF for the UE to the PCF for SM Policy during SM Policy Association Establishment. See clause 4.3.2.2.1 of 3GPP TS 23.502 [3].



* * * Next Change * * * *

[bookmark: _Toc25074011][bookmark: _Toc34063203][bookmark: _Toc43120188][bookmark: _Toc49768245][bookmark: _Toc56434421][bookmark: _Toc98485058]A.2	Nsmf_PDUSession API
openapi: 3.0.0

info:
  version: '1.2.0-alpha.5'
  title: 'Nsmf_PDUSession'
  description: |
    SMF PDU Session Service.  
    © 2022, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.
[…]
    PduSessionCreateData:
      description: Data within Create Request
      type: object
      properties:
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        unauthenticatedSupi:
          type: boolean
          default: false
        pei:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Pei'
        pduSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'
        dnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        selectedDnn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'
        sNssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        hplmnSnssai:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
        vsmfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        ismfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        servingNetwork:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnIdNid'
        requestType:
          $ref: '#/components/schemas/RequestType'
        epsBearerId:
          type: array
          items:
            $ref: '#/components/schemas/EpsBearerId'
          minItems: 1
        pgwS8cFteid:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Bytes'
        vsmfPduSessionUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        ismfPduSessionUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        vcnTunnelInfo:
          $ref: '#/components/schemas/TunnelInfo'
        icnTunnelInfo:
          $ref: '#/components/schemas/TunnelInfo'
        n9ForwardingTunnelInfo:
          $ref: '#/components/schemas/TunnelInfo'
        additionalCnTunnelInfo:
          $ref: '#/components/schemas/TunnelInfo'
        anType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        additionalAnType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        ratType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RatType'
        ueLocation:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'
        ueTimeZone:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/TimeZone'
        addUeLocation:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'
        gpsi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
        n1SmInfoFromUe:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        unknownN1SmInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        hPcfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        pcfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        pcfGroupId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfGroupId'
        pcfSetId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfSetId'
        hoPreparationIndication:
          type: boolean
        selMode:
          $ref: '#/components/schemas/DnnSelectionMode'
        alwaysOnRequested:
          type: boolean
          default: false
        udmGroupId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfGroupId'
        routingIndicator:
          type: string
        hNwPubKeyId:
          type: integer
        epsInterworkingInd:
          $ref: '#/components/schemas/EpsInterworkingIndication'
        vSmfServiceInstanceId:
          type: string
        iSmfServiceInstanceId:
          type: string
        recoveryTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        roamingChargingProfile:
          $ref: 'TS32291_Nchf_ConvergedCharging.yaml#/components/schemas/RoamingChargingProfile'
        chargingId:
          type: string
        oldPduSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'
        epsBearerCtxStatus:
          $ref: '#/components/schemas/EpsBearerContextStatus'
        amfNfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        guami:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Guami'
        maxIntegrityProtectedDataRateUl:
          $ref: '#/components/schemas/MaxIntegrityProtectedDataRate'
        maxIntegrityProtectedDataRateDl:
          $ref: '#/components/schemas/MaxIntegrityProtectedDataRate'
        cpCiotEnabled:
          type: boolean
          default: false
        cpOnlyInd:
          type: boolean
          default: false
        invokeNef:
          type: boolean
          default: false
        maRequestInd:
          type: boolean
          default: false
        maNwUpgradeInd:
          type: boolean
          default: false
        dnaiList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnai'
          minItems: 1
        presenceInLadn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PresenceState'
        secondaryRatUsageInfo:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/SecondaryRatUsageInfo'
          minItems: 1
        smallDataRateStatus:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SmallDataRateStatus'
        apnRateStatus:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ApnRateStatus'
        dlServingPlmnRateCtl:
          type: integer
          minimum: 10
        upSecurityInfo:
          $ref: '#/components/schemas/UpSecurityInfo'
        vplmnQos:
          $ref: '#/components/schemas/VplmnQos'
        oldSmContextRef:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        redundantPduSessionInfo:
          $ref: '#/components/schemas/RedundantPduSessionInformation'
        oldPduSessionRef:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        smPolicyNotifyInd:
          type: boolean
          default: false
        pcfUeCallbackInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PcfUeCallbackInfo'
        satelliteBackhaulCat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SatelliteBackhaulCategory'
        upipSupported:
          type: boolean
          default: false
      required:
        - dnn
        - servingNetwork
        - anType
      oneOf:
        - required: [ vsmfId, vsmfPduSessionUri ]
        - required: [ ismfId, ismfPduSessionUri ]

[…]
* * * End of Changes * * * *

