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[bookmark: _Toc11338338][bookmark: _Toc27584941][bookmark: _Toc36456883][bookmark: _Toc45027761][bookmark: _Toc45028596][bookmark: _Toc67681350][bookmark: _Toc90561738]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GC	5G Core Network
ACS	Auto-Configuration Server
AKMA	Authentication and Key Management for Applications
AMF	Access and Mobility Management Function
AUSF	Authentication Server Function
DCCF	Data Collection Coordination Function
DNN	Data Network Name
EES	Edge Enabler Server
FQDN	Fully Qualified Domain Name
FN-RG	Fixed Network RG
GMLC	Gateway Mobile Location Centre
GPSI	Generic Public Subscription Identifier
GUAMI	Globally Unique AMF Identifier
HGMLC	Home GMLC
JSON	Javascript Object Notation
LCS	LoCation Services
LPI	LCS Privacy Indicator
MICO	Mobile Initiated Connection Only
N5GC	Non-5G-Capable
NAI	Network Access Identifier
NAS	Non-Access Stratum
NEF	Network Exposure Function
NIDD	Non-IP Data Delivery
NRF	Network Repository Function
NSSAI	Network Slice Selection Assistance Information
NWDAF	Network Data Analytics Function
PEI	Permanent Equipment Identifier
QFI	QoS Flow Identifier
5G-RG	5G Residential Gateway
RG	Residential Gateway
SBI	Service Based Interface
SMF	Session Management Function
SMSF	Short Message Service Function
SUCI	Subscription Concealed Identifier
SUPI	Subscription Permanent Identifier
UDM	Unified Data Management
UDR	Unified Data Repository
W-AGF	Wireline Access Gateway Function

* * * Next Change * * * *

[bookmark: _Toc11338346][bookmark: _Toc27584949][bookmark: _Toc36456891][bookmark: _Toc45027769][bookmark: _Toc45028604][bookmark: _Toc67681358][bookmark: _Toc90561746]5.2.2.1	Introduction
For the Nudm_SubscriberDataManagement service the following service operations are defined:
-	Get
-	Subscribe
-	ModifySubscription
-	Unsubscribe
-	Notification
-	Info
The Nudm_SubscriberDataManagement Service is used by Consumer NFs (AMF, SMF, SMSF, GMLC, NEF, 5G DDNMF, NWDAF, DCCF, trusted AF) to retrieve the UE's individual subscription data relevant to the consumer NF from the UDM by means of the Get service operation. If the consumer NF supports the feature "sharedData" (see clause 6.1.8), the retrieved individual subscription data for the UE may contain shared data identifier identifying additional parts of subscription data shared by several UEs. If so, the Nudm_SubscriberDataManagement Service is also used by Consumer NFs to retrieve shared subscription data from the UDM by means of the Get service operation.
It is also used by Consumer NFs to subscribe to notifications of data change by means of the Subscribe service operation. If the consumer NF supports the feature "sharedData" (see clause 6.1.8), the consumer NF may also subscribe to notifications of shared data change by means of the Subscribe service operation.
It is also used to modify an existing subscription by means of the ModifySubscription service operation. If the consumer NF supports the feature "sharedData" (see clause 6.1.8), the consumer NF may also modify an existing subscription to notifications of shared data change by means of the ModifySubscription service operation.
It is also used to unsubscribe from notifications of data changes by means of the Unsubscribe service operation. If the feature "sharedData" (see clause 6.1.8) is supported, it may also be used to unsubscribe from notifications of shared data changes by means of the Unsubscribe service operation.
It is also used by the Consumer NFs (AMF, SMF, SMSF, NEF, GMLC, 5G DDNMF, NWDAF and, DCCF, trusted AF) that have previously subscribed, to get notified by means of the Notification service operation when UDM decides to modify the subscribed data. If the feature "sharedData" (see clause 6.1.8) is supported by the consumer NF and the consumer NF has previously subscribed to notifications of shared data change, it is also used by the consumer NF to get notified by means of the Notification service operation when the UDM decides to modify the subscribed shared data.
It is also used by Consumer NFs to provide the information about the status of the subscription data management procedures.

* * * Next Change * * * *

5.2.2.2.24	User Consent Subscription Data Retrieval
Figure 5.2.2.2.24-1 shows a scenario where the NF service consumer (e.g. NWDAF, DCCF, NEF, trusted AF) sends a request to the UDM to receive the UE's User Consent Subscription Data. The request contains the UE's identity (/{supi}), the type of the requested information (/uc-data) and query parameters (uc-purpose and/or supported-features).


Figure 5.2.2.2.24-1: Requesting a UE's User Consent Subscription Data
1.	The NF service consumer (e.g. NWDAF, DCCF, NEF, trusted AF) sends a GET request to the resource representing the UE's User Consent Subscription Data, with query parameters indicating the uc-purpose and/or supported-features.
2a.	On Success, the UDM responds with "200 OK" with the message body containing the UE's User Consent Subscription Data as relevant for the requesting NF service consumer.
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the GET response body.

* * * Next Change * * * *

6.1.3.32.1	Description
This resource represents the subscribed User Consent Data for a UE as defined in Annex V.2 of 3GPP TS 33.501 [6], clause 5.1.3 of 3GPP TS 33.558 [x] and clause 6.2 of 3GPP TS 23.288 [35]. It is queried by the NWDAF and, DCCF, NEF and trusted AF (e.g. EES).

* * * Next Change * * * *

[bookmark: _Toc98487653]6.1.6.3.20	Enumeration: UcPurpose
Table 6.1.6.3.20-1: Enumeration UcPurpose
	Enumeration value
	Description

	"ANALYTICS"
	User consent for analytics.

	"MODEL_TRAINING"
	User consent for model training.

	"NW_CAP_EXPOSURE"
	User consent for network capability exposure.




* * * Next Change * * * *
[bookmark: _Toc11338878][bookmark: _Toc27585639][bookmark: _Toc36457662][bookmark: _Toc45028581][bookmark: _Toc45029416][bookmark: _Toc67682190][bookmark: _Toc98488163]A.2	Nudm_SDM API
openapi: 3.0.0

info:
  version: '2.2.0-alpha.7'
  title: 'Nudm_SDM'
  description: |
    Nudm Subscriber Data Management Service.  
    © 2022, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.
[…]
    UcPurpose:
      anyOf:
        - type: string
          enum:
          - ANALYTICS
          - MODEL_TRAINING
          - NW_CAP_EXPOSURE
        - type: string
      description: Indicates the purpose of the user consent.
[…]
* * * End of Changes * * * *
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