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	Reason for change:
	TS 29.536 Clause 5.2.2.2. & 6.1.6.3.5 has details about the possible option for configuring the quota for each AT.

The NSACF may be configured to perform per access type network slice admission control. In this case, the NSACF shall check whether the access type provided by the NF Service Consumer is configured for NSAC for the indicated S-NSSAI to control the number of UEs. If the access type is not configured for NSAC for the indicated S-NSSAI, the NSACF shall skip the above handling for increasing/decreasing the number of UEs and shall record/remove the access type associated with the UE registration and return successful for this S-NSSAI. If the access type is configured for NSAC for the indicated S-NSSAI, the NSACF shall perform the above handling taking the access type into account and record/remove the UE registration associated with the access type. If the total number of UEs will exceed the maximum number of UEs allowed to be registered to this slice, the AcuFailureReason shall indicate the applied access type (e.g. "EXCEED_MAX_UE_NUM_3GPP" or "EXCEED_MAX_UE_NUM_N3GPP" as specified in clause 6.1.6.3.5).
	If the NSACF is not configured to perform per access type network slice admission control, the NSACF may perform network slice admission control without taking access type into account. For example, the NSACF is configured with a total quota for the PLMN, but not configured with separate quotas specific for 3GPP access and Non-3GPP access. The NSACF shall record the access type(s) associated with the UE registration. The NSACF shall remove the corresponding UE registration entry when the UE deregisters from all access types.

When the threshold for EAC notification is sent to all the AMFs for matching S-NSSAIs, AMF sets the EAC mode.. But if the event for only one Access Type (either 3gpp or non-3gpp) is occurred at NSACF then without AT details in the EAC notification, AMF will not be knowing on which access it has to set the EAC mode.

Hence the proposal if for NSACF to include the Access Type for which event is occurred along with S-NSSAI while sending the EAC notification.


	
	

	Summary of change:
	NSACF to include the AT while notifying the EAC mode 
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	EAC mode will be wrongly set at AMF
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[bookmark: _Toc70325104][bookmark: _Toc81226662][bookmark: _Toc93868953][bookmark: _Toc97040964][bookmark: _Toc510696596][bookmark: _Toc35971388][bookmark: _Toc34346465][bookmark: _Toc34740542][bookmark: _Toc34747901][bookmark: _Toc34748277][bookmark: _Toc34749267][bookmark: _Toc49689714][bookmark: _Toc56336798][bookmark: _Toc74991279][bookmark: historyclause]5.2.2.3.2	NSACF initiated EAC mode configuration
The EACNotify service operation shall be used by the NSACF to configure the EAC mode(s) for S-NSSAI(s) to the NF Service Consumer (e.g. AMF). The EACNotify service operation shall be triggered when the NSACF decides to set the EAC mode for an S-NSSAI to "ACTIVE" if the number of UEs registered to an S-NSSAI is above certain threshold, or set the EAC mode for an S-NSSAI to "DEACTIVE" if the number of UEs registered to an S-NSSAI is below certain threshold. The activation threshold and the deactivation threshold may be same or different and can be configured for each Access Type.
If NF Service Consumer has implicitly subscribed to receive EAC notification, the NSACF shall notify the NF Service Consumer (e.g. AMF) to configure the EAC mode by using the HTTP POST method as shown in Figure 5.2.2.2.3-1.


Figure 5.2.2.2.3-1: NSACF initiated EAC mode configuration procedure
1.	The NSACF shall send a POST request to the EAC Notification callback URI provided by the NF Service Consumer (e.g. AMF). 
	The payload body of the POST request shall contain the notification payload (i.e. EACNotification), which shall contain the following information:
-	S-NSSAI(s);
-	the EAC mode for each S-NSSAI, optionally for each Access-Type.
	The callback URI may be provided by the AMF in the first interaction with the NSACF, or in later interactions when the callback URI is changed.
2a.	On success, "204 No Content" shall be returned and the payload body of the POST response shall be empty.
2b.	On failure, one of the HTTP status code listed in Table 6.1.5.2.3.1-2 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.7.3-1.
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse IE shall be included in the payload body of POST response.
The NSACF may try several times to send EAC notification to the AMF, if no response is received from the AMF e.g. AMF is out of service. If the subsequent try still fails, the NSACF should stop sending EAC notification, unless the AMF becomes available.
* * * Second Change * * * *
[bookmark: _Toc510696641][bookmark: _Toc35971436][bookmark: _Toc70325141][bookmark: _Toc81226711][bookmark: _Toc93869004][bookmark: _Toc97041025]6.1.6.3.3	Enumeration: EACMode
[bookmark: _Toc510696642][bookmark: _Toc35971437]The enumeration EACMode represents the mode of Early Admission Control. It shall comply with the provisions defined in table 6.1.6.3.3-1.
Table 6.1.6.3.3-1: Enumeration EACMode
	Enumeration value
	Description
	Applicability

	"ACTIVE"
	EAC mode is enabled.
	

	"DEACTIVE"
	EAC mode is disabled.
	

	"ACTIVE_3GPP"
	EAC mode is enabled for 3GPP Access.
	

	"ACTIVE_NON_3GPP"
	EAC mode is enabled for Non-3GPP Access.
	

	"DEACTIVE_3GPP"
	EAC mode is disabled for 3GPP Access.
	

	"DEACTIVE_NON_3GPP"
	EAC mode is disabled for Non-3gpp Access.
	



* * * Next Change * * * *
[bookmark: _Toc70325153][bookmark: _Toc81226759][bookmark: _Toc93869052][bookmark: _Toc97041087]A.2	Nnsacf_NSAC API
openapi: 3.0.0

info:
  title: Nnsacf_NSAC
  version: 1.0.0-alpha.5
  description: |
    Nnsacf_NSAC Service.  
    © 2022, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.536 V2.0.0; 5G System; Network Slice Admission Control Services; Stage 3.
  url: https://www.3gpp.org/ftp/Specs/archive/29_series/29.536/

servers:
  - url: '{apiRoot}/nnsacf-nsac/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501

security:
  - {}
  - oAuth2ClientCredentials:
    - nnsacf-nsac

paths:
  /slices/ues:
…
…
[Skipped for clarity]
    EACMode:
      anyOf:
      - type: string
        enum:
          - ACTIVE
          - ACTIVE_3GPP
          - ACTIVE_NON_3GPP
          - DEACTIVE
          - DEACTIVE_3GPP
          - DEACTIVE_NON_3GPP
      - type: string
        description: >
          This string provides forward-compatibility with future
          extensions to the enumeration but is not used to encode
          content defined in the present version of this API.
      description: >
        EAC mode. Possible values are
        - ACTIVE
          - ACTIVE_3GPP
          - ACTIVE_NON_3GPP
        - DEACTIVE
          - DEACTIVE_3GPP
          - DEACTIVE_NON_3GPP

…
…
[Skipped for clarity]
* * * End Of Change * * * *
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