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* * * First Change * * * *
[bookmark: _Toc20213227][bookmark: _Toc36043708][bookmark: _Toc44872084][bookmark: _Toc98244891][bookmark: _Toc20213230][bookmark: _Toc36043711][bookmark: _Toc44872087][bookmark: _Toc98244894][bookmark: _Toc98244906]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
AE	Authentication Extension
DRMP	Diameter Routing Message Priority
DSCP	Differentiated Services Code Point
EIR	Equipment Identity Register
EPC	Evolved Packet Core
ER	EAP Re-authentication
ERP	EAP Re-Authentication Protocol
ePDG	Evolved Packet Data Gateway
eHRPD	evolved High Rate Packet Data
FA	Foreign Agent
FACoA	FA Care-of-Address
HA	Home Agent
HBM	Host Based Mobility
HESSID	Homogenous Extended Service Set Identifier
HSGW	eHRPD Serving Gateway
LMA	Local Mobility Anchor
MAG	Mobile Access Gateway
MIPv4	Mobile IP version 4
MN	Mobile Node
NBM	Network Based Mobility
NAS	Network Access Server
NSWO	Non-Seamless WLAN offload
NSWO NF	Non-Seamless WLAN offload Network Function
PBU	Proxy Binding Update
PDN GW	PDN Gateway
PGW	PDN Gateway, the abbreviation of PDN GW
PMIP/PMIPv6	Proxy Mobile IP version 6
RRP	MIPv4 Registration Reply
RRQ	MIPv4 Registration Request
SA	Security Association
SGW	Serving Gateway
SIPTO	Selected IP Traffic Offload
SSID	Service Set Identifier
TWAN	Trusted WLAN Access Network
WLCP	Wireless LAN Control Plane Protocol

* * * Next Change * * * *
4.1.1	General
The SWa reference point is defined between the untrusted non-3GPP IP access and the 3GPP AAA Server or Proxy in EPS. The definition of the reference point and its functionality is given in 3GPP TS 23.402 [3].
The SWa reference point is optionally used to authenticate and authorize the UE for the access to the EPS. It is up to the non-3GPP operator's policy whether this interface and the procedures defined in this clause are used.
NOTE:	From the EPS operator's view, the tunnel authentication and authorization procedures described in clause 7 (SWm description) and clause 9 are required to ensure the user's authentication and authorization when the UE is attached to an untrusted non-3GPP IP access.
The same procedures as defined for STa reference points are used also in the SWa, but with reduced message content. As an exception, the service authorization information update procedure is not applicable for the SWa reference point.
The SWa reference point is also defined between the non-3GPP WLAN access and the NSWO NF in 5GS. The definition of the reference point and its functionality is given in clause 4.2.15 of 3GPP TS 23.501 [59] and Annex S of 3GPP TS 33.501 [60]. It reuses the same stage 3 protocol definition as defined for SWa in EPC, with specific requirements for NSWO in 5GS specified in clause 4.1.2.5.

* * * Next Change * * * *
4.1.2.5	SWa procedures for NSWO in 5GS
The SWa interface between the non-3GPP WLAN access and the NSWO NF shall use the same stage 3 protocol definition as for the SWa interface in EPS, with the following modifications: 
-	SWa Authentication and Authorization procedure:
-	The User Identity IE in the SWa Authentication and Authorization Request and in the SWa Authentication and Authorization Response shall contain the SUCI in NAI form as defined in clause 28.7.3 of 3GPP  TS 23.003 [14]. In NSWO roaming scenario with a NSWOF or 3GPP AAA Proxy in the VPLMN (see Annex S.4 of 3GPP TS 33.501 [60]), the SUCI in NAI form shall be decorated as defined in clause 28.7.x of 3GPP TS 23.003 [14] to enable the routing of SWa signalling towards the NSWOF or 3GPP AAA Proxy in the VPLMN.  
NOTE 1:	This IE does not contain any leading digit to differentiate between authentication schemes.
NOTE 2:	The realm in the SUCI in NAI form (starting by the first label "5gc") enables to route the signaling towards an NSWO NF, as opposed to sending it to a 3GPP AAA Server, if the non-3GPP WLAN access also supports SWa signaling with a 3GPP AAA Server e.g. for a 4G subscriber. 
-	EAP-AKA' as specified in RFC 5448 [27] shall be used as the authentication method. 
-	The NSWO NF shall behave as specified in Annex S of 3GPP TS 33.501 [60].
-	The SWa HSS/AAA Initiated Detach, SWa Non-3GPP Access Network Initiated Detach and SWa Re-authentication and Re-Authorization are not supported. 
Editor's Note: Support of roaming scenarios is FFS, e.g. whether the User Identity IE should contain a Decorated SUCI in NAI form (such as 5gc.mnc<MNC>.mcc<MCC>.3gppnetwork.org!<SUCI>@nai.epc.mnc<visitedMNC>.mcc<visitedMCC>.3gppnetwork.org") to enable the sending of SWa signaling between the non-3GPP WLAN access and the NSWO NF in the HPLMN via a 3GPP AAA Proxy in the VPLMN.

* * * End of Changes * * * *
