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	Reason for change:
	In CT4#108-E meeting, CR#0543 (C4-221528) was agreed to notify the change of anchor SMF(or intermediate SMF) using StatusNotification / SmContextStatusNotification message, in the case of UPF selectes a new anchor SMF within the SMF Set to take over the PDU session.

In other cases such as the PCF selectes new anchor SMF when it wants to update the QoS flow, using StautsNotification / SmContextStatusNotification to inform change of anchor SMF may introduces additional steps. More direct way is, the new anchor SMF directly notify change of anchor SMF when it sends Update request to the I-SMF/V-SMF (i.e. indicate the NF Instance ID and PDU session resource URI of the new anchor SMF in VsmfUpdateData). And, the I-SMF/V-SMF sends N1N2MessageTransfer request to the AMF, carrying the new anchor SMF ID. Similarly, if a new I-SMF/V-SMF is selected by anchor SMF, the N1N2MessageTransfer request can also carry the new intermediate SMF ID.

Thus, it is proposed to update the N1N2MessageTransfer request to to allow notification of the new anchor SMF or new intermediate SMF.

	
	

	Summary of change:
	Following changes are made:
- Update the procedure description of N1N2MessageTransfer to allow notifying the change of anchor SMF or intermediate SMF;
- Add newIntermediateSmfId, newSmfId to the N1N2MessageTransferReqData structure;
- Update the OpenAPI file accordingly.

	
	

	Consequences if not approved:
	Not possible to notify the change of anchor SMF or intermediate SMF, when the SMF sends N1N2MessageTransfer request to the AMF.
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* * * Begin of Changes * * * *
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The N1N2MessageTransfer service operation is used by a NF Service Consumer to transfer N1 and/or N2 information to the UE and/or 5G-AN through the AMF in the following procedures:
-	Network triggered Service Request (see clause 4.2.3.3 of 3GPP TS 23.502 [3])
-	PDU Session establishment (see clause 4.3.2 of 3GPP TS 23.502 [3])
-	PDU Session modification (see clause 4.3.3 of 3GPP TS 23.502 [3])
-	PDU Session release (see clause 4.3.4 of TS 3GPP 23.502 [3])
-	Session continuity, service continuity and UP path management (see clause 4.3.5 of 3GPP TS 23.502 [3])
-	Inter NG-RAN node N2 based handover (see clause 4.9.1.3 of 3GPP TS 23.502 [3])
-	SMS over NAS procedures (see clause 4.13.3 of 3GPP TS 23.502 [3]
-	UE assisted and UE based positioning procedure (see clause 6.11.1 of 3GPP TS 23.273 [42])
-	Network assisted positioning procedure (see clause 6.11.2 of 3GPP TS 23.273 [42])
-	LCS Event Report, LCS Cancel Location and LCS Periodic-Triggered Invoke procedures (see clause 6.3 of 3GPP TS 23.273 [42])
-	UE configuration update procedure for transparent UE policy delivery (see clause 4.2.4.3 of 3GPP TS 23.502 [3])
-	UPF anchored Mobile Terminated Data Transport in Control Plane CIoT 5GS Optimisation (see clause 4.24.2 of 3GPP TS 23.502 [3])
-	NEF Anchored Mobile Terminated Data Transport (see clause 4.25.5 of 3GPP TS 23.502 [3])
-	System interworking procedures with EPC (see clause 4.3 in 3GPP TS 23.501 [2] and clause 4.11 in 3GPP TS 23.502 [3])
-	SMF triggered N3 data transfer establishment procedure (see clause 4.2.10.2 of 3GPP TS 23.502 [3])
-	5G-RG requested PDU Session Establishment via W-5GAN (see clause 7.3.1 of 3GPP TS 23.316 [48])
-	5G-RG or Network requested PDU Session Modification via W-5GAN (see clause 7.3.2 of 3GPP TS 23.316 [48])
-	5G-RG or Network requested PDU Session Release via W-5GAN (see clause 7.3.3 of 3GPP TS 23.316 [48])
-	FN-RG related PDU Session Establishment via W-5GAN (see clause 7.3.4 of 3GPP TS 23.316 [48])
-	CN-initiated selective deactivation of UP connection of an existing PDU Session associated with W-5GAN Access (see clause 7.3.5 of 3GPP TS 23.316 [48])
-	FN-RG or Network Requested PDU Session Modification via W-5GAN (see clause 7.3.6 of 3GPP TS 23.316 [48])
-	FN-RG or Network Requested PDU Session Release via W-5GAN (see clause 7.3.7 of 3GPP TS 23.316 [48])
-	Non-5G capable device behind 5G-CRG and FN-CRG requested PDU Session Establishment via W-5GAN (see clause 4.10a of 3GPP TS 23.316 [48])
-	Non-5G capable device behind 5G-CRG and FN-CRG or Network Requested PDU Session Modification via W-5GAN (see clause 4.10a of 3GPP TS 23.316 [48])
-	Non-5G capable device behind 5G-CRG and FN-CRG or Network Requested PDU Session Release via W-5GAN (see clause 4.10a of 3GPP TS 23.316 [48])
-	Handover procedures between 3GPP access / 5GC and W-5GAN access (see clause 7.6.3 of 3GPP TS 23.316 [48])
-	Handover from 3GPP access / EPS to W-5GAN / 5GC (see clause 7.6.4.1 of 3GPP TS 23.316 [48])
-	Transfer UAV specific data via N1 SM (see clause 5.2.4.3 of 3GPP TS 23.256 [56])
NOTE:	Though in 3GPP TS 23.502 [3] the procedure is called "UE configuration update procedure for transparent UE policy delivery", as per 3GPP TS 24.501 [11] clause 5.4.5.3.1, the network initiated NAS transport procedure is used.
The NF Service Consumer shall invoke the service operation by using HTTP method POST, to request the AMF to transfer N1 and/or N2 information for a UE and/or 5G-AN, with the URI of "N1 N2 Messages Collection" resource (see clause 6.1.3.5.3.1).

The NF Service Consumer may include the following information in the HTTP Request message body:
-	SUPI
-	PDU Session ID or LCS Correlation ID depending on the N1/N2 message class to be transferred
-	N2 SM Information (PDU Session ID, QoS profile, CN N3 Tunnel Info, S-NSSAI)
-	N1 Message Container, including a N1 SM, LPP message, LCS message, SMS, UPDP message
-	N2 Information Container, including N2 SM, NRPPa message, PWS or RAN related information
-	Mobile Terminated Data (i.e. CIoT user data container)
-	Allocation and Retention Priority (ARP)
-	Paging Policy Indication
-	5QI
-	Notification URL (used for receiving Paging Failure Indication)
-	Last Message Indication
-	NF Instance Identifier and optionally Service Instance Identifier of the NF Service Consumer (e.g. an LMF or SMF)
-	N1 SM Skipping Indication
-	Area of Validity for N2 SM Information
-	A MA PDU Session Accepted indication, if a MA-PDU session is established;
-	Extended Buffering Support Indication, if SMF determines that Extended Buffering applies during Network triggered Service Request Procedure (see clause 4.2.3.3 of 3GPP TS 23.502 [3]), UPF anchored Mobile Terminated Data Transport in Control Plane CIoT 5GS Optimisation procedure (see clause 4.24.2 of 3GPP TS 23.502 [3]) or NEF Anchored Mobile Terminated Data Transport (see clause 4.25.5 of 3GPP TS 23.502 [3]);
-	Target Access type towards which the SMF requests to send N2 information and optionally N1 information, for a Multi-Access (MA) PDU session, or through which the LMF requests to transfer an LPP message to the UE.
-	The SMF instance identifier of a new intermediate SMF or a new anchor SMF, if the intermediate SMF (or anchor SMF) within the same SMF Set is selected to serve the PDU session.
During an intra-AMF handover between 3GPP and non-3GPP accesses, the SMF shall include the targetAccess IE set to the old access type in the HTTP Request message body, when releasing the N2 PDU session resources in the old access (see step 3 of Figure 4.9.2.1-1 and step 3 of Figure 4.9.2.2-1 of 3GPP TS 23.502 [3]).


Figure 5.2.2.3.1.1-1 N1N2MessageTransfer for UE related signalling
1.	The NF Service Consumer shall send a POST request to transfer N1 and N2 information. The NF Service Consumer may include a N1N2MessageTransfer Notification URI to AMF in the request message.
2a.	On success, i.e. if the request is accepted and the AMF is able to transfer the N1/N2 message to the UE and/or the AN, the AMF shall respond with a "200 OK" status code. The AMF shall set the cause IE in the N1N2MessageTransferRspData as "N1_N2_TRANSFER_INITIATED" in this case.
	The AMF shall respond with a "200 OK" status code and set the cause IE in the N1N2MessageTransferRspData to "N2_MSG_NOT_TRANSFERRED", if the N1N2MessageTransfer request included an area of validity for the N2 SM Information, the UE is in CM-CONNECTED state and outside of the area of validity.
2b. On failure or redirection, one of the HTTP status code listed in Table 6.1.3.5.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a N1N2MessageTransferError structure, including:
-	a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.5.3.1-3;
* * * Next Change * * * *
[bookmark: _Toc25156375][bookmark: _Toc34124677][bookmark: _Toc43207801][bookmark: _Toc49857271][bookmark: _Toc56677107][bookmark: _Toc56691630][bookmark: _Toc56698894][bookmark: _Toc89035129][bookmark: _Toc89064927][bookmark: _Toc89180226][bookmark: _Toc97071905][bookmark: _Toc97152618]6.1.6.2.18	Type: N1N2MessageTransferReqData
Table 6.1.6.2.18-1: Definition of type N1N2MessageTransferReqData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	n1MessageContainer
	N1MessageContainer
	C
	0..1
	This IE shall be included if a N1 message needs to be transferred.
	

	n2InfoContainer
	N2InfoContainer
	C
	0..1
	This IE shall be included if a N2 information needs to be transferred.
	

	mtData
	RefToBinaryData
	C
	0..1
	This IE shall be included if mobile terminated data (i.e. CIoT user data container) needs to be transferred. When present, it shall reference the mobile terminated data (see clause 6.1.6.4.4).
	CIOT

	[bookmark: _PERM_MCCTEMPBM_CRPT03410116___2]skipInd
	boolean
	C
	0..1
	This IE shall be present and set to "true" if the service consumer (e.g. SMF) requires the N1 message to be sent to the UE only when UE is in CM-CONNECTED, e.g. during SMF initiated PDU session release procedure (see clause 4.3.4.2 of 3GPP TS 23.502 [3]).

When present, this IE shall be set as following:
-	true: AMF should skip sending N1 message to UE, when the UE is in CM-IDLE.
-	false (default): the AMF shall send the N1 message to the UE.
	

	lastMsgIndication
	boolean
	O
	0..1
	This flag when present shall indicate that the message transferred is the last message. (See clause 4.13.3.3 and clause 4.13.3.6 of 3GPP TS 23.502 [3].
	

	pduSessionId
	PduSessionId
	O
	0..1
	PDU Session ID for which the N1 / N2 message is sent, if the N1 / N2 message class is SM.
	

	[bookmark: _PERM_MCCTEMPBM_CRPT03410117___2]lcsCorrelationId
	CorrelationID
	O
	0..1
	LCS Correlation ID, for which the N1/N2 message is sent, if

-	the N1 message class is LPP (see clause 6.11.1 of 3GPP TS 23.273 [42]) or LCS (see clause 6.3 of 3GPP TS 23.273 [42]); and/or

-	the N2 Information class is NRPPa (see clause 6.11.2 of 3GPP TS 23.273 [42]).
	

	ppi
	Ppi
	O
	0..1
	This IE when present shall indicate the Paging policy to be applied. The paging policies are configured at the AMF.
	

	arp
	Arp
	O
	0..1
	This IE when present shall indicate the Allocation and Retention Priority of the PDU session for which the N1/N2 message transfer is initiated. To support priority paging, the AMF shall use this IE to determine whether to include the Paging Priority IE in the NGAP Paging Message (see clause 5.4.3.3 of 3GPP TS 23.501 [2]). The set of ARP values associated with priority paging and mapping to Paging Priority IE values are configured at the AMF.
This IE shall not be present when the N1/N2 message class is not SM.
	

	5qi
	5Qi
	O
	0..1
	This IE when present shall indicate the 5QI associated with the PDU session for which the N1 / N2 message transfer is initiated. This IE shall not be present when the N1/N2 message class is not SM.
	

	n1n2FailureTxfNotifURI
	Uri
	O
	0..1
	If included, this IE represents the callback URI on which the AMF shall notify the N1/N2 message transfer failure.
	

	smfReallocationInd
	boolean
	O
	0..1
	This IE shall indicate that the SMF is requested to be reallocated (see clause 4.3.5.2 of 3GPP TS 23.502 [3]).
When present, this IE shall be set as follows:
[bookmark: _PERM_MCCTEMPBM_CRPT03410118___2]-	true: the SMF is requested to be reallocated.
-	false (default): the SMF is not requested to be reallocated.
	

	areaOfValidity
	AreaOfValidity
	O
	0..1
	This IE represents the list of TAs where the provided N2 information is valid. See clause 5.2.2.2.7 and 4.2.3.3 of 3GPP TS 23.502 [3].
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.1.8 is supported. 
	

	oldGuami
	Guami
	C
	0..1
	This IE shall be present during an AMF planned removal procedure when the NF Service Consumer initiates a request towards the target AMF, for a UE associated to an AMF that is unavailable (see clause 5.21.2.2 of 3GPP TS 23.501 [2]).
	

	maAcceptedInd
	boolean
	C
	0..1
	This IE shall be present if a request to establish a MA PDU session was accepted or if a single access PDU session was upgraded into a MA PDU session (see clauses 4.22.2 and 4.22.3 of 3GPP TS 23.502 [3]).

When present, it shall be set as follows:
[bookmark: _PERM_MCCTEMPBM_CRPT03410119___2]-	true: MA PDU session
-	false (default): single access PDU session
	MAPDU

	extBufSupport
	boolean
	O
	0..1
	This IE may be present with value "true" if Extended Buffering is permitted, during Network triggered Service Request Procedure (see clause 4.2.3.3 of 3GPP TS 23.502 [3]), UPF anchored Mobile Terminated Data Transport in Control Plane CIoT 5GS Optimisation procedure (see clause 4.24.2 of 3GPP TS 23.502 [3]) or NEF Anchored Mobile Terminated Data Transport (see clause 4.25.5 of 3GPP TS 23.502 [3]).

When present, this IE shall indicate whether Extended Buffering applies or not:

- true:	Extended Buffering applies
- false (default) Extended Buffering does not apply
	

	targetAccess
	AccessType
	C
	0..1
	This IE shall be included by a SMF for a MA PDU session to indicate the target access type (i.e. 3GPP access or Non-3GPP access) towards which the N2 information and optionally N1 information is requested to be sent.

This IE may be included by an LMF to indicate the access type through which an LPP message shall be transmitted to the UE.

This IE shall be included by an SMF and set to the old access type during an intra-AMF handover between 3GPP and non-3GPP accesses, when releasing the N2 PDU session resources in the old access.
	MAPDU 







ELCS




3GA-N3GA-HO

	nfId	Comment by Zhijun: Need to check whether the nfId can be extended to carry the intermediate SMF ID.
	NfInstanceId
	C
	0..1
	This IE should be included by the SMF when invoking N1N2MessageTransfer service operation, if the n1MessageContainer IE is not present.

When present, this IE shall carry the identifier of the NF instance invoking the service operation, i.e. the SMF instance hosting the SM Context for the PDU session.
(NOTE 3)
	

	newIntermediateSmfId
	NfInstanceId
	C
	0..1
	This IE may be present for a PDU session with an I-SMF or V-SMF, if a new intermediate SMF within the same SMF Set is selected to serve the PDU session.
When present, it shall include the NF instance identifier of the new intermediate SMF serving the PDU session.
	

	newSmfId
	NfInstanceId
	C
	0..1
	This IE may be present if a new anchor SMF within the same SMF Set is selected to take over the PDU session.
When present, it shall include the NF instance identifier of the new anchor SMF serving the PDU session.
	

	NOTE 1:	For N1 message class "UPDP", as per 3GPP TS 24.501 [11] Annex D, the messages between UE and PCF carry PTI which is used by the PCF to correlate the received N1 message in the notification with a prior transaction initiated by the PCF.
NOTE 2:	During Downlink Data Notification procedure, if the SMF receives the PPI value (=DSCP(0..63)) from the UPF and wants to set the PPI value in the N1N2MessgeTransfer message, the SMF shall map the PPI value received from N4 message to correct PPI value (0..7) used in N11 message.
NOTE 3:	If the n1MessageContainer IE is present, the nfId attribute in the n1MessageContainer IE should be used by the SMF and the AMF to identify the NF instance ID of the sending SMF.
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A.2	Namf_Communication API

********TEXT SKIPPED********
    N1N2MessageTransferReqData:
      description: Data within a N1/N2 message transfer request
      type: object
      properties:
        n1MessageContainer:
          $ref: '#/components/schemas/N1MessageContainer'
        n2InfoContainer:
          $ref: '#/components/schemas/N2InfoContainer'
        mtData:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        skipInd:
          type: boolean
          default: false
        lastMsgIndication:
          type: boolean
        pduSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'
        lcsCorrelationId:
          $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/CorrelationID'
        ppi:
          $ref: '#/components/schemas/Ppi'
        arp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Arp'
        5qi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/5Qi'
        n1n2FailureTxfNotifURI:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        smfReallocationInd:
          type: boolean
          default: false
        areaOfValidity:
          $ref: '#/components/schemas/AreaOfValidity'
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        oldGuami:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Guami'
        maAcceptedInd:
          type: boolean
          default: false
        extBufSupport:
          type: boolean
          default: false
        targetAccess:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        nfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        newIntermediateSmfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        newSmfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'

********TEXT SKIPPED********


* * * End of Changes * * * *
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