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[bookmark: _Hlk86872063]* * * * First Change * * * *
[bookmark: _Toc81558541][bookmark: _Toc85876992][bookmark: _Toc88681444][bookmark: _Toc89678131][bookmark: _Toc97136303][bookmark: _Toc81558543]5.3.2.2	Create
[bookmark: _Toc81558542][bookmark: _Toc85876993][bookmark: _Toc88681445][bookmark: _Toc89678132][bookmark: _Toc97136304]5.3.2.2.1	General
The Create service operation shall be used to create a multicast or a broadcast MBS session, or for a location dependent MBS session, the part of an MBS Session within an MBS service area.
NOTE:	For a location dependent MBS service, one Create service operation is performed per MBS service area of the MBS session.
It is used in the following procedures:
-	MBS Session Creation with or without PCC (see clauses 7.1.1.2 and 7.1.1.3 of 3GPP TS 23.247 [14]); and
-	MBS Session Start for Broadcast (see clause 7.3.1 of 3GPP TS 23.247 [14]).
For a location dependent MBS service, TMGI shall be used to identify the MBS Session within 5GS. Different MBS Service Areas shall use different SSM (source specific IP multicast) addresses if multicast transport is used over N6mb or Nmb9.
The NF Service Consumer (e.g. NEF, MBSF or AF) shall create an MBS session, or for a location dependent MBS session, the part of an MBS Session within an MBS service area, by using the HTTP POST method as shown in Figure 5.3.2.2.1-1.



Figure 5.3.2.2.1-1: MBS session creation
1.	The NF Service Consumer shall send a POST request (CreateReqData structure) targeting the MBS Sessions collection resource of the MB-SMF. The payload body of the POST request shall contain the following information:
-	MBS Session ID (source specific IP multicast address or TMGI) or TMGI allocation request indication; and
-	service type (either multicast or broadcast service);
-	the locationDependent IE set to true, for a location dependent MBS service;
-	MBS Service Area, for a location dependent MBS service or for a Local MBS service.
The payload body of the POST request may further contain the following parameters:
-	for a multicast or a broadcast MBS session:
-	ingress transport address request indication, if the allocation of an ingress transport address is requested;
-	DNN;
-	S-NSSAI;
-	MBS activation time;
-	MBS termination time;
-	service description;
-	QoS information;
-	an MBS session status subscription request, including the list of MBS session events requested to be subscribed,  a Notify Correlation ID, the Notification URI where to receive MBS session status notifications and the NF instance ID of the subscribing NF, for subscribing to notifications of events about the MBS session;
-	indication that a policy authorization is provided for the MBS session to the PCF;
-	for a multicast MBS session:
-	session activity status (active/inactive);
-	indication that any UE may join the MBS session, for a multicast MBS session.;
-	if security protection to be applied, the multicast session security context containing MBS Service Key (MSK), MBS Traffic Key (MTK) and the corresponding key IDs.
2a.	On success, the MB-SMF shall reserve ingress resources for the MBS session and shall return a "201 Created" response. The "Location" header shall be present and shall contain the URI of the created resource. The payload body of the POST response (CreateRspData structure) shall contain a representation of the created MBS session, including the following parameters:
-	the TMGI allocated to the MBS session and its expiration time, if the request included a TMGI allocation request;
-	the Area Session ID allocated by the MB-SMF for the MBS session and MBS service area, for a location-dependent MBS session; 
-	MB-UPF tunnel information, if unicast transport is used over N6mb/Nmb9; and
-	a representation of the created MBS session status subscription, including the list of MBS session events successfully subscribed, the URI of the created subscription,and the expiry time after which the subscription becomes invalid, if the Create request includes the subscription to events about the MBS session and the subscription was created successfully.
For a location dependent MBS service, the MB-SMF shall allocate a unique Area Session ID within the MBS session for the MBS Service Area.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.2.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.2.3.2.3.1-3.	
* * * * Next Change * * * *
[bookmark: _Toc85876994][bookmark: _Toc88681446][bookmark: _Toc89678133][bookmark: _Toc97136305][bookmark: _Toc81558545]5.3.2.3	Update
[bookmark: _Toc81558544][bookmark: _Toc85876995][bookmark: _Toc88681447][bookmark: _Toc89678134][bookmark: _Toc97136306]5.3.2.3.1	General
The Update service operation shall be used to update a multicast or a broadcast MBS session.
It is used in the following procedures:
-	MBS Session Update with or without PCC (see clauses 7.1.1.6 and 7.1.1.7 of 3GPP TS 23.247 [14]); and
-	MBS Session Update for Broadcast (see clause 7.3.3 of 3GPP TS 23.247 [14]).
The NF Service Consumer (e.g. NEF, MBSF or AF) shall update an MBS session by using the HTTP PATCH method with the URI of the individual MBS session as shown in Figure 5.3.2.3.1-1.


Figure 5.3.2.3.1-1: MBS session update
1.	The NF Service Consumer shall send a PATCH request (PatchData) to update the MBS session. The following parameters may be modified:
-	for a multicast or a broadcast MBS session:
-	MBS Service Area;
-	QoS information;
-	for a multicast MBS session:
-	session activity status (active/inactive) to activate or deactivate an MBS session.;
-	if security protection to be applied, the multicast session security context containing MBS Service Key (MSK), MBS Traffic Key (MTK) and the corresponding key IDs.
2a.	On success, the MB-SMF shall return a "204 No Content" response.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.2.3.3.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.2.3.3.3.1-3.
* * * * Next Change * * * *
[bookmark: _Toc85877008][bookmark: _Toc88681460][bookmark: _Toc89678147][bookmark: _Toc97136319]5.3.2.9	ContextStatusSubscribe
[bookmark: _Toc85877009][bookmark: _Toc88681461][bookmark: _Toc89678148][bookmark: _Toc97136320]5.3.2.9.1	General
The ContextStatusSubscribe service operation enables to create and modify a subscription to notifications of events about a multicast MBS session context.
NOTE:	For a location dependent MBS service, one ContextStatusSubscribe service operation is performed per MBS session. 
[bookmark: _Toc85877010][bookmark: _Toc88681462][bookmark: _Toc89678149][bookmark: _Toc97136321]5.3.2.9.2	Creation of a subscription
The ContextStatusSubscribe service operation shall be used to request information (e.g. QoS information) about a multicast MBS session and subscribe to notifications of events about the multicast MBS session context.
It is used in the following procedures:
-	Multicast session join and session establishment procedure (see clause 7.2.1.3 of 3GPP TS 23.247 [14]).
The NF Service Consumer may subscribe to multiple events in a subscription. A subscription shall be specific to a multicast MBS session context.
The NF Service Consumer (e.g. SMF) shall request information (e.g. QoS information) about a multicast MBS session and create a subscription to notification of events about the multicast MBS session context by using the HTTP POST method with the URI of the Subscriptions collection for MBS contexts resource as shown in Figure 5.3.2.9.2-1.


Figure 5.3.2.9.2-1: Creation of a subscription for a multicast MBS session context
1.	The NF Service Consumer shall send a POST request. The payload body of the POST request (ContextStatusSubscribeReqData structure) shall contain the description of the subscription requested to be created:
-	NF Instance ID of the NF Service Consumer creating the subscription;
-	MBS Session ID (i.e. TMGI or source specific multicast address) being the target of the subscription;
-	Event ID(s) of the events to which the NF service consumer requests to subscribe;
-	Notification URI, indicating the address where to send the events notifications generated by the subscription;
The payload body of the POST request may further contain the following parameters:
-	Notification Correlation ID, indicating the correlation identitity to be carried in event notifications generated by the subscription.
-	For each subscribed event:
-	Immediate Report Indication, to request to receive an immediate report in the response with the current event status;
-	Reporting Mode, to indicate how event shall be reported (One-time Reporting or Continuous);
-	Expiry time, indicating the time up to which the subscription is desired to be kept active and after which the subscribed events shall stop generating notifications.
In this release of the specification, the SMF shall subscribe to the "QOS_INFO", "STATUS_INFO", "SERVICE_AREA_INFO" and "SESSION_RELEASE" events, with the Reporting Mode set to "Continuous event reporting".
2a.	On success, the MB-SMF shall return a "201 Created" response, with an HTTP Location header providing the URI of the newly created resource. 

The payload body of the POST response (ContextStatusSubscribeRspData structure) shall include a representation of the created subscription. If the NF Service Consumer has included more than one event in the subscription creation request and some of the events cannot be subscribed, the MB-SMF shall accept the request and indicate the successfully subscribed event(s) in the response.
If the NF Service Consumer has requested an Immediate Report, the MB-SMF shall include the current status of the events subscribed in the response, if available:
-	QoS information for the multicast MBS session;
-	multicast MBS session's status (activated/deactivated);
-	multicast MBS session service area for local multicast service.	
If the NF Service Consumer has requested One-time Reporting and if the MB-SMF has included the current status of the events subscribed in the response, then the MB-SMF shall not do any subsequent event notification for the subscribed events.
The payload body of the POST response shall also contain the following parameters:
-	the MBS Service Areas and their respective Area Session IDs, for a location dependent MBS session; 
-	the MBS Service Area, for a local MBS session. 
The payload body of the POST response may also contain the following parameters:
-	start time of the multicast MBS session;
-	the GTP-U Common TEID (C-TEID, see 3GPP TS 29.281 [17]) and the related IP multicast source address of the MB-UPF, for data reception over N19mb using multicast transport, if IP multicast transport may apply over N19mb;
-	MBS session authorization information (i.e. indication that the multicast MBS session allows any UE to join);
-	if security protection to be applied, the multicast session security context containing MBS Service Key (MSK), MBS Traffic Key (MTK) and the corresponding key IDs;
-	Expiry time after which the subscription becomes invalid, determined based on operator policies and taking into account the expiry time included in the request if any. If an expiry time was included in the request, then the expiry time returned in the response should be less than or equal to that value. The NF Service Consumer may update the subscription before the Expiry time to extend the subscription lifetime. Once the subscription expires, if the NF Service Consumer wants to keep receiving notifications, it shall create a new subscription in the MB-SMF. If the expiry time is not included in the response, the NF Service Consumer shall consider the subscription to be valid without an expiry time.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.2.3.6.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application errors listed in Table 6.2.3.6.3.1-3.
* * * * Next Change * * * *
[bookmark: _Toc85877119][bookmark: _Toc88681573][bookmark: _Toc89678260][bookmark: _Toc97302870]6.2.6.2.14	Type: ContextStatusEvent
Table 6.2.6.2.14-1: Definition of type ContextStatusEvent
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	EventType
	ContextStatusEventType
	M
	1
	MBS session context status event type
(NOTE)
	

	[bookmark: _PERM_MCCTEMPBM_CRPT81600042___7]immediateReportInd
	boolean
	O
	0..1
	Immediate Report Indication
When present, it shall be set as follows:
- true: an immediate report is requested
- false (default): no immediate report is requested
	

	reportingMode
	ReportingMode
	O
	0..1
	When present, it shall indicate whether the events shall be reported continuously or one time only.
(NOTE)
	

	NOTE:	In this release of the specification, the SMF shall subscribe to the "QOS_INFO", "STATUS_INFO", "SERVICE_AREA_INFO", "SECURITY_CONTEXT_INFO" and "SESSION_RELEASE" events, with the Reporting Mode set to "Continuous event reporting".



* * * * Next Change * * * *
[bookmark: _Toc85877121][bookmark: _Toc88681575][bookmark: _Toc89678262][bookmark: _Toc97302872]6.2.6.2.16	Type: MbsContextInfo
Table 6.2.6.2.16-1: Definition of type MbsContextInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	startTime
	DateTime
	O
	0..1
	Start time of the multicast MBS session
	

	[bookmark: _PERM_MCCTEMPBM_CRPT81600045___7]anyUeInd
	boolean
	O
	0..1
	Indication that the multicast MBS session allows any UE to join.
When present, it shall be set as follows:
- true: any UE may join
- false (default): the MBS session is not open to any UE
	

	llSsm
	Ssm
	O
	0..1
	This IE may be present if multicast transport may be used over N19mb.
When present, it shall contain the Low Layer Source Specific Multicast Address allocated by the MB-UPF.
	

	cTeid
	Uint32
	O
	0..1
	This IE may be present if multicast transport may be used over N19mb.
When present, it shall contain the Common TEID allocated by the MB-UPF.
	

	mbsServiceArea
	MbsServiceArea
	C
	0..1
	This IE shall be present for a Local MBS session.
	

	mbsAreaSessions
	map(MbsAreaSession)
	C
	1..N
	This IE shall be present for a location dependent MBS service. 
When present, one map entry shall be provided for each MBS Service Area served by the MBS session.
The key of the map shall be the areaSessionId.
	

	mbsSecurityContext
	MbsSecurityContext
	O
	0..1
	This IE may be present if security protection is to be applied to the MBS Session by MBSF/MBSTF
	



Editor's Note: It is FFS whether and how to notify a change of MBS session authorization (anyUEInd), i.e. whether this should be defined as an event type
* * * * Next Change * * * *
[bookmark: _Toc85877122][bookmark: _Toc88681576][bookmark: _Toc89678263][bookmark: _Toc97302873]6.2.6.2.17	Type: ContextStatusEventReport
Table 6.2.6.2.17-1: Definition of type ContextStatusEventReport
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventType
	ContextStatusEventType
	M
	1
	MBS session context status event type
	

	timeStamp
	DateTime
	M
	1
	This IE shall contain the time at which the event is generated.
	

	qosInfo
	FFS
	C
	0..1
	This IE shall be present if the eventType IE indicates "QOS_INFO". 
	

	statusInfo
	MbsSessionActivityStatus
	C
	0..1
	This IE shall be present if the eventType IE indicates "STATUS_INFO".
	

	mbsServiceArea
	MbsServiceArea
	C
	0..1
	This IE shall be present for a Local MBS session if the eventType IE indicates "SERVICE_AREA_INFO".
The receiver of this IE shall overwrite any previously stored value with the value received in this IE.
	

	mbsAreaSessions
	map(MbsAreaSession)
	C
	1..N
	This IE shall be present for a location dependent MBS service if the eventType IE indicates "SERVICE_AREA_INFO". 
When present, one map entry shall be provided for each MBS Service Area served by the MBS session.
The key of the map shall be the areaSessionId.
The receiver of this IE shall overwrite any previously stored value with the value received in this IE.
	

	mbsSecurityContext
	MbsSecurityContext
	C
	0..1
	This IE shall be present in the eventType IE indicates "SECURITY_CONTEXT_INFO".
The receiver of this IE shall overwrite any previously stored value with the value received in this IE.
	



* * * * Next Change * * * *
[bookmark: _Toc85877129][bookmark: _Toc88681583][bookmark: _Toc89678270][bookmark: _Toc97302878]6.2.6.3.4	Enumeration: ContextStatusEventType
Table 6.2.6.3.4-1: Enumeration ContextStatusEventType
	Enumeration value
	Description
	Applicability

	"QOS_INFO"
	Subscription to be notified about the current MBS Session's QoS information and/or change of this information (e.g. addition, modification or removal of QoS flows)
	

	"STATUS_INFO "
	Subscription to be notified about the current MBS Session's status (activated or deactivated) and/or change of this information.
	

	"SERVICE_AREA_INFO"
	Subscription to be notified about the current MBS Service Area and/or change of this information.
	

	"SESSION_RELEASE"
	Subscription to be notified when the MBS session is released.
	

	"SECURITY_CONTEXT_INFO"
	Subscription to be notified about the current MBS Session's Security Context information and/or change of this information
	



* * * * Next Change * * * *
[bookmark: _Toc35971453][bookmark: _Toc67903570][bookmark: _Toc77761110][bookmark: _Toc81558764][bookmark: _Toc85877144][bookmark: _Toc88681599][bookmark: _Toc89678286][bookmark: _Toc97302895]A.3	Nmbsmf_MBSSession API
openapi: 3.0.0

info:
  title: Nmbsmf-MBSSession
  version: 1.0.0-alpha.5
  description: |
    <API Name> Service.
    © 2022, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.532 V2.0.0; 5G System; 5G Multicast-Broadcast Session Management Services; Stage 3.
  url: https://www.3gpp.org/ftp/Specs/archive/29_series/29.532/

servers:
  - url: '{apiRoot}/nmbsmf-mbssession/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501

security:
  - {}
  - oAuth2ClientCredentials:
    - nmbsmf-mbssession

paths:
  /mbs-sessions:
    post:
      summary:  Create
      tags:
        - MBS sessions collection
      operationId: Create
      requestBody:
        description: >
          Representation of the MBS session to be created in the MB-SMF
          Creates an individual MBS session resource in the MB-SMF.
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/CreateReqData'
...
...
[Skipped for clarity]
  schemas:
#
# STRUCTURED DATA TYPES
#
    CreateReqData:
      description: Data within Create Request
      type: object
      properties:
        mbsSession:
          $ref: '#/components/schemas/ExtMbsSession'
      required:
        - mbsSession

...
...
[Skipped for clarity]

    MbsContextInfo:
      description: MBS context information
      type: object
      properties:
        startTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        anyUeInd:
          type: boolean
          default: false
        llSsm:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ssm'
        cTeid:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uint32'
        mbsServiceArea:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsServiceArea'
        mbsAreaSessions:
          description: >
            A map (list of key-value pairs) where the key identifies an areaSessionId
          additionalProperties:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/MbsAreaSession'
          minProperties: 1
        mbsSecurityContext:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsSecurityContext'


    ContextStatusEventReport:
      description: Context Status Event Report
      type: object
      properties:
        eventType:
          $ref: '#/components/schemas/ContextStatusEventType'
        timeStamp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        statusInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsSessionActivityStatus'
        mbsServiceArea:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsServiceArea'
        mbsAreaSessions:
          description: >
            A map (list of key-value pairs) where the key identifies an areaSessionId
          additionalProperties:
            $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/MbsAreaSession'
          minProperties: 1
        mbsSecurityContext:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MbsSecurityContext'
      required:
        - eventType
        - timeStamp
# Editor's Note: the encoding of the qosInfo IE is FFS

    ContextStatusNotifyReqData:
      description: Context Status Notification
      type: object
      properties:
        reportList:
          type: array
          items:
            $ref: '#/components/schemas/ContextStatusEventReport'
          minItems: 1
        notifyCorrelationId:
          type: string
      required:
        - reportList

...
...
[Skipped for clarity]


#
# SIMPLE DATA TYPES
#

#
# ENUMERATIONS
#

    ContextUpdateAction:
      description: Start or Terminate MBS data reception
      anyOf:
      - type: string
        enum:
          - START
          - TERMINATE
      - type: string

    ContextStatusEventType:
      description: Context Status Event Type
      anyOf:
      - type: string
        enum:
          - QOS_INFO
          - STATUS_INFO
          - SERVICE_AREA_INFO
          - SESSION_RELEASE
          - SECURITY_CONTEXT_INFO
      - type: string

    ReportingMode:
      description: Reporting Mode
      anyOf:
      - type: string
        enum:
          - CONTINUOUS
          - ONE_TIME
      - type: string


    NgapIeType:
      description: NGAP Information Element Type
      anyOf:
      - type: string
        enum:
          - MBS_DIS_SETUP_REQ
          - MBS_DIS_SETUP_RSP
          - MBS_DIS_SETUP_FAIL
          - MBS_DIS_REL_REQ
      - type: string
* * * * End of Changes * * * *
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