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	Reason for change:
	3GPP TS 29.518 has specified that the source AMF will pass the subscribed Policy triggers in UE context to the new AMF duing UE mobility with AMF changes, and possibly the pra for subscribed AM Policy trigger:

	amPolicyReqTriggerList
	array(PolicyReqTrigger)
	C
	1..N
	…

The possible AM policy control request triggers are specified in clause 6.1.2.5 of 3GPP TS 23.503 [7].

	uePolicyReqTriggerList
	array(PolicyReqTrigger)
	C
	1..N
	…

The possible UE policy control request triggers are specified in clause 6.1.2.5 of 3GPP TS 23.503 [7].

	praInAmPolicy
	map(PresenceInfo)
	O
	1..N
	When present, this IE shall include the map …



and defined the following Policy triggers for AM Policy and UE policy:

	Enumeration value
	Description

	"LOCATION_CHANGE"
	The AM policy request shall be triggered when the UE's location (Tracking Area) changes.

	"PRA_CHANGE"
	The AM policy request shall be triggered when the UE is entering / leaving a Presence Reporting Area.

	"SARI_CHANGE"
	The AM policy request shall be triggered when the Service Area Restriction Information of the UE has changed.

	"RFSP_INDEX_CHANGE"
	The AM policy request shall be triggered when the RFSP index of the UE has changed.

	"ALLOWED_NSSAI_CHANGE"
	The policy request shall be triggered when the allowed NSSAI of the UE has changed.



There are some issues in current specification:

1/ current TS specified that "Location change" and "PRA change" only applicable for AM Policy, but according to TS 23.503, these two triggers are also applicable to UE policy:

	Policy Control Request Trigger
	Description
	Condition for reporting

	Location change (tracking area)
	The tracking area of the UE has changed.
	PCF (AM Policy, UE Policy)

	Change of UE presence in Presence Reporting Area
	The UE is entering/leaving a Presence Reporting Area
	PCF (AM Policy, UE Policy)

	Service Area restriction change
	The subscribed service area restriction information has changed.
	PCF (AM Policy)

	RFSP index change
	The subscribed RFSP index has changed
	PCF (AM Policy)

	Change of the Allowed NSSAI
	The Allowed NSSAI has changed
	PCF (AM Policy)



This is also inline with TS 29.525 definition.

Correction: Update the location change and PRA change tigger to be applicable for UE policy and add PRA for subscribed UE policy trigger in UE context.

2/ only the PCF subscribed triggers shall be transferred between AMFs. According to TS 29.507, the AMF always update the PCF when UDM notified AMF about SAR or RFSP index change, i.e. the AM Policy PCF doesn't need to subscribe for these two triggers. the PCF only subscribes location change or PRA change for AM Policy:

[bookmark: _Toc28010836][bookmark: _Toc38984602][bookmark: _Toc45132778][bookmark: _Toc56512230][bookmark: _Toc59015541][bookmark: _Toc28010845][bookmark: _Toc38984611][bookmark: _Toc45132787][bookmark: _Toc56512239][bookmark: _Toc59015550]4.2.2.1	General
…
-	optionally one or several of the following Policy Control Request Trigger(s) encoded as "triggers" attribute (see subclause 4.2.3.2):
a)	Location change (tracking area); and
b)	Change of UE presence in PRA; and
-	if the Policy Control Request Trigger "Change of UE presence in PRA" is provided, the presence reporting areas for which reporting is required encoded as "pras" attribute;
…
4.2.3.1	General
…
[bookmark: _Hlk511046719]The AMF as NF service consumer invokes this procedure when a policy control request trigger (see subclause 4.2.3.2) occurs. When the Service Area restriction change trigger or the RFSP index change trigger occur, the AMF shall always invoke the procedure. When the location change trigger or the change of UE presence in PRA trigger occurs, the AMF shall only invoke the procedure if the PCF has subscribed to that event trigger.
Correction: "SARI_CHANGE", "RFSP_INDEX_CHANGE" are not needed to be passed between AMFs because they are never subscribed by PCF.

3/ Change of allowed NSSAI policy trigger only supported by PCF from Rel-16. But it is fine to have the policy trigger defined in Rel-15 AMF API.

No Correction needed.


	
	

	Summary of change:
	1/ Add praInUePolicy IE in UeContext data type.

2/ Remove the SAR and RFSP trigger from the PolicyReqTrigger data type

3/ Calrify the AM Policy and UE Policy in descriptions.

4/ Update OpenAPI accordingly.

	
	

	Consequences if not approved:
	Policy Req Triggers cannot be correctly transferred between AMFs. PCF subscribed policy triggers for AM Policy and UE policy will be lost after AMF change.

	
	

	Clauses affected:
	6.1.6.2.25, 6.1.6.3.15, A.2
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	Other comments:
	This CR introduces backward compatible correction in OpenAPI file of Namf_Communication API.
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Table 6.1.6.2.25-1: Definition of type UeContext
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	C
	0..1
	This IE shall be present if available. When present, this IE contains SUPI of the UE.
	

	supiUnauthInd
	boolean
	C
	0..1
	This IE shall be present if SUPI is present. When present, it shall indicate whether the SUPI is unauthenticated.
	

	gpsiList
	array(Gpsi)
	C
	1..N
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE shall contain the GPSI(s)  of the UE.
	

	pei
	Pei
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE shall contain Mobile Equipment Identity of the UE.
	

	udmGroupId
	NfGroupId
	O
	0..1
	When present, it shall indicate the identity of the UDM Group serving the UE.
	

	ausfGroupId
	NfGroupId
	O
	0..1
	When present, it shall indicate the identity of the AUSF Group serving the UE.
	

	pcfGroupId
	NfGroupId
	O
	0..1
	When present, it shall indicate the identity of the PCF Group serving the UE.
	

	routingIndicator
	string
	O
	0..1
	When present, it shall indicate the Routing Indicator of the UE.
	

	groupList
	array(GroupId)
	C
	1..N
	This IE shall be present if the UE belongs to any subscribed internal group(s) and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE shall list the subscribed internal group(s) to which the UE belongs to.
	

	drxParameter
	DrxParameter
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE shall contain the DRX parameter of the UE.
	

	subRfsp
	RfspIndex
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, it shall indicate the subscribed RFSP Index of the UE.
	

	usedRfsp
	RfspIndex
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, it shall indicate the used RFSP Index of the UE.
	

	subUeAmbr
	Ambr
	C
	0..1
	This IE shall be present if subscribed UE-AMBR has been retrieved from UDM and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a.

When present, this IE shall indicate the value of subscribed UE AMBR of the UE.
	

	smsfId
	NfInstanceId
	C
	0..1
	This IE shall be present if the SMS service for UE is activated and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, it indicates the identifier of the SMSF network function instance serving the UE. The NF service consumer (e.g. target AMF) may use this information to identify the SMSF NF service profile from among the SMSF NF service profiles it received from the NRF.
	

	seafData
	SeafData
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a or the case specified in clause 5.2.2.2.1.2. When present, this IE contains the security data derived from data received from AUSF of the UE.
	

	5gMmCapability
	5GMmCapability
	C
	0..1
	This IE shall be present if the UE had provided this IE during Registration Procedure and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE shall contain 5G MM capability of the UE.
	

	pcfId
	NfInstanceId
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE indicates the identity of the PCF for AM Policy and/or UE Policy.
	

	pcfSetId
	NfSetId
	C
	0..1
	This IE shall be present, if available. When present, it shall contain the NF Set ID of the PCF for AM Policy and/or UE Policy.
	

	pcfAmpServiceSetId
	NfServiceSetId
	C
	0..1
	This shall be present, if available. When present, it shall contain the NF Service Set ID of the PCF's AM Policy service.
	

	pcfUepServiceSetId
	NfServiceSetId
	C
	0..1
	This shall be present, if available. When present, it shall contain the NF Service Set ID of the PCF's UE Policy service.
	

	pcfBindingLevel
	SbiBindingLevel
	C
	0..1
	This IE shall be present if available. When present, this IE shall contain the SBI binding level of the PCF's AM policy and UE Policy association resources.
	

	pcfAmPolicyUri
	Uri
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present this IE shall contain the URI of the individual AM policy resource (see 3GPP TS 29.507 [32] clause 5.3.3.2) used by the AMF.
	

	amPolicyReqTriggerList
	array(PolicyReqTrigger)
	C
	1..N
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present this IE shall indicate the AM policy request triggers towards the subscribed by the PCF. The NF Service Consumer (e.g. target AMF) shall use these triggers to request AM policy from the PCF whenever these triggers are met.

The possible AM policy control request triggers are specified in clause 6.1.2.5 of 3GPP TS 23.503 [7].
	

	pcfUePolicyUri
	Uri
	C
	0..1
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present this IE shall contain the URI of the individual UE policy resource (see 3GPP TS 29.507 [32] clause 5.3.3.2) used by the AMF.
	

	uePolicyReqTriggerList
	array(PolicyReqTrigger)
	C
	1..N
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present this IE shall indicate the UE policy request triggers towards the subscribed by the PCF. The NF Service Consumer (e.g. target AMF) shall use these triggers to request UE policy from the PCF whenever these triggers are met.

The possible UE policy control request triggers are specified in clause 6.1.2.5 of 3GPP TS 23.503 [7].
	

	hpcfId
	NfInstanceId
	O
	0..1
	This IE indicates the identity of PCF for UE Policy in home PLMN, when the UE is roaming.
	

	hpcfSetId
	NfSetId
	O
	0..1
	When present, this IE shall contain the NF Set ID of the PCF for UE Policy in home PLMN, when the UE is roaming.
	

	restrictedRatList
	array(RatType)
	O
	1..N
	When present, this IE shall indicate the list of RAT types that are restricted for the UE; see 3GPP TS 29.571 [6] (NOTE 1)
	

	forbiddenAreaList
	array(Area)
	O
	1..N
	When present, this IE shall indicate the list of forbidden areas of the UE.
	

	serviceAreaRestriction
	ServiceAreaRestriction
	O
	0..1
	When present, this IE shall indicate subscribed Service Area Restriction for the UE.
	

	restrictedCnList
	array(CoreNetworkType)
	O
	1..N
	When present, this IE shall indicate the list of Core Network Types that are restricted for the UE.
	

	eventSubscriptionList
	array(ExtAmfEventSubscription)
	C
	1..N
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, it shall indicate the event subscription(s) targeting the UE or the group the UE is part of.

If the source AMF supports binding procedures and if it received binding indications for event notifications (i.e. with "callback" scope) or for subscription change event notifications (i.e. with "subscription-events" scope) for certain subscriptions, these binding indications should also be included.

If the source AMF knows the NF type of the NF that created the subscription, this information should also be indicated.

	

	mmContextList
	array(MmContext)
	C
	1..2
	This IE shall be present if available and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE contains the MM Contexts of the UE.
	

	sessionContextList
	array(PduSessionContext)
	C
	1..N
	This IE shall be present if available and if it is neither case a) nor case b) specified in clause 5.2.2.2.1.1 step 2a. When present, this IE contains the PDU Session Contexts of the UE.
(NOTE 2)

	

	traceData
	TraceData
	C
	0..1
	This IE shall be present if signalling based trace has been activated (see 3GPP TS 32.422 [30]) and if it is not case b) specified in clause 5.2.2.2.1.1 step 2a. 
	

	serviceGapExpiryTime
	DateTime
	C
	0..1
	This IE shall be present if Service Gap Control is enabled and if the AMF has started a Service Gap Timer which has not expired yet (see clause 5.31.16 of 3GPP TS 23.501 [2]).
The value of the IE shall indicate the expiry time of the active Service Gap Timer for the UE.
	

	stnSr
	StnSr
	O
	0..1
	This IE shall be present if available, for UE supporting 5G-SRVCC (see clause 5.2.2.2.11 of 3GPP TS 23.502 [3]).
When present, this IE contains STN-SR of the UE.
	

	cMsisdn
	CMsisdn
	O
	0..1
	This IE shall be present if available, for UE supporting 5G-SRVCC (see clause 5.2.2.2.11 of 3GPP TS 23.502 [3]).
When present, this IE contains C-MSISDN of the UE.
	

	msClassmark2
	MSClassmark2
	O
	0..1
	This IE shall be present if available, for UE supporting 5G-SRVCC (see clause 5.2.2.2.11 of 3GPP TS 23.502 [3]).
When present, this IE contains Mobile Station Classmark 2 of the UE.
	

	supportedCodecList
	array(SupportedCodec)
	O
	1..N
	This IE shall be present if available, for UE supporting 5G-SRVCC (see clause 5.2.2.2.11 of 3GPP TS 23.502 [3]).
When present, this IE shall indicate the list of speech codecs supported by the UE.
	

	smallDataRateStatusInfos
	array(SmallDataRateStatusInfo)
	O
	1..N
	List of Small Data Rate Control Statuses for released PDU Sessions, see clause 5.31.14.3 of TS 23.501 [2].
	CIOT

	restrictedPrimaryRatList
	array(RatType)
	O
	1..N
	When present, this IE shall indicate the list of RAT types that are restricted for use as primary RAT for the UE; see 3GPP TS 29.571 [6] (NOTE 1)
	

	restrictedSecondaryRatList
	array(RatType)
	O
	1..N
	When present, this IE shall indicate the list of RAT types that are restricted for use as secondary RAT for the UE; see 3GPP TS 29.571 [6] (NOTE 1)
	

	v2xContext
	V2xContext
	O
	0..1
	This IE shall be present if available (see clause 6.5.4 of 3GPP TS 23.287 [47]).
When present, this IE shall indicate the parameters related to the V2X services.
	

	lteCatMInd
	boolean
	C
	0..1
	This IE shall be present with value "true" if the UE is a LTE Category M UE based on indication provided by the NG-RAN or by the MME at EPS to 5GS handover, as specified in 3GPP TS 23.502 [3].

When present, this IE shall be set as following:
- true: the UE is a Category M UE
- false (default): this UE is not a Category M UE.
	

	moExpDataCounter
	MoExpDataCounter
	C
	0..1
	This IE shall be present if a non-zero MO Exception counter has not been reported yet to SMF.

When present, this IE shall contain the MO Exception Data Counter, as specified in clause 5.31.14.3 of 3GPP TS 23.501 [2].
	

	cagData
	CagData
	O
	0..1
	Closed Access Group Data
When present, the provisioningTime attribute (from the CagData data type) shall be absent.
	NPN

	managementMdtInd
	boolean
	C
	0..1
	This flag shall be present with value "true" if Management Based Minimization of Drive Tests (MDT) is allowed, as specified in 3GPP TS 32.422 [30].

When present, this IE shall be set as following:
- true: management based MDT is allowed.
- false (default): management based MDT is not allowed.
	

	immediateMdtConf
	ImmediateMdtConf
	C
	0..1
	This IE shall be sent by the source AMF to the target AMF, if the Job Type indicates Immediate MDT. See clause 4.10 of 3GPP TS 32.422 [30].
	

	ecRestrictionDataWb
	EcRestrictionDataWb
	C
	0..1
	This IE shall be present if the AMF determines whether Enhanced Coverage is restricted or not for the UE for WB-N1 mode.
If absent, this IE indicates Enhanced Coverage is not restricted for WB-N1 mode.
(NOTE 3)
	

	ecRestrictionDataNb
	boolean
	C
	0..1
	This IE shall be present if the AMF determines whether Enhanced Coverage is restricted or not for the UE for NB-N1 mode.

If present, this IE shall indicate whether Enhanced Coverage for NB-N1 mode is restricted or not.

true: Enhanced Coverage for NB-N1 mode is restricted.
false or absent: Enhanced Coverage for NB-N1 mode is allowed. (NOTE 3)
	

	iabOperationAllowed
	boolean
	O
	0..1
	This IE shall be present if the UE is allowed for IAB operation. It may be present otherwise.

When present, it shall indicate whether the UE is allowed for IAB operation, as follows:
[bookmark: _PERM_MCCTEMPBM_CRPT48240109___7]-	true: indicates that the UE is allowed for IAB operation.
[bookmark: _PERM_MCCTEMPBM_CRPT48240110___7]-	false: indicates that the UE is not allowed for IAB operation.
	

	usedServiceAreaRestriction
	ServiceAreaRestriction
	O
	0..1
	When present, this IE shall include the Service Area Restriction from PCF.
	

	praInAmPolicy
	map(PresenceInfo)
	O
	1..N
	When present, this IE shall include the map of PRA Information for the subscribed "PRA_CHANGE" PolicyReqTrigger in the AM Policy Association.

The key of the map shall be the "praId" attribute within the PresenceInfo data type. The "presenceState" attribute within the PresenceInfo data type shall not be supplied here.When present, this IE shall include the map of PRA Information from PCF for the PolicyReqTrigger with "PRA_CHANGE", the "praId" attribute within the PresenceInfo data type shall also be the key of the map. The "presenceState" attribute within the PresenceInfo data type shall not be supplied.
	

	praInUePolicy
	map(PresenceInfo)
	O
	1..N
	When present, this IE shall include the map of PRA Information for the subscribed "PRA_CHANGE" PolicyReqTrigger in the UE Policy Association.

The key of the map shall be the "praId" attribute within the PresenceInfo data type. The "presenceState" attribute within the PresenceInfo data type shall not be supplied here.
	

	updpSubscriptionData
	UpdpSubscriptionData
	O
	0..1
	When present, this IE shall include the subscription resource in the AMF for a UE policy delivery related N1 message notification.
	

	NOTE 1:	If the restrictedPrimaryRatList and restrictedSecondaryRatList attributes are supported by the sender, the sender shall include the list of RAT Types that are restricted, if any, in the restrictedRatList attribute, shall include the list of RAT Types that are restricted for use as primary RAT, if any, in the restrictedPrimaryRatList attribute and shall include the list of RAT Types that are restricted for use as secondary RAT, if any, in the restrictedSsecondaryRatList attribute. If the restrictedPrimaryRatList and restrictedSecondaryRatList attributes are supported by the receiver, the receiver shall use the data in the restrictedPrimaryRatList attribute, if received, as the list of RAT Types that are restricted for use as primary RAT for the UE, and shall use the data in the restrictedSecondaryRatList attribute, if received, as the list of RAT Types that are restricted for use as secondary RAT for the UE, otherwise the receiver shall use the data in the restrictedRatList attribute, if received, as the list of RAT Types that are restricted for the UE.
NOTE 2:	A particular PDU session not supported by the target AMF shall not be transferred, e.g. MA-PDU session context shall not be transferred if target AMF does not support ATSSS.
NOTE 3:	After ecRestrictionDataWb and/or ecRestrictionDataNb attributes are sent from source AMF to target AMF to build the UeContext in the target AMF, the target AMF shall re-determine the EC restriction information based on the received subscription data from UDM and UE 5GMM capability because EC restriction information may change (e.g. due to that subscription data in UDM is changed but not notified the old AMF yet) and then compare the re-determined EC restriction information with the one received in the UeContext. If the target AMF finds EC restriction information has changed after comparing, the target AMF shall proceed as described in clause 5.31.12, 3GPP TS 23.501 [2].



* * * Next Change * * * *
[bookmark: _Toc51925292][bookmark: _Toc51924813][bookmark: _Toc50124473][bookmark: _Toc50124002][bookmark: _Toc49867486][bookmark: _Toc43208429][bookmark: _Toc43118256][bookmark: _Toc25157194][bookmark: _Toc51925768][bookmark: _Toc81212787][bookmark: _Toc90634189][bookmark: _Toc25156446][bookmark: _Toc34124750][bookmark: _Toc43207876][bookmark: _Toc49857349][bookmark: _Toc56677189][bookmark: _Toc56691712][bookmark: _Toc56698976][bookmark: _Toc89035226][bookmark: _Toc89065024][bookmark: _Toc89180323][bookmark: _Toc90641531]6.1.6.3.15	Enumeration: PolicyReqTrigger
Table 6.1.6.3.15-1: Enumeration PolicyReqTrigger
	Enumeration value
	Description

	"LOCATION_CHANGE"
	The AM policy or UE policy request shall be triggered when the UE's location (Tracking Area) changes.

	"PRA_CHANGE"
	The AM policy or UE policy request shall be triggered when the UE is entering / leaving a Presence Reporting Area.

	"SARI_CHANGE"
	The AM policy request shall be triggered when the Service Area Restriction Information of the UE has changed.

	"RFSP_INDEX_CHANGE"
	The AM policy request shall be triggered when the RFSP index of the UE has changed.

	"ALLOWED_NSSAI_CHANGE"
	The AM policy request shall be triggered when the allowed NSSAI of the UE has changed.



* * * Next Change * * * *
[bookmark: _Toc51925482][bookmark: _Toc51925003][bookmark: _Toc50124659][bookmark: _Toc50124186][bookmark: _Toc49867668][bookmark: _Toc43208612][bookmark: _Toc43118439][bookmark: _Toc25157372][bookmark: _Toc51925958][bookmark: _Toc81212976][bookmark: _Toc90634379]A.2	Namf_Communication API
*************** Text Skipped for Clarity ***************
    UeContext:
      type: object
      properties:
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        supiUnauthInd:
          type: boolean
        gpsiList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
          minItems: 1
        pei:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Pei'
        udmGroupId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfGroupId'
        ausfGroupId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfGroupId'
        pcfGroupId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfGroupId'
        routingIndicator:
          type: string
        groupList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/GroupId'
          minItems: 1
        drxParameter:
          $ref: '#/components/schemas/DrxParameter'
        subRfsp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RfspIndex'
        usedRfsp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RfspIndex'
        subUeAmbr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ambr'
        smsfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        seafData:
          $ref: '#/components/schemas/SeafData'
        5gMmCapability:
          $ref: '#/components/schemas/5GMmCapability'
        pcfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        pcfSetId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfSetId'
        pcfAmpServiceSetId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfServiceSetId'
        pcfUepServiceSetId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfServiceSetId'
        pcfBinding:
          $ref: '#/components/schemas/SbiBindingLevel'
        pcfAmPolicyUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        amPolicyReqTriggerList:
          type: array
          items:
            $ref: '#/components/schemas/PolicyReqTrigger'
          minItems: 1
        pcfUePolicyUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        uePolicyReqTriggerList:
          type: array
          items:
            $ref: '#/components/schemas/PolicyReqTrigger'
          minItems: 1
        hpcfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        hpcfSetId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfSetId'
        restrictedRatList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/RatType'
          minItems: 1
        forbiddenAreaList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Area'
          minItems: 1
        serviceAreaRestriction:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ServiceAreaRestriction'
        restrictedCoreNwTypeList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/CoreNetworkType'
          minItems: 1
        eventSubscriptionList:
          type: array
          items:
            $ref: '#/components/schemas/ExtAmfEventSubscription'
          minItems: 1
        mmContextList:
          type: array
          items:
            $ref: '#/components/schemas/MmContext'
          minItems: 1
          maxItems: 2
        sessionContextList:
          type: array
          items:
            $ref: '#/components/schemas/PduSessionContext'
          minItems: 1
        traceData:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/TraceData'
        serviceGapExpiryTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        stnSr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/StnSr'
        cMsisdn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/CMsisdn'
        msClassmark2:
          $ref: '#/components/schemas/MSClassmark2'
        supportedCodecList:
          type: array
          items:
            $ref: '#/components/schemas/SupportedCodec'
          minItems: 1
        smallDataRateStatusInfos:
          type: array
          items:
            $ref: '#/components/schemas/SmallDataRateStatusInfo'
          minItems: 1
        restrictedPrimaryRatList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/RatType'
          minItems: 1
        restrictedSecondaryRatList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/RatType'
          minItems: 1
        v2xContext:
          $ref: '#/components/schemas/V2xContext'
        lteCatMInd:
          type: boolean
          default: false
        moExpDataCounter:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/MoExpDataCounter'
        cagData:
          $ref: 'TS29503_Nudm_SDM.yaml#/components/schemas/CagData'
        managementMdtInd:
          type: boolean
          default: false
        immediateMdtConf:
          $ref: '#/components/schemas/ImmediateMdtConf'
        ecRestrictionDataWb:
          $ref: '#/components/schemas/EcRestrictionDataWb'
        ecRestrictionDataNb:
          type: boolean
          default: false
        iabOperationAllowed:
          type: boolean
        usedServiceAreaRestriction:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/ServiceAreaRestriction'
        praInAmPolicy:
          type: object
          additionalProperties:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/PresenceInfo'
          minProperties: 1
          description: A map(list of key-value pairs) where praId serves as key.
        praInUePolicy:
          type: object
          additionalProperties:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/PresenceInfo'
          minProperties: 1
          description: A map(list of key-value pairs) where praId serves as key.
        updpSubscriptionData:
          $ref: '#/components/schemas/UpdpSubscriptionData'

*************** Text Skipped for Clarity ***************
    PolicyReqTrigger:
      anyOf:
      - type: string
        enum:
          - LOCATION_CHANGE
          - PRA_CHANGE
          - SARI_CHANGE
          - RFSP_INDEX_CHANGE
          - ALLOWED_NSSAI_CHANGE
      - type: string

*************** Text Skipped for Clarity ***************
* * * End of Changes * * * *
