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[bookmark: _Toc25073774][bookmark: _Toc34062939][bookmark: _Toc43119907][bookmark: _Toc49767959][bookmark: _Toc56434132][bookmark: _Toc90558458]5.2.2.3.2.4	Changing the access type of a PDU session from non-3GPP access to 3GPP access during a Service Request procedure
The NF Service Consumer (e.g. AMF) shall indicate to the SMF that the access type of a PDU session can be changed as follows:


Figure 5.2.2.3.2.4-1: Indicating that the access type of a PDU session can be changed
1.	The NF Service Consumer shall indicate that the access type of a PDU session can be changed by sending a POST request, as specified in clause 5.2.2.3.1, with the following information:
-	anTypeCanBeChanged attribute set to "true";
-	other information, if necessary.
2a.	Same as step 2a of figure 5.2.2.3.1-1. In HR roaming scenarios, the V-SMF shall invoke the Update service operation towards the H-SMF to notify that the access type of the PDU session can be changed (see clause 5.2.2.8.2.2).
2b.	Same as step 2b of figure 5.2.2.3.1-1.
NOTE:	This is used during a Service Request procedure (see clause 4.2.3.2 of 3GPP TS 23.502 [3]), in response to paging or NAS notification indicating non-3GPP access, if the PDU Session for which the UE was paged or notified is in the List Of Allowed PDU Sessions provided by the UE and if the AMF has received N2 SM Information only or N1 SM Container and N2 SM Information for that PDU session from the SMF in step 3a of clause 4.2.3.3 of 3GPP TS 23.502 [3].
The SMF may perform Network Slice Admission Control before the PDU Session is moved from the non-3GPP access to 3GPP access (i,e, before N3 tunnel for the PDU Session is established).
If the PDU Session is moved from the non-3GPP access to 3GPP access (i.e. N3 tunnel for the PDU Session is established successfully), the SMF and NF Service Consumer (e.g. AMF) updates the associated access of the PDU Session.
* * * Next Change * * * *
[bookmark: _Toc25073881][bookmark: _Toc34063057][bookmark: _Toc43120031][bookmark: _Toc49768086][bookmark: _Toc56434259][bookmark: _Toc90558594]6.1.3.3.4.2.2	Operation Definition
This custom operation updates an individual SM context resource and/or provide N1 or N2 SM information received from the UE or the AN, for a given PDU session, towards the SMF, or in V-SMF in HR roaming scenario.
This operation shall support the request data structures specified in table 6.1.3.3.4.2.2-1 and the response data structure and response codes specified in table 6.1.3.3.4.2.2-2.
Table 6.1.3.3.4.2.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	SmContextUpdateData
	M
	1
	Representation of the updates to apply to the SM context.



Table 6.1.3.3.4.2.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	SmContextUpdatedData
	C
	0..1
	200 OK
	Successful update of the SM context, when the SMF needs to return information in the response.

	n/a
	
	
	204 No Content
	Successful update of the SM context, when the SMF does not need to return information in the response.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same SMF or SMF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same SMF or SMF (service) set.
(NOTE 2)

	SmContextUpdateError
	M
	1
	400 Bad Request
	The "cause" attribute shall be set to one of the errors defined in Table 5.2.7.2-1 of 3GPP TS 29.500 [4].

	ProblemDetails
	O
	0..1
	400 Bad Request
	This error shall only be returned by an SCP for errors it originates. As an exception, this error may also be returned by an SMF, with an empty payload body, for a protocol error other than those specified for the SMF PDUSession service logic (e.g. protocol error found by the HTTP stack).

	SmContextUpdateError
	M
	1
	403 Forbidden
	The "cause" attribute shall be set to one of the following application error:
- N1_SM_ERROR
- N2_SM_ERROR
- SUBSCRIPTION_DENIED
- OUT_OF_LADN_SERVICE_AREA
- PRIORITIZED_SERVICES_ONLY
- PDU_SESSION_ANCHOR_CHANGE
- NO_DATA_FORWARDING
See table 6.1.7.3-1 for the description of these errors.

	ProblemDetails
	O
	0..1
	403 Forbidden
	This error shall only be returned by an SCP for errors it originates. As an exception, this error may also be returned by an SMF, with an empty payload body, for a protocol error other than those specified for the SMF PDUSession service logic (e.g. protocol error found by the HTTP stack).

	SmContextUpdateError
	M
	1
	404 Not Found
	The "cause" attribute shall be set to one of the following application error:
- CONTEXT_NOT_FOUND
See table 6.1.7.3-1 for the description of these errors.

	ExtProblemDetails
	O
	0..1
	413 Payload Too Large
	

	ExtProblemDetails
	O
	0..1
	415 Unsupported Media Type
	

	ExtProblemDetails
	O
	0..1
	429 Too Many Requests
	

	SmContextUpdateError
	M
	1
	500 Internal Server Error
	The "cause" attribute shall be set to one of the errors defined in Table 5.2.7.2-1 of 3GPP TS 29.500 [4]. 

	ProblemDetails
	O
	0..1
	500 Internal Server Error
	This error shall only be returned by an SCP for errors it originates. As an exception, this error may also be returned by an SMF, with an empty payload body, for a general server error other than those specified for the SMF PDUSession service logic.

	SmContextUpdateError
	M
	1
	503 Service Unavailable
	The "cause" attribute shall be set to one of the errors defined in Table 5.2.7.2-1 of 3GPP TS 29.500 [4] or to one of the following application errors:
- DNN_CONGESTION
- S-_NSSAI_ CONGESTION
- S_NSSAI_ UNAVAILABLE_DUE_TO_NSAC
See table 6.1.7.3-1 for the description of these errors.

	ProblemDetails
	O
	0..1
	503 Service Unavailable
	This error shall only be returned by an SCP for errors it originates. As an exception, this error may also be returned by an SMF, with an empty payload body, for a general server error other than those specified for the SMF PDUSession service logic.

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] other than those specified in the table above also apply, with a ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.3.3.4.2.2-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same SMF or SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target SMF (service) instance ID towards which the request is redirected



Table 6.1.3.3.4.2.2-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same SMF or SMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target SMF (service) instance ID towards which the request is redirected



* * * Next Change * * * *
[bookmark: _Toc25073985][bookmark: _Toc34063175][bookmark: _Toc43120158][bookmark: _Toc49768215][bookmark: _Toc56434390][bookmark: _Toc90558730]6.1.6.3.8	Enumeration: Cause
The enumeration Cause indicates a cause information. It shall comply with the provisions defined in table 6.1.6.3.8-1.
Table 6.1.6.3.8-1: Enumeration Cause
	Enumeration value
	Description

	"REL_DUE_TO_HO"
	Release due to Handover

	"EPS_FALLBACK"
	Mobility due to EPS fallback for IMS voice is on-going.

	"REL_DUE_TO_UP_SEC"
	Release due to user plane Security requirements that cannot be fulfilled.

	"DNN_CONGESTION"
	Release due to the DNN based congestion control.

	"S_NSSAI_CONGESTION"
	Release due to the S-NSSAI based congestion control.

	"S_NSSAI_ UNAVAILABLE_DUE_TO_NSAC"
	NSACF returned S-NSSAI unavailable

	"REL_DUE_TO_REACTIVATION"
	Release due to PDU session reactivation.

	"5G_AN_NOT_RESPONDING"
	The 5G AN did not respond to the request initiated by the network.

	"REL_DUE_TO_SLICE_NOT_AVAILABLE"
	Release due to the associated S-NSSAI becomes no longer available.

	"REL_DUE_TO_DUPLICATE_SESSION_ID"
	Release due to a UE request to establish a new PDU session with an identical PDU session Id.

	"PDU_SESSION_STATUS_MISMATCH"
	Release due to mismatch of PDU Session status between UE and AMF.

	"HO_FAILURE"
	Handover preparation failure 

	"INSUFFICIENT_UP_RESOURCES"
	Failure to activate the User Plane connection of a PDU session due to insufficient user plane resources.  

	"PDU_SESSION_HANDED_OVER"
	The PDU session is handed over to another system or access.

	"PDU_SESSION_RESUMED"
	Resume the user plane connection of the PDU session.

	"CN_ASSISTED_RAN_PARAMETER_TUNING"
	SMF derived CN assisted RAN parameters tuning.

	"ISMF_ CONTEXT_TRANSFER"
	The PDU session shall be transferred from old I-SMF to new I-SMF.

	"SMF_ CONTEXT_TRANSFER"
	The PDU session shall be transferred from old SMF to new SMF.

	"REL_DUE_TO_PS_TO_CS_HO"
	Release due to 5G SRVCC from NG-RAN to 3GPP UTRAN, as specified in clause 6.5.4 of 3GPP TS 23.216 [35].

	"REL_DUE_TO_SUBSCRIPTION_CHANGE"
	PDU session release due to UE subscription changes, triggered by the SMF e.g. due to the removal of subscribed DNNs, or by the AMF e.g. due to ODB changes.

	"HO_CANCEL"
	Handover cancellation

	"REL_DUE_TO_SLICE_NOT_AUTHORIZED"

	Release due to Network Slice-Specific Authentication and Authorization failure or revocation.

	"PDU_SESSION_HAND_OVER_FAILURE"
	Failure to handover PDU session to another access

	"DDN_FAILURE_STATUS"
	DDN failure status reporting

	"REL_DUE_TO_CP_ONLY_NOT_APPLICABLE"
	Release due to Control Plane Only indication associated with PDU Session is not applicable any longer

	"NOT_SUPPORTED_WITH_ISMF"
	PDU session release due to a requested functionality that is not supported for a PDU session with an I-SMF/V-SMF.

	"CHANGED_ANCHOR_SMF"
	The anchor SMF of the PDU session is changed.

	"CHANGED_INTERMEDIATE_SMF"
	The intermediate SMF (e.g. I-SMF or V-SMF) is changed.

	"TARGET_DNAI_NOTIFICATION"
	Notify the target DNAI for I-SMF selection for the current PDU Session, or SMF selection during PDU Session re-establishment for SSC mode 2/3.



* * * Next Change * * * *
[bookmark: _Toc25074006][bookmark: _Toc34063198][bookmark: _Toc43120183][bookmark: _Toc49768240][bookmark: _Toc56434415][bookmark: _Toc90558758]6.1.7.3	Application Errors
The common application errors defined in Table 5.2.7.2-1 of 3GPP TS 29.500 [4] may be used for the Nsmf_PDUSession service.
The following application errors listed in Table 6.1.7.3-1 are specific to the Nsmf_PDUSession service.
Table 6.1.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	N1_SM_ERROR
	403 Forbidden
	This indicates that an error, other than those listed in this table, was detected when processing the N1 SM information received in the request, e.g. N1 SM protocol error.

	N2_SM_ERROR
	403 Forbidden
	This indicates that an error, other than those listed in this table, was detected when processing the N2 SM information received in the request, e.g. N2 SM protocol error.

	SNSSAI_DENIED
	403 Forbidden
	The subscriber does not have the necessary subscription to access the SNSSAI.

	DNN_DENIED
	403 Forbidden
	The subscriber does not have the necessary subscription to access the DNN.

	PDUTYPE_DENIED
	403 Forbidden
	The subscriber does not have the necessary subscription for the requested PDU session type.

	SSC_DENIED
	403 Forbidden
	The subscriber does not have the necessary subscription for the requested SSC mode.

	SUBSCRIPTION_DENIED
	403 Forbidden
	This indicates an error, other than those listed in this table, due to lack of necessary subscription to serve the UE request.

	DNN_NOT_SUPPORTED
	403 Forbidden
	The DNN is not supported by the SMF.

	PDUTYPE_NOT_SUPPORTED
	403 Forbidden
	The requested PDU session type is not supported by the SMF for the PDN corresponding to the DNN.

	SSC_NOT_SUPPORTED
	403 Forbidden
	The requested SSC mode is not supported by the SMF for the PDN corresponding to the DNN.

	HOME_ROUTED_ROAMING_REQUIRED
	403 Forbidden
	It is used in LBO roaming, if the V-SMF is not able to process some part of the N1 SM information that requires Home Routed Roaming. 

	OUT_OF_LADN_SERVICE_AREA
	403 Forbidden
	The PDU session corresponds to a LADN and the UE is outside of the LADN Service Area.

	N2_SM_ERROR
	403 Forbidden
	This indicates that an error, other than those listed in this table, was detected when processing the N2 SM information received in the request, e.g. N2 SM protocol error.

	PRIORITIZED_SERVICES_ONLY
	403 Forbidden
	The SMF was notified that the UE is reachable only for regulatory prioritized service and the PDU Session to be activated is not for a regulatory prioritized service.

	PDU_SESSION_ANCHOR_CHANGE
	403 Forbidden
	The SMF decided to change the PDU Session Anchor for the PDU Session.

	TARGET_MME_CAPABILITY
	403 Forbidden
	A request to retrieve an SM context is rejected due to the target MME not capable to support the PDU session. 

	NO_EPS_5GS_CONTINUITY
	403 Forbidden
	It is used during an EPS to 5GS Idle mode mobility or handover, if the PDU session does not support seamless session continuity to 5GS.

	UNABLE_TO_PAGE_UE
	403 Forbidden
	The request is rejected due to a temporarily inability to page the UE. 

	UE_NOT_RESPONDING
	403 Forbidden
	The UE did not respond to the request initiated by the network, e.g. paging. 

	REJECTED_BY_UE
	403 Forbidden
	The request is rejected by the UE.

	REJECTED_DUE_VPLMN_POLICY
	403 Forbidden
	The request is rejected due to VPLMN operator policy. 

	HO_TAU_IN_PROGRESS
	403 Forbidden
	The request is rejected temporarily due to a mobilty procedure in progress.

	INTEGRITY_PROTECTED_MDR_NOT_ACCEPTABLE
	403 Forbidden
	The integrity protected maximum data rate value provided by the UE is not acceptable for the PDU session based on local policy at the SMF. This error is applicable when the UP Security Policy for the PDU Session is determined to have Integrity Protection set to "Required".

An NF service consumer that receives this error cause may use it for maintaining KPIs.

	EBI_EXHAUSTED
	403 Forbidden
	The allocation of EPS Bearer ID failed due to exhaustion of EBI as the maximum number of EBIs has already been allocated to the UE.

	EBI_REJECTED_LOCAL_POLICY
	403 Forbidden
	The allocation of EPS Bearer ID was rejected due to local policy in the Serving PLMN.

	EBI_REJECTED_NO_N26
	403 Forbidden
	The allocation of EPS Bearer ID was rejected when the AMF is in a serving PLMN that does not support 5GS-EPS interworking procedures with N26 interface.

	DEFAULT_EPS_BEARER_INACTIVE
	403 Forbidden
	It is used during EPS to 5GS mobility if the default EPS bearer context of the PDU session is reported as inactive by the UE in the epsBearerCtxStatus attribute. 

	HANDOVER_RESOURCE_ALLOCATION_FAILURE
	403 Forbidden
	It is used during a N2 handover preparation or an EPS to 5GS handover preparation, if no resource is allocated by the target NG-RAN for the PDU session. 

	LATE_OVERLAPPING_REQUEST
	403 Forbidden
	The request is rejected because it collides with an existing SM context or PDU session context with a more recent origination timestamp (see clause 5.2.3.3).

	DEFAULT_EBI_NOT_TRANSFERRED
	403 Forbidden
	It is used during 5GS to EPS mobility if the EBI of the default EPS bearer is included in the notToTransferEbiList attribute.

	NOT_SUPPORTED_WITH_ISMF
	403 Forbidden
	The request is rejected due to a requested functionality that is not supported for a PDU session with an I-SMF/V-SMF.

	SERVICE_NOT_AUTHORIZED_BY_NEXT_HOP
	403 Forbidden
	The SMF is not authorized to access service provided by next hop NF producer, e.g. H-SMF or SMF or old I-SMF or old V-SMF.

	NO_DATA_FORWARDING
	403 Forbidden
	The request to setup data forwarding tunnels is rejected because none of the EPS bearer contexts received in the request body contains an F-TEID for DL data forwarding. 

	CONTEXT_NOT_FOUND
	404 Not Found
	It is used when no context corresponding to the request exists in the SMF.

	HIGHER_PRIORITY_REQUEST_ONGOING
	409 Conflict
	The request is rejected temporarily due to procedure for higher priority session in progress.

	UE_IN_CM_IDLE_STATE
	409 Conflict
	The request is rejected due to the UE being in CM-IDLE state for the PDU session associated to non-3GPP access.

	INSUFFICIENT_RESOURCES_SLICE
	500 Internal Server Error
	The request cannot be provided due to insufficient resources for the specific slice.

	INSUFFICIENT_RESOURCES_SLICE_DNN
	500 Internal Server Error
	The request cannot be provided due to insufficient resources for the specific slice and DNN.

	DNN_CONGESTION
	503 Service Unavailable
	The SMF has detected congestion for the requested DNN and performs overload control for that DNN which does not allow the PDU session to be established.

	S_NSSAI_CONGESTION
	503 Service Unavailable
	The SMF has detected congestion for the requested S-NSSAI and performs overload control for that S-NSSAI which does not allow the PDU session to be established.

	S_NSSAI_ UNAVAILABLE_DUE_TO_NSAC
	503 Service Unavailable
	The NSACF has returned error for the requested S-NSSAI and hence the PDU Session cannot be transferred from non-3gpp to 3gpp.

	PEER_NOT_RESPONDING
	504 Gateway Timeout
	No response is received from a remote peer, or the remote peer is known to be not reachable, e.g. to indicate that no response has been received from the H-SMF for a HR PDU session or the SMF for a PDU session with I-SMF.

	NETWORK_FAILURE
	504 Gateway Timeout
	The request is rejected due to a network problem.

	UPF_NOT_RESPONDING
	504 Gateway Timeout
	The request is rejected due to no response received from the UPF.

	UE_NOT_REACHABLE
	504 Gateway Timeout
	The UE is not reachable for service.



* * * Next Change * * * *
[bookmark: _Toc25074011][bookmark: _Toc34063203][bookmark: _Toc43120188][bookmark: _Toc49768245][bookmark: _Toc56434421][bookmark: _Toc90558764]A.2	Nsmf_PDUSession API
openapi: 3.0.0

info:
  version: '1.2.0-alpha.4'
  title: 'Nsmf_PDUSession'
  description: |
    SMF PDU Session Service.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.502 V17.3.0; 5G System; Session Management Services; Stage 3
  url: http://www.3gpp.org/ftp/Specs/archive/29_series/29.502/

servers:
  - url: '{apiRoot}/nsmf-pdusession/v1'
    variables:
      apiRoot:
        default: https://example.com
        description:  apiRoot as defined in clause 4.4 of 3GPP TS 29.501. The sm-contexts and pdu-sessions resources can be distributed on different processing instances or hosts. Thus the authority and/or deployment-specific string of the apiRoot of the created individual sm context and pdu-session resources' URIs may differ from the authority and/or deployment-specific string of the apiRoot of the sm-contexts and pdu-sessions collections' URIs.

security:
  - {}
  - oAuth2ClientCredentials:
    - nsmf-pdusession
…
…
[skipped for clarity]
    Cause:
      anyOf:
      - type: string
        enum:
          - REL_DUE_TO_HO
          - EPS_FALLBACK
          - REL_DUE_TO_UP_SEC
          - DNN_CONGESTION
          - S_NSSAI_CONGESTION
          - S_NSSAI_ UNAVAILABLE_DUE_TO_NSAC
          - REL_DUE_TO_REACTIVATION
          - 5G_AN_NOT_RESPONDING
          - REL_DUE_TO_SLICE_NOT_AVAILABLE
          - REL_DUE_TO_DUPLICATE_SESSION_ID
          - PDU_SESSION_STATUS_MISMATCH
          - HO_FAILURE
          - INSUFFICIENT_UP_RESOURCES
          - PDU_SESSION_HANDED_OVER
          - PDU_SESSION_RESUMED
          - CN_ASSISTED_RAN_PARAMETER_TUNING
          - ISMF_CONTEXT_TRANSFER
          - SMF_CONTEXT_TRANSFER
          - REL_DUE_TO_PS_TO_CS_HO
          - REL_DUE_TO_SUBSCRIPTION_CHANGE
          - HO_CANCEL
          - REL_DUE_TO_SLICE_NOT_AUTHORIZED
          - PDU_SESSION_HAND_OVER_FAILURE
          - DDN_FAILURE_STATUS
          - REL_DUE_TO_CP_ONLY_NOT_APPLICABLE
          - NOT_SUPPORTED_WITH_ISMF
          - CHANGED_ANCHOR_SMF
          - CHANGED_INTERMEDIATE_SMF
          - TARGET_DNAI_NOTIFICATION
      - type: string
        description: >
          This string provides forward-compatibility with future
          extensions to the enumeration but is not used to encode
          content defined in the present version of this API.
      description: >
        Cause information. Possible values are
        - REL_DUE_TO_HO
        - EPS_FALLBACK
        - REL_DUE_TO_UP_SEC
        - DNN_CONGESTION
        - S_NSSAI_CONGESTION
        - S_NSSAI_ UNAVAILABLE_DUE_TO_NSAC
        - REL_DUE_TO_REACTIVATION
        - 5G_AN_NOT_RESPONDING
        - REL_DUE_TO_SLICE_NOT_AVAILABLE
        - REL_DUE_TO_DUPLICATE_SESSION_ID
        - PDU_SESSION_STATUS_MISMATCH
        - HO_FAILURE
        - INSUFFICIENT_UP_RESOURCES
        - PDU_SESSION_HANDED_OVER
        - PDU_SESSION_RESUMED
        - CN_ASSISTED_RAN_PARAMETER_TUNING
        - ISMF_CONTEXT_TRANSFER
        - SMF_CONTEXT_TRANSFER
        - REL_DUE_TO_PS_TO_CS_HO
        - REL_DUE_TO_SUBSCRIPTION_CHANGE
        - HO_CANCEL
        - REL_DUE_TO_SLICE_NOT_AUTHORIZED
        - PDU_SESSION_HAND_OVER_FAILURE
        - DDN_FAILURE_STATUS
        - REL_DUE_TO_CP_ONLY_NOT_APPLICABLE
        - NOT_SUPPORTED_WITH_ISMF
        - CHANGED_ANCHOR_SMF
        - CHANGED_INTERMEDIATE_SMF
        - TARGET_DNAI_NOTIFICATION
…
…
[skipped for clarity]
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