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1. Introduction
[bookmark: _GoBack]A couple of editorial corrections are proposed to the specification.
2. Proposal
It is proposed to agree the following changes to 3GPP TS 29.536 v1.1.0.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc93868940][bookmark: _Toc93909905][bookmark: _Toc81226748][bookmark: _Toc93869041][bookmark: _Toc93910038]4.1	General
Within the 5GC, the NSACF offers services to the AMF, SMF (or combined SMF+PGW-C) and NEF via the Nnsacf service based interface (see 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3]).
Figures 4.1 provides the reference model (in service based interface representation and in reference point representation), with focus on the NSACF and the scope of the present specification.


Figure 4-1: Reference model – NSACF
The functionalities supported by the NSACF are listed in clause 6.2.28 of 3GPP TS 23.501 [2].
The services and service operations provided by the Nnsacf interface are listed in clause 5.2.21 of 3GPP TS 23.502 [3].
When the UE connects to EPS and EPS counting is required, it is the combined SMF+PGW-C invokes NSACF services to perform network slice admission control, during PDN connection establishment procedure and PDN connection release procedure, as specified in clause 5.15.11.5 of 3GPP TS 23.501 [2].
NOTE:	A trusted AF can access NSACF services either via NEF to NSACF or directly to NSACF. An untrusted AF shall only be allowed to access NSACF services via NEF.
* * * Next Change * * * *
[bookmark: _Toc93909923][bookmark: _Toc81226741][bookmark: _Toc93869034][bookmark: _Toc93910031]5.3.1	Service Description
The Nnsacf_SliceEventExposure services provide event based notifications to the consumer NF (e.g. to AF via NEF) related to the number of UEs registered to a network slice or the number of PDU Sessions established to a network slice.
If, in accordance with operator policy and national/regional regulations, the NF Service Consumer (i.e., the AMF or the SMF) needs to exempt network slices that include emergency, mission critical and/or priority services (e.g., MCS, MPS) from NSAC, then the NF service consumer may send a request to NSACF and ignore the NSACF response. Therefore, if a UE/PDU session is rejected by NSACF for such sessions then the reports generated by this service may not have counts of those UEs/PDU-Sessions, despite the UEs accessing the corresponding slice(s). Alternatively, the NF Service Consumer (i.e., AMF and the SMF) may not invoke the corresponding NSAC procedure for the exempted S-NSSAI, i.e. those UEs/PDU Sessions are not counted towards the maximum number of UEs/PDU Sessions (See clause 5.15.11.0 of 3GPP TS 23.501 [2]).
* * * Next Change * * * *
[bookmark: _Toc510696633][bookmark: _Toc35971428][bookmark: _Toc70325132][bookmark: _Toc81226698][bookmark: _Toc93868989][bookmark: _Toc93909967]6.1.6.1	General
This clause specifies the application data model supported by the API.
Table 6.1.6.1-1 specifies the data types defined for the Nnsacf_NSAC service based interface protocol.

Table 6.1.6.1-1: Nnsacf_NSAC specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	UeACRequestData
	6.1.6.2.2
	Input data for NSAC procedure related to the number of UEs per slice.
	

	UeACResponseData
	6.1.6.2.3
	Response data of NSAC procedure for controlling the number of UEs.
	

	EACNotification
	6.1.6.2.4
	EAC mode notification
	

	AcuOperationItem
	6.1.6.2.5
	An operation item for NSAC procedure, indicating an S-NSSAI subject to NSAC and the associated operation.
	

	AcuFailureItem
	6.1.6.2.6
	A failure item which indicates the failed S-NSSAI and the failure reason.
	

	PduACRequestData
	6.1.6.2.7
	Input data for NSAC procedure related to the number of PDUs per slice.
	

	PduACResponseData
	6.1.6.2.8
	Response data of NSAC procedure for controlling the number of PDU sessions.
	

	EACMode
	6.1.6.3.3
	EAC mode
	

	AcuFlag
	6.1.6.3.4
	Update Flag for NSAC procedure
	

	AcuFailureReason
	6.1.6.3.5
	Indicates the failure reason for an S-NSSAI in the NSAC procedure
	

	UeACRequestInfo
	6.1.6.2.9
	One item of a UE and associated NSAC action.
	

	PduACRequestInfo
	6.1.6.2.10
	One item of a PDU session and associated NSAC action.
	



Table 6.1.6.1-2 specifies data types re-used by the Nnsacf_NSAC  service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nnsacf_NSAC service based interface.
Table 6.1.6.1-2: Nnsacf_NSAC re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	ProblemDetails
	3GPP TS 29.571 [16]
	Problem Details
	

	RedirectResponse
	3GPP TS 29.571 [16]
	Redirect Response
	

	Supi
	3GPP TS 29.571 [16]
	Subscription Permanent Identifier
	

	Snssai
	3GPP TS 29.571 [16]
	Single NSSAI
	

	NfInstanceId
	3GPP TS 29.571 [16]
	NF Instance ID
	

	Uri
	3GPP TS 29.571 [16]
	Resource or callback URI
	

	AccessType
	3GPP TS 29.571 [16]
	Access Type
	

	NFType
	3GPP TS 29.510 [17]
	NF Type
	

	Fqdn
	3GPP TS 29.510 [17]
	FQDN
	

	PduSessionId
	3GPP TS 29.571 [16]
	PDU Session Identifier
	

	PlmnId
	3GPP TS 29.571 [16]
	PLMN ID
	



* * * Next Change * * * *
[bookmark: _Toc510696637][bookmark: _Toc35971432][bookmark: _Toc70325136][bookmark: _Toc81226702][bookmark: _Toc93868993][bookmark: _Toc93909971]6.1.6.2.3	Type: UeACResponseData
Table 6.1.6.2.3-1: Definition of type UeACResponseData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	acuFailureList
	map(array(AcuFailureItem))
	C
	1..N(1..M)
	Indicates a list of S-NSSAI which is failed in the NSAC procedure, and the reasons for each S-NSSAI. Key of the map is the supi SUPI of the UE.
	



[bookmark: _Toc73369708][bookmark: _Toc81226707][bookmark: _Toc93868998][bookmark: _Toc93909976]* * * Next Change * * * *
6.1.6.2.8	Type: PduACResponseData
Table 6.1.6.2.8-1: Definition of type PduACResponseData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	acuFailureList
	map(array(AcuFailureItem))
	C
	1..2
	Indicates a list of S-NSSAIs which are failed in the NSAC procedure, and the reasons for each S-NSSAI. Key of the map is the supi SUPI of the UE.
	



* * * Next Change * * * *
[bookmark: _Toc81226713][bookmark: _Toc93869006][bookmark: _Toc93909984]6.1.6.3.5	Enumeration: AcuFailureReason
The enumerationAcuFailureReason indicates the operation result of the NSAC procedure for an individual S-NSSAI. It shall comply with the provisions defined in table 6.1.6.3.5-1.
Table 6.1.6.3.5-1: Enumeration AcuFailureReason
	Enumeration value
	Description
	Applicability

	"SLICE_NOT_FOUND"
	Indicates that an S-NSSAI is not found by the NSACF from the list of S-NSSAIs which are subjected to NSAC procedure.
	

	"EXCEED_MAX_UE_NUM"
	Indicates for an S-NSSAI the number of UEs has exceeded the configured maximum number of UEs, if per access network slice admission control is not required (e.g. NSACF is only configured with a total quota applied to both 3GPP access and Non-3GPP access).
	

	"EXCEED_MAX_UE_NUM_3GPP"
	Indicates for an S-NSSAI the number of UEs has exceeded the maximum number of UEs configured for 3GPP access, if per access network slice admission control is required.
	

	"EXCEED_MAX_UE_NUM_N3GPP"
	Indicates for an S-NSSAI the number of UEs has exceeded the maximum number of UEs configured for Non-3GPP access, if per access network slice admission control is required.
	

	"EXCEED_MAX_PDU_NUM"
	Indicates for an S-NSSAI the number of PDU sessions has exceeded the configured maximum number of PDU sessions when
a) per access network slice admission control is not required (e.g. NSACF is only configured with a total quota applied to both 3GPP access and Non-3GPP access); or
b) per access network slice admission control is required and the maximum number of PDU sessions has been reached for both 3GPP access and Non-3GPP access, in the case of MA PDU session.

	

	"EXCEED_MAX_PDU_NUM_3GPP"
	Indicates for an S-NSSAI the number of PDU sessions has exceeded the maximum number of PDU sessions configured for 3GPP access, if per access network slice admission control is required.
	

	"EXCEED_MAX_PDU_NUM_N3GPP"
	Indicates for an S-NSSAI the number of PDU sessions has exceeded the maximum number of PDU sessions configured for Non-3GPP access, if per access network slice admission control is required.
	



* * * Next Change * * * *
6.2.6.2.5	Type: SACEvent
Table 6.2.6.2.5-1: Definition of type SACEvent
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventType
	SACEventType
	M
	1
	Describes the event type to be reported.
	

	eventTrigger
	SACEventTrigger
	M
	1
	Describes how the reports are triggered.
	

	eventFilter
	array(Snssai)
	M
	1..N
	This IE shall indicate the S-NSSAI list to be applied.
	

	notificationPeriod
	DurationSec
	C
	0..1
	This IE shall be present if the eventTrigger is set to "PERIODIC". When present, this IE contains the time period for the event reports.
	

	notifThreshold
	SACInfo
	C
	0..1
	This IE shall be present if the eventTrigger is set to "THRESHOLD". When present, this IE Indicates the monitoring threshold value, upon which event notification(s) are triggered.
	

	immediateFlag
	boolean
	O
	0..1
	This attribute shall be set to "true" to indicate an immediate event report in the subscription response is requested. The report contains the current value of the event stored at the time of the subscription in the NSACF.
(See NOTE)
	

	NOTE:	If the immediateFlag flag is absent or set to "false", then the immediate reporting shall not be done.



* * * Next Change * * * *
[bookmark: _Toc81226742][bookmark: _Toc93869035][bookmark: _Toc93910032]6.2.6.2.6	Type: SACEventReportItem
Table 6.2.6.2.6-1: Definition of type SACEventReportItem
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventType
	SACEventType
	M
	1
	Describes the type of the event which triggers the report
	

	eventState
	SACEventState
	M
	1
	Describes the state of the event which triggered the report.
	

	timeStamp
	DateTime
	M
	1
	This IE shall contain the time at which the event is generated.
	

	eventFilter
	Snssai
	M
	1
	This IE shall indicate the S-NSSAI to be applied.
	

	sliceStautsInfo
	SACEventStatus
	C
	0..1
	If the "eventType" attribute is set to "NUM_OF_REGD_UES" or "NUM_OF_ESTD_PDU_SESSIONS", this parameter shall be included to indicate the current network slice status information for the concerned network slice.
(NOTE)
	

	NOTE:	For periodic reporting, both of the values expressed in percentage and in numerical shall be included.



* * * End of Changes * * * *
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