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1. Introduction
SA3 commented that solution #1 "Header Enrichment for HTTPS" as described in clause 6.1 has potential issues on the security aspect (see LS from SA3 in S3-214505).
[bookmark: _GoBack]Based on the discussion in CT4#108-E meeting, no solution will be standardized for the key issue #2.
2. Proposal
It is proposed to agree the following changes to 3GPP TS 29.820 v1.1.0.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc70926441][bookmark: _Toc89673092]7.2	Evaluation and Conclusions of Solutions for Key Issue #2
Evaluation and Conclusions of Solutions for Key Issue #2
[bookmark: _Toc66461645][bookmark: _Toc70926449][bookmark: _Toc89673100]7.2.1	Evaluation
The Key Issue #2 "Header Enrichment for HTTPS" as described in clause 5.3 studies how to support the requirement of header enrichment when HTTPS scheme is used.
SA3 commented that solution #1 "Header Enrichment for HTTPS" as described in clause 6.1 has potential issues on the security aspect (see LS from SA3 in S3-214505).
[bookmark: _Toc66461646][bookmark: _Toc70926450][bookmark: _Toc89673101]7.2.2	Conclusions
Based on the discussion in CT4#108-E meeting, no solution will be standardized for the key issue #2.
* * * End of Changes * * * *

