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	Feature / Item:
	

	Affects:
	UICC apps:
No
	ME:

Yes
	AN:

No
	CN:

Yes
	Others (specify):
No

	Expected Completion Date:
	June 2022

	Service(s) impacted:
	IMS media plane security for RTP, IMS authentication

	Specification(s) affected:
	23.334, 29.334, 29.229, 29.228

	Task(s) within work which are not complete:
	TSs 23.334 and 29.334:

· End-to-access-edge security for RTP based media using DTLS-SRTP for non WebRTC sessions in accordance with requirements defined in TS 33.328 need to be specified.

TS 29.229, 29.228:

· Need to be modifed in accordance with requirements defined in TS 33.203 and specified that IMS authentication using "Digest-AKAv2-SHA-256" is mandatory required while "Digest-AKAv1-MD5" is only supported for backward compatibility.


	Consequences if not included in Release 17:
	No support of e2ae security for RTP based media using DTLS-SRTP and IMS authentication using "Digest-AKAv2-SHA-256" for non WebRTC sessions.


Abstract of document:

An extension to complete the work on eCryptPr in CT4 by June 2022 is requested to address the tasks indicated above.

Contentious Issues:

No contentious issue is identified.
