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1. Reason for Change

An LS was sent to SA2 related to the the following editor's note in TS 29.556.
Editor's Note: this assumes that there is no NAT modifying the UE source IP address between the PSA and the EASDF, or that the SMF provides the Nated IP address in the DNS Context.

Assuming CT4 gets a reply from SA2 during CT4#108-e, this pCR proposes to replace the editor's note with a note reflecting the SA2 reply. The text currently proposed by this pCR (based on CR 23.548 #0048)  will beis aligned (if necessary) on the SA2 response.


2. Proposal
It is proposed to agree the following changes to 3GPP TS 29.556 v1.1.0.


[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc94605353][bookmark: _Toc81558541][bookmark: _Toc85876992][bookmark: _Toc88681444][bookmark: _Toc89678131][bookmark: _Toc94107076][bookmark: _Toc81558543][bookmark: _Toc85876998][bookmark: _Toc88681450][bookmark: _Toc89678137][bookmark: _Toc94107082]5.2.3.2.3	Processing flow for incoming DNS messages
Upon receipt of a DNS message, the EASDF shall first identify the DNS context corresponding to the DNS message as follows:
-	for DNS Query message: by using the source IP address of the DNS Query message and by matching it with the UE IP address provisioned in the DNS Query MDTs if any or with the UE IP address provisioned in the DNS context; and
-	for a DNS Response message: by matching the DNS response with the DNS Query (either by the EASDF assigning a specific Transaction ID when forwarding the DNS Query message and by matching the Transaction ID in the DNS Query and DNS Response, or by the EASDF using a unique couple of source IP address and UDP port per DNS context when forwarding the DNS Query message and by matching the DNS Response message using the destination IP address and UDP port) and by retrieving the DNS context that is associated with the DNS query.
Editor's Note: this assumes that there is no NAT modifying the UE source IP address between the PSA and the EASDF, or that the SMF provides the Nated IP address in the DNS Context.
NOTE 1:	The EASDF has direct user plane connectivity (i.e., without any NAT) with the PSA UPF over N6 for the transmission of DNS signalling exchanged with the UE. The deployment of a NAT between EASDF and PSA UPF is not supported.
If there is no DNS context matching a DNS Query or Response message, the EASDF should forward the DNS Query message towards a preconfigured DNS server and the DNS response towards the UE.
After finding the DNS context, the EASDF shall look up for a DNS rule matching the DNS message, among all DNS rules provisioned in the DNS Context, starting with the DNS rules with the highest precedence and continuing then with DNS rules with a lower precedence, in decreasing order of precedence. If there is no DNS rule matching the DNS message, the EASDF should forward the DNS Query message towards a preconfigured DNS server/resolver for resolution.
NOTE 2:	The SMF can provision in the DNS context a DNS rule with the lowest precedence and with a DNS Query MDT or a DNS Response MDT containing a wildcard FQDN, such as to associate a default behavior to all DNS messages not matching any other DNS rule, e.g. forward DNS Query messages to a specific DNS Server.
After having found a matching DNS rule, the EASDF shall stop looking up for other DNS rules and shall apply the list of actions provisioned in the matching DNS rule.
A DNS message matches a DNS rule if it matches at least one MDT of the DNS Rule or one BD MDT referred by the DNS rule.
The DNS message processing models for DNS Query and DNS Response are depicted in Figure 5.2.3.2-2 and 5.2.3.2-3 respectively.


Figure 5.2.3.2-2: DNS Query processing flow in the EASDF


Figure 5.2.3.2-3: DNS Response processing flow in the EASDF


* * * End of Changes * * * *
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