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1. Introduction
It is stated in TS29.536 that a trusted AF can directly interact the NSACF, e.g. for subscribe the status of a network slice. However, in the case of multiple NSACFs deployed in the network, it is difficult for the AF to know how many NSACFs deployed and which NSACF is the correct one to query. It is not good idea to configure the AF with the knowledge of multiple NSACFs, since it increase unnecessary configuration in the AF and will make the AF handling complex (i.e. subscribe/query the network slice status from each NSACF, and aggregate the result from each NSACF). In this case, a simple ways is, the NEF proxies network slice status query to different NSACF and aggregates the result, thus no direct AF-NSACF interaction is recommended in the case of multiple NSACF deployed.
Based on this observation, it is proposed to clarify the interaction between the AF and the NSACF, i.e. should via NEF.
2. Proposal
It is proposed to agree the following changes to 3GPP TS 29.536 v1.1.0.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc93868940][bookmark: _Toc93909905]4.1	General
Within the 5GC, the NSACF offers services to the AMF, SMF and NEF via the Nnsacf service based interface (see 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3]).
Figures 4.1 provides the reference model (in service based interface representation and in reference point representation), with focus on the NSACF and the scope of the present specification.


Figure 4-1: Reference model – NSACF
The functionalities supported by the NSACF are listed in clause 6.2.28 of 3GPP TS 23.501 [2].
The services and service operations provided by the Nnsacf interface are listed in clause 5.2.21 of 3GPP TS 23.502 [3].
When the UE connects to EPS and EPS counting is required, it is the combined SMF+PGW-C invokes NSACF services to perform network slice admission control, during PDN connection establishment procedure and PDN connection release procedure, as specified in clause 5.15.11.5 of 3GPP TS 23.501 [2].
NOTE:	A trusted AF can access NSACF services either via NEF to NSACF or directly to NSACF. An untrusted AF shall only be allowed to access NSACF services via NEF. If multiple NSACFs are deployed in the network and the trusted AF is interested in the aggregated report, then the trusted AF collects the report from NEF, instead of contacting multiple NSACFs directly.
* * * End of Changes * * * *
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