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1. Introduction
<Introduction part (optional)>
2. Reason for Change
As the agreed CR S3-214519 and S3-214520, the name of reference points has been determined.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.309 v1.0.0.

* * * First Change * * * *
[bookmark: _Toc89681612][bookmark: _Toc67906178][bookmark: _Toc35971376][bookmark: _Toc510696584]4	Overview
Nbsp is a Service-based interface exhibited by GBA BSF (Generic Bootstrapping Architecture; Bootstrapping Server Function) which is a Network Function that supports the following functionality:
-	Allows the NAF and the Push-NAF to fetch the key material agreed during a previous protocol run between the UE and the GBA BSF. It is also used to fetch application-specific user security settings from the GBA BSF, if requested by the NAF.
The reference points N66G2 and N67G3 (see Fig 4-1 below) show the interaction between the GBA BSF and the NAF and Push-NAF Network Functions.




Figure 4-1: Reference Model – Nbsp
In the context of the present specification, the GBA BSF is an SBA-capable BSF, and the NAF and Push-NAF are also SBA-capable Network Functions (see 3GPP TS 33.220 [14] and 3GPP TS 33.223 [15]).
Editor's Note:	The name of the service name interface (Nbsp) and the reference points (NG2, NG3) is still to be determined by SA2/SA3.
* * * End of Changes * * * *
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