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When an NF service consumer is requesting to send N1 and/or N2 information and the UE is in CM-IDLE state for the access type for which the N1 and/or N2 information is related (called "associated access type" hereafter in this clause), the requirements specified in clause 5.2.2.3.1.1 shall apply with the following modifications:

NOTE:	N1 and/or N2 Session Management information is related to the access type of the targeted PDU session for a single access PDU session, or to the Target Access received in the request for a MA PDU session; LCS related N2 (NRPPa) information is related to 3GPP access in this release of specification.
4xx and 5xx response cases shall also apply to UEs in CM-CONNECTED state, when applicable.

2xx Response Cases:

Case A: When UE is CM-IDLE in 3GPP access and the associated access type is 3GPP access:

a)	Same as step 2a of Figure 5.2.2.3.1.1-1, the AMF should respond with the status code "200 OK", if "skipInd" attribute is set to "true" in the request body, with a response body that carries the cause "N1_MSG_NOT_TRANSFERRED".
b)	Same as step 2a of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "202 Accepted", if the asynchronous type communication is invoked and hence the UE is not paged, update the UE context and store N1 and/or N2 information and initiate communication with the UE and/or 5G-AN when the UE becomes reachable. In this case the AMF shall provide the URI of the resource in the AMF in the "Location" header of the response, which contains information regarding the stored N1/N2 message. The AMF shall also provide a response body containing the cause, "WAITING_FOR_ASYNCHRONOUS_TRANSFER" that represents the current status of the N1/N2 message transfer;
c)	Same as step 2a of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "202 Accepted", if paging is issued when the UE is in CM-IDLE and reachable for 3GPP access, with a response body that carries a cause "ATTEMPTING_TO_REACH_UE" as specified in clause 4.2.3.3 and 5.2.2.2.7 of 3GPP TS 23.502 [3].
Case B: When UE is CM-IDLE in Non-3GPP access but CM-CONNECTED in 3GPP access and the associated access type is Non-3GPP access:

a)	Same as step 2a of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "200 OK" with cause "N1_N2_TRANSFER_INITIATED" and initiate N1 NAS SM message transfer via 3GPP access, if the NF service consumer (i.e. SMF) requests to send only N1 NAS SM message without any associated N2 SM information, and the current access type related to the PDU session is Non-3GPP access and the UE is CM-CONNECTED in 3GPP access.
b)	Same as step 2a of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "202 Accepted", if NAS Notification procedure is issued when the UE is in CM-CONNECTED in 3GPP access, with a response body that carries a cause "ATTEMPTING_TO_REACH_UE" as specified in step 4c of clause 4.2.3.3 and 5.2.2.2.7 of 3GPP TS 23.502 [3].
Case C: When UE is CM-IDLE in both Non-3GPP access and 3GPP access and the associated access type is Non-3GPP access:

All the bullets specified in Case A are applicable.

The NF Service Consumer shall not send any further signalling for the UE if it receives a POST response body with a cause "ATTEMPTING_TO_REACH_UE" unless it has higher priority signalling. In such a case the response shall include the "Location" header containing the URI of the resource created in the AMF, which holds the status of the N1/N2 message transfer, e.g. ".../n1-n2-messages/{n1N2MessageId}". The AMF shall:

-	store the N1 and/or N2 information related to 3GPP access and, when the UE responds with a Service Request, shall initiate communication with the UE and/or 5G-AN using the stored N1 and/or N2 information;
-	store the N1 NAS SM information related to Non-3GPP access if no N2 information was received and the AMF initiated paging towards the UE. Later when the UE responds with a Service Request,the AMF shall initiate communication with the UE using the stored N1 information via 3GPP access;
-	inform the SMF which invoked the service operation, that the access type of the PDU Session can be changed from Non-3GPP access to 3GPP access as specified in clause 5.2.2.3.2.1 of 3GPP TS 29.502 [16], when the UE responds with a "List Of Allowed PDU Sessions" and the indicated non-3GPP PDU session of the N2 (and N1 if received) information is included in the list; or
-	notify the NF which invoked the service operation, as specified in clause 5.2.2.3.2, if the Notification URI is provided, when the AMF determines that the paging or NAS Notification has failed or when the UE responds with a "List Of Allowed PDU Sessions" and the indicated Non-3GPP PDU session of the N2 (and N1 if received) information is not included in the list.

4xx Response Cases:
-	Same as step 2b of Figure 5.2.2.3.1.1-1, the AMF shall respond with status code "409 Conflict" in the following cases:
-	if the UE is in 3GPP access and there is already an ongoing paging procedure with higher or same priority, the AMF shall set the application error as "HIGHER_PRIORITY_REQUEST_ONGOING" in the "cause" attribute of the ProblemDetails structure of the POST response body. The AMF may provide a retry timer value to the NF Service Consumer in order for the NF Service Consumer to retry the request after the expiry of the timer. When the retry timer is provided, the NF Service Consumer shall not initiate the downlink messaging until the timer expires. The AMF may also provide the ARP value of the QoS flow that has triggered the currently ongoing highest priority paging, so that the NF Service Consumer (e.g. SMF) knows that if any subsequent trigger initiating downlink messaging for a QoS flow with the same or lower priority happens.
-	if there is an ongoing registration procedure (see clause 4.2.3.3 of 3GPP TS 23.502 [3]) the AMF shall set the application error as "TEMPORARY_REJECT_REGISTRATION_ONGOING" in the "cause" attribute of the ProblemDetails structure in the POST response body;
-	if this is a request to transfer a N2 PDU Session Resource Modify Request or a N2 PDU Session Resource Release Command to a 5G-AN and if the UE is in CM-IDLE state at the AMF for the Access Network Type associated to the PDU session (see clauses 4.3.3 and 4.3.4 of 3GPP TS 23.502 [3] and clause 5.3.2.1 of 3GPP TS 23.527 [33]), the AMF shall set the application error "UE_IN_CM_IDLE_STATE" in the "cause" attribute of the ProblemDetails structure in the POST response body.
-	if there is an ongoing Xn or N2 handover procedure (see clause 4.9.1.2.1 and 4.9.1.3.1 of 3GPP TS 23.502 [3]) the AMF shall set the application error as "TEMPORARY_REJECT_HANDOVER_ONGOING" in the "cause" attribute of the ProblemDetails structure in the POST response body, if the AMF rejects the request due to the on-going handover.
-	if the RAT Type is NB-IoT, and the UE already has 2 PDU Sessions with active user plane resources, the AMF shall set the application error as "MAX_ACTIVE_SESSIONS_EXCEEDED" in POST response body.
-	if Paging Restrictions information restricts the N1N2MessageTransfer request from causing paging (see clause 4.2.3.3 of 3GPP TS 23.502 [3]) the AMF shall set the application error as "REJECTION_DUE_TO_PAGING_RESTRICTION" in the "cause" attribute of the ProblemDetails structure in the POST response body.
-	Same as step 2b of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "403 Forbidden", if the UE is in a Non-Allowed Area and the service request is not for regulatory prioritized service. The AMF shall set the application error as "UE_IN_NON_ALLOWED_AREA" in POST response body.
-	Same as step 2b of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "403 Forbidden ", if the NF service consumer (e.g. an LMF) is requesting to send N1 LPP message to the UE and the UE has indicated that it does not support LPP in N1 mode during registration procedure (see clause 5.5.1.2.2 and 5.5.1.3.2 of 3GPP TS 24.501 [11]). The AMF shall set the application error to "UE_WITHOUT_N1_LPP_SUPPORT" in POST response body.
-	Same as step 2b of Figure 5.2.2.3.1.1-1, the AMF supporting "SMCCV" feature shall respond with the status code "403 Forbidden", if the request body includes the smfId IE indicating an SMF instance which is different from the stored SMF instance hosting the SM Context of the PDU session. The AMF shall set the application error to "INVALID_SM_CONTEXT" in POST response body. During procedures with SM Context relocation, e.g. UE mobility procedures with I-SMF insertion/change/removal, the AMF shall allow N1N2MessageTransfer from both old and new SM Contexts.

The NF service consumser (i.e. the SMF) received this application error shall remove the SM Context for the PDU session and release the PDU session resource in (H-)SMF if available. The SMF shall not send a SMContextStatusNotification to the AMF for the PDU session release.
5xx Response Cases:
-	Same as step 2b of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "504 Gateway Timeout", if the UE is currently unreachable (e.g., due to the UE in MICO mode, the UE using extended idle mode DRX or the UE is only registered over Non-3GPP access and its state is CM-IDLE). The AMF shall set the application error as "UE_NOT_REACHABLE" in POST response body. If Extended Buffering Support Indication is received in the request, the AMF shall include the Estimated Maximum Waiting time in the response body when the message is rejected due to the UE in MICO mode or the UE using extended idle mode DRX.

* * * Next Change * * * *
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Table 6.1.6.2.18-1: Definition of type N1N2MessageTransferReqData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	n1MessageContainer
	N1MessageContainer
	C
	0..1
	This IE shall be included if a N1 message needs to be transferred.
	

	n2InfoContainer
	N2InfoContainer
	C
	0..1
	This IE shall be included if a N2 information needs to be transferred.
	

	mtData
	RefToBinaryData
	C
	0..1
	This IE shall be included if mobile terminated data (i.e. CIoT user data container) needs to be transferred. When present, it shall reference the mobile terminated data (see clause 6.1.6.4.4).
	CIOT

	[bookmark: _PERM_MCCTEMPBM_CRPT03410116___2]skipInd
	boolean
	C
	0..1
	This IE shall be present and set to "true" if the service consumer (e.g. SMF) requires the N1 message to be sent to the UE only when UE is in CM-CONNECTED, e.g. during SMF initiated PDU session release procedure (see clause 4.3.4.2 of 3GPP TS 23.502 [3]).

When present, this IE shall be set as following:
-	true: AMF should skip sending N1 message to UE, when the UE is in CM-IDLE.
-	false (default): the AMF shall send the N1 message to the UE.
	

	lastMsgIndication
	boolean
	O
	0..1
	This flag when present shall indicate that the message transferred is the last message. (See clause 4.13.3.3 and clause 4.13.3.6 of 3GPP TS 23.502 [3].
	

	pduSessionId
	PduSessionId
	O
	0..1
	PDU Session ID for which the N1 / N2 message is sent, if the N1 / N2 message class is SM.
	

	[bookmark: _PERM_MCCTEMPBM_CRPT03410117___2]lcsCorrelationId
	CorrelationID
	O
	0..1
	LCS Correlation ID, for which the N1/N2 message is sent, if

-	the N1 message class is LPP (see clause 6.11.1 of 3GPP TS 23.273 [42]) or LCS (see clause 6.3 of 3GPP TS 23.273 [42]); and/or

-	the N2 Information class is NRPPa (see clause 6.11.2 of 3GPP TS 23.273 [42]).
	

	ppi
	Ppi
	O
	0..1
	This IE when present shall indicate the Paging policy to be applied. The paging policies are configured at the AMF.
	

	arp
	Arp
	O
	0..1
	This IE when present shall indicate the Allocation and Retention Priority of the PDU session for which the N1/N2 message transfer is initiated. To support priority paging, the AMF shall use this IE to determine whether to include the Paging Priority IE in the NGAP Paging Message (see clause 5.4.3.3 of 3GPP TS 23.501 [2]). The set of ARP values associated with priority paging and mapping to Paging Priority IE values are configured at the AMF.
This IE shall not be present when the N1/N2 message class is not SM.
	

	5qi
	5Qi
	O
	0..1
	This IE when present shall indicate the 5QI associated with the PDU session for which the N1 / N2 message transfer is initiated. This IE shall not be present when the N1/N2 message class is not SM.
	

	n1n2FailureTxfNotifURI
	Uri
	O
	0..1
	If included, this IE represents the callback URI on which the AMF shall notify the N1/N2 message transfer failure.
	

	smfReallocationInd
	boolean
	O
	0..1
	This IE shall indicate that the SMF is requested to be reallocated (see clause 4.3.5.2 of 3GPP TS 23.502 [3]).
When present, this IE shall be set as follows:
[bookmark: _PERM_MCCTEMPBM_CRPT03410118___2]-	true: the SMF is requested to be reallocated.
-	false (default): the SMF is not requested to be reallocated.
	

	areaOfValidity
	AreaOfValidity
	O
	0..1
	This IE represents the list of TAs where the provided N2 information is valid. See clause 5.2.2.2.7 and 4.2.3.3 of 3GPP TS 23.502 [3].
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.1.8 is supported. 
	

	oldGuami
	Guami
	C
	0..1
	This IE shall be present during an AMF planned removal procedure when the NF Service Consumer initiates a request towards the target AMF, for a UE associated to an AMF that is unavailable (see clause 5.21.2.2 of 3GPP TS 23.501 [2]).
	

	maAcceptedInd
	boolean
	C
	0..1
	This IE shall be present if a request to establish a MA PDU session was accepted or if a single access PDU session was upgraded into a MA PDU session (see clauses 4.22.2 and 4.22.3 of 3GPP TS 23.502 [3]).

When present, it shall be set as follows:
[bookmark: _PERM_MCCTEMPBM_CRPT03410119___2]-	true: MA PDU session
-	false (default): single access PDU session
	MAPDU

	extBufSupport
	boolean
	O
	0..1
	This IE may be present with value "true" if Extended Buffering is permitted, during Network triggered Service Request Procedure (see clause 4.2.3.3 of 3GPP TS 23.502 [3]), UPF anchored Mobile Terminated Data Transport in Control Plane CIoT 5GS Optimisation procedure (see clause 4.24.2 of 3GPP TS 23.502 [3]) or NEF Anchored Mobile Terminated Data Transport (see clause 4.25.5 of 3GPP TS 23.502 [3]).

When present, this IE shall indicate whether Extended Buffering applies or not:

- true:	Extended Buffering applies
- false (default) Extended Buffering does not apply
	

	targetAccess
	AccessType
	C
	0..1
	This IE shall be included by a SMF for a MA PDU session to indicate the target access type (i.e. 3GPP access or Non-3GPP access) towards which the N2 information and optionally N1 information is requested to be sent.

This IE may be included by an LMF to indicate the access type through which an LPP message shall be transmitted to the UE.
	MAPDU, ELCS

	smfId
	NfInstanceId
	C
	0..1
	This IE should be included by the SMF for N1N2MessageTransfer service operation.

When present, this IE shall carry the identifier of the SMF instance hosting the SM Context for the PDU sesssion.
	SMCCV

	NOTE 1:	For N1 message class "UPDP", as per 3GPP TS 24.501 [11] Annex D, the messages between UE and PCF carry PTI which is used by the PCF to correlate the received N1 message in the notification with a prior transaction initiated by the PCF.
NOTE 2:	During Downlink Data Notification procedure, if the SMF receives the PPI value (=DSCP(0..63)) from the UPF and wants to set the PPI value in the N1N2MessgeTransfer message, the SMF shall map the PPI value received from N4 message to correct PPI value (0..7) used in N11 message.
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The common application errors defined in the Table 5.2.7.2-1 in 3GPP TS 29.500 [4] may also be used for the Namf_Communication service. The following application errors listed in Table 6.1.7.3-1 are specific for the Namf_Communication service.
Table 6.1.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	NF_CONSUMER_REDIRECT_ONE_TXN
	307 Temporary Redirect
	The request has been asked to be redirected to a specified target.

	HANDOVER_FAILURE
	403 Forbidden
	Creation of UE context in the target AMF failed during Handover procedure causing a failure of handover.

	INTEGRITY_CHECK_FAIL
	403 Forbidden
	Integrity check of the complete registration message included in the UE context transfer request failed.

	EBI_EXHAUSTED
	403 Forbidden
	Allocation of EPS Bearer ID failed due to exhaustion of EBI as the maximum number of EBIs has already been allocated to the UE.

	EBI_REJECTED_LOCAL_POLICY
	403 Forbidden
	Allocation of EPS Bearer ID failed due to local policy at the AMF as specified in clause 4.11.1.4.1 of 3GPP TS 23.502 [3].

	EBI_REJECTED_NO_N26
	403 Forbidden
	The allocation of EPS Bearer ID was rejected when the AMF is in a serving PLMN that does not support 5GS-EPS interworking procedures with N26 interface.

	SUPI_OR_PEI_UNKNOWN
	403 Forbidden
	The SUPI or PEI included in the message is unknown.

	UE_IN_NON_ALLOWED_AREA
	403 Forbidden
	UE is currently in a non-allowed area hence the N1/N2 message transfer cannot be completed because the request is not associated with a regulatory prioritized service.

	UNSPECIFIED
	403 Forbidden
	The request is rejected due to unspecified reasons.

	SM_CONTEXT_RELOCATION_REQUIRED
	403 Forbidden
	The request is rejected because the SM Context should be relocated to another SMF, e.g. when AMF detects that an I-SMF or V-SMF insertion, change or removal is needed, as specified in clause 4.23 of 3GPP TS 23.502 [3].

	UE_WITHOUT_N1_LPP_SUPPORT
	403 Forbidden
	UE does not support LPP in N1 mode hence the N1 LPP message cannot be sent to the UE.

	INVALID_SM_CONTEXT
	403 Forbidden
	The request is rejected because the SM Context is invalid for the PDU session, i.e. active SM Context for the PDU session (with same PDU Session ID) has been created on another SMF.

	CONTEXT_NOT_FOUND
	404 Not Found
	The requested UE Context does not exist on the AMF

	HIGHER_PRIORITY_REQUEST_ONGOING
	409 Conflict
	Paging triggered N1/N2 transfer cannot be initiated since already there is a paging due to a higher priority session ongoing.

	TEMPORARY_REJECT_REGISTRATION_ONGOING
	409 Conflict
	N1/N2 message transfer towards UE / AN cannot be initiated or the EBI assignment fails due to an ongoing registration procedure.

	TEMPORARY_REJECT_HANDOVER_ONGOING
	409 Conflict
	N1/N2 message transfer towards UE / AN cannot be initiated due to an ongoing Xn or N2 handover procedure, or the EBI assignment fails due to an ongoing N2 handover procedure.

	UE_IN_CM_IDLE_STATE
	409 Conflict
	N2 message transfer towards 5G-AN cannot be initiated due to the UE being in CM-IDLE state for the Access Network Type associated to the PDU session.

	MAX_ACTIVE_SESSIONS_EXCEEDED
	409 Conflict
	If the RAT type is NB-IoT, and the UE already has 2 PDU Sessions with active user plane resources.

	REJECTION_DUE_TO_PAGING_RESTRICTION
	409 Conflict
	If Paging Restrictions information restricts the N1N2MessageTransfer request from causing paging as defined in 3GPP TS 23.501 [2] clause 5.38.5.

	UE_NOT_REACHABLE
	504 Gateway Timeout
	The UE is not reachable for paging.



* * * Next Change * * * *
6.1.8	Feature Negotiation
The feature negotiation mechanism specified in clause 6.6 of 3GPP TS 29.500 [4] shall be used to negotiate the optional features applicable between the AMF and the NF Service Consumer, for the Namf_Communication service, if any.

The NF Service Consumer shall indicate the optional features it supports for the Namf_Communication service, if any, by including the supportedFeatures attribute in payload of the HTTP Request Message for following service operations:

-	N1N2MessgeTransfer, as specified in clause 5.2.2.3.1;
-	N1N2MessageSubscribe, as specified in clause 5.2.2.3.3;
-	NonUeN2InfoSubscribe, as specified in clause 5.2.2.4.2;
-	UeContextTransfer, as specified in clause 5.2.2.2.1;
-	CreateUEContext, as specified in clause 5.2.2.2.3
The AMF shall determine the supported features for the service operations as specified in clause 6.6 of 3GPP TS 29.500 [4] and shall indicate the supported features by including the supportedFeatures attribute in payload of the HTTP response for the service operation.

The syntax of the supportedFeatures attribute is defined in clause 5.2.2 of 3GPP TS 29.571 [6].

The following features are defined for the Namf_Communication service.
Table 6.1.8-1: Features of supportedFeatures attribute used by Namf_Communication service
	Feature Number
	Feature
	M/O
	Description

	1
	DTSSA
	O
	Deployments Topologies with specific SMF Service Areas.

An AMF that supports this feature shall support the procedures specified in clause 5.34 of 3GPP TS 23.501 [2] and in clause 4.23 of 3GPP TS 23.502 [3].

	2
	ENS
	O
	This feature bit indicates whether the AMF supports procedures related to Network Slicing (see 3GPP TS 23.501 [2] clause 5.15.7). This includes supporting the RelocateUEContext service operation (see clause 5.2.2.2.5).

	3
	CIOT
	O
	Cellular IoT

Support of this feature implies the support of all the CIoT features specified in clause 5.31 of 3GPP TS 23.501 [2], including in particular corresponding service's extensions to support:

[bookmark: _PERM_MCCTEMPBM_CRPT03410201___7]-	NB-IoT and LTE-M RAT types;
-	Control Plane CIoT 5GS Optimisation;
-	Rate control of user data.


	4
	MAPDU
	O
	This feature bit indicates whether the AMF supports Multi-Access PDU session procedures related to Access Traffic Steering, Switching and Splitting (see clauses 4.2.10 and 5.32 of 3GPP TS 23.501 [2]).

	5
	NPN
	O
	Non-Public Network

Support of this feature implies support of NPN information and receipt of a Create UE context error response with a binary part during an Inter-AMF N2 Handover.

	6
	ELCS
	O
	This feature indicates supports of enhanced LCS, including the capability for the AMF to send an LCS message through the target access type requested by the LMF.

	7
	ES3XX
	M
	Extended Support of HTTP 307/308 redirection

An NF Service Consumer (e.g. SMF) that supports this feature shall support handling of HTTP 307/308 redirection for any service operation of the Namf_Communication service. An NF Service Consumer that does not support this feature does only support HTTP redirection as specified for 3GPP Release  15.

	8
	EAEA
	O
	EBI and ARP mapping update in EBIAssignment

Support of this feature implies support of updating the mapping of EBI and ARP in EBIAssignment for a QoS flow to which an EBI is already allocated.

	9
	ProSe
	O
	This feature indicates the support of UE policy and N2 information provisioning for 5G ProSe.

	10
	UAV
	O
	Uncrewed Aerial Vehicle
This feature indicates the support of UAV feature at AMF. When this feature is supported at the AMF, the AMF shall perform the UUAA-MM procedure defined in 3GPP TS 23.256 [56].

	11
	SPAE
	O
	SM Policy Association Events

This feature bit indicates whether the AMF supports the SM Policy Association establishment and termination event notification information handling, i.e. whereby the PCF for UE subscribes to SM Policy Association events to the PCF for SM Policy via the AMF and SMF, as specified in clause 4.3.2.2.1 and clause 4.3.3.2 of 3GPP TS 23.502 [3].


	12
	eNPN
	O
	Enhanced support of Non-Public Networks (eNPN)

This feature indicates the AMF supports UE registration for onboarding in an SNPN, see clause 5.30.2.10.2.6 and clause 5.30.2.10.2.7 in 3GPP TS 23.501 [2]).

	xx
	SMCCV
	O
	SM Context Consistency Validation

The AMF and SMF that support this feature shall support SM context Consistency Validation for the PDU session. An SMF supporting this feature should include its SMF Instance Id in N1N2MessageTransfer service request; an AMF supporting this feature shall validate the received SMF instance ID in N1N2MessageTransfer service request with stored SMF instance hosting the SM Context for the PDU session, as specified in clause 5.2.2.3.1.2.


	Feature number: The order number of the feature within the supportedFeatures attribute (starting with 1).
Feature: A short name that can be used to refer to the bit and to the feature.
M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O").
Description: A clear textual description of the feature.



* * * Next Change * * * *
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*************** Text Skipped for Clarity ***************
    N1N2MessageTransferReqData:
      description: Data within a N1/N2 message transfer request
      type: object
      properties:
        n1MessageContainer:
          $ref: '#/components/schemas/N1MessageContainer'
        n2InfoContainer:
          $ref: '#/components/schemas/N2InfoContainer'
        mtData:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'
        skipInd:
          type: boolean
          default: false
        lastMsgIndication:
          type: boolean
        pduSessionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'
        lcsCorrelationId:
          $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/CorrelationID'
        ppi:
          $ref: '#/components/schemas/Ppi'
        arp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Arp'
        5qi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/5Qi'
        n1n2FailureTxfNotifURI:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        smfReallocationInd:
          type: boolean
          default: false
        areaOfValidity:
          $ref: '#/components/schemas/AreaOfValidity'
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        oldGuami:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Guami'
        maAcceptedInd:
          type: boolean
          default: false
        extBufSupport:
          type: boolean
          default: false
        targetAccess:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        smfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'

*************** Text Skipped for Clarity ***************
* * * End of Changes * * * *
