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1. Introduction
<Introduction part (optional)>
2. Reason for Change
To align the Data type name of ReauthNotification to AuthNotification.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.256 v0.4.0.

* * * First Change * * * *
[bookmark: _Toc35971421][bookmark: _Toc63347648][bookmark: _Toc70168811][bookmark: _Toc85878905][bookmark: _Hlk86824930]6.1.5.2	ReaAuthentication Notification
[bookmark: _Toc532994455][bookmark: _Toc35971422][bookmark: _Toc63347649][bookmark: _Toc70168812][bookmark: _Toc85878906][bookmark: _Toc510696631]6.1.5.2.1	Description
The NF Service Consumer (e.g. the AMF or SMF) provides the Notification URI for getting notified about reauthentication requested by the USS. The UAS-NF/NEF shall notify the NF Service Consumer when reauthentication is requested by the USS.
[bookmark: _Toc532994456][bookmark: _Toc35971423][bookmark: _Toc63347650][bookmark: _Toc70168813][bookmark: _Toc85878907]6.1.5.2.2	Target URI
The Notification URI "{notifUri}" shall be used with the callback URI variables defined in table 6.1.5.2.2-1.
Table 6.1.5.2.2-1: Callback URI variables
	Name
	Definition

	notificationUri
	String formatted as URI with the Callback Uri



[bookmark: _Toc532994457][bookmark: _Toc35971424][bookmark: _Toc63347651][bookmark: _Toc70168814][bookmark: _Toc85878908][bookmark: _Hlk86827321]6.1.5.2.3	Standard Methods
[bookmark: _Toc532994458][bookmark: _Toc35971425][bookmark: _Toc63347652][bookmark: _Toc70168815][bookmark: _Toc85878909]6.1.5.2.3.1	POST
This method shall support the request data structures specified in table 6.1.5.2.3.1-1 and the response data structures and response codes specified in table 6.1.5.2.3.1-1.
Table 6.1.5.2.3.1-2: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	ReaAuthNotification
	M
	1
	Contains the reauthentication information.



Table 6.1.5.2.3.1-3: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response codes
	Description

	n/a
	
	
	204 No Content
	Successful notification of reauthentication

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI. The URI shall be an alternative URI of the resource located on an alternative service instance within the same NF consumer where the notification should be sent.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service consumer to which the notification should be sent.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI. The URI shall be an alternative URI of the resource located on an alternative service instance within the same NF consumer where the notification should be sent.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service consumer to which the notification should be sent.
(NOTE 2)

	NOTE 1:	The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.1.5.2.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	A URI pointing to the endpoint of NF service consumer to which the notification should be sent

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the notification is redirected



Table 6.1.5.2.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	A URI pointing to the endpoint of NF service consumer to which the notification should be sent

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the notification is redirected



* * * Next Change * * * *
6.1.6.2.3	Type: AuthNotification
Table 6.1.6.2.3-1: Definition of type ReaAuthNotification
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	gpsi
	Gpsi
	M
	1
	GPSI of the UAV
	

	serviceLevelId
	string
	M
	1
	Service Level Device Identity of the UAV
	

	authMsg
	string
	O
	0..1
	Contains the authentication message based in the authentication method used.
	

	ipAddr
	IpAdd
	O
	0..1
	[bookmark: _Hlk71626514]When present, this IE indicates the IP address associated with the PDU session.
This IE may be present if the NF Service Consumer is the SMF.
	

	authSessCorrId
	string
	O
	0..1
	When present, this IE shall contain the authentication Session Correlation Id.

	

	notifType
	NotifType
	M
	1
	This IE shall contain the notification type.
	

	revokeCause
	string
	C
	0..1
	This IE shall contain the cause of revocation.
This IE may be present if the NnotifType is set to "REVOKE".

	


[bookmark: _Hlk86824162]6.1.6.2.4	Type: UAVAuthResponse
Table 6.1.6.2.4-1: Definition of type UAVAuthResponseInfo
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	gpsi
	Gpsi
	M
	1
	GPSI of the UAV
	

	[bookmark: _Hlk71566201]authResult
	AuthResult
	C
	0..1
	This IE shall be present for the final UAS-NF to NF service consumer message.

Conveys the UAV authentication result (success/failure)
	

	[bookmark: _Hlk71618598]authMsg
	string
	O
	0..1
	[bookmark: _Hlk71619244]Contains the authentication message based in the authentication method used.
	

	serviceLevelId
	string
	O
	0..1
	This IE contains the authorized Service Level Device Identity
	

	authSessCorrId
	string
	O
	0..1
	This IE shall contain the authentication Session Correlation Id.

	

	uasResourceRelease
	boolean
	O
	0..1
	This IE may be present when authResult IE is set to " AUTH_FAILURE".
When present, it shall be set as follows:
- true: UAS resource release is requested;
- false (default): UAS resource release is not requested.
	



* * * End of Changes * * * *

