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* * * First Change * * * *
[bookmark: _Toc82709948][bookmark: _Toc25156242][bookmark: _Toc34124542][bookmark: _Toc43207656][bookmark: _Toc49857136][bookmark: _Toc56676971][bookmark: _Toc56691494][bookmark: _Toc56698758][bookmark: _Toc82710010][bookmark: _Toc25156182][bookmark: _Toc34124482][bookmark: _Toc43207596][bookmark: _Toc49857076][bookmark: _Toc56676909][bookmark: _Toc56691432][bookmark: _Toc56698696][bookmark: _Toc67680644][bookmark: _Toc25156183][bookmark: _Toc34124483][bookmark: _Toc43207597][bookmark: _Toc49857077][bookmark: _Toc56676910][bookmark: _Toc56691433][bookmark: _Toc56698697][bookmark: _Toc67680645]5.2.2.3.2	N1N2Transfer Failure Notification
The AMF uses this notification to inform the NF service consumer that initiated an earlier Namf_Communication_N1N2MessageTransfer, that the AMF failed to deliver the N1 and/or N2 message. The HTTP POST method shall be used on the notification callback URI provided by the NF service consumer as specified in clause 5.2.2.3.1.2.




Figure 5.2.2.3.2-1 N1N2Transfer Failure Notification for UE related signalling
1.	If the NF service consumer had provided a notification URI (see clause 5.2.2.3.1.2), the AMF shall send a POST request to the NF Service Consumer on that Notification URI when the AMF determines that:
-	the paging or NAS Notification has failed;
-	the indicated non-3GPP PDU session is not allowed to move to 3GPP access;
-	the UE has rejected the page as defined in 3GPP TS 243.501 [112] clause  5.x38.4;
-	the delivery of the N1 message fails, e.g. in case the UE is in RRC Inactive and NG-RAN paging was not successful or in case an Xn or N2 handover is being triggered at the NG-RAN
	The AMF shall include the N1N2MessageTransfer request resource URI returned earlier in the N1N2MessageTransfer response if any (see clause 5.2.2.3.1.2), otherwise a dummy URI (see clause 6.1.6.2.30), in the POST request body. The AMF shall also include a N1/N2 message transfer cause information in the POST request body and set the value as specified in clause 6.1.5.6.3.1.
The NF Service Consumer shall delete any stored representation of the N1N2MessageTransfer request resource URI upon receiving this notification.
2.	The NF Service Consumer shall send a response with "204 No Content" status code.
	On failure or redirection, one of the HTTP status codes together with the response body listed Table 6.1.5.6.3.1-2 shall be returned.
* * * Next Change * * * *
[bookmark: _Toc82710079][bookmark: _Toc82710256][bookmark: _Toc25156535][bookmark: _Toc34124840][bookmark: _Toc43207969][bookmark: _Toc49857442][bookmark: _Toc56677286][bookmark: _Toc56691809][bookmark: _Toc56699073][bookmark: _Toc82710357]6.1.3.5.3.1	POST
This method initiates a N1 message and/or N2 message transfer at the AMF and may create a resource to store the N1 and/or N2 message as specified in clause 5.2.2.3.1.2, e.g. if asynchronous type communication is invoked or if the UE is paged.
This method shall support the request data structures specified in table 6.1.3.5.3.1-1 and the response data structures and response codes specified in table 6.1.3.5.3.1-2.
Table 6.1.3.5.3.1-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	N1N2MessageTransferReqData
	M
	1
	This contains:
-	N1 message, if the NF Service Consumer requests to transfer an N1 message to the UE or;
-	N2 information, if the NF Service Consumer requests to transfer an N2 information to the 5G-AN or;
-	both, if the NF Service Consumer requests to transfer both an N1 message to the UE and an N2 information to the 5G-AN.



Table 6.1.3.5.3.1-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	N1N2MessageTransferRspData
	M
	1
	202 Accepted
	This case represents the successful storage of the N1/N2 information at the AMF when asynchronous communication is invoked or when the AMF pages the UE. If the AMF pages the UE, it shall store the N1/N2 message information until the UE responds to paging.

The cause included in the response body shall be set to one of the following values:
-	WAITING_FOR_ASYNCHRONOUS_TRANSFER
-	ATTEMPTING_TO_REACH_UE

The HTTP response shall include a "Location" HTTP header that contains the resource URI of the created resource.

	N1N2MessageTransferRspData
	M
	1
	200 OK
	This represents the cases where:
-	the AMF is able to successfully transfer the N1/N2 message to the UE and/or the AN;
-	the AMF skips sending and discards the N1 message when UE is in CM-IDLE and the "skipInd" is set to "true" in the request; or
-	the AMF skips sending and discards the N2 message as well as the possibly included N1 message, when the UE is in CM-CONNECTED state and the UE is outside of the validity area included in the N1N2MessageTransfer Request.

The cause included in the response body shall be to one of the following values:
-	N1_N2_TRANSFER_INITIATED
-	N1_MSG_NOT_TRANSFERRED
-	N2_MSG_NOT_TRANSFERRED


	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	When the related UE context is not fully available at the target NF Service Consumer (e.g. AMF) during a planned maintenance case (e.g. AMF planned maintenance without UDSF case), the "cause" attribute shall be set to:
-	NF_CONSUMER_REDIRECT_ONE_TXN

See table 6.1.7.3-1 for the description of these errors
The Location header of the response shall be set to URI of the resource located on an alternative service instance within the same AMF or AMF (service) set to which the request is redirected.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service producer to which the request should be sent.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if a request is redirected to the same target resource via a different SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same AMF or AMF (service) set.     

	ProblemDetails
	O
	0..1
	403 Forbidden
	The "cause" attribute may be used to indicate one of the following application errors:
-	UE_IN_NON_ALLOWED_AREA
-	UE_WITHOUT_N1_LPP_SUPPORT
-	UNSPECIFIED
-	SM_CONTEXT_RELOCATION_REQUIRED


See table 6.1.7.3-1 for the description of these errors.

	ProblemDetails
	O
	0..1
	404 Not Found
	When the related UE is not found in the NF Service Consumer (e.g. AMF), the "cause" attribute shall be set to:
-	CONTEXT_NOT_FOUND

See table 6.1.7.3-1 for the description of these errors.

	N1N2MessageTransferError

	O
	0..1
	409 Conflict
	This represents the case where the AMF rejects the N1N2MessageTransfer request due to one of the following reasons. The cause attribute of the ProblemDetails structure shall be set to:
-	HIGHER_PRIORITY_REQUEST_ONGOING, if there is already an ongoing paging procedure with higher or same priority;
-	TEMPORARY_REJECT_REGISTRATION_ONGOING, if there is an ongoing registration procedure (see clause 4.2.3.3 of 3GPP TS 23.502 [3]);
-	TEMPORARY_REJECT_HANDOVER_ONGOING, if there is an ongoing Xn or N2 handover procedure (see clause 4.9.1.2.1 and 4.9.1.3.1 of 3GPP TS 23.502 [3]).
-	UE_IN_CM_IDLE_STATE, if this is a request to transfer a N2 PDU Session Resource Modify Request or a N2 PDU Session Resource Release Command to a 5G-AN, and if the UE is in CM-IDLE state at the AMF for the Access Network Type associated to the PDU session.
-	MAX_ACTIVE_SESSIONS_EXCEEDED, if the RAT type is NB-IoT, and the UE already has 2 PDU Sessions with active user plane resources.
-	REJECTION_DUE_TO_PAGING_RESTRICTION, if Paging Restrictions information restricts the N1N2MessageTransfer request from causing paging as specified in 3GPP  TS  243.501  [112] clause  5.x38.5

See table 6.1.7.3-1 for the description of these errors.

	N1N2MessageTransferError 
	O
	0..1
	504 Gateway Timeout
	This represents the case where the UE is not reachable at the AMF and the AMF is unable to page the UE. The cause attribute of the ProblemDetails structure shall be set to:
-	UE_NOT_REACHABLE, if the UE is not reachable for paging;

See table 6.1.7.3-1 for the description of these errors.

	ProblemDetails
	O
	0..1
	504 Gateway Timeout
	This error shall only be returned by an SCP or a SEPP for errors they originate.

	NOTE:	The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type (see clause 5.2.7 of 3GPP TS 29.500 [4]).



Table 6.1.3.5.3.1-3: Headers supported by the 202 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	The URI of the resource located on the AMF to which the status of the N1N2 message transfer is held



Table 6.1.3.5.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	The URI of the resource located on an alternative service instance within the same AMF or AMF (service) set to which the request is redirected.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.5.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same AMF or AMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * Next Change * * * *
[bookmark: _Toc25156419][bookmark: _Toc34124723][bookmark: _Toc43207849][bookmark: _Toc49857320][bookmark: _Toc56677160][bookmark: _Toc56691683][bookmark: _Toc56698947][bookmark: _Toc82710226]6.1.6.3.6	Enumeration: N1N2MessageTransferCause
Table 6.1.6.3.6-1: Enumeration N1N2MessageTransferCause
	Enumeration value
	Description

	"ATTEMPTING_TO_REACH_UE"
	This cause represents the case where the AMF has initiated paging to reach the UE in order to deliver the N1 message.

	"N1_N2_TRANSFER_INITIATED"
	This cause represents the case where the AMF has initiated the N1/N2 message transfer towards the UE and/or the AN.

	"WAITING_FOR_ASYNCHRONOUS_TRANSFER"
	This cause represents the case where the AMF has stored the N1/N2 message due to Asynchronous Transfer.

	"UE_NOT_RESPONDING"
	This cause represents the case that the AMF has initiated paging to reach the UE but the UE is not responding to the paging, or the case of a UE in RRC Inactive state when NG-RAN paging is not successful (e.g. NG-RAN initiated a UE context release with a cause indicating the non-delivery of the N1 message).

	"N1_MSG_NOT_TRANSFERRED"
	This cause represents the case where the AMF has skipped sending N1 message to the UE, when UE is in CM-IDLE and the "skipInd" is set to "true" in the request.

	"N2_MSG_NOT_TRANSFERRED"
	This cause indicates that the AMF has skipped sending the N2 message (i.e. PDU Session Resource Setup Request) as well as the possibly included N1 message to the 5G-AN, when the UE is in CM-CONNECTED state and the UE is outside of the validity area included in the N1N2MessageTransfer Request. 

	"UE_NOT_REACHABLE_FOR_SESSION"
	This cause indicates that the UE is not reachable for the non-3GPP PDU session, due to the UE being in CM-IDLE for non-3GPP access and the PDU session is not allowed to move to 3GPP access.

	"TEMPORARY_REJECT_REGISTRATION_ONGOING"
	This cause represents the case that the AMF has initiated paging to reach the UE but there is an ongoing registration procedure.

	"TEMPORARY_REJECT_HANDOVER_ONGOING"
	This cause indicates that the AMF has initiated N1 signalling towards the UE but the N1 message could not be delivered due to an ongoing Xn or N2 handover procedure.

	"REJECTION_DUE_TO_PAGING_RESTRICTION"
	This cause represents the case that the UE has rejected the page as specified in 3GPP TS 243.501 [112] clause  5.x38.4.

	"AN_NOT_RESPONDING"
	This cause indicates that the AMF has initiated a N2 request to transfer a N2 PDU (e.g. to setup, modify or release PDU session resources) but the AN is not responding to the N2 request.

	"FAILURE_CAUSE_UNSPECIFIED"
	This cause indicates that the N1/N2 message transfer failed due to unspecified reasons.  



* * * Next Change * * * *
6.1.7.3	Application Errors
The common application errors defined in the Table 5.2.7.2-1 in 3GPP TS 29.500 [4] may also be used for the Namf_Communication service. The following application errors listed in Table 6.1.7.3-1 are specific for the Namf_Communication service.
Table 6.1.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	NF_CONSUMER_REDIRECT_ONE_TXN
	307 Temporary Redirect
	The request has been asked to be redirected to a specified target.

	HANDOVER_FAILURE
	403 Forbidden
	Creation of UE context in the target AMF failed during Handover procedure causing a failure of handover.

	INTEGRITY_CHECK_FAIL
	403 Forbidden
	Integrity check of the complete registration message included in the UE context transfer request failed.

	EBI_EXHAUSTED
	403 Forbidden
	Allocation of EPS Bearer ID failed due to exhaustion of EBI as the maximum number of EBIs has already been allocated to the UE.

	EBI_REJECTED_LOCAL_POLICY
	403 Forbidden
	Allocation of EPS Bearer ID failed due to local policy at the AMF as specified in clause 4.11.1.4.1 of 3GPP TS 23.502 [3].

	EBI_REJECTED_NO_N26
	403 Forbidden
	The allocation of EPS Bearer ID was rejected when the AMF is in a serving PLMN that does not support 5GS-EPS interworking procedures with N26 interface.

	SUPI_OR_PEI_UNKNOWN
	403 Forbidden
	The SUPI or PEI included in the message is unknown.

	UE_IN_NON_ALLOWED_AREA
	403 Forbidden
	UE is currently in a non-allowed area hence the N1/N2 message transfer cannot be completed because the request is not associated with a regulatory prioritized service.

	UNSPECIFIED
	403 Forbidden
	The request is rejected due to unspecified reasons.

	SM_CONTEXT_RELOCATION_REQUIRED
	403 Forbidden
	The request is rejected because the SM Context should be relocated to another SMF, e.g. when AMF detects that an I-SMF or V-SMF insertion, change or removal is needed, as specified in clause 4.23 of 3GPP TS 23.502 [3].

	UE_WITHOUT_N1_LPP_SUPPORT
	403 Forbidden
	UE does not support LPP in N1 mode hence the N1 LPP message cannot be sent to the UE.

	CONTEXT_NOT_FOUND
	404 Not Found
	The requested UE Context does not exist on the AMF

	HIGHER_PRIORITY_REQUEST_ONGOING
	409 Conflict
	Paging triggered N1/N2 transfer cannot be initiated since already there is a paging due to a higher priority session ongoing.

	TEMPORARY_REJECT_REGISTRATION_ONGOING
	409 Conflict
	N1/N2 message transfer towards UE / AN cannot be initiated or the EBI assignment fails due to an ongoing registration procedure.

	TEMPORARY_REJECT_HANDOVER_ONGOING
	409 Conflict
	N1/N2 message transfer towards UE / AN cannot be initiated due to an ongoing Xn or N2 handover procedure, or the EBI assignment fails due to an ongoing N2 handover procedure.

	UE_IN_CM_IDLE_STATE
	409 Conflict
	N2 message transfer towards 5G-AN cannot be initiated due to the UE being in CM-IDLE state for the Access Network Type associated to the PDU session.

	MAX_ACTIVE_SESSIONS_EXCEEDED
	409 Conflict
	If the RAT type is NB-IoT, and the UE already has 2 PDU Sessions with active user plane resources.

	REJECTION_DUE_TO_PAGING_RESTRICTION
	409 Conflict
	If Paging Restrictions information restricts the N1N2MessageTransfer request from causing paging as defined in 3GPP TS 23.501 [112] clause 5.x38.5.

	UE_NOT_REACHABLE
	504 Gateway Timeout
	The UE is not reachable for paging.



* * * End of Changes * * * *
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