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	5091
	LS in    LS to 3GPP SA3 working group on 5GS Roaming Hubbing
	GSMA 5GMRR
	Noted
	5GMRR Doc 19_11r2

To: SA3

CC: CT4
NG 5GMRR, a task force of 5GJA, is currently investigating how 5GS Roaming hubbing, an essential feature of current roaming capabilities, can be enabled to support MNOs using Roaming Hubs to launch 5GS Roaming.

 1) Roaming Hub

2) Operator group roaming hub

GSMA NG 5GMRR kindly asks 3GPP SA3 to:

1. Review the presented roaming hub use case and advise GSMA NG 5GMRR as to how this may be securely supported using the existing 3GPP specifications or update the 3GPP specifications to enable this functionality.

2. Review the presented operator group roaming hub use case and advise GMSA NG 5GMRR as to how this may be securely achieved using the existing 3GPP specifications or update the 3GPP specifications to enable this functionality.

3. In case an update to 3GPP specifications is required to enable any of the use cases mentioned above in 1 and 2, GSMA NG 5GMRR kindly requests updating 3GPP specifications to enable this functionality in the earliest possible release.
4. GSMA NG 5GMRR kindly requests that any solution considered by 3GPP is to be as similar as possible to the current 3GPP 5GS roaming solution to allow for speedy and cost-efficient implementation of the specifications.

Proposed handling:

The question are primary to SA3, SA3 need to reply first and CT4 may react on the reply from SA3

LS can be noted.

Saurabh:

My understanding is, this LS is targeted to SA3. So, let SA3 works on the same. Based on SA3 reply, we will check if any work is required in CT4.
Therefore, this LS should be NOTED in this meeting.



	
	
	5092
	LS in   Rel-17 LS on new parameters for SOR
	CT1
	Postponed  to 6.2.3
	C1-214118

To: SA3

CC: CT4

Contact NTTDOCOMO

eCPSOR_CON

Rel17

As part of the Rel-17 WI on eCPSOR_CON – TS 23.122 Annex C, additional optional parameters were introduced in the SOR information, namely the SOR-CMCI and the "Store the SOR-CMCI in the ME" indicator (also see TS 24.501- clause 9.11.3.51). 

Therefore while the UDM invokes Nausf_SoRProtection service operation message to the AUSF to get SoR-MAC-IAUSF and CounterSoR, the UDM checks the "ME indicated support of the SOR-CMCI" before passing the new SOR-CMCI related parameters to the AUSF. The AUSF needs to consider these new parameters for the mentioned service operation.

To ensure future proof, if any further parameters would be added, a mechanism to protect all octets located after the "PLMN ID and access technology list" in Figure 9.11.3.51.2A of TS 24.501 is recommended, rather than the protection of the newly introduced "Store the SOR-CMCI in the ME" indicator and the SOR-CMCI, taking into account the UE support of the new parameters (for Rel-17 is the "ME indicated support of the SOR-CMCI"). 

Proposed treatment:

For information to CT4, CT4 can note.

Postponed  to 6.2.3

	
	
	5093
	LS in   Rel-17 LS on backoff timer handling when NSSAA is not completed
	CT1
	postponed to 6.3.1
	C1-214887

To: CT4

CC: SA2

eNS, 5GProtoc17

TS 29.526 says that 5.2.2.2.1
General

If the slice-specific authentication and authorization cannot be completed, then:

· If it is due to receiving a response with HTTP status code "504 Gateway Timeout" or due to lack of response from the NSSAAF during an NSSAA procedure, the AMF may re-initiate slice-specific authentication and authorization procedure based on its policy or set a back-off timer value in order to prevent UE from sending REGISTRATION REQUEST message. The AMF should wait for a configured period before re-initiating slice-specific authentication and authorization procedure. If the retry attempts are exhausted, the AMF stops the slice-specific authentication and authorization procedure.

From the CT1's perspective, it is not clear what does the description of “AMF may set a back-off timer value in order to prevent UE from sending REGISTRATION REQUEST message” exactly means. 

CT1 believes that the description we quoted above is related to NAS and is CT1 responsibility. CT1 does not specify such mechanism in R16. So, CT1 would like to know the reason why CT4 introduced such mechanism and hope that CT4 can update their specifications based on CT1 conclusion.

ACTION: 
CT1 kindly asks CT4 to provide answers to the questions above.

Proposed treatment

send reply LS to CT1

Zhijun:

Regarding to this LS IN from CT1, there is a related CR in C4-215126 (under agenda 6.1.2 SBIProtoc17). The CR proposes to remove the misleading text about AMF behaviour for setting back-off timer if the NSSAA procedure fails. We agree with CT1 opinion that the detailed AMF behaviour is under CT1 responsibility, thus the misleading text can be removed from CT4 spec.
Accordingly, I also prepared a draft reply LS, which is uploaded to "/INBOX/Drafts/6.1.2 SBIProtoc17":

https://www.3gpp.org/ftp/tsg_ct/WG4_protocollars_ex-CN4/TSGCT4_106e_meeting/Inbox/Drafts/6.1.2%20%5BSBIProtoc17%5D/C4-21xxxx_Reply%20LS_backoff%20timer%20handling%20when%20NSSAA%20is%20not%20completed%20v0.docx
I think the related CT4 WIC should be "TEI17, eNS", but as there is no "TEI17" agenda in this meeting, I have to place the CR under SBIProtoc17. :-)

CC

New  agenda item 6.3.1 eNS

Tdoc number for the reply LS

	
	
	5096
	LS in   Rel-17 LS on PDU Session ID assignment for the Interworking scenario
	CT3
	Noted
	C3-214527

To: SA2

CC: CT4

TEI17, 5GS_Ph1-CT

Contact Huawei
CT3 is studying an issue of PDU Session ID assignment in the following scenario:

1) UE firstly establishes a PDN connection via MME and MME assigns a Default EPS bearer ID1 to the PDN connection. The SMF+PGW-C will calculate a PDU Session ID1 with the value of 64 + Default EPS bearer ID1 according to Table 5.4.2-1 of TS 29.571, e.g. if Default EPS bearer ID is 5, then the calculated PDU Session ID1 is 69. And then the SMF+PGW-C sends the PDU Session ID1 to the PCF as a parameter to identify the PDU session for the SUPI, DNN and S-NSSAI.

2) UE handovers to the ePDG and the ePDG assigns a new Default EPS bearer ID2. The Default EPS bearer ID2 may be the same as the Default EPS bearer ID1 or different from the Default EPS bearer ID1. CT3 understands the SMF+PGW-C doesn’t calculate a new PDU session ID, since there is no explicit requirement to do so.

3) UE may establish an additional PDU connection to the same DNN and S-NSSAI via MME while the UE keeps the PDN connection via ePDG. As the MME may assign the same value of Default EPS bearer ID3 as the Default EPS bearer ID1, the SMF+PGW-C would allocate the same PDU session ID3 as the PDU session ID1 (i.e. the Default EPS bearer ID3 is 5, and the PDU Session ID3 will be 69). When the SMF+PGW-C sends the PDU Session ID3 to the PCF, PCF can’t identify this is a different PDU Session than PDU Session ID1 and may reject the request from the SMF+PGW-C incorrectly.

CT3 would like to ask the following questions to SA2:

Question 1:
Is it correct understanding that SMF+PGW-C doesn’t calculate a new PDU session ID at UE handover from MME to ePDG, and vice-versa?

Question 2: If answer to Q1 is yes, how to resolve the issue raised in bullet 3)?

Question 3: If answer to Q1 is no, can the SMF+PGW-C update the PDU session ID to the PCF with new calculated value?

Proposed treatment

For information to CT4, 
CT4 can note.

	
	
	5100
	LS in   Rel-17 LS on 5MBS preparation of stage 3 work split between SA4 and CT3
	CT3
	Noted
	C3-214581

To: SA4

CC: CT4, SA2

contact: Huawei

CT3 is about to start the normative Stage 3 work on 5MBS work item and would hence like to point out the areas identified so far and for which a work split discussion should take place between our two working groups:

· Nmb2 interface between the MBSF and the MBSTF.

· Nmb8 interface between an AF/AS and an MBSTF.

Proposed treatment

No action to CT4, CT4 can note, reply has  impact on 5MBS WID

CT4 can note.

	
	
	5102
	LS in   Rel-17 Prevention of attacks on sliced core network
	GSMA FSAG
	noted
	FSAG Doc 91_005

To: CT4, SA3, SA2

CC: 

FSAG Doc 91_005 GSMA LS to 3GPP re 5G CN Slicing Attacks

To: 3GPP CT4, 3GPP SA3, 3GPP SA2

CC: 

Contact: GSMA

on three attack vectors to a sliced 5G core network

The attacks all assume:

· That a network function or a slice is misbehaving and performs malicious operations. 

· The core network has network functions dedicated to a single slice, but also network functions which serve many slices (i.e. no full end-to-end slicing) 

· Network Repository Function (NRF) is deployed and used

· TLS is deployed for authentication and communication security

· S-NSSAI (slice-id) of the slice to be attacked is available to the attacker

The slice identity is constructed with Slice Service Type (SST) and Slice Differentiator (SD) as outlined in 3GPP TS 23.501. 

The attacks assume that an attacker has compromised a network function of a slice and launches from their attacks against another slice. This compromised network function could be for example a User Plane Function (UPF) of a Multi-Access Edge (MEC) deployment.

Research aspects provided on:

-Theft of Access Token

-OCI mis-usage

-User Location Information Acquisition

Action

GSMA politely requests 3GPP CT4, SA2 and SA3 to consider the above information and validate their current specifications in light of the attack scenarios above and evaluate whether the current specifications sufficiently mitigate those threats, or whether further clarifications and mitigation measures are required in short or long-term.
Proposed treatment:

On a first view this is a stage 2 issue. We should wait for the reply from SA2 and SA3.

Notes from last meeting on the LS:

C4-212410 reply from SA2, in principle they rely on SA3 to do the detailed analysis 

We should postpone until we get reply from SA3 in c4-215134.



	
	
	5134
	LS in    Reply LS to GSMA on prevention of attacks on sliced core network
	SA3
	Note
	S3-213209

To: GSMA

CC: SA2, CT4

contact cable labs

SA3 thanks GSMA FSAG for their LS on "Prevention of  attacks on sliced core network". SA3 would like to provide the following clarifications on the attacks discussed in the GSMA LS. 

First, we would like to suggest that the assumption of these attacks appears very strong that an NF in the core network could be compromised. Note that an AMF contains the security contexts of all user equipment (UE) it serves, thus a compromised AMF would lead to more serious data breaches. We next provide clarification on each of the three attacks: 

Theft of Access Token – this attack could be mitigated if the NRF authorizes the NF service consumer to obtain tokens only for authorized slice(s), as stated in clause 13.4.1.1.2 (step 1) of TS 33.501, “The NRF checks whether the NF Service Consumer is authorized to access the requested service(s). If the NF Service Consumer is authorized, the NRF shall then generate an access token with appropriate claims included". SA3 is investigating if further clarification or additional enhancement to the current authorization procedures in TS 33.501 is needed.

OCI mis-usage – this attack as described in GSMA LS is not realistic since 3gpp-Sbi-Oci is used by a recipient NF to mark the overload of the sending NF who created the header. In the described attack, the attacking NF, which is the sender of the 3gpp-Sbi-Oci header, would be marked by the shared network function as overload. Further, OCI scope is on the level of NF instance or NF set, not on the slice level. Even if the S-NSSAI is in the header, it indicates that NF instance or NF set serving the particular slice is overloaded, not implying that the entire slice is overloaded. SA3 concluded that no additional enhancement to 3GPP specifications is needed for this issue. 

User Location Information Acquisition – this attack could be mitigated if the shared network function (NF Service Producer) checks whether the NF Service Consumer can access the slice that the UE is currently registered to, e.g., by verifying the consistency between the producer NSSAI in the access token provided by the NF Service Consumer and the UE’s allowed NSSAI.  Note that SUPIs are encrypted when being transmitted over radio channels, thus cannot be easily obtained in 5G.  SA3 is investigating if further clarification or additional enhancement to 3GPP specifications is needed.  

Proposed treatment

CT4 can note



	
	
	5104
	LS in   Rel-17 Topics of concern to the BBF
	Broadband Forum
	Noted
	LIAISE-464-to 3GPP SA2

To: CT4, SA2

CC: 

Contact BBF

The BBF continues to review 3GPP procedures and their relevance to our WWC work.  We have identified a couple of items that we want to bring to your attention:

1) We are noting that there are heterogeneous wireline access MTUs in BBF networks.  Because of the various protocol stacks involved and the potential change in stacks resulting from equipment upgrade from FN-RG to 5G-RG we would note that the MTU of the access link is not uniform across a BBF access network and can change on a per-subscription basis. 

What is more we would note that many operators may consider having to move to an MTU smaller than that currently employed due to GTP overhead under all circumstances to be regressive.

A particular scenario of interest is that of the co-located AGF/UPF where there will not be the overhead of GTP tunneling applied to any PDU session traffic served by the collocated UPF, therefore limiting MTU to that of traffic that will be tunneled is undesirable. We also note that in this scenario the actual wireline access MTU is known at all ingress points to the 5G system for all PDU sessions terminated on a combined platform.

So if we were to permit a larger MTU for sessions that terminated in a combined W-AGF/UPF the problem is that the MTU advertised by an SMF in PCO and RAs would be the one consumed by a 5G-RG.

What would be of great utility to us would be if an SMF could be configured with a different MTU value to use in lieu of the transport MTU when advertising an Ethernet Frame Payload MTU parameter or IPv4 Link MTU parameter via PCO and/or  IPv6 RA MTU parameter for a single access PDU session terminated on a combined AGF/UPF. We actually expect to see a plurality of actual wireline access MTU values depending on the FN-RG or 5G-RG type, deployed DSLAMs and OLTs, but in the combined AGF/UPF case adjusting the received MTU value to the actual MTU can be addressed local to the equipment specified by the BBF. We only really need to know if the transport N3 MTU is a genuine constraint.  Hence the desire to have a MTU value communicated to a 5G-RG that reflects this.

We would also note that this imposes some restrictions, such as a single access PDU session configured to use the 2nd MTU value could not be upgraded to MA-PDU, or handed off to a 3GPP access as this would require a common and immutable MTU for the session across the 3GPP and non-3GPP accesses.

2) In the longer term we would appreciate a mechanism whereby the wireline access MTU was advertised to an SMF as part of PDU session establishment procedures such that in the scenario where the transport N3 MTU was greater than the wireline access MTU the MTU that the UPF acted on for downstream traffic was the minimum of both the transport N3 MTU and the wireline access MTU and we avoided the additional delays of possible rejecting as too big downstream traffic at both a UPF and a W-AGF.

Our understanding is this would be a small component of a larger problem in supporting heterogeneous MTUs in the mobile network so at this point we would simply request this be considered as an input to any future efforts to address that or other MTU problems.

3) We are considering use cases where we would find it desirable to append additional information to a GLI when constructing a SUPI for FN-RG support. This would permit  more than one subscription to be associated with a GLI identified facility.  The extension would add a maximum of 14 bytes to the GLI encoded SUPI after the base 64 encoding. We believe if the additions were confined to the SUPI this would be transparent to the 5G system when compared to the currently specified practice. The ULI would be encoded as currently specified. Can you confirm that this does not introduce issues to the 5G System?

4) We have a use case in FN-RG support whereby we would wish to use the realm information in an NAI received as part of PPP authentication procedures for DNN/slice selection. Part of our use case would be to potentially translate realm values already in use in deployed equipment to DNN values used in the 5G system. We believe the most unambiguous usage would be a URSP DNN match rule that mapped to a URSP DNN route selection descriptor.  This is currently prohibited in TS23.503. We are interested in seeing this restriction removed.

We request that you take the following into account.

5) We have identified that some SSC modes and FN-RG support and problematic. As such we have modified our specifications to indicate that for IPoE FN-RGs only SSC mode 1 can be used and for PPPoE FN-RGs only SSC modes 1 and 2 may be used.  

6) Our specified W-UP PDU session encapsulation protocol has been published by the IETF as RFC 8822 “5G Wireless Wireline Convergence User Plane Encapsulation (5WE)”

Proposed treatment:

Questions should be answered first on a stage 2 level, so CT4 should reply based on stage 2 replies in C4-215107.



	
	
	5107
	LS in   Rel-17 Reply LS on Topics of concern to the BBF
	SA2
	Noted
	S2-2106577

To: BBF

CC: CT4

WI: 5WWC

Contact Ericsson

SA2 would like to thank BBF for the LS on Topics of concern to the BBF.

SA2 would like to provide the following replies regarding topics 1) – 6) brought up in the BBF LS:

BBF Q1) 


SA2 reply to Q1)

SA2 would like to note that mobility of a PDU Session from wireline access to wireless access will result in that N3 tunnelling is used and that the corresponding overhead needs to be taken into account for the MTU.

SA2 would also like to get clarification about the following sentence in the BBF LS: “but in the combined AGF/UPF case adjusting the received MTU value to the actual MTU can be addressed local to the equipment specified by the BBF”. Which entity is meant by BBF to do the “adjustment”?  Especially in 5G RG case, as the MTU is sent over PCO (hence over NAS), the AGF+UPF has no way to even know the value being sent by 5GC (SMF via AMF) over ciphered NAS.

BBF Q2) 


SA2 reply to Q2)

SA2 agrees that the MTU aspects described would be one part of a more general topic on supporting heterogeneous MTUs in the mobile network. There is currently no related work ongoing or planned. Discussions on Rel-18 scope is ongoing and SA2 will inform BBF if related work is started.

BBF Q3)


SA2 reply to Q3)

SA2 would like to clarify that the GLI based SUPI is defined in 3GPP TS 23.003 as a NAI (username@realm) where the GLI is contained in the username part and defined as follows:

28.16.4   GLI

The GLI uniquely identifies the line connecting the 5G-BRG or FN-BRG to the 5GS.

The GLI is a variable length opaque identifier, consisting of a string of up to 200 base64-encoded characters, representing the GLI value (up to 150 bytes) encoded as specified in BBF WT-470 [133].

NOTE:      The GLI contains an identifier of the Line ID source and the Line ID value, see BBF WT-470 [133].

In order to ensure that the resulting SUPI fulfils the definition from TS 23.003 and make the appended “additional information” transparent to 5GC, the “additional information” would thus have to be added to the BBF GLI before base64 encoding is performed, in such a way that the resulting “BBF GLI + additional information” still has max 150 octets that will result in a SUPI containing a base64 encoded username of max 200 characters. 

 It can be noted that also the SUCI will contain GLI. The GLI-based SUCI is used by UDM to find the corresponding SUPI. To make this transparent to 5GC and the mapping in UDM, it therefore needs to be assumed that also the SUCI contains the same “additional information” as the SUPI.


SA2 would kindly request BBF to inform SA2 in case the above requirements are not inline with BBF’s considerations.  

BBF Q4)


SA2 reply to Q4)

3GPP SA2 would like to note that translating from realm values in a NAI received as part of PPP authentication to DNN & slice used in the 5G system would mean that it is only possible to simultaneously support one single PDU Session per PPP session (to the DNN & slice corresponding to the NAI received as part of PPP authentication). To support multiple PDU Sessions, the FN-RG would thus have to establish multiple PPP session. 3GPP SA2 would like BBF to confirm whether this understanding is correct. 

3GPP SA2 would also like to highlight that the DNN structure is different from NAI structure. The DNN is defined in 3GPP TS 23.003, clause 9, and corresponds more to a DNS name.

BBF Q5)


SA2 reply to Q5) 


SA2 has updated TS 23.316 to clarify the assumption about SSC modes for FN-RGs but leaving specific support for specific RG types up to BBF to specify. Please see attached CRs.

BBF Q6)


SA2 reply to Q6) 



SA2 already refers to BBF TR-456 for the definition of the W-UP. 

To BBF ACTION: 
SA2 kindly requests BBF to take the above information into account and provide replies as needed.
Proposed treatment
see C4-215104.



	CC1
	
	5105
	LS in   Rel-17 LS on supporting discontinuous coverage in IoT NTN
	RAN2
	noted
	R2-2109213

To: SA2, CT1

CC: RAN3, CT4

contact: Mediatek

LTE_NBIOT_eMTC_NTN

RAN2 would like to inform that RAN2 has agreed on supporting discontinuous coverage without excessive UE power consumption and without excessive failures / recovery actions. RAN2 expects that when not in coverage UE may save power by not attempting cell search or connection establishment. The network is not expected to try to page UEs in an area with no coverage at a certain time, to the extent possible/reasonable.

Due to limited time in Rel-17, it is RAN2’s understanding that discontinuous coverage in Rel-17 needs to be introduced with minimum specification impact. RAN2 has discussed that there may be some impacts to paging, (e)DRX, PSM and PLMN search handling mechanisms and their configurations when the UE is in discontinuous coverage.
Proposed treatment:

For information  to CT4,no action  for CT4, CT4 should note the LS



	CC1
	
	5213
	discussion   Rel-17 Discussion on incoming LS from RAN2 on IoT NTN
	MediaTek Inc.
	noted
	Conclusion: Based on above observations minimum support for discontinuous coverage can be achieved by adjusting periodic update timer, mobile reachability timer, PSM and eDRX values by the network and using extended NAS timers for the UE when the UE is accessing the EPS network over satellite access.
Giorgi
Would ne nice to have a brief presentation of this discussion paper. To me it looks not having impact on CT4.

Ulrich:

I agree with Giorgi;
Impacts to CT4, if any, are not clear.

CC

Marko presents  the discussion paper

Ulrich: timer values are transported from the UDM, so impacts  to our specifications

Giorgi: seems no impact to CT4.

Bruno: regarding the WID there was routing mentioned



	
	
	5106
	LS in   Rel-17 Reply LS on UPF support for multiple network slices
	SA2
	postponed to 6.1.3
	S2-2106550

To: CT4

CC: SA5

Contact china telecom

BEPoP

SA2 would like to thank CT4 for the LS on UPF support for multiple network slices.

SA2 has discussed the questions and would like to provide the following replies:

CT4 Q1: Do SA2 and SA5 think that the second solution is a valuable optional alternative to the existing solution?

SA2 reply: Yes. There are different requirements under various business scenarios where one UPF is shared by multiple network slices. The second solution can provide the flexibility to fulfil the various scenarios without changing the mapping of Network Instance in SMF. In the case where multiple slices share the same transport network, the separate S-NSSAI in solution 2 can be an alternative to differentiate the resources. Therefore, it is considered as a valuable optional alternative. It is concluded by SA2 that both the existing solution and the second solution are optional, and it is the operator’s policy / configuration which option is used in a PLMN.

CT4 Q2: If the answer to Q1 is YES, do SA2 and SA5 see major impacts to support the second solution and/or have issues with doing so?

SA2 reply: No standard impact. The impact is that UPF implementation may have a logic/configuration to select resources using S-NSSAI together with Network Instance. SA2 agreed to the attached CR in order to clarify the above-mentioned.

ACTION: 
SA2 kindly requests CT4 to take the above information into account
proposed treatment:

Reflect the reply in the TR.

postponed to 6.1.3

	
	
	5108
	LS in   Rel-17 LS reply on restricted and unrestricted S-NSSAIs per PLMN of the TA(s)
	SA2
	postponed  to 6.2.14
	S2-2106609

To: CT4

CC: 

WIC: eNA_Ph2
contact: Huawei

SA2 thanks for the information provided by CT4.

SA2 confirms that the network slice association information should not refer to a specific PLMN, because the roaming architecture is not discussed in either Release 16 or Release 17 (see clause 4.3, TS 23.288). 

Furthermore, the NWDAF may collect the slice association information (i.e. supported S-NSSAIs (including indication of S-NSSAIs restricted by AMF) per TAI) from AMF via the "S-NSSAIs per TAI mapping" event. In order to avoid misunderstandings, SA2 has approved two CRs (see the attachment) in the SA2#146E meeting to remove the “per PLMN” limitation for the slice association information.

ACTION: 
SA2 kindly asks CT4 take the above information into account.

Proposed treatment:

Align CT4TS, CR in?

postponed  to 6.2.14

	
	
	5109
	LS in   Rel-17 LS on User plane management in UPF for MBS service
	SA2
	postponed  to 6.1.16
	S2-2106678

To: CT4

CC: 

Huawei

5MBS

SA2 has progressed the normative work of 5MBS in SA2#146E meeting. 

SA2 discussed the proposals on how to handle packet detection and forwarding for MBS data, and agreed on the attached solution for MBS data handling at MB-SMF and MB-UPF. 

SA2 did not conclude how to handle packet detection and forwarding for MBS data at SMF and UPF for individual delivery, and would respectfully ask feedback from CT4 on an EN left in the attached document:

Editor's note:
Whether a two-step approach for 5G VN group is needed for SMF and UPF and thus whether new source/destination source types are needed for MBS traffic is FFS and needs CT4 feedback.

ACTION: 
SA2 kindly asks CT4 group to provide feedback on the packet detection and forwarding for MBS data at SMF and UPF.
Proposed treatment:

, CR in?,

 reply LS to be send when solution is agreed

postponed  to 6.1.16



	
	
	5110
	LS in   Rel-17 LS Reply on Support of Asynchronous Type Communication in N1N2MessageTransfer
	SA2
	postponed  to 6.1.2
	S2-2106684

To: CT1, CT4

CC: 

SBIProtoc17, TEI17

contact Huawei

SA2 thanks the LS on support of ATC from CT4. SA2 would like to answer the questions as following:

Q1: What are the use cases targeted by Asynchronous Type Communication? Do they require support of the aforementioned procedures? Does ATC apply for all UEs when activated in AMF?  
SA2 Answer 1: The Asynchronous Type Communication could be applied for those procedures/messages where no immediate response from UE is expected and the intended functionality shall not be impacted by the delay of the message delivery. For the procedures/messages requiring immediate response, ATC is not applied. SA2 has agreed the attached CR to clarify this.
Q2: Should ATC be applicable for N1N2MessageTransfer in the aforementioned procedures for all UEs/PDU sessions served by a given AMF or should the AMF configured with ATC be permitted to page UEs for scenarios where the NF service consumer expects a timely response from the UE?

SA2 Answer 2: As mentioned in Answer 1, ATC could be applicable for those procedures when no immediate response from UE is expected and no intended functionality is impacted. Some company mentions there are NAS Timer(s) for several NAS messages but there is no agreement in SA2 to broaden the ATC use case to procedures where the NAS timers would need to be adjusted as the consequence of using ATC. 
Q3: If so, how does the AMF know whether ATC can be used for a given current N1N2MessageTransfer request (i.e. whether the NF service consumer expects a timely response from the UE or not)?

SA2 Answer 3: SA2 specifies it in the attached CR that the ATC can apply only when the requesting NF informs the AMF that the AMF is allowed to use ATC. For CIoT high latency communication, SA2 specified solutions of handling MT data and signalling, see TS 23.501 clause 5.31.8 and TS 23.502 clauses 4.24 and 4.25.
Q4: Can the AMF use ATC or not for delivering mtData? 

SA2 Answer 4: Please also see Answer 1. In principle, ATC could be allowed also on MT Data assuming delivering mtData does not require immediate response from UE.

Q5: Should CT4 consider a solution that enables the NF service consumer of N1N2Message Transfer to indicate if ATC may be applied for the sending of the N1 message, so that the AMF configured with ATC may still page the UE in CM-IDLE state if the sender of the message (e.g. SMF) expects a timely response for the procedure to succeed.

SA2 Answer 5: Yes, CT4 could consider such solution. SA2 has agreed the attached CR to support such solution, where the requesting NF indicates that ATC is allowed and the AMF determines locally whether to apply ATC or not. ATC is allowed only if there isn't any strict response requirements. Besides  the Rel-16 AMF may apply ATC based on its implementation and Rel-17 AMF may implement it based on the indication from the requesting NF, thus there would be no compatibility issue. Consequently, the AMF need not indicate to requesting NF whether it uses ATC or not. 

ACTION: 
SA2 asks CT4 and CT1 group to 

Kindly take the above information into account.
Proposed treatment:

, CR in?,

postponed  to 6.1.2


	
	
	5111
	LS in   Rel-17 LS on more efficient PMIC/UMIC signalling exchange for time synchronization
	SA2
	Noted
	S2-2106767

To: CT1

CC: CT4

Contact: 

IIoT

Rel-17

In relation to document S2-2105494 (discussed, but not agreed), SA2 considered that in case of BMCA reporting the current UMIC data structure described in TS 23.501 v17.1.1 Table 5.28.3.1-2 may result in inefficient signalling exchange between the NW-TT on one side and the TSN AF (or TSCTSF) on the other side.

In order to read or subscribe to changes of DS-TT PTP port states (i.e. value of portDS.portState) TS 23.501 v17.1.1 describes that the TSN AF (or TSCTSF) must read/subscribe to changes of the portDS.portState under the UMIC data structure <Time synchronization information for each DS-TT port>. The <Time synchronization information for each DS-TT port> in TS 23.501 corresponds to the “DS-TT port time synchronization information list” parameter specified in TS 24.539.

It was brought to SA2's attention that the only option in TS 24.539 supported for the TSN AF (or TSCTSF) is to read/subscribe to changes of the complete “DS-TT port time synchronization information list” parameter in TS 24.539.

However, transferring the whole <Time synchronization information for each DS-TT port> data structure only to convey information about the DS-TT PTP port state results in signalling inefficiencies because this data structure contains a large amount of parameters that are not relevant for the BMCA procedure.

To address this inefficiency S2-2105494 proposes a modified UMIC data structure including a distinct parameter for BMCA reporting which can be read or subscribed to directly by the TSN AF (or TSCTSF).

During the discussion on S2-2105494 in SA2 there where comments that, instead of restructuring the stage 2 description of UMIC/PMIC on case-by-case basis, there may be a need for generic stage 3 solution that would allow the TSN AF (or TSCTSF) to read / write / subscribe to a selected parameter in a larger UMIC or PMIC data structure in a more efficient manner, avoiding the transfer of additional data that are not related to the parameter that is being read or subscribed to.

Q1: SA2 would like to ask CT1 to consider whether such a solution is possible and provide feedback.

Q2: Specific to the Write operation, when TSN AF (or TSCTSF) is sending UMIC or PMIC to a TT containing only partial PTP instance information, SA2 could not clearly understand the consequences from such operation. Can CT1 inform SA2 what happens in terms of the status of the PTP information available in the TT that is not included in the UMIC or PMIC?

Proposed  treatment:

CT4 can note



	
	
	5112
	LS in   Rel-17 LS Reply on Clarifications to the operation of network slice status reporting
	SA2
	postponed to 6.1.8
	S2-2106836

To: CT3

CC: CT4

Contact Huawei

eNS_Ph2

SA2 thanks CT3 for their LS on Clarifications to the operation of network slice status reporting. SA2 has the attached CR to clarify the question mentioned in the LS:

Proposed  treatment

For information to CT4, CT4 can note

postponed to 6.1.8

	
	
	5113
	LS in   Rel-17 Reply LS on NSAC service and service operation
	SA2
	postponed  to 6.1.8.
	S2-2106838

To: CT4

CC: 

contact ZTE

eNS_PH2

SA2 thanks CT4 LS on NSAC service and service operation. SA2 has agreed TS23.501 CR#xxx and TS23.502 CR#xxx to update the name of service operation provided in NSACF. See the attachments

Regarding the questions from CT4, SA2 has the following answers:

Q1: Whether the two separate services can be merged into one?

SA2 answer: Yes. These two separated services have been merged into one Nnsacf_NSAC service. .
Q2: Would SA2 choose better service names than existing names?

SA2 answer: Yes. See the attachment.
Q3: What does EAC exactly indicate, Early Admission Control or Early Availability Check?

SA2 Answer: EAC means Early Admission Control. SA2 has agreed 23.502CR#2970 to correct the sentence.
ACTION: 
3GPP TSG SA WG2 kindly asks CT4 to take the answers to questions into account.

Proposed treatment:

CT4 to align their specs. CRs in:

postponed  to 6.1.8.



	CC1
	
	5114
	LS in   Rel-17 LS Reply on Supporting UP Integrity Protection Policy Handling for Interworking from 5GS to EPS
	SA2
	postponed
	S2-2106974

To: SA3

CC: RAN, CT, RAN2, RAN3, CT1, CT4

contact: Huawei

FS_UP_IP_SEC
Thanks SA3 for the LS on UP IP supporting in EPC.

SA2 would like to confirm it is acceptable to remove these restrictions if UP IP when connected to EPS is supported. SA2 has agreed the attached documents to support it. 
Proposed treatment:

CT4 to take note, no action at the moment.

CT4 can note
Bruno:

the incoming SA2 LS should be postponed (rather than noted) since the attached stage 2 CRs require CT4 changes (e.g. 29.502 and 29.274), and no contribution has been submitted to this meeting.
We plan to bring related CRs at the next CT4 meeting.



	
	
	5133
	LS in   Rel-17 LS on Home Network triggered re-authentication
	SA3
	postponed  to 6.1.2
	S3-213170

To: CT4

CC: CT1

TEI17

Contact Samsung

SA3 has been discussing to specify a procedure, which allows the home network (particularly UDM and/or AUSF) to trigger re-authentication procedure, whenever the home network needs to refresh the key KAUSF. 

Key KAUSF that is shared between the UE and the home network, is refreshed when primary authentication procedure is performed successfully. It is SA3 understanding that, the UDM/AUSF doesn't have a procedure of triggering re-authentication of the UE to refresh KAUSF.

SA3 is aware of the application error (REAUTHENTICATION_REQUIRED) specified in TS 29.503, where the error response returned by the UDM services to the AMF indicates that the UE needs to be re-authenticated. SA3 understanding is that this application error is provided in response to a request from the AMF and it is not provided by the UDM without a request from the AMF. 

SA3 would like to ask CT4:

1) Whether it is possible for the UDM to send the application error (REAUTHENTICATION_REQUIRED) to the AMF without a request from the AMF.

2) Whether CT4 has already specified any procedure that allows the home network (particularly UDM and/or AUSF) to trigger re-authentication procedure.

ACTION: 
SA3 kindly asks CT4:

Q1. Whether it is possible for the UDM to send the application error (REAUTHENTICATION_REQUIRED) to the AMF without a request from the AMF. 

Q2. To inform SA3 whether CT4 has already specified any procedure that allows the home network (particularly UDM and/or AUSF) to trigger re-authentication. 

Proposed treatment:

CT4 to send a reply draft in C4-215152
postponed  to 6.1.2

	
	
	5135
	LS in   Rel-17 LS on User Plane Integrity Protection for eUTRA connected to EPC
	SA3
	Noted
	S3-213272

To: RAN3

CC: RAN2, CT1, CT4, SA2

SA3 thank RAN3 for their LS (R3-212812/ S3-212436). SA3 have discussed the RAN3 response to SA3’s questions and have the following request for RAN3. This request is independent of the UP IP work.

SA3 asks RAN3 to modify their specifications to ensure that all of MME, eNB, AMF and ng-RAN node copy on the complete UE security capabilities. This is to prevent the network not selecting what would be the preferred security algorithm if the full UE security capabilities were available at the eNB or ng-RAN node. Such a change is justified by the following stage text (from clause 7.2.4.2.1 of TS 33.401).

“When AS security context is established in the eNB, the MME shall send the UE EPS security capabilities to the eNB.”

Similar text exists for the other cases in the relevant SA3 specifications. SA3 is requesting this change for Rel-17.

Proposed treatment

CT4 can note



	
	
	5136
	LS in   Rel-17 Reply LS on UPF support for multiple slices
	SA5
	postponed to 6.1.3
	S5-213447

To: CT4

CC: SA2

WID

Contact: ZTE

SA5 thanks CT4 for the LS C4-212560 on UPF support for multiple network slices.

SA5 has the following responses to CT4's questions:

Q1: Do SA2 and SA5 think that the second solution is a valuable optional alternative to the existing solution?

SA5: The solution on how UPF manages the UP resources is out of the scope of SA5, SA5 would like to refer to the decision of SA2. 

Q2: If the answer to Q1 is YES, do SA2 and SA5 see major impacts to support the second solution and/or have issues with doing so?

SA5: Impact on existing SA5 specifications to support the second solution could be very limited/trivial, e.g. may impact 1-2 configuration parameters in 5GC network resource model (NRM).
ACTION: 
SA5 asks CT4 to take the above information into account in their work. 
Proposed treatment:

CT4 need to wait for the reply from SA2

Zhijun: propose to postpone this LS to future meetings, as we need to wait for SA2 answer

Bruno:

I think we can simply note it.

CC

Zhijun: still thinks we should wait for SA2 reply but can note the LS

Bruno  agrees with Zhijun

Frank: Q2 what is the configuration  parameter.

May be use ful to postpone the LS as reminder of Q2 answer with regard to configuration parameters.

proposed treatment:

reply in S2-2106550

postponed to 6.1.3


	
	
	5138
	LS in   Rel-17 LS on UPF reporting for redundant transmission on transport layer
	SA5
	Noted
	S5-214667

To: CT4, SA2

CC: 

contact Huawei

URLLC charging has been introduced in rel-17 of TS 32.255, for the support of charging for the redundant transmission for high reliability communication specified by SA2 TS 23.501 and CT4 TS 29.244.

For the redundant transmission on N3/N9 interfaces, the clause 5.2.2.3.3 of TS 29.244 states "the UPF shall not count redundant packets in Usage Reports (e.g. Volume Measurement), i.e. it shall count the traffic only once in Usage Reports”.

For the redundant transmission at transport layer, a NOTE in the clause 5.24.3 of TS 29.244 states "how the UPF perform the redundant transmission at transport layer is left up to UPF implementation".

From charging's perspective, it is important for the SMF to be aware on how the UPF reports the usage (i.e. with or without redundant packets) to ensure the usage reported by SMF for charging purpose is accurate. 
SA5 question to SA2 and CT4 is: can the SMF be aware on whether the usage reported by UPF is with or without redundant counts when redundant transmission at transport layer is used?

ACTION: SA5 kindly asks SA2 and CT4 to answer to the question above and take appropriate action as necessary

Proposed treatment:

CT4 should sent reply LS



	CC4
	
	5253
	LS out    UPF reporting for redundant transmission on transport layer
	Huawei (Caixia)
	Revised to C4-215505
	To: SA5, SA2

CC

Last sentence in answer to be reworded

Caixia:

Please check the update of the last sentence

Bruno:

Thanks. what about saying the following:
Answer: Like for the case of redundant transmission on N3/N9 interfaces specified in clause 5.2.2.3.3 of TS 29.244, the UPF does not count redundant packets in Usage Reports sent to the SMF when redundant transmission is used on transport layer. CT4 will clarify so in TS 29.244 at the next CT4 meeting.

Frank:

Can we simply answer:
It is CT4 understanding that the UPF does not count redundant packets in Usage Reports for the redundant transmission on transport layer, which is the same as it does for redundant transmission on N3/N9 interfaces (see clause 5.2.2.3.3 of TS 29.244).

What do you think?

Caixia:
I am fine with your proposed text, which is included in draft v2

Frank:

I am fine with the revision
Bruno:
V2 is fine by me


	
	
	5505
	LS out    UPF reporting for redundant transmission on transport layer
	Huawei (Caixia)
	Approved
	To: SA5, SA2



	CC1
	
	5139
	LS in    TSG Announcing TS.37 v80 and TS.42 v6.0
	GSMA TSG Requirements for Multi-SIM devices group (TSGRMS)
	postponed
	TSGRMS_008

To: GCF FTAG, GCF SG, PTCRB, BABT, TAF, 3GPP CT4

CC: 

Contact Paul Gosden, GSMA Terminals Director [mailto:paul.gosden@gsma.com].

Summary

The Multi SIM requirements and test case documents maintained by GSMA TSGRMS have been updated in response to industry developments, requests from contributing companies and clarification required for test case inclusion in GCF. 

The new editions released in July 2021 are as follows:

· TS.37 v8.0 Requirements for Multi SIM devices

· TS.42 v6.0 Multi SIM device requirements test cases

Copies of these documents are attached.

TSGRMS Industry Collaboration

TSGRMS (TSG Requirements for Multi-SIM) delivers requirement and test specifications for devices with multiple UICC and eUICC to ensure a constant implementation of multiple UICC/eUICC in devices and to help Mobile Network Operators comply with their regulator obligations.

The TSGRMS strives to provide transparency and alignment of its work and appreciates collaboration with other industry bodies and will continue to liaise as required.

Several areas are currently being monitored for impact on the TSGRMS specifications:

· eUICC with multiple active profiles (being defined by GSMA RSP group)

· 3GPP Dual SIM work item.

· MIIT specification update for 5G

Proposed treatment:

CT4 need to check if CT4 specifications are inline with the new TS version of GSMA.

CC 

Delegates are asked to check the attached  TSs

Giorgi:

Could we postpone this LS to the next meeting?
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	5088
	WID new    New WID on CT aspects of Architecture Enhancement for NR Reduced Capability Devices
	China Mobile Com. Corporation
	Revised to C4-215403
	ARCH_NR_REDCAP

CT1 lead

CT3 and CT4 impacted CT6 impact open.
Yue :

Uploaded rev1  comments from CT1 and CT3 there is a comment ifrom CT1 on CT4 spec 23.008

	CC4
	
	5403
	WID new    New WID on CT aspects of Architecture Enhancement for NR Reduced Capability Devices
	China Mobile Com. Corporation
	endorsed
	ARCH_NR_REDCAP

CT1 lead

CT3 and CT4 impacted CT6 impact open.


	
	
	5137
	WID revised   Rel-17 Revised WID on CT aspects of the architectural enhancements for 5G multicast-broadcast services
	Huawei
	Revised to C4-215345
	CT4 lead

CT3 and CT1 impacted
Giorgi:

The proposed updates are based on stage 2 decisions. Majority of changes are CT3 specific. I’d propose to wait for CT3 discussion outcome.
Bruno:

A couple of CT4 related comments:
In clause 4, CT4 impacts, we should mention the new AMF APIs (MBSBroadcast and MBSCommunication) and the extension of the AMF MT service for group reachability, and also mention the N4 enhancements to TS 29.244 to support 5GC Individual traffic delivery (TS 29.244 is impacted regardless of the solution CT4 will retain).

In clause 5: the description of the 29.518 impacts should be clarified to refer to the new AMF APIs and extension of the AMF MT service.

Giorgi:

5137_v1, the updated WID is draft inbox

Abdessamad:

CT3 agreed to endorse the WID. I will upload the final CT3 version later today


	CC4
	
	5345
	WID revised   Rel-17 Revised WID on CT aspects of the architectural enhancements for 5G multicast-broadcast services
	Huawei
	agreed
	CT4 lead

CT3 and CT1 impacted
Status in

  CT1 endorsed?

CT3 endorsed

	
	
	5150
	WID revised   Rel-17 Revised WID on CT aspects on Dynamically Changing AM Policies in the 5GC
	Ericsson
	Revised to C4-215459
	CT3 lead

CT4 impacted
Jesus:

The WID on DCAMP has been revised in CT3; the only changes are on CT3-owned TS's, in the description of the impacts on TS 29.507 and TS 29.512, under clause 5. 

You can find v1 indraft inbox



	CC4
	
	5459
	WID revised   Rel-17 Revised WID on CT aspects on Dynamically Changing AM Policies in the 5GC
	Ericsson
	endorsed
	CT3 lead

CT4 impacted


	
	
	5154
	WID new   Rel-17 New WID on Enhancements of 3GPP profiles for cryptographic algorithms and security protocols
	Ericsson
	Revised to C4-215356
	eCryptPr

CT1 lead

CT3 and CT4 impacted
Nevenka:

the only comment I received (so far) on this WID was in CT1 to add Nokia and Nokia Shanghai Bell as supporting individual members.

In addition, I included new CT1, CT3 and CT4 tdoc numbers for the revised WID.

The r1 version is stored in the Drafts/5_WIDs folder and also available from: C4-215154_r1.

Nevenka:

C4-215356 is uploaded in 3GU tool. The only change from C4-215154_r1 version is adding AT&T and FirstNet as supporting individual members


	
	
	5356
	WID new   Rel-17 New WID on Enhancements of 3GPP profiles for cryptographic algorithms and security protocols
	Ericsson
	endorsed
	

	
	
	5156
	WID revised   Rel-17 CT aspects of Enhanced support of Non-Public Networks
	Ericsson
	Revised to C4-215462
	CT1 lead

CT3 and CT4 impacted
Bruno:

The new following CT4 impacts (corresponding to CRs submitted to this meeting) should be reflected in the revised WID:
- transfer of a UE on boarding Indication to T-AMF during inter-AMF mobility (29.518)

- AMF sending PVS FQDN/Address to the SMF (29.502)

Jesus:

Thanks for the comments; we agree, and I'll capture them in a revision of the WID.

Jesus:

Please find v1 in draft inbox

Jesus:

There has been a comment on CT1, which affects some text under CT4 remit, in clause 4 Objectives.
Please find v2 in draft inbox:



	CC4
	
	5462
	WID revised   Rel-17 CT aspects of Enhanced support of Non-Public Networks
	Ericsson
	endorsed
	CT1 lead

CT3 and CT4 impacted


	
	
	5157
	discussion   Rel-17 Discussion paper on the potential impact on CT4 specifications for PWS in SNPN
	Ericsson
	noted
	Bruno:

I agree with the analysis of this DISC and the need to signal the NID on SBc.
At the last RAN3 meeting, RAN3 didn’t identify need to update their messages. In R3-214402, "RAN3 would also like to inform SA that no stage 3 changes have been considered essential at this point in RAN3 specifications. RAN3 may revisit this topic in rel-17 if any such changes are identified."

If this is so, this would require CT4 to specify its own NID extension in TS 29.168.

Peter Sanders:

Agreed. Having said that, if we need to add NID on SBc then CT1 needs to agree a modification to the stage 2 in TS 23.041 first.


	
	
	5179
	WID new    New_WID on enhancement of RAN Slicing for NR
	China Mobile Com. Corporation
	Revised to C4-215452
	NR_Slice-Core
CT1 lead
CT4 impacted
Yue: discussion in CT1 may  be not agreed in CT1, WID was revised



	CC4
	
	5452
	WID new    New_WID on enhancement of RAN Slicing for NR
	China Mobile Com. Corporation
	endorsed
	NR_Slice-Core
CT1 lead
CT4 impacted
Yue: discussion in CT1 may  be not agreed in CT1, WID was revised



	CC1
	
	5211
	WID new   Rel-17 New Rel-17 WID on IoT NTN support for EPS
	MediaTek Inc.
	Revised to C4-215357
	IoT_SAT_ARCH_EPS

CT1 lead

CT3, CT4 and CT6 impacted

Marco Niemi, wants to do a presentation

Frank:

Thanks for the new WID.
I think the CT4 impact needs to be reformulated, or could you please explain the impact for CT4 to support country specific CN routing, Packet routing and transfer?

I am assuming CT4 needs only to add a few new RAT types for EPS as we did for 5GC, e.g. "NR_LEO". 

Bruno:

Same request from us to get clarifications of the potential CT4 impacts on “country specific CN routing” and “Packet routing and transfer”.

CC

In 4 we  should list only  requirements should be listed and should be also  reflected in clause 5

Marko:

based on your feedback, CT3 and CT1 feedback I have modified the WID.
Please, find draft version in Draft2 C1-21aabb was5618 wasCP-212261 WID for IoT NTN EPS_rm
Draft is based on CT1 tdoc, I will submit CT4 tdoc once we’ve agreed the content.

Changes:

· CT1 objectives

· modified “Extended NAS timers” part as suggested.

· WUS is FFS subject to SA2 discussions

· CT3 and CT4 objectives

· Separate objectives for CT3 and CT4

· removing policy control, packet routing objectives as CT3, CT4 impact is not clear

· adding objective “Potential updates to Access Restriction Data” for CT4 (TS 23.008)



	
	
	5357
	WID new   Rel-17 New Rel-17 WID on IoT NTN support for EPS
	MediaTek Inc.
	endorsed
	IoT_SAT_ARCH_EPS

CT1 lead

CT3, CT4 and CT6 impacted



	CC1
	
	5212
	discussion   Rel-17 Discussion on new WI for IoT NTN for EPS
	MediaTek Inc.
	noted
	Marco Niemi, wants to do a presentation

Giorgi:

Would you please highlight CT4 impacts?


	
	
	5219
	WID revised   Rel-17 Revised WID on Rel-17 Enhancements of 3GPP Northbound Interfaces and Application Layer APIs
	Huawei
	endorsed
	CT3 lead

CT4 impacted

	
	
	5220
	WID revised   Rel-17 Revised WID on Enablers for Network Automation for 5G - phase 2
	China Mobile Communications Group Co.,Ltd.
	endorsed
	CT3 lead

CT4 impacted

	
	
	5285
	WID new   Rel-17 New WID on Restoration of Profiles related to UDR
	NTT DOCOMO
	Revised to C4-215354
	ReP_UDR

CT4 lead

CT3 impacted
CT3 has endorsed the WID

Ulrich:

please add Nokia and Nokia Shanghai Bell as supporting individual members

Jesus

Ericsson would like to be added as supporting company of this WID, as well.

Hiroshi:

Thank you both for supporting the WID.

I will provide a revision to include your companies supporting members
Anders:

Hewlett Packard Enterprise also wishes to be added as a supporting company

Hiroshi:

I also received feedback from NEC that they will support the WID, so I have included in the revision.

Now, I received comment that this WI proposal requires CT3 endorsement, and have submitted the revision as C3-215410.

To accommodate this, I also revised in CT4 as C4-215354.

i.e. C4-215285 is revised to C4-215354

@Peter, can you please include this tdoc number in your DAD?



	CC4
	
	5354
	WID new   Rel-17 New WID on Restoration of Profiles related to UDR
	NTT DOCOMO
	Revised to C4-215529
	ReP_UDR

CT4 lead

CT3 impacted
CT3 has endorsed the WID

Hiroshi:

revised because final  version shows revision marks


	
	
	5529
	WID new   Rel-17 New WID on Restoration of Profiles related to UDR
	NTT DOCOMO
	agreed
	ReP_UDR

CT4 lead

CT3 impacted
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	CT4 Led WIs
	
	
	
	
	

	6.1.1
	Study on IETF QUIC Transport for 5GC Service Based Interfaces
	
	
	
	
	FS_QUIC

	
	
	
	
	
	
	

	6.1.2
	Service based Interface protocol improvements
	
	
	
	
	SBIProtoc17

	
	
	5110
	LS in   Rel-17 LS Reply on Support of Asynchronous Type Communication in N1N2MessageTransfer
	SA2
	Postponed
	S2-2106684

To: CT1, CT4

CC: 

SBIProtoc17, TEI17

contact Huawei

SA2 thanks the LS on support of ATC from CT4. SA2 would like to answer the questions as following:

Q1: What are the use cases targeted by Asynchronous Type Communication? Do they require support of the aforementioned procedures? Does ATC apply for all UEs when activated in AMF?  
SA2 Answer 1: The Asynchronous Type Communication could be applied for those procedures/messages where no immediate response from UE is expected and the intended functionality shall not be impacted by the delay of the message delivery. For the procedures/messages requiring immediate response, ATC is not applied. SA2 has agreed the attached CR to clarify this.
Q2: Should ATC be applicable for N1N2MessageTransfer in the aforementioned procedures for all UEs/PDU sessions served by a given AMF or should the AMF configured with ATC be permitted to page UEs for scenarios where the NF service consumer expects a timely response from the UE?

SA2 Answer 2: As mentioned in Answer 1, ATC could be applicable for those procedures when no immediate response from UE is expected and no intended functionality is impacted. Some company mentions there are NAS Timer(s) for several NAS messages but there is no agreement in SA2 to broaden the ATC use case to procedures where the NAS timers would need to be adjusted as the consequence of using ATC. 
Q3: If so, how does the AMF know whether ATC can be used for a given current N1N2MessageTransfer request (i.e. whether the NF service consumer expects a timely response from the UE or not)?

SA2 Answer 3: SA2 specifies it in the attached CR that the ATC can apply only when the requesting NF informs the AMF that the AMF is allowed to use ATC. For CIoT high latency communication, SA2 specified solutions of handling MT data and signalling, see TS 23.501 clause 5.31.8 and TS 23.502 clauses 4.24 and 4.25.
Q4: Can the AMF use ATC or not for delivering mtData? 

SA2 Answer 4: Please also see Answer 1. In principle, ATC could be allowed also on MT Data assuming delivering mtData does not require immediate response from UE.

Q5: Should CT4 consider a solution that enables the NF service consumer of N1N2Message Transfer to indicate if ATC may be applied for the sending of the N1 message, so that the AMF configured with ATC may still page the UE in CM-IDLE state if the sender of the message (e.g. SMF) expects a timely response for the procedure to succeed.

SA2 Answer 5: Yes, CT4 could consider such solution. SA2 has agreed the attached CR to support such solution, where the requesting NF indicates that ATC is allowed and the AMF determines locally whether to apply ATC or not. ATC is allowed only if there isn't any strict response requirements. Besides  the Rel-16 AMF may apply ATC based on its implementation and Rel-17 AMF may implement it based on the indication from the requesting NF, thus there would be no compatibility issue. Consequently, the AMF need not indicate to requesting NF whether it uses ATC or not. 

ACTION: 
SA2 asks CT4 and CT1 group to 

Kindly take the above information into account.
Proposed treatment:

, CR in?,

postponed  to 6.1.2
Caixia:

We propose to postpone the incoming SA2 LS to next meeting, as stage 3 CR is needed to support the ATC Ind from SMF to AMF and no contribution has been submitted to this meeting.

We plan to bring related CR at the next CT4 meeting.

Bruno:

I have the following questions on the SA2 replies: 
SA2 Answer 1: The Asynchronous Type Communication could be applied for those procedures/messages where no immediate response from UE is expected and the intended functionality shall not be impacted by the delay of the message delivery. For the procedures/messages requiring immediate response, ATC is not applied. SA2 has agreed the attached CR to clarify this.
Which procedures towards UE do not require an immediate response from the UE? Practically, in which use case is it possible to apply ATC?

SA2 Answer 4: Please also see Answer 1. In principle, ATC could be allowed also on MT Data assuming delivering mtData does not require immediate response from UE.

How can the SMF be aware of whether the mtData requires an immediate response or not?



	
	
	5028
	CR 29.501 0110 Rel-17 Miscellaneous clarifications
	Huawei
	Revised to C4-215348
	WI SBIProtoc17

CAT F

Jesus:

From Ericsson, we have the following comments to this contribution:
· Why do we need to have examples for each definition? I'd suggest to add them only when they are really needed to better understand a concept, but not systematically. 

Giorgi: I agree examples are helpful. CT4 should be able to give examples from 3GPP APIs to clarify the concepts. For instance, CT4 should be able to show e.g. apiRoot, or Base URI examples from any of the 3GPP API. Is it that complex?

In these specific cases, we believe they are not really helpful and would propose to not add them.

Giorgi: Well, we have different opinions. Nothing goes wrong with adding examples, unless providing examples is a challenging task. If this is the case, then we have a bigger problem than I thought

· "Relative URI" is a deprecated term, according to latest RFCs that we reference from our specifications, so we propose to remove it

Giorgi: Ok, let’s mark it as deprecated

· We don't need a "definition term" for things that are already defined in the RFC (e.g. path segment: A path consists of a sequence of path segments separated by a slash ("/") character.)

Giorgi: No strong opinion on this, but as a note, we have few definitions, which are in RFCs, but we explain them to better understand what these IETF terms mean for 3GPP APIs
Giorgi
5028_v1 is here: 

Summary: Definition of the path segment is removed. Relative URI is marked as deprecated.



	
	
	5348
	CR 29.501 0110 Rel-17 Miscellaneous clarifications
	Huawei
	Agreed
	WI SBIProtoc17

CAT F

Jesus:

I'm ok with v1. Still thinking that we are adding unnecessary examples in many of the definitions, but it's fine, if everyone else is happy with that, I can accept it.



	
	
	5029
	CR 29.501 0111 Rel-17 Resource URI structure in the Guidelines for Services Definition
	Huawei
	Revised to C4-215349
	WI SBIProtoc17

CAT F

Yue:

· "Such node is either a Collection archetype (see Annex C2), or a Document archetype (see Annex C1)", you missed Store archetype
· "a child node without a line around its frame does not represent a resource",  node without a line around means there is no operation defined, this is for sure. However, IMO, it can still represent a resource.  Similar to the discussion on C4-214858 last meeting.

Giorgi:

I didn’t miss the Storage archetype. I did not find any hint in the spec how Storage archetype is represented graphically. Shall this also have a solid line?
Concerning a frame without a line, for 5MBS we have the following resource URI structure (see C4-215077):

figure

Here, /contexts is not a resource but it serves update operation definition. I’m open to suggestions on how to properly define this graphical representation.
Yue:

When defining the convention of the resource tree figure, a solid lined box means "there is at least one operation defined on that resource", does not matter the resource is of which archetype.

Giorgi:

I’d appreciate your view on how to specify graphical representation that is used in each and every SBI spec. Currently, 29.501 does not touch this subject, just gives an example of graphical representation.
Below is update text, please propose your wording.

- a child node with a solid-line frame represents a resource-URI that has at least one supported HTTP method associated. Such node is of either of the archetypes (see Annex C1, C2 and C3);

- a child node with a dashed-line frame represents a sub-URI under a resource which supports specific custom operation. Such node is a Custom operation archetype, see Annex C4;

- a child node without a line around its frame does not represent a resource (what is it then?), but is present if there is at least one operation specified for it.

Yue:

My proposed text as below:
- a child node with a solid-line frame represents a resource-URI that at least one supported HTTP method is associated with the corresponding resource. Such resource is of either of the archetypes (see Annex C1, C2 and C3);
- a child node with a dashed-line frame represents a  resource which is of Custom operation archetype, see Annex C4;
- a child node without a line around its frame represents a resource URI and no operation specified for the corresponding resource

Giorgi:

The last definition is not complete and there is incorrect, because a child node without a line around its frame does not always represent a resource URI with no operation, see C4-215077.
How about this: a child node without a line around its frame typically represents a resource URI for which no operation is specified. This graphical representation is also used when a custom operation is defined on ‘xxx’. 

We could discuss ‘xxx’ separately.

Giorgi:

5029_v1 is here: 

Summary:

· The usage of child node with a solid-line frame and without any line is further explained.

· We still have an unresolved problem with a reference in Annex C1: “Custom methods are not performed directly on the resource, but by sending an HTTP request to a URI that is associated by a convention (see clause X.4) with the URI of the resource”. I could not find the correct clause number to replace ‘X’. May I ask SBI veterans to help with this?

Giorgi:
5029 is revised to 5349, but I forgot to send the email, sorry.
The only change to 5029_v1 is that I removed the reference to the orphan clause X.4.



	
	
	5349
	CR 29.501 0111 Rel-17 Resource URI structure in the Guidelines for Services Definition
	Huawei
	Postponed
	WI SBIProtoc17

CAT F

Jesus:

A couple of comments on this revision:
· A node such as "/resources" (in the original Figure 5.2.1-1, that you are replacing) is not a resource URI, it's simply a path segment. Don't we need to say anything about those type of graphical nodes, which happen very frequently in many existing APIs?

Giorgi: Exactly. The problem is how to define what the frame without any line stands for. I understood this is used in two cases: (a) when we have a resource without any service operations and (b) when we have a path segment, as you indicated for which we do have a service operation. Question is, what would be the right wording to capture both of these? Any suggestions?

[Jesus] There is an additional case: a path segment that does not correspond to any kind of resource URI at all: it does not have any HTTP standard operations, and it does not have any custom operations; it's simply a "separator" that can be used for clearer logical grouping of resource branches.
· In the new version of Figure 5.2.1-1, there is a node with gray background ("/<custom operation archetype>"); this can be interpreted as if this graphical style should be applied like that (with a gray shading), which I guess it's not the intention.

Giorgi: Yes, I used grey shading just for presentation, to highlight there is no frame line. The shading shall be removed from the final ‘clean’ CR.

· The changes on Annex C should only contain the clause C1, since the rest of the clauses in the Annex are not changed.
Giorgi: ok.

Giorgi:

How can we capture all of these? I do believe we shall explain what these graphical representations indicate. Frame without any line is the most elusive to definition…
What is we agree on the other two now and capture with EN that the problematic one needs to be addressed later on. Ok?

Jesus

Say we have the resource path as: /foo/bar
Where:

- /foo does not have any standard HTTP operations (GET, POST, PUT,….)

- /bar is a custom operation (POST)

What is the expected categorization for "foo"? Is it a resource or not? Should it go with a frame (solid or dashed) or without a frame? If it is a resource, which archetype does it follow?

How is "bar" documented in the API? As a custom operation of an existing resource "foo"? or as a custom operation without an associated resource? (note that the decision on this implies where in the TS the "bar" operation is documented)

Regarding the last question, we have seen TS's following both criteria: documenting "bar" as a custom operation of resource "foo" (even when "foo" is not really a resource, as shown in OpenAPI description), and also documenting "bar" as a custom operation without an associated resource.

Answering these questions, in my opinion, is more important than the actual graphical representation issue. And this is something that has been a gap in 29.501 since its very beginning.

I'd appreciate views from companies on this issue.

Giorgi:

Looks like we need to postpone the CR and address all of these open questions before the next CT4.


	
	
	5030
	CR 29.501 0112 Rel-17 Resource URI structure in the SBI skeleton
	Huawei
	Revised to C4-215350
	WI SBIProtoc17

CAT F

Anders:

In 6.1.9, after applying the proposed change in Word, the sentence in the last paragraph reads: 
“The <API Name> API defines a single for the entire service”

(single what?)

Giorgi:

I will correct this to the following statement: The <API Name> API defines a single scope API name for the entire service, and it does not define any additional scopes at resource or operation level. API name is in lower letters. Composed names are separated with a hyphen, e.g. "label1-label2".
Would that be ok?

Yue:

· "if necessary shall be set as described in clause 6.1.3",  could you please clarify why we need "if necessary" here? I mean, if there IS resourceURIPart, then it SHALL be like described in 6.1.3. The new text gives me an impression that even if there is resourceUriPart needs to be defined, it may still be defined as something else due to some unknown reason.
· Not a comment but for my clarification, shouldn't the text of interest of this CR in clause 6.1.9 be captured in Naming Convention clause?
Giorgi:

Concerning Anders’ comment, the following fix should work: The <API Name> API defines a single scope API name for the entire service, and it does not define any additional scopes at resource or operation level. API name is in lower letters. Composed names are separated with a hyphen, e.g. "label1-label2".
Concerning “if necessary”, I admit this is misleading. What I was trying to say is that <apiSpecificResourceUriPart> may or may not be used/present. So, the statement should be corrected like this:  The <apiSpecificResourceUriPart>, if it is defined shall be set as described in clause 6.1.3.

Concerning 6.1.9, looks like in the spec previous versions people felt the format should be explained also here. I’m open for replacing this part with a reference to the naming conventions. Which way should we go?

Jesus:

In addition, from E/// we have the following comments:
· The changes in Table 6.1.3.1-1 are unnecessary, in our view.

· In 6.1.9: some specs define a single scope, while other specs define multiple scopes, for their Oauth2 tokens. The common text of "having a single scope" was valid as a template for Rel-15, but not anymore.

Giorgi:

The changes in Table 6.1.3.1-1 are clarifications. For instance, when we populate <relative path after API URI> with an actual string, the info that this string represents relative path after API URI is gone. Currently the caption reads Resource URI, which creates ambiguity.
Concerning 6.1.9, would the following be ok: The <API Name> API defines an API name for the entire service, and it does not define any additional scopes at resource or operation level. API name, which  is in lower letters. Composed names are separated with a hyphen, e.g. "label1-label2".

Giorgi

5030_v1 is here 

Summary:

· Inaccurate statement in the first change is corrected.

· An incomplete statement is corrected in the third change.



	
	
	5350
	CR 29.501 0112 Rel-17 Resource URI structure in the SBI skeleton
	Huawei
	Revised to C4-215501
	WI SBIProtoc17

CAT F

Jesus:

The changes in 6.1.9 are not correct in my opinion. The whole intention of the original text was to talk about scopes, but now in your proposed changes, the "scope" aspect is gone, which makes the paragraph pointless.
I'd suggest to revert the changes in this section entirely

Giorgi:

I have adjusted the subject line, because 5030 is revised to 5350.
I basically wanted to change this: e.g. "alabel-blabel", which sounds pretty confusing to this e.g. "label1-label2". Then I noticed the statement is language swis pretty awkward and should be made more clear. Let me think this over



	
	
	5501
	CR 29.501 0112 Rel-17 Resource URI structure in the SBI skeleton
	Huawei
	agreed
	WI SBIProtoc17

CAT F

Giorgi:

Summary:
· Clarification to <apiSpecificResourceUriPart> is removed. 

· All changes to clause 6.1.9 are removed and only the example is made less confusing. I may or may not try to improve the wording in November.



	
	
	5031
	CR 29.500 0276 Rel-17 Model C/D delegated discovery
	Huawei
	Revised to C4-215347
	WI SBIProtoc17

CAT F

Jones:

For the new texts in 6.10.9.1 are not really correct:
“If there is a failure between the SCP and the target NF, and if the SCP knows that another SCP can reach the target NF while the 3gpp-Sbi-Max-Rsp-Time included the request message has not expired, the SCP shall forward the request message to another SCP. Otherwise, the SCP shall redirect an HTTP request towards a different SCP by sending a 307 Temporary Redirect or 308 Permanent Redirect response to the HTTP client including a RedirectResponse data structure (see 3GPP TS 29.571 [13]) with the cause attribute set to "SCP_REDIRECTION" and with the targetSCP attribute indicating the apiRoot of the SCP towards which the request is redirected.”

The new text asks the SCP shall either forward the request to another SCP, or shall redirect to another SCP with 307/308 and leaves no other option. But case SCP doesn’t know another SCP, the only thing SCP can do is to return an error response.

Bruno:

Please find our comments and proposed updates to the CR in the draft folder (in C4-215031_29500_CR0276_SBI17_Retransmissions_BL): 

In short, the CR contains several changes which are not correct or orthogonal to the topic of message retransmissions. Besides, the CR should mandate Rel-17 onwards SCPs to support NF (re)selection, as agreed at our last meeting, but standards cannot mandate how operators configure their networks (e.g. whether SCPs are configured to apply reselection or not).

TS 23.527 should also be updated to mandate support by the SCP of the reselection procedures.

Giorgi
Thanks for the comments. I admit the original CR limits operator options, which was not intended.
I accept Bruno’s reversion and uploaded ‘clean’ version 5031_v1 into the drafts folder: 

I will remove changes 3, 5 and 10 from the final revision of the CR.

Please also let me know if you wish to co-sign.



	
	
	5347
	CR 29.500 0276 Rel-17 Model C/D delegated discovery
	Huawei
	agreed
	Bruno:

Thanks for the revision. 5347 is fine by me.


	
	
	5042
	CR 29.510 0579 Rel-17 Correction on service operation description
	China Mobile
	Revised to C4-215447
	WI SBIProtoc17

CAT F

Anders:

is there still a typo in the updated text below?
In the case of redirection, the NRF service consumer shall return 3xx status code,…

Bruno:

"Other comments" on the cover page should say that the CR does not impact any OpenAPI file.

	
	
	5447
	CR 29.510 0579 Rel-17 Correction on service operation description
	China Mobile
	Revised to C4-215543
	WI SBIProtoc17

CAT F

CC
Needs  revison Anders comments not  captured

	
	
	5543
	CR 29.510 0579 Rel-17 Correction on service operation description
	China Mobile
	agreed
	WI SBIProtoc17

CAT F



	
	
	5053
	CR 29.500 0240 Rel-17 Indicating in error responses whether a request was retransmitted by SCP
	Nokia, Nokia Shanghai Bell
	Revised to C4-215367
	WI SBIProtoc17

CAT B

Yue:

This CR says if the SCP receives an error response, from another SCP, with request-retransimitted set to true, it shall forward the response unmodified. But, should it be possbile that the former SCP still retransmits the request to a different downstreaming SCP, i.e. not forwarding the error response?

Bruno:

Thanks for your comment. Yes, this should be possible, I will update the text to reflect so.
Bruno:

V1 is available in the draft inbox, taking your comment on board

	
	
	5367
	CR 29.500 0240 Rel-17 Indicating in error responses whether a request was retransmitted by SCP
	Nokia, Nokia Shanghai Bell
	Revised to C4-215476
	WI SBIProtoc17

CAT B

Bruno:

5367 has been revised to 5476 to incorporate the changes from CR 29.500 #283 in clauses 5.2.3.3.1 and 5.2.3.3.x. I have accordingly marked the CR as co-sourced by Ericsson.

The revision is available in the Inbox:



	
	
	5476
	CR 29.500 0240 Rel-17 Indicating in error responses whether a request was retransmitted by SCP
	Nokia, Nokia Shanghai Bell, Ericsson
	agreed
	WI SBIProtoc17

CAT B
Jones: 5476 looks good to me

	CC2
	
	5054
	CR 29.510 0580 Rel-17 Discovery and Selection of Target NF in Target Domain
	Nokia, Nokia Shanghai Bell
	Postponed
	WI SBIProtoc17

CAT B

Yue:

Couple of questions:
· what if the Home network decides to use delegated discovery while the visited network does not support?

Bruno> the existing behavior applies (i.e. the serving network does the discovery and selection of NFp). The NFDiscovery request does not contain the new feature bit, and the hNRF returns candidate NFs as per existing behavior.
· Does it mean when receiving NF discovery response with delegatedDiscoveryInd set to true, the visited NW shall use model D afterwards?

Bruno> delegatedDiscoveryInd may only be set in the NF discovery response when the serving network is using indirect communication with delegated discovery for a specific NFp selection, and when additionally the serving network supports the new feature and indicate so in the NFDIscovery request. When this is so, if the response contains the delegatedDiscoveryInd, the serving network delegates the discovery and selection of the specific NFp to the target domain

Jesus:

As a general comment, we believe that the scenario of delegated discovery in roaming deserves to be defined at stage-2 level.
Bruno> We can contribute to stage 2, if CT4 thinks this should be done so first. Stage 2 already allows an NFc / SCPc to delegate the discovery and selection of a target NF to SCPp and we consider that this should be possible also in roaming scenarios where the SCPp is in the target PLMN, when the serving network supports and is configured to use delegated discovery for a target NF. We have already seen a practical use case, with AUSF/UDM selection based on home network prefix in addition to routing indicator. Do you agree?
We would also like that such stage-2 analysis covers, not only the delegated discovery model (as this CR covers), but also scenarios for non-delegated discovery, where the SCP may be involved in re-selection (and hence may also trigger discovery requests to NRF).

Bruno> Do you mean the SCPc in the serving PLMN performing NFp reselection? If so, the enhancements proposed to the NF Discovery procedure in the 29.510 CR allow to support this scenario. What would be missing? 

Other specific comments:

· In cover sheet, it is argued that a reason for letting the HNRF to NOT return any instances in the discovery response, is for topology-hiding reasons. We don't agree with such view. So far (per stage-2 reqs), the entity in charge of topology-hiding is the SEPP.

Bruno> we do not dispute that topology hiding is performed by SEPP. But still, an operator may prefer to not disclose any NFp info (e.g. UDM/AUSF) to the serving PLMN, when possible, and in particular sensitive info (e.g. features supported, load/overload info, etc).

· The solution proposed relies on the fact that the HNRF responds to the discovery request coming from VNRF with an empty set of matching instances. An alternative approach could be to respond with matching instances, as always, but include in the profile of each matching instance an indication of how the HPLMN prefers to do the inter-SCP routing, across PLMNs. (But, as stated above, we prefer that this analysis is done at stage-2 level)

Bruno> Inter-SCP routing info and whether to delegate the discovery and selection of NFp to the target PLMN are orthogonal, aren’t they ? (e.g. routing to an SCPp in target PLMN can be desired regardless of whether the selection of NFp was delegated or not to the target PLMN). If the serving PLMN indicates in a particular NF discovery request that delegated discovery is supported, and if the target PLMN supports and is configured to use delegated discovery in the target PLMN when possible, why should the target PLMN NRF return candidate NF profiles to the serving PLMNs? For which usage?

· A minor nit in OpenAPI: DelegatedDiscoveryInfo in OpenAPI is missing a "$ref"

Bruno> OK

CC

Bruno: Principle question do we need a stage 2 enhancements for this or are current stage2 is sufficient

Jesus: agree withj the overall scenario., Sa2 should be envolved for the inter PLMN discovery. How should it work for roaming scenarios

Yue: concur with Jesus, should be discussed in Sa2 first. Agree with the overallscenario but solution needs further studies.

Bruno: 

Should we send an LS?

Bruno: in principle we agreed something is missing, sending an LS will notharm may give weight to contributions

Jesus: sufficient if Nokia brings a CR to SA2

Yue: In the LSD we should focus on the requirement and not on a potential solution.

Bruno: LS should not propose any solution

We agreed not to senmd an LS and leave it to companies to trigger the work in SA2.



	
	
	5055
	CR 29.510 0581 Rel-17 Discovering whether Oauth2 authorization is required for accessing NRF services
	Nokia, Nokia Shanghai Bell
	Revised to C4-215368
	WI SBIProtoc17

CAT B

Yue:

Should the behaviour of the client upon receiving 401 response be described somewhere?

Bruno:

This is already specified in clause 6.7.3 of TS 29.500 (see the last paragraph) which is referenced by the CR.

Caixia:

Our SA3 colleague indicates there is ongoing study in SA3 in key issue#7 of 3GPP TR 33.875 v0.4.0, I think we need to wait the conclusion from SA3 firstly.

Same comments to 5056 and 5057.

Bruno:

The CRs submitted at this meeting relate to determining whether OAuth is required for accessing the NRF services in the same PLMN or not. 
The key issue #7 you refer to relates to “investigating solutions allowing the two operators to handle the case that one operator uses token-based authorization and its roaming partner uses static authorization", so this is for inter-PLMN scenarios specifically and NFp. Note that if NFs comply with 33.501 that mandates the support of OAuth2, there shouldn’t be any issue…

Like CT4 defined the protocol extensions for discovering whether an NFp uses OAuth2, it is up to CT4 to specify the appropriate protocol extensions enabling to discover whether the NRF uses OAuth2 for controlling the access to its services. So I am not ok with deferring the CT4 discussions.

Jesus:

From E///, we agree that the topic under study in SA3 TR addresses a different issue, and that CT4 can proceed independently.
We are also supportive of the mechanism proposed by Nokia's CR

Caixia:

After further checking the SA3 TR and also discussed with our SA3 colleague, we agree the issue in the contribution is different with the key issue in SA3.

Please find the update proposals:

In the first and second changes, propose to include the local configuration as it is another solution to know the capability of the hNRF:

If the NRF in Serving PLMN knows that Oauth2-based authorization is required for accessing the NFManagement service of the NRF in Home PLMN, e.g. by learning this during an earlier Bootstrapping procedure or local configuration, and if the request received at the NRF in Serving PLMN does not include an access token, the NRF in Serving PLMN may reject the request with a 401 Unauthorized as specified in clause 6.7.3 of 3GPP TS 29.500 [x].
Bruno:

V1 is available in the draft inbox, with the change you proposed
Caixia:

I am fine with v1.

	
	
	5368
	CR 29.510 0581 Rel-17 Discovering whether Oauth2 authorization is required for accessing NRF services
	Nokia, Nokia Shanghai Bell
	agreed
	

	
	
	5056
	CR 29.531 0111 Rel-17 Indicating possible use of OAuth2 authorization in NSSF response
	Nokia, Nokia Shanghai Bell
	agreed
	WI SBIProtoc17

CAT B

Caixia:

Our SA3 colleague indicates there is ongoing study in SA3 in key issue#7 of 3GPP TR 33.875 v0.4.0, I think we need to wait the conclusion from SA3 firstly.

Same comments to 5056 and 5057.



	
	
	5057
	CR 29.500 0277 Rel-17 Indicating possible use of OAuth2 authorization in 3gpp-Sbi-Nrf-Uri header
	Nokia, Nokia Shanghai Bell
	Revised to C4-215369
	WI SBIProtoc17

CAT B

Yue:

I have no problem with the principle of this CR. Just to propose a different encoding of the new parameter.  The way of encoding proposed in this CR requires new parameter to be defined if the services provided by NRF are extended in the future. Thus if we define a parameter such as "oauth-requested-services" and list of services as the value, we need only to extend the possbile values in the future.

Bruno:

Your comment is fine by me; I can define a single parameter with a list of services

Caixia:

Our SA3 colleague indicates there is ongoing study in SA3 in key issue#7 of 3GPP TR 33.875 v0.4.0, I think we need to wait the conclusion from SA3 firstly.

Same comments to 5056 and 5057.

Bruno:

V1 is available in the draft inbox with your comment on board:



	
	
	5369
	CR 29.500 0277 Rel-17 Indicating possible use of OAuth2 authorization in 3gpp-Sbi-Nrf-Uri header
	Nokia, Nokia Shanghai Bell
	agreed
	WI SBIProtoc17

CAT B



	
	
	5058
	CR 29.502 0487 Rel-17 PDU session release upon removal of DNN subscription
	Nokia, Nokia Shanghai Bell
	agreed
	WI SBIProtoc17

CAT F

	
	
	5059
	CR 29.502 0488 Rel-17 ranUnchangedInd setting after EPS to 5GS handover
	Nokia, Nokia Shanghai Bell
	Revised to C4-215370
	WI SBIProtoc17

CAT F

Jones:

The CR reference in cover page should be CR#0440 instead of 0040

Bruno:

V1 is available in the draft inbox with the corrected CR reference:


	
	
	5370
	CR 29.502 0488 Rel-17 ranUnchangedInd setting after EPS to 5GS handover
	Nokia, Nokia Shanghai Bell
	agreed
	WI SBIProtoc17

CAT F



	
	
	5167
	CR 29.518 0612 Rel-17 Transfer UE radio capability for paging between AMFs 
	Ericsson
	Revised to C4-215487
	WI SBIProtoc17

CAT F

Zhijun:

A question for clarification. Why to introduce new binaryDataN2InformationExt17. Can we use existing N2Info1-16?

Frank: 

Theoretically we shall add a new binary payload to transfer this additional binary information, and so far we always follow this principle, e.g. for the following data type, we have already defined 1 (sourceToTargetData) + 1(ueRadio) + 15 (pduSessionList), and now I am adding one more. 
We should not change this approach otherwise it leads confusion.

Type: UeContextCreateData

Table 6.1.6.2.41-1: Definition of type UeContextCreateData
Caixia:

I am fine with the contribution, just one comment:

In NOTE1 and related NGAP message definition of Table 6.1.6.4.3-2, the NGAP message is incorrect, shall be corrected to: UE RADIO CAPABILITY INFO INDICATION

Frank:

Yes, I corrected NGAP message name as highlighted below:
See also the following revision v1 in draft inbox

UE RADIO CAPABILITY INFO INDICATION. (NOTE 1).


	
	
	5487
	CR 29.518 0612 Rel-17 Transfer UE radio capability for paging between AMFs 
	Ericsson
	agreed
	

	
	
	5171
	CR 29.503 0729 Rel-17 Clarification of the response to modification of sdmSubscription
	Ericsson
	Revised to C4-215463
	WI SBIProtoc17

CAT F

Yue:

There is still ambiguity in the CR. Upon partial success, shall the server respond with SubscriptionDataSubscriptions if and ONLY if the client did not indicate support of patchReport?
Yue:

Similar comment as on C4-215171

Jesus:

The problem is that "partial success" can mean many things. Our proposal is:
· Send PatchReport ONLY if the other party supports it, and ONLY if the "partial success" means to not accept some changes (so PatchReport indicates which ones were not accepted), while fully accepting all other changes (so PatchReport does not say anything about those)

· Otherwise, send SubscriptionDataSubscriptions (because that's the only way to let the server indicate that it has overridden some proposed changes by the client, and has set a different value for them).

Please let me know if you agree with such behavior and, if so, I will try to make the text in the CR clearer (following the behavior described above).

Yue:

Yes the proposed behaviour is fine by me. Just want it to be clearly described.
Jesus:

Please find v1 in draft inbox


	
	
	5463
	CR 29.503 0729 Rel-17 Clarification of the response to modification of sdmSubscription
	Ericsson
	agreed
	WI SBIProtoc17

CAT F



	
	
	5172
	CR 29.505 0389 Rel-17 Correction of the response to modification of SubscriptionDataSubscription
	Ericsson
	Revised to C4-215464
	WI SBIProtoc17

CAT F

Ulrich:

table 5.2.21.3.2-3:
columns P and Cardinality are not aligned

Caixia:

In Table 5.2.21.3.2-3, the SubscriptionDataSubscriptions IE is marked as “CM”, I think it shall be “C”?

Jesus:

Please find v1 in draft inbox

In addition to your comments, I have included changes in the description of each response to align with the clarification requested by Yue in C4-215171.
Caixia:

Draft v1 is fine by me


	
	
	5464
	CR 29.505 0389 Rel-17 Correction of the response to modification of SubscriptionDataSubscription
	Ericsson
	agreed
	WI SBIProtoc17

CAT F



	
	
	5173
	CR 29.505 0390 Rel-17 Error responses to the modification of SubscriptionDataSubscription
	Ericsson
	agreed
	WI SBIProtoc17

CAT F

	CC2
	
	5193
	CR 29.500 0279 Rel-17 Subscription via intermediate NFs/UDM
	Nokia, Nokia Shanghai Bell
	postponed
	WI SBIProtoc17

CAT F

Jones:

I have some questions for clarification: 
1/ Will the NEF additionally provide the inter-PLMN URI, or always provide the inter-PLMN URI?

Saurabh >> as mentioned, NEF will never be able to determine it. Therefore, it will always provide inter-PLMN Notification URI. 

2/ If always provide the inter-PLMN URI, i.e. the inter-PLMN URI will be used by AMF/SMF in HPLMN, is it really workable?

Saurabh >> yes, HPLMN AMF/SMF will also use the same Notification URI. My assumption is, inter-PLMN URI will also resolve to the same NFp/NEF. In this way, there will be no impact on UDM and NEF signalling.

Jones:

Usually the inter-PLMN URI is URI pointing to the SEPP, e.g. telescopic FQDN on the SEPP of the HPLMN. How could such an URI to be resolved by the AMF within the PLMN?

Yue:

It is not crystal clear to me that does the CR propose to let service consumer provide inter-plmn URI INSTEAD OF intra plmn URI, or the consumer send both inter and intra plmn URI?
If the former, then how to deal with the case where AMF and NEF locate in the same PLMN？
If the later, then how does the AMF determine which URI to be used for notification?

Saurabh:

Consumer/NEF always provides inter-PLMN notification URI. We already have a single URI IE where NEF can provide its own URI. As NEF can not determine if UE is roaming or may roam in the future, therefore, NEF always provides inter-PLMN notification URI to UDM. Then UDM passes the same to HPLMN or VPLMN NFs(AMF/SMFs).
HPLMN AMFs shall also be able to resolve inter-plmn fqdn/URI to the same NEF

Yue:

>>HPLMN AMFs shall also be able to resolve inter-plmn fqdn/URI to the same NEF.
Is this already supported by existing mechanism? If yes, a more generic question would be: why do we need an intRA plmn FQDN at all? Since the inter plmn FQDN alone can be used by NFs within and out of the same plmn to resovle the address already.

Saurabh:

Coping Yue comment also in this email 
>>HPLMN AMFs shall also be able to resolve inter-plmn fqdn/URI to the same NEF.
Yue:: Is this already supported by existing mechanism? If yes, a more generic question would be: why do we need an intRA plmn FQDN at all? Since the inter plmn FQDN alone can be used by NFs within and out of the same plmn to resovle the address already.

Jones@ My understanding is, inter-pmn fqdn is different than telescoping fqdn. As per 23003, 

28.5.1    General
For routing HTTP/2 request messages to NF in a different PLMN, the FQDN of the target NF shall have the Home Network Domain (see clause 28.2) as the trailing part.

28.2    Home Network Domain

The Home Network Domain for 5GC shall be in the format specified in IETF RFC 1035 [19] and IETF RFC 1123 [20] and shall be structured as:
                "5gc.mnc<MNC>.mcc<MCC>.3gppnetwork.org",
where "<MNC>" and "<MCC>" fields correspond to the MNC and MCC of the operator's PLMN. Both the "<MNC>" and "<MCC>" fields are 3 digits long. If there are only 2 significant digits in the MNC, one "0" digit shall be inserted at the left side to fill the 3 digits coding of MNC in the NF service endpoint format for inter PLMN routing.
So it is still an NF fqdn with this format. Telescoping fqdn is SEPP fqdn, known to SEPP only. 

Yue@ My understanding is, normal fqdn was defined first then for roaming, inter-plmn fqdn was added. It is more for operator flexibility to use normal fqdn or inter-plmn fqdn.

I agree it is a bit confusing that why I want to get more voice to understand this mechanism. As explained above, inter-plmn fqdn will also be resolved to NF IP address. So NFs which are not involved to receive traffic from VPLMN, can use normal fqdn, otherwise, they should use inter-plmn fqdn. I am happy to discuss it further.

Jones:

Yes, you are right, the inter-PLMN FQDN is a global routable FQDN instead of telescopic FQDN which is used on VSEPP.
 

But still, I still have a doubt that the inter-PLMN FQDN can be universally used in inter-PLMN scenarios, as Yue stated. Let’s hear more voices.

Yue:

Even AMF within the same PLMN may somehow resolve the inter plmn FQDN into NEF address, operators may have policy that the NEF shall use different IP endpoints for inter and intra PLMN traffic. Therefore even if the AMF successfully resolves the inter plmn FQDN into some IP address, it may not be desired to use that IP address for messages coming from the same PLMN.
Saurabh:

Based on Yue argument, I agree that we should not use inter-plmn URI for HPLMN scenario.  Thanks for sharing this information.
So let's postpone or cancel this CR.  

	
	
	5205
	CR 29.563 0041 Rel-17 EE subscription for a group
	Huawei
	agreed
	WI SBIProtoc17

CAT F

Jesus:

From Ericsson, we have the following comments to this contribution:
· In order to make the feature complete, hssInfo in NRF requires the definition of external groups and internal group as part of NF profile.

· Also in the NRF spec, the text in udmInfo (and hssInfo) for External Group Ids/Internal Group Ids should read that if they are absent, no groups are served by HSS/UDM.

These comments are not strictly related to this CR, but we would like to get feedback on the points above. If agreed, E/// would volunteer to bring CRs to 29.510 to next meeting, to make the feature complete.

Jing Hao:

Thanks for your comments,  I agree with your proposal.


	
	
	5206
	CR 29.503 0709 Rel-17 Update Roaming Status in EPC
	Huawei
	postponed
	WI SBIProtoc17

CAT F=>B

Kimmo: CAT F cover page says B

Jing Hao: CAT B is correct. 3GU needs update

Jesus:

From Ericsson, we have the following comments to this contribution:
· How/where is it proposed to store the corresponding data in UDR ? (we would like to have a concrete proposal for that, before moving forward with this CR)

· In 5.3.2.xx (and consistently in the rest of the CR), we propose to name the service operation "Roaming Information Update". Such roaming information may be comprised of roaming status (roaming / non-roaming) plus the PLMN-ID of the network where the UE is camping. Otherwise, if we only exchange a "roaming status" event (as proposed in the CR), the HSS may inform UDM when the UE starts roaming, but then if the UE moves from PLMN-A to PLMN-B, both while roaming, the UDM will not be notified.

· In 6.2.6.2.xx: based on the above points, we could make the "servingPlmn" attribute mandatory, since it would be always present, while notifying roaming information, and make the "roaming" attribute conditional, so it is present only when the roaming status itself changes (from roaming to non-roaming or viceversa).

Jing Hao
Thanks for your comments, here is my reply:
Comments 1： I think the corresponding data could be stored in ‘/subscription-data/{ueId}/context-data/amf-3gpp-access’, is that ok for you?

Comments 2,3:  I agree with your comments and will provide a revision later

Jesus:

Regarding:
 
· Comments 1： I think the corresponding data could be stored in ‘/subscription-data/{ueId}/context-data/amf-3gpp-access’, is that ok for you?

 
Storing this information in Amf3gppAccessRegistration is not really ideal, since the UE may be camping on EPS, and moving from PLMN A to PLMN B, etc.. all during roaming, and the current serving PLMN, as reported by HSS to UDM, would represent actually where the UE is being served via an MME. So, storing in under "Amf3gppAcess.." would be totally misleading.
 
This is really tricky, and I have to admit that I don't have a good proposal to make.
Jing Hao:

In this case, I would propose to have a separate resource for this information as we proposed in previous meeting (C4-214452). Is that ok?

Jesus:

The proposal in C4-214452 is for the UDM API. The comment made in previous meeting was to not define a resource, but to use a custom operation, as it was done for PEI Update, for example. Your proposed CR follows such approach, so this is fine for us.
The missing piece is with regard to UDR. How would UDM store in UDR the info received from HSS, is still unclear. We may need to define a new resource, but this should be unrelated to how the UDM API is modeled.

A possible way forward could be to postpone this CR (given that there is not plenary after this meeting, this should not have any drawback time-wise), and come up with both, this CR and the required UDR CR for next meeting, as a complete submission.



	
	
	5207
	CR 29.503 0730 Rel-17 Corrections on the Data type of pduSessionTypes in 5GVnGroupData
	Huawei
	Revised to C4-215352
	WI SBIProtoc17

CAT F

Jesus:

From Ericsson, we have the following comments to this contribution:
· The cover sheet is quite confusing. Do we need (overall) a default pdu session type, or not?

· The CR proposes to always set it to null, which means to NOT have such functionality.

· Isn't it more logical to add (if needed) a default session type in 5GVnGroupData.

Jing Hao

Thanks for your comments.
SA2 defined that the default pdu session type is not needed. 

And Ulrich has another proposal:  ‘It may be better to modify the cardinality of defaultSessionType in 29.503 table 6.1.6.2.11-1 (C, 0..1) and clarify there that defaultSessionType must be present unless used in  VnGroupData.’

What’s your view?

Ulrich:

/Clauses affected is empty.
/the “null” value is not defined in 29.571 as a valid value in the Enumeration PduSessionType.

It may be better to modify the cardinality of defaultSessionType in 29.503 table 6.1.6.2.11-1 (C, 0..1) and clarify there that defaultSessionType must be present unless used in  VnGroupData.

Jing Hao:

Thanks for your comments.
I would agree with your proposal, however this proposal may cause backward compatible issue. 
 
@Jesus, what’s your view for the proposal below?  If it’s ok, I will provide a revison.
Thanks. 
Jesus:

My preference would be similar to the direction suggested by Ulrich. I was not very keen of adding this "null" value, tbh.

Jing Hao:

I would agree with your proposal, however this proposal may cause backward compatible issue. 
@Jesus, what’s your view for the proposal below?  If it’s ok, I will provide a revison.

Thanks. 

Jing Hao:

Please check the draft revision v1.



	
	
	5352
	CR 29.503 0730 Rel-17 Corrections on the Data type of pduSessionTypes in 5GVnGroupData
	Huawei
	agreed
	WI SBIProtoc17

CAT F



	
	
	5224
	CR 29.501 0113 Rel-17 Extending the SBI skeleton Table 6.1.3.1-1
	Huawei
	Revised to C4-215358
	WI SBIProtoc17

CAT F

Jesus

From Ericsson, we have the following comments to this contribution:
· Not sure which is the actual proposed change, since there are no track-changes.
Giorgi: sorry, forgot to apply, was focusing on the last part. Will fix.
· If it is to add a column "Data types in the message body for successful operations" in Table 6.1.3.1-1, I don't see much value on that. While designing an API by different authors, we need to synchronize across contributors from different companies, as always, but this has not been a significant problem in 3+ years.

Giorgi: I believe this is useful not only during the API design phase, but also once the spec is ready. Table 6.1.3.1-1 with additional column may serve to connect the dots and find in one place all info related to a specific operation on a specific resource. In other words, this table can serve similar purpose as table of contents serves in a spec.
Ulrich:

I don’t see any proposed changes.
A new column in table 6.1.3.1-1 is not needed.

Giorgi:

I replied to Jesus mail with the same comments. I do believe adding a column to Table 6.1.3.1-1 is useful, because this can serve similar purpose as table of contents serves in a spec

Giorgi:

5224_v1 is 

Summary: Cover sheet fixed. Missing new column is added to Table 6.1.3.1-1.



	CC4
	
	5358
	CR 29.501 0113 Rel-17 Extending the SBI skeleton Table 6.1.3.1-1
	Huawei
	withdrawn
	WI SBIProtoc17

CAT F

Jesus:

I'm still not ok with adding the new column in Table 6.1.3.1-1.
It's not only that it's not needed, and I don't think it brings value; it's also that in certain APIs, the amount of data types you would need to list there is ENORMOUS (say, 40-50, easily), making the table useless, cumbersome and a pain to maintain.

 

I saw that Ulrich was of the same opinion with regards to this new column.

Giorgi:

5224 is revised to 5358.
I hope to discuss this in today’s CC. A quick comment on the table becoming unmanageable. My intention is to prevent that from happening by adding the data types in the message body for successful operations only. In other words, for a request-response pair, there will be only two data types, one for a request and another for a response.

Ulrich:

Yes, I agree with Jesus

CC

Ulrich: The information intended in the new column are already available in other places  in the specs so the information would be provided multiple places

Jesus responses are not so simple as intended in the column.a  complete table would be at the end the same as in the table for resource definition.

Giorgi: is there any support in the group?


	CC3
	
	5228
	CR 29.503 0734 Rel-17 Subscription Expiry Notification
	Hewlett-Packard Enterprise
	postponed
	WI SBIProtoc17

CAT B

Yue:

The comment is related to the set of CRs on the same issue.
IMO, even for the stateless NFs, they shall keep the minimum set of temporary data so as to perform the service logic. For this specific case, if the UDM is require to send notification to a number of NFs only on the expiry time, to me, it is an overkill and will for sure increase the burden of UDM.

Jesus:

From E///, we agree with this comment. The proposal implies a massive impact on the existing operation of the UDM, so we would not be keen of adding such feature
Ulrich:

I agree with Yue and Jesus.
the proposal only moves the problem from (stateless) serving nodes to (stateless) UDM and further on to the UDR. The UDR is not meant to implement a timer service

The UDSF timer service should be consumed by the (stateless) serving nodes.

Zhijun:

We all think it is better to let the NF (which created the subscription) to refresh the subscription, before the subscription expires

Anders:

As stated in the CR, we believe maintaining state for the sole purpose of subscription expiration also brings a lot of overhead to the stateless NFs. 
In the field, we have observed deployments where either expiration timers are not used at all, or set to very long timeouts, putting a lot of burden on the UDR in terms of resource consumption and cleanup of orphaned subscriptions. This is perhaps done by the NF Service Consumers to have to avoid implement re-subscription on expiry all together!

One of the major advantages with the proposed solution is that allows for expiry timers to be set relatively short which allows the UDR resource consumption to also be much lower as there are fewer subscriptions to be stored.

Further, an NF can’t be truly stateless if it required to manage subscription expiry. The UDR is the correct place to manage expiry as it is obviously is stateful, but also because it has the burden of managing and cleaning up lost, abandoned and orphaned subscriptions. The proposed mechanism is anyhow optional and doesn’t impact existing deployments or NFs that prefer to stay stateful.

Marco:

21.915 states
-     The "Unified Data Management" (UDM): the 5GC supports Data Storage architecture for Compute and Storage separation. The Unified Data Repository (UDR) is the master database. The Unstructured Data Storage Function (UDSF) is introduced to store dynamic state data. 
In my understanding, UDSF is part of the UDR. Having the timers in the NF deems wrong to me – or at least not beneficial to the idea of stateless NF.

I agree in opinion with Anders, especially as his suggestion doesn’t interfere with NF keeping timers. 

CC

Anders: Optional function which allows stateless  network function.

Ulrich. The solution just  moves the problem to two nodes.

Anders exactly the burden is put on two nodes. 

Yue:  consumer timer expiration maintaining needs more  signalling. Stil need more time to consider this

Anders:it is tuneable 

Marco: should we  keep the stateless approach

Jesus: still the same view huge impact on UDM and UDR. The complete notification handling is moved to the UDR. We should split the network complecity.

Ulrich agrees with Jesus.for the roaming case we would move the handling in the home network.

Zhijun: we should leave it to the requesting entity.

Anders  there is a problem which need to be solved



	
	
	5229
	CR 29.505 0394 Rel-17 Subscription Expiry Notification
	Hewlett-Packard Enterprise
	postponed
	WI SBIProtoc17

CAT B

	
	
	5230
	CR 29.598 0047 Rel-17 Subscription Expiry Notification
	Hewlett-Packard Enterprise
	postponed
	WI SBIProtoc17

CAT B

Anders:

as a follow-up to yesterday’s conf call re the Expiry Notification CRs.
For 5228 (29.503) and 5229 (29.505), I understand that some further discussion might be required re UDR and UDM and thus 5228 and 5229 could perhaps be postponed to the next meeting if need be.

Re 5230 (29.598), I am thinking that the expiry notification is simply an optimization given that the Timer service already exists in the UDSF.

Without this optimization, the stateless NF Service Consumer is required to both subscribe to be notified to data change in the UDSF and then create a timer in the UDSF to be notified about the expiry of the subscription to data change. 

Thus, the CR optimizes both the NF Service Consumer’s and the UDSF’s load and I suggest that the CR is agreed.

CC

Ulrich the CRs are somehow linked  so  we should postpone the m all

Anders the mechanism is the same but different node (UDSF)

Ulrich we  have already  a  service in the UDSF, why we  need a second service

Anders it is an optimization.

Marco supports  the CR

Ulrich has not checked in detail, question on backward incompatibility

Anders: the feature is optional nothin mandated.

Jesus: technically  it is true it is an optimization. But from procedural point of view  people have seen this as  a general  issue as  general principle all 3 docs  should be handled in the same way .

We need a further study on this solution for UDSF 

Would like to ask for more time to check under the new aspects.

Delegates ask for more time to check the functionality for UDSF only.


	CC2
	
	5231
	CR 29.503 0735 Rel-17 ReRegistration Update
	Hewlett-Packard Enterprise
	Revised to C4-215494
	WI SBIProtoc17

CAT F

clash with 5308

Jesus:

From Ericsson, we have the following comments to this contribution:
· In general, this CR seems to us as an alternative way to achieve the same result (notifying from UDR to UDM about the need to perform a re-registration following an AMF deregistration) as what CT4 agreed in the last meeting. In that sense, E///'s preference is to stick to the mechanism formerly agreed by CT4.

Anders: Using DeregistrationReason has the additional benefit that it provides a future proof way for the UDR to signal deregistration reasons if/when new reasons are introduced
· The reason for change of this CR alludes to an issue caused by UDM setting the purgeFlag in UDR and, as a result of that, being notified by UDR about this very same update that the UDM just did. Is that the normal expected operation by UDR?

Anders: I am not aware of any way the UDM can instruct the UDR to suppress notifications and I am not sure how desirable it is  given that other NF Service Consumers might have subscribed through the UDM to be notified as well

· Before introducing this CR, how does the UDM prevent the issue described in the cover sheet? E.g. if the operator sets the purgeFlag in UDR, and the UDM gets notified, doesn't the UDM send a de-registration notification to AMF ?

Anders: A UDM can use notification of a deleted Amf3GppAccessRegistration to trigger De-registration to the AMF, but in the last meeting it was clarified that operators prefer to retain the resource in the UDR and instead use the purgeFlag to indicate that the UE is to be deregistered.

Ulrich:

I agree with Jesus.
There is nothing wrong with the existing text.

CC

Anders: still agrees with the principle agreed in last meeting but things it need some extensions.

Jesus: want to understand what is the real issue of current solution. Problem is interpretation of the purge flag.

Anders: should we add  a new bolean on subscription withdrawl.

Anders will make a proposal.

Anders:

As discussed during CC#2, I have prepared a revision that retains the existing deregistrationRequired flag and adds an additional subscriptionWithdrawnReason flag to allow for backward compatibility for UDMs that already have logic for the purgeFlag being set by the UDR

Jesus:

I'm still checking internally your new proposal. On the meantime, an immediate reaction from my side:
 

If both new attributes are absent, I understand from your CR that the UDM is not expected to send any de-registration notification to the AMF. This was explicitly stated like that in your original CR; now, while it is not said explicitly in your new CR version, I understand it can be derived from the description of each parameter.

 

If the above understanding is correct, then we have the same B/C problem I commented yesterday on the phone conf.; say that you have an UDM upgraded with the CR you proposed, and an "old" UDR (which does not support these new parameters): The UDR will send notification when purgeFlag is changed to true at UDR, but this will not result in UDM sending any de-registration to AMF.

Anders

I don’t think the new text implies anything with respect to how a UDM is to act/react to receiving the purgeFlag without the new flags, so in my opinion, implementers can retain existing logic, if any.



	
	
	5494
	CR 29.503 0735 Rel-17 ReRegistration Update
	Hewlett-Packard Enterprise
	Revised to C4-215542
	WI SBIProtoc17

CAT F

Jesus:

First, one minor issue wrt revision in 5494: the table for non-3gpp access still has the old "deregistrationReason" attribute, instead of the new Boolean introduced in the 3gpp-access table.

 

And second, the bigger issue. The current CR leaves unspecified the behavior of UDM when the purgeFlag is set by itself (with none of the additional Booleans are set). This is currently our biggest concern. The current text in the TS (after E///'s CR in last meeting) requires UDM to send de-registration to AMF after setting purgeFlag alone.

 

 

Note that, after checking internally, we are not against your proposal of defining this new Boolean you have proposed. Only maybe a minor comment about its name: it might be better to name it something like "administrativeDeregistration", or something similar, which would reflect better the actual meaning of what the UDR is notifying the UDM (since the UDR is not really notifying that the subscription has been _withdrawn_).

 

But, apart from the naming, we are fine with having the new Boolean, as you propose.

 

However, leaving the UDM behavior as implementation-specific, for the case of just setting the purgeFlag, is a bit worrying, isn’t it? You will never know what you would find in the field, in a mixed vendor UDR-UDM deployment.

Anders:

No issue with renaming the attribute.
Re: However, leaving the UDM behavior as implementation-specific, for the case of just setting the purgeFlag, is a bit worrying, isn’t it? You will never know what you would find in the field, in a mixed vendor UDR-UDM deployment.
I think we have established that how network initiated deregistration is supposed to work hasn’t been so clear in the spec, so I very much suspect interop is very possible already and won’t start with introducing rel-17 UDMs in the network. There is nothing in the spec that says what the UDM should do when receiving the purgeFlag on its own pre-rel-17 and this CR (and yours from the last meeting) doesn’t change that IMO.

CC
Anders replied just before the call. In principle he do not want to  overspecify things



	
	
	5542
	CR 29.503 0735 Rel-17 ReRegistration Update
	Hewlett-Packard Enterprise
	agreed
	WI SBIProtoc17

CAT F



	
	
	5232
	CR 29.503 0736 Rel-17 Immediate Shared Data Report
	Hewlett-Packard Enterprise
	Revised to C4-215493
	WI SBIProtoc17

CAT C

Jones:

For cardinality of the shared data in immediatereport, it should be “1..N” if any shared data to be returned.

Ulrich:

Pleases see also 5306 (and 5307) which addresses the second issue.

Anders

Thank you Jones for your comment. I will revise the CR accordingly.
Ulrich, should 5306 and 5232 be merged? 

Yue:

This CR modifies the data type of an attribute has been existing since R16 ("report" attribute of SdmSubscription).  Then I need clarification on whether this may cause backward compatibility issue.
And same question on "smData" attribute of SubscriptionDataSets.

Anders:

the oneOf syntax in the OpenAPI allows for backward compatibility as the “on the wire” encoding is backward compatible. 
    ImmediateReport:
      oneOf:

        - $ref: '#/components/schemas/SubscriptionDataSets'

        - type: array

          items:

            $ref: '#/components/schemas/SharedData'

          minItems: 0
I.e. a rel-16 receiver will either receive SubscriptionDataSets that it will understand or SharedData which is will ignore as it does not understand it.



	
	
	5493
	CR 29.503 0736 Rel-17 Immediate Shared Data Report
	Hewlett-Packard Enterprise
	Revised to C4-215540
	WI SBIProtoc17

CAT C

Merge 5306



	
	
	5540
	CR 29.503 0736 Rel-17 Immediate Shared Data Report
	Hewlett-Packard Enterprise, Nokia, Nokia Shanghai Bell
	agreed
	WI SBIProtoc17

CAT C



	
	
	5265
	CR 29.500 0280 Rel-17 3gpp-Sbi-Correlation-Info in Indrect Communication with Delegated Discovery
	Huawei
	Revised to C4-215419
	WI SBIProtoc17

CAT F

Bruno:

the principle of the CR is fine, but SCP requirements apply only for indirect communications, so it is wrong (on the cover page and in the actual changes) to refer to "For NF Discovery and Selection with/without indirect communication with Delegated Discovery". Besides, the requirement should also apply when an SCP reselects an NF with indirect communication without delegated discovery. So "with Delegated Discovery" should also be reverted. I guess it was meant to say "In Indirect communication with/without Delegated discovery".

Caixia:

Thanks for the comments. The intention of this contribution is same as you indicated, how about update the description as below? And I will update the coversheet.
For NF Discovery and Selection in indirect communication with Delegated Discovery, if the service request including the 3gpp-Sbi-Correlation-Info header is received, the SCP should include this header unmodified when it initiates a NF Discovery Request to the NRF. In Indirect communication with/without Delegated discovery, if the SCP reselects an alternative NF, the SCP should include this header unmodified when it sends the HTTP request to the alternative NF.

Bruno:

Your proposed text should be fine with the following updates (this is to cover the case where the SCP selects a specific NF instance in a NF set, or reselects an NF instance, in indirect communication w/o delegated discovery):
“

For NF Discovery and (re)selection in indirect communication with or without Delegated Discovery, if the service request is received including the 3gpp-Sbi-Correlation-Info header is received, the SCP should include this header unmodified when it initiates a NF Discovery Request to the NRF. In Indirect communication with or /without Delegated discovery, if the SCP reselects an alternative NF, the SCP should also include this header unmodified when it sends the HTTP request to the alternative NF service instance.
“
Caixia:

Please check the updates in draftv1, I also change the coversheet accordingly
Bruno:

Thanks. V1 is fine by me


	
	
	5419
	CR 29.500 0280 Rel-17 3gpp-Sbi-Correlation-Info in Indrect Communication with Delegated Discovery
	Huawei
	agreed
	

	
	
	5266
	CR 29.500 0281 Rel-17 Correction on 3gpp-Sbi-Callback
	Huawei
	Revised to C4-215420
	WI SBIProtoc17

CAT F

Frank:

We are fine with the change.  
However, it would be great that you can clarify further "name of the callback service operation in the corresponding OpenAPI specification file" with the corresponding example in the yaml file, i.e. extending the existing example as below(highlighted in yellow): 

"N<NF>_<service name>_<name of the callback service operation in the corresponding OpenAPI specification file>"

EXAMPLE:              Nsmf_PDUSession_smContextStatusNotification (for the Notify SM Context Status service operation)

where the "smContextStatusNotification" is corresponding to:

      callbacks:
        smContextStatusNotification:

          '{$request.body#/smContextStatusUri}':
Caixia:

Thanks for your comments, please find draft v1 to extend the example as proposed

Frank:

Thanks for the revision and it is fine. Could you please add Ericsson as the supporting company.
Caixia:

Thanks for supporting, I will add Ericsson as co-source in formal revision.

Bruno:

Thanks. Can you please format the highlighted text with the EX style, and make the small edits:
EXAMPLE:         Nsmf_PDUSession_smContextStatusNotification (for the Notify SM Context Status service operation)

where the "smContextStatusNotification" is correspondsing to:
      callbacks:
        smContextStatusNotification:

          '{$request.body#/smContextStatusUri}':
Caixia:

Please find draft v2 with the corresponding updates

Bruno:

5266 V2 is fine by me



	
	
	5420
	CR 29.500 0281 Rel-17 Correction on 3gpp-Sbi-Callback
	Huawei, Ericsson
	agreed
	WI SBIProtoc17

CAT F



	
	
	5267
	CR 29.500 0282 Rel-17 Correction on 204 No Content
	Huawei
	Not pursued
	WI SBIProtoc17

CAT F

Jesus:

From Ericsson, we have the following comments to this contribution:
· Returning 204 No Content as the representation of a resource is a bit disputable. Not saying it's definitely wrong, but also we would not like to set general guidelines simply because 1 API (as indicated in cover sheet) was designed in that way.

· Let me point to clause 4.6.1.1.2 in 29.501, where only 200 and 404 are listed are possible responses. So, in general, 200 covers the case where the resource is found, and its resource representation is returned; if, due to query parameters, the resource representation can be an empty object, empty array, etc.. but it is still a JSON representation of the resource.

Varini:

I agree with Jesus. While I acknowledge that BSF service is using it, but we believe this is not necessarily semantically correct. If server doesn’t have the requested resource, it can return a 404?
I notice in RFC 2616 that it specifically mentions 204 as valid response for PUT, POST and DELETE requests, but not for GET request. But I admit, this may not necessarily mean that server cannot return it in response to a GET request. It’s just a question of whether it should.

Caixia:

fully agree with your comments, we are also fine to fix this issue in CT3, would be OK for you or your company to correct the BSF API in 3GPP TS 29.521 from R15?

Jesus:

will check with my CT3 colleagues. In principle, the issue does not seem to me to qualify as FASMO-enough to justify an R15 correction, but I will check with my colleagues and come back to you with a position for next meeting.

Varini:

No strong opposition to your proposal in CT3. Though I agree, CT3 may not see this as FASMO issue.

	
	
	5268
	CR 29.503 0740 Rel-17 Correction on deregistrationNotification
	Huawei
	Revised to C4-215421
	WI SBIProtoc17

CAT F

Jesus:

From Ericsson, we have the following comments to this contribution:
· We are fine to fix this, but the cover sheet needs to be changed, since the mis-spelled string in OpenAPI does not show up in any place (e.g. in HTTP headers). It is simply a "placeholder" text in the OpenAPI description, that serves the purpose of highlighting the intention of the specific callback section, but this string does not appear "over the wire".

Caixia:

Do you mean the other comments shall be updated to this contribution does not change the OpenAPI?

Jesus:

No, the part that needs to be changed is the Reason for Change in cover sheet, where it is said:
 
· It is proposed to correct the naming as it will be included in 3gpp-Sbi-Callback Custom HTTP Header as defined in Annex B of 3GPP TS 29.500.

 
That's the incorrect statement, since the name used in the callback section is not used for anything, at protocol level (it's only meaningful for a human reader of the OpenAPI description).
 
Then, the "other comments" is fine, since you are actually changing OpenAPI. My only comment in this part would be to remove "essential" (since the change is barely "cosmetic").
 

Jesus:

Just to make it clear… don't you agree with my comment about section "other comments" to remove the word "essential" ? Just to double-check if you don't agree with it, or you just overlooked it.

In all other CRs we simply way "backwards-compatible corrections", no matter if they are essential or not.

Caixia:

I have updated the coversheet to remove the description on: as it will be included in 3gpp-Sbi-Callback Custom HTTP Header as defined in Annex B of 3GPP TS 29.500.
Please check the draft v1:

Caixia:

Sorry, I overlook the comment esus.

I simply include the same description in the category F CRs which impact the OpenAPI, and I remember this is the recommended description, maybe I am wrong.

Draft v2 is uploaded to remove the essential in other comments:



	
	
	5421
	CR 29.503 0740 Rel-17 Correction on deregistrationNotification
	Huawei
	agreed
	WI SBIProtoc17

CAT F



	
	
	5269
	CR 29.505 0395 Rel-17 Update of SMF Registration
	Huawei
	Revised to C4-215422
	WI SBIProtoc17

CAT B

Jesus:

From Ericsson, we have the following comments to this contribution:
· The new clauses should be numbered with ".x" placeholders

Caixia:

, I will update the contribution accordingly.

Caixia:

Please check draft v1 to number the new added clause with “.x”

	
	
	5422
	CR 29.505 0395 Rel-17 Update of SMF Registration
	Huawei
	agreed
	WI SBIProtoc17

CAT B



	
	
	5270
	CR 29.510 0596 Rel-17 Correction on ScpDomainInfo
	Huawei
	agreed
	WI SBIProtoc17

CAT F

	
	
	5271
	CR 29.531 0112 Rel-17 Correction on requestedNssai
	Huawei
	Revised to C4-215504
	WI SBIProtoc17

CAT F

Varini:

I do not think this CR is required. Requested-NSSAI by definition only contains Serving-PLMN S-NSSAIs. Following is quoted from 23.501 Clause 5.15.2.1:
The S-NSSAIs in the Configured NSSAI, the Allowed NSSAI (see clause 5.15.4.1), the Requested NSSAI (see clause 5.15.5.2.1), the Rejected S-NSSAIs contain only values from the Serving PLMN. The Serving PLMN can be the HPLMN or a VPLMN.

Caixia:

In TS 24.501, it is defined as below:

Requested NSSAI /NSSAI 9.11.3.37/O/TLV/4-74

Table 9.11.3.37.1: NSSAI information element

The requested NSSAI sending from UE to the AMF includes the S-NSSAI in VPLMN and S-NSSAI in HPLMN, it is not fully align with stage2 definition.

That’s why we propose to provide clarification in TS 29.531 to avoid confusion.

Varini:

In our understanding, the “mapped S-NSSAIs” are additional information which may be provided by the UE along with Requested-NSSAI. But that does not mean it can be interpreted as Requested NSSAI. This is how CT1 has defined too:
-------------

Clause 4.6.2.1:
Upon registration to a PLMN or SNPN (except for the registration procedure for periodic registration update, the initial registration for onboarding services in SNPN, and the registration procedure for mobility registration update when registered for onboarding services in SNPN), the UE shall send to the AMF the requested NSSAI which includes one or more S-NSSAIs of the allowed NSSAI for the PLMN or SNPN or the configured NSSAI and corresponds to the network slice(s) to which the UE intends to register with, if:

a)  the UE has a configured NSSAI for the current PLMN or SNPN;

b)  the UE has an allowed NSSAI for the current PLMN or SNPN; or

c)  c)               the UE has neither allowed NSSAI for the current PLMN nor configured NSSAI for the current PLMN or SNPN and has a default configured NSSAI. In this case the UE indicates to the AMF that the requested NSSAI is created from the default configured NSSAI.

Other than S-NSSAIs contained in the NSSAIs described above, the requested NSSAI can be formed based on the S-NSSAI(s) available in the UE (see subclause 5.5.1.3.2 for further details). In roaming scenarios, the UE shall also provide the mapped S-NSSAI(s) for the requested NSSAI, if available. The AMF verifies if the requested NSSAI is permitted based on the subscribed S-NSSAIs in the UE subscription and optionally the mapped S-NSSAI(s) provided by the UE, and if so then the AMF shall provide the UE with the allowed NSSAI for the PLMN or SNPN, and shall also provide the UE with the mapped S-NSSAI(s) for the allowed NSSAI for the PLMN if available. The AMF shall ensure that there are not two or more S-NSSAIs of the allowed NSSAI which are mapped to the same S-NSSAI of the HPLMN or SNPN. In case all the S-NSSAIs included in the requested NSSAI are either rejected for the current PLMN or rejected for the current registration area or rejected for the failed or revoked NSSAA or rejected for the maximum number of UEs reached, or the requested NSSAI was not included by the UE and there is no subscribed S-NSSAI(s) marked as default, the AMF may reject the registration request (see subclauses 5.5.1.2.5 and 5.5.1.3.5 for further details).

-------------------

It is a matter of encoding the parameter in CT1 to include both information in same IE.

While I don’t quite get the confusion with CT1 text, IMO, since we in CT4 are already aligned with Stage-2 text, we should have CT1 correct their specs if needed.

Caixia:

The text I proposed fully aligned with the definition in stage2, and which will be more clear in NSSF API.

If you do not like the NAS issue indicated in the coversheet, I am fine to remove it from reason for change, but I do not think CT1 can change the formatting or definition of the Requested NSSAI as it is started from R15.

Would be ok for you to accept the changes as R17 clarification?
Varini:

Sure, this should be fine.

Caixia:

Draft v1 is available with the updates in coversheet


	
	
	5504
	CR 29.531 0112 Rel-17 Correction on requestedNssai
	Huawei
	agreed
	WI SBIProtoc17

CAT F



	CC2
	
	5272
	discussion   Rel-17 Discussion on way forward for I-SMF restoration
	ZTE
	noted
	Bruno:

thanks for the comprehensive analysis and good slides. 

We are NOT in favor of continuing this work for the following reasons:

1) NF Set is a generic solution available since Rel-16 for all 5GC NFs. Related N4 enhancements have also been defined to ensure to make the loss or scale-in of an SMF totally seamless and transparent to the end user (e.g. no loss of PDU sessions, no loss of packets) and to the system. This solution also works fine for SMFs that behave as anchor SMF for some PDU sessions/DNs and as I-SMFs for other PDU sessions/DNs.

2) The alternative solution would have many defects and behave far worse than the NF set solution:

a) it would cause massive signalling on the radio, RAN and CN interfaces (all UEs in CM-CONNECTED state served by the affected SMF would get their PDU session resources released, e.g. either due to a release triggered by the AMF or by the RAN upon getting GTP-U Error Indication from the I-UPF; these UEs would then send a new SR to re-establish the UP connectivity).

b) it would result in packet losses (due to the release and re-establishment of the UP connectivity, due to the reselection of an I-UPF and the re-establishment of the PFCP session) and service disruption (for PDU sessions affected by the termination of the PFCP sessions in the I-UPF,  that would not be re-established).

c) It would result in loss of charging information (due to the termination of the PFCP sessions in the I-UPF); 

d) it would only be available from Rel-17 onwards (so one complete release after the NF set solution). And it would impact several NFs (AMF, SMF, I-SMF).

e) it would not provide any solution for SMF that behaves both as anchor SMF and I-SMF for different PDU sessions/DNs.


Why should we standardize a new solution with many defects, that do not cover all scenarios (e.g. SMF behaving as I-SMF and anchor SMF), when standards already support a generic solution that works optimally in all scenarios? 

Giorgi:

We second Nokia opinion. SMF set is the way to go.
CC:

Zhijun: SMF set solution is preferred but thinks it may take some time until it is available.

Bruno: there will be massiv signaling from connected UEs affected.how to ,understand that a Rel-16 solution  may be available later than a Rel-17 partial solutionsounds not reasonable.. Why we should spend effort on such a solution which is only a partial solution  of the existing?

Zhijun:

We should mark the solution as not pursued.

Discussion paper can be noted



	
	
	5275
	CR 29.503 0742 Rel-17 RAT restrictions
	Nokia, Nokia Shanghai Bell
	Revised to C4-215469
	WI SBIProtoc17

CAT F

Anders:

The Consequences if not approved on the cover sheet indicates: “When a PATCH request is received at the AMF…”
Should PATCH read Notification?

Ulrich:

I agree to replace PATCH with Data Change Notification in v1.

Jesus:

In addition, we have the following comments:
 

· We don't oppose to have "uniqueItems", but is it really needed for the reason given in the cover sheet? The UDM API uses "Merge PATCH", so it cannot modify individual array items; it can only replace entire arrays.

Ulrich:

thank you for your comment and for not opposing.
I agree that UDM APIs use Merge PATCH (when PATCH is the HTTP method). However, here we are using POST for data change notification, and the mechanism is more like JSON PATCH, and individual array items can be modified.

Jesus:

Maybe I was misled for the same reasons as Anders indicated in his comment:
 

· The Consequences if not approved on the cover sheet indicates: “When a PATCH request is received at the AMF…”
 

Would you mind updating the cover sheet (i.e., expanding the Reason for Change, and correcting the Consequences if not approved"), to clearly indicate that the issue at hand is actually related only to notifications, and not to PATCH updates?

Ulrich:

find v1 in the draft inbox.
Anders

the updated version looks good to me



	
	
	5469
	CR 29.503 0742 Rel-17 RAT restrictions
	Nokia, Nokia Shanghai Bell
	agreed
	WI SBIProtoc17

CAT F



	
	
	5276
	CR 29.598 0048 Rel-17 Support of Bulk Operations
	Nokia, Nokia Shanghai Bell
	Revised to C4-215472
	WI SBIProtoc17

CAT B

Caixia:

In Table 6.1.3.2.3.2-3, the table NOTE: The manadatory HTTP error status code for the GET method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply., GET method shall be changed to DELETE method.

And typo of manadatory.

Ulrich:

I shall correct the table note in v1.

please find v2 in the draft inbox (same as v1 which failed the upload
Caixia:

I am fine with v2

	
	
	5472
	CR 29.598 0048 Rel-17 Support of Bulk Operations
	Nokia, Nokia Shanghai Bell
	agreed
	WI SBIProtoc17

CAT B



	
	
	5277
	CR 29.509 0135 Rel-17 Feature numbering
	Nokia, Nokia Shanghai Bell
	agreed
	WI SBIProtoc17

CAT F

	CC2
	
	5133
	LS in   Rel-17 LS on Home Network triggered re-authentication
	SA3
	noted
	S3-213170

To: CT4

CC: CT1

TEI17

Contact Samsung

SA3 has been discussing to specify a procedure, which allows the home network (particularly UDM and/or AUSF) to trigger re-authentication procedure, whenever the home network needs to refresh the key KAUSF. 

Key KAUSF that is shared between the UE and the home network, is refreshed when primary authentication procedure is performed successfully. It is SA3 understanding that, the UDM/AUSF doesn't have a procedure of triggering re-authentication of the UE to refresh KAUSF.

SA3 is aware of the application error (REAUTHENTICATION_REQUIRED) specified in TS 29.503, where the error response returned by the UDM services to the AMF indicates that the UE needs to be re-authenticated. SA3 understanding is that this application error is provided in response to a request from the AMF and it is not provided by the UDM without a request from the AMF. 

SA3 would like to ask CT4:

1) Whether it is possible for the UDM to send the application error (REAUTHENTICATION_REQUIRED) to the AMF without a request from the AMF.

2) Whether CT4 has already specified any procedure that allows the home network (particularly UDM and/or AUSF) to trigger re-authentication procedure.

ACTION: 
SA3 kindly asks CT4:

Q1. Whether it is possible for the UDM to send the application error (REAUTHENTICATION_REQUIRED) to the AMF without a request from the AMF. 

Q2. To inform SA3 whether CT4 has already specified any procedure that allows the home network (particularly UDM and/or AUSF) to trigger re-authentication. 

Proposed treatment:

CT4 to send a reply draft in C4-215152
Ulrich:

my understanding is that the UDM can at any time send a deregistration notification to the AMF with Deregistration reason “REREGISTRATION_REQUIRED”.
The AMF then shall delete the complete context and ask the UE to re-register. This will result in a new authentication and new AMF registration at the UDM.

I do not see the need for an additional mechanism for the home network to trigger re-authentication (as proposed in 5278 and 5287).

Zhijun:

I support the option of Ulrich. 
I get some information from my SA3 that they want some trigger from the application side to make the UDM to refresh the authentication. But about this idea, I have some worry of misusing this mechanism which may further cause potential security issues. If SA3 would like to use UDM initiated Deregistration Notificaiton with "REREGISTRATION_REQUIRED", then SA3 should take care of the mechanism to avoid misusing it.

I also noticed there are two CRs propose some mechanism to UDM, which are under 6.1.2/SBIProtoc17 from Samsung+NEC: C4-215278, C4-215287.

Caixia:

I concur the comments from Ulrich and Zhijun.

We need to send a reply LS to SA3 to answer their questions based on the solution from Ulrich, and I do not see the need of 5278/5287 too.

Yue:

IMO, we should first get clear of the intention of such reauthentication.  If, for instance, the purpose of reauthentication is ONLY to refresh the Kausf for sake of AKMA, i.e. to refresh the key set used by AKMA, the ongoing session should not be impacted by such reauthentication. Simply relying on existing mechanism will release all the ongoing sessions thus may impact the service.

Varini:

I agree. As I mentioned in another thread on this issue – clearing context or the UE is not the right approach.
Today, when the UE performs, for example, service request, AMF may re-authenticate the UE, and it is done without deleting the context from AMF. We do not think we need to delete context in case HN wants to re-authenticate the UE.

Varini:

Thank you for the comments. The LS, and reply was moved to 6.1.2, however let me respond here, while also changing the subject line.
Whereas I understand the UE can simply be de-registered, so that fresh re-registration can take place. However, I do not think deregistration of the UE is the right approach – it is service affecting and causes far more signalling for the UE – it not only needs to perform fresh registration, but also freshly establish PDU sessions, perform NSSAA, register at application level (e.g. IMS) etc. On the other hand, a re-authentication can be done without causing all these.

My understanding from my SA3 colleague is that this was discussed in SA3 and some of the SA3 delegates suggested that such a mechanism may already exist in CT4. That is why they sent a message asking a) whether such a mechanism already exists and b) whether it is possible to define such a mechanism.

We had tried to define such a mechanism few months back in CT4, however, the feedback we got was that it should be done in SA3. We then went to SA3, and the said that such mechanism may exist already 

We are of the view that CT4 currently defines a mechanism to deregister the UE and not to re-authenticate the UE. If we want to utilize the deregistration notification mechanism in such a way that it cause re-authentication *without* actually deregistering the UE, we are still ok by adding the required clarification, but as I mentioned above, we do not believe completely removing the UE context is right approach. 

On Zhijun’s comment that SA3 should take care of the potential miss-use of this mechanism, can I request little bit more details on the scenario you have in mind. I think if there is a security impact, we should definitely inform SA3 about it to debate further.

Jesus:

From E///, we agree with the intention to answer SA3 with just the information they are asking for: whether a procedure for re-authentication exists or not. The answer should be obviously NO, since such a procedure does not exist.
Similarly, we agree with not pursuing (yet) the related CRs (5278 / 5287), since SA3 are not asking us to develop stage-3 procedures for such functionality; instead, they need to assess first whether they would like to pursue such functionality (standalone re-authentication), and if so, develop a corresponding stage-2 for it.

Regarding whether CT4 should indicate to SA3 that there is a procedure for de-registration+re-registration (that implies re-authentication, plus several additional tasks), we don't have a strong position, provided that CT4 clearly state that: a procedure for re-authentication does not exist, and that the existing de-registration+re-registration is a superset of the functionality they are asking for.

Ulrich:

for me it is not at all obvious that the answer to “whether a procedure for re-authentication exists or not” is NO. 

I agree that the answer to 

Q1. Whether it is possible for the UDM to send the application error (REAUTHENTICATION_REQUIRED) to the AMF without a request from the AMF. 

is NO.

However, the answer to 

Q2. To inform SA3 whether CT4 has already specified any procedure that allows the home network (particularly UDM and/or AUSF) to trigger re-authentication. 

Should be YES, CT4 have specified a procedure as outlined below.

“……there is a procedure for de-registration+re-registration (that implies (i.e. triggers) re-authentication, plus several additional tasks)”
Whether or not this procedure meets SA3’s potential requirement is for SA3 to decide.

Jesus:

Well, the procedure that exists today does not trigger just re-authentication; it is a procedure that triggers many other things, one of them being re-authentication.

But, I see your point. As long as we make clear the point above, it'd be fine for me.

Varini:

As I mentioned in my mail above, from our point of view, we do not agree that deregistration notification can be re-used for triggering re-authentication as of today.
Kundan:

Yes, network can perform deregistration with re-registration but in this procedure but in this case the AMF doesn’t perform authentication procedure while the UE is registering. Would you please let me know how it authentication is procedure is performed when the UE is registering? In addition another drawback is the UE and the network delete all the PDU sessions and hence the user service is impacted. Deregistratio with registration usually is usually triggered when the AMF node is reset. 

Therefore NEC thinks that the UDM needs a special trigger to perform re-auth. 

Kundan reply to Zhijun::

As explained in earlier mail, the there is no guaranteed that the network performs re-auth when the UE is doing re-registration. would you please indicate which part of the spec says re-registration will trigger authentication procedure?

Ulrich:

the procedure exists and can be used by the UDM at any time:
-UDM sends Deregistration Notification to AMF with Deregistration reason “REREGISTRATION_REQUIRED”

-UDM sends Deregister to AUSF (see 29.509 clause 5.2.2.3.1) to clear the stale security context, as the UE is no longer registered

-UDM deletes the UE’s authentication status from UDR

When the AMF registers again, UDM can check whether there was a recent authentication, and if there wasn’t, reject the request with REAUTHENTICATION_REQUIRED.

I can understand if people argue that this existing procedure is too heavy if the intention was simply to trigger re-authentication without any other not needed side effects.

But we cannot honestly say that the outlined procedure does not exist/ cannot be used.

Varini:

From what I understand, REREGISTRATION_REQUIRED will not necessarily cause the AMF to perform re-authentication. AMF is free to keep the UE context after de-registration (until, e.g. purge). If the UE comes back again with same GUTI using same security context, AMF may not perform re-authentication and may not go to UDM to perform fresh Nudm_UECM. 
Let me know if you disagree?

When AMF wants to re-authenticate the UE during, say, Service Request, it doesn’t de-register the UE to perform the same. It performs re-authentication while keeping UE context. In our humble opinion, if we want to mention that CT4 has a procedure to let UDM trigger re-authentication, we need a similar procedure without affecting service. Else, we should say that currently this is not possible.
Ulrich:

yes, I disagree.
When the UDM has sent Deregistration Notification to the AMF with Deregistration reason “REREGISTRATION_REQUIRED”, it no longer has a registered AMF for the UE. The AMF needs to re-register at the UDM and the UDM can reject the re-registration with REAUTHENTICATION_REQUIRED.

Kundan:

UDM triggers deregistration procedure will cause service loss to the user, as all PDU sessions are released in this case. SA3 is looking for the solution where the PDU sessions are maintained. It requires a  lot of unnecessary signalling due to re-registration. consider a case when the UE is registered over both accesses then UDM needs to initiate deregistration over both accesses impacting services over both access.so this solution is not appropriate. We need a solution that has minimum impact on the existing services
Varini:

Thanks for the clarification.

Whereas I agree that the “Reregistration Required” can be used to trigger re-authentication, however, as indicated below, it is service affecting and may not be what SA3 is looking for. My understanding of SA3 discussion is that SA3 is looking at more of authentication context refresh which should not be service affecting.

However, in the absence of agreement as to what SA3 really wants, I propose following response to 2nd question:

CT4 defines UDM triggered AMF de-registration procedure which can cause de-registration and re-registration of the UE, so that UDM can insist for re-authentication during re-registration. Though this procedure is not intended for triggering re-authentication, as it results in service impact.

Let me know if this is agreeable.


Chair:
SA3 task to formulate requirments, we should just answer  the questions.
CC:

Varini: ok to leave it to SA3 to define  the stage 2 procedures

Kundan: how to interpret the question from SA3.

Jessus: SA3 wants to know what kind of procedrues are existing  on reauthentication and based on the reply SA3 can decide  if this is sufficient or not.

Yue: in the reply we  should clearly  describe the current solution described by Ulrich



	CC4
	
	5152
	LS out   Rel-17 Reply LS on Home Network triggered re-authentication
	Samsung
	revised to C4-215437
	S3-213170

To:  SA3

CC: CT1

On Q2: 2 alternatives are proposed in C4-215278 and C4-215287

CC: needs revison  regarding Question 2.

A draftversion  is provided in the draft inbox.

Varini:

Draft v1 of LS-Out is available in inbox:
Kundan:

Thanks for drafting the LS. V1 looks good to me

Caixia:

Please check the updates from my side, if the security context of the UE is kept in the AMF, there will be no authentication procedure performed, I prefer to add the text highlighted.

[CT4] CT4 defines UDM triggered AMF de-registration procedure which can cause de-registration and re-registration of the UE if the security context in the AMF is removed, so that UDM can insist for re-authentication during re-registration. Though this procedure is not intended for triggering re-authentication, as it results in service impact
Varini:

Thank you for the review.
For the update the text as you suggest, I understood from Ulrich’s following comment that that once UDM has sent a deregistration notification to the AMF, it means AMF has to perform a new Nudm_UECM upon next registration. The current UE context in the UE is no longer valid.

When the UDM has sent Deregistration Notification to the AMF with Deregistration reason “REREGISTRATION_REQUIRED”, it no longer has a registered AMF for the UE. The AMF needs to re-register at the UDM and the UDM can reject the re-registration with REAUTHENTICATION_REQUIRED.

Let me know what you think?

Caixia:

Based on the definition in 33.501, the security context of the UE will be kept in AMF, please check the definition below:

“

6.8.1.1.1  Transition from RM-REGISTERED to RM-DEREGISTERED

……

2.   Deregistration:
a.   UE-initiated

i.    If the reason is switch off then all the remaining security parameters shall be removed from the UE and AMF with the exception of the current native 5G NAS security context (as in clause 6.1.1), which should remain stored in the AMF and UE.

ii.   If the reason is not switch off then AMF and UE shall keep all the remaining security parameters. 

b.   AMF-initiated
i.    Explicit: all the remaining security parameters shall be kept in the UE and AMF if the de-registration  type is "re-registration required".

ii.   Implicit: all the remaining security parameters shall be kept in the UE and AMF. 

c.   UDM/ARPF-initiated: If the message is "subscription withdrawn" then all the remaining security parameters shall be removed from the UE and AMF.

Varini:

Thanks for the reference. I agree. 
I create v2 and uploaded into draft inbox:

Ulrich:

I do not see any difference between v1 and v2.

Maybe we can provide more clarification in the answer to Q1:

[CT4] No, this error cannot be sent without a request from the AMF. However, the UDM can at any time send a Deregistration Notification  with re-registration required indication to the AMF which triggers the AMF to re-register at the UDM. When the UDM receives the re-registration request, it can reject the request with application error  REAUTHENTICATION_REQUIRED.

Varini:

I am fine to add this, however I think this is already covered in Q2? 

1) Whether it is possible for the UDM to send the application error (REAUTHENTICATION_REQUIRED) to the AMF without a request from the AMF.

[CT4] No, this error cannot be sent without a request from the AMF. 
2) Whether CT4 has already specified any procedure that allows the home network (particularly UDM and/or AUSF) to trigger re-authentication procedure.

[CT4] CT4 defines UDM triggered AMF de-registration procedure which can cause de-registration and re-registration of the UE if the security context in the UE is removed, so that UDM can insist for re-authentication during re-registration. Though this procedure is not intended for triggering re-authentication, as it results in service impact

CC

Ulrich difference  in version

Varini Answer to Q2 was  changed

Kundan:

Sorry for coming late on this.  I agree with Varini it is in answer to Q2. 
@Ulrich, However, I have question related to yellow highlights. After sending the UDM sends re-registration in notification message,  UDM already deleted the UE context management, when the UE is re-registering and AMF is doing context management update, then how the UDM determines that the UE is registering due to normal registration or re-registration initiated by the UDM?? would you please explain? 

Maybe we can provide more clarification in the answer to Q1:

[CT4] No, this error cannot be sent without a request from the AMF. However, the UDM can at any time send a Deregistration Notification  with re-registration required indication to the AMF which triggers the AMF to re-register at the UDM. When the UDM receives the re-registration request, it can reject the request with application error  REAUTHENTICATION_REQUIRED.
Varini:

This is my understanding:
· UDM sends a deregistration notification to the AMF. At this time, UDM has not only removed AMF’s registration in UDM, but also invalidated UE’s authentication status in the serving network. 

· AMF sends deregistration request to UE with cause Reregistration-required.

· When UE re-registers, even if the AMF holds old security context and does not perform authentication again, it does need to perform Nudm_UECM as it knows UDM has removed AMF’s registration in the UDM

· Upon receiving Nudm_UECM, UDM notices that it does not have valid authentication status of the UE in the serving network, hence it rejects Nudm_UECM request with cause “re-authentication required”. This is done as defined in linking procedure in 3GPP TS 33.501 Clause 6.1.4.

· This triggers AMF to initiate authentication procedure.

Let me know if you agree.

@Caixia: I was checking the text suggested by you again. If you agree with above steps, I think it does not matter if AMF has stored old security context, right? UDM will direct it to perform fresh authentication.

If all agree, we can continue with v1 and I can upload the official version in 5437?

Caixia:

I agree with your analysis, let’s move forward with V1 version, thank you

Kundan:

Also agree with Varini analysis and I am fine with v1. Let’s send v1

Varini:

I uploaded 5437 in Inbox:

	
	
	5437
	LS out   Rel-17 Reply LS on Home Network triggered re-authentication
	Samsung
	approved
	S3-213170

To:  SA3

CC: CT1

	
	
	5278
	CR 29.503 0743 Rel-17 Home Network triggered re-authentication – Alternative 1
	Samsung, NEC
	Postponed
	WI SBIProtoc17

CAT B

Jesus:

This is just an "administrative" comment email, to reflect in the DAD the right status of this document:
· As discussed yesterday on the LS (C4-215133), SA3 asks questions in order to proceed with their definition of the stage-2 procedures, but they are not asking us (CT4) to introduce any stage-3 functionality, at this point.

We propose to mark this CR as postponed until SA3 defines anything in this regard.

Varini:

Sure. This (postponing the CR) is fine by me. As I indicated in the reason-for-change, we introduced similar mechanism about 4-5 months back but were told to go to SA3, and then SA3 said the procedure probably already exists, let’s go and check with CT4. Now we are going back to SA3 
- This CR proposes to introduce the HN triggered reauthentication mechanism by having UDM send a notification to the AMF. It is proposed to agree to the procedure in CT4 and avoid multiple LS exchanges (given the Rel-17 tight scedule and load), as SA3 LS indicates SA3 is looking for procedure.
Our reading of the LS too was that SA3 is not directing us to define the procedure, but we thought they are definitely looking for such a procedure. 

Its fine by us to let them define the procedure as indicated by many companies.

Hope we can agree to content of LS response.



	
	
	5287
	CR 29.503 0744 Rel-17 Home Network triggered re-authentication – Alternative 2
	Samsung, NEC
	postponed
	WI SBIProtoc17

CAT B

Jesus:

This is just an "administrative" comment email, to reflect in the DAD the right status of this document:
· As discussed yesterday on the LS (C4-215133), SA3 asks questions in order to proceed with their definition of the stage-2 procedures, but they are not asking us (CT4) to introduce any stage-3 functionality, at this point.

We propose to mark this CR as postponed until SA3 defines anything in this regard.



	
	
	5289
	CR 29.500 0283 Rel-17 3GPP SBI Response Info
	Ericsson
	Revised to C4-215477
	WI SBIProtoc17

CAT B

Yue:

· What if the context has not been transfered at the point of time when receiving the request, then that NF responds with context-transfered=false, and then the context is transfered to that NF?
· The CR states if the context-transferred=true is included in the response, the subsequent messages SHALL be sent to that EXACT NF instance. However to my understanding, it may be still desired to route the subsequent requests to a different NF instance due to e.g. load balance reason.

Bruno:

the proposed changes seem useful and so we are positive on the principle: 

· The new context-transfer parameter would enable the SCP to include the new NF ID in an error response when the context/resource would be taken over by the new NF instance but the request failed due to some application logic; 

· The "no-retry" parameter could be useful in scenarios where e.g. the NFp rejects the request due to some applicative logic that is independent from the specific NF instance serving the request, e.g. due to a feature not allowed in the user subscription. Since the SCP is meant to be application agnostic, it could rely on this parameter to determine whether to attempt to reselect another NF or not.

We understand that they are complementary to those we propose in C4-215053. Since we propose to use the new same header in both CRs, it seems we need to merge the CRs (at very least the clause defining the new header). 

/Jones: Yes, I was aware of this when preparing the CR. I considered to use a another custom header but finally decided to use the same header because I thought these information are all relevant to responses and may relevant to each other in some kind. We should merge at least the part of the header definition clauses.

It is not clear in the existing specification whether an SCP that reselects a target NF but gets an error response includes the 3gpp-Sbi-Producer-Id in the response it sends to the HTTP client. I do NOT expect an SCP to do so, but the text you add in your CR suggests the opposite (unless the error contains the "context-transfer" parameter set to false). So we shall first discuss and clarify the existing reqts. IMO, the SCP shall include the 3gpp-Sbi-Producer-Id in 2xx responses and, with your CR, in 4xx/5xx responses when NFp would have indicated “context-transfer" set to “true”.
/Jones: I concur your expectation on the SCP behavior is reasonable. But the current text (marked red) doesn’t clearly specified this. Maybe we could improve it like:

-     an SCP that (re)selected the target NF service instance shall include the 3gpp-Sbi-Producer-Id header and, for indirect communication with delegated discovery, if the target NF service instance pertains to an NF Group, the 3gpp-Sbi-Target-Nf-Group-Id header, in the 2xx HTTP response it forwards towards the NF Service Consumer, containing respectively the NF Instance ID and the NF Group ID of the NF Service Producer selected by the SCP (see clause 6.10.3.2); if the SCP received a 4xx/5xx HTTP response including a 3gpp-Sbi-Response-Info header in the HTTP response with "context-transferred" parameter set to value "true" from the reselected target NF service instance, which indicate the corresponding resource or context is transferred to the reselected target NF service instance, the SCP shall also insert a 3gpp-Sbi-Producer-Id header and possibly a 3gpp-Sbi-Target-Nf-Group-Id header in the HTTP response it forwards to the NF Service Consumer.

If CT4 agrees on the principle of the changes, we think we should further discuss the scope of the “no-retry” parameter, i.e. whether this should be understood as “do not retry for the same NF instance, or same NF group, or same NF set, or never”. We could possibly consider a new “no-retry-scope” parameter (e.g. set to “NF instance”, “NF set”, “any NF”) that allows to differentiate the cases.

/Jones: The original idea is to use no-retry to indicate the failure on everywhere. But I am fine to further discuss whether a scope of no-retry can be applicable.

Jones:

Thanks for the comments and sharing the positive view on the changes.
Please find some response below inline.

Bruno:

Thanks for your response. Your responses and proposed text look good to me. Please kindly provide a draft revision, and we will merge then the changes on the new header definition.
Giorgi:

In addition to Yue’s comments, concerning this scenario: “For some final failure scenarios (i.e. failed everywhere), further retry on other alternative NFs are not recommended”. How could the producer detect this is the case?
/Jones: A final failure could be caused by application level errors, e.g. current state of the resource does not allow the required update (like a PDU session cannot be upgraded to MA PDU session), or due to a feature not allowed in the user subscription (as stated by Bruno). For this failures, the current service request will not be succeed regardless any alternative target NF instance are reselected to retry to the request. For some other failures, e.g. when current target NF is overloaded, or resource is insufficient at current NF, these failures may be succeed on other alternative NF instance. Thus the producer shall not set no-retry flag for these failures.

Giorgi:

Maybe the following rewording would be more clear:
an SCP that (re)selected the target NF service instance shall include the 3gpp-Sbi-Producer-Id header and, for indirect communication with delegated discovery, if the target NF service instance pertains to an NF Group, the 3gpp-Sbi-Target-Nf-Group-Id header, in the HTTP response it forwards towards the NF Service Consumer, containing respectively the NF Instance ID and the NF Group ID of the NF Service Producer selected by the SCP (see clause 6.10.3.2). If the target NF reselection has failed and the SCP has received a 3gpp-Sbi-Response-Info header in the HTTP response with "context-transferred" parameter set to value "false", which indicate the corresponding resource or context is not transferred to the target NF service instance, the SCP shall not insert neither 3gpp-Sbi-Producer-Id header, nor a 3gpp-Sbi-Target-Nf-Group-Id header in an HTTP response it forwards to the NF Service Consumer.

Jones:

Thanks for the suggestion. I will incorporate the suggested change in V1 draft
Jones:

Please find v1 draft in inbox: 

 
The changes it to clarify that SCP will insert the target-producer-ID header only in 2xx response, or in 4xx/5xx response with new header indicating the context is transferred
Bruno:

Thanks for the draft revision.
5.2.3.3.x               3gpp-Sbi-Response-Info
The header contains a comma-delimited list of additional information related to an HTTP response. It may be included e.g. in a 4xx or 5xx response by an alternative HTTP server instance to indicate whether the corresponding resource or context has been transferred to the alternative HTTP server instance,; or in a 4xx or 5xx response by an HTTP server instance to indicate that the failed request shall not be retried.
6.10.3.4
             … from the reselected target NF service instance, which indicates the corresponding resource or context …  SCP shall also insert a 3gpp-Sbi-Producer-Id header and conditionally possibly a 3gpp-Sbi-Target-Nf-Group-Id header in the HTTP response it forwards to the NF Service Consumer."
(the condition is expressed already further up in the same paragraph)

6.10.5.1: ditto

6.10.8.1

If the SCP or HTTP client receives an error response including the 3gpp-Sbi-Response-Info header with the "no-retry" parameter set to "true", the SCP or HTTP client (or SCP) shall consider that the request cannot be served anywhere has failed everywhere and should not retry the request at the original HTTP server instance or at any other alternative HTTP server instance; the SCP shall forward the error response to the HTTP client including the 3gpp-Sbi-Response-Info header.

We should also correct 6.10.4 as follows:

If the SCP changed the target URI when forwarding the request from the HTTP client to HTTP server and no "Location" header is included in the HTTP response (e.g. subsequent service request towards a created resource), the SCP shall include a "3gpp-Sbi-Target-apiRoot" header with value set to the apiRoot of the target HTTP server when forwarding the 2xx HTTP response, or an 4xx/5xx HTTP response including a 3gpp-Sbi-Response-Info header with "context-transferred" parameter set to value "true", to the NF as HTTP client.
NOTE 3:  To avoid further reselection of HTTP server by SCP, the NF as HTTP client updates the locally stored URI (e.g. resource URI or notification callback URI) used in the request with the target apiRoot received in the HTTP response, and thus send subsequent request to the updated target URI.

I propose to merge the changes in 5.2.3.3.1 and 5.2.3.3.x from your CR within ours in a revision of 5367 that I would prepare. Please let me know if this is agreeable to you. If so, please also revert the changes in these clauses from your CR and update your cover sheet to reference our CR.

Jones:

Please find the v2 draft: 

 
All your following comments are addressed. Changes in 5.2.3.3.1 and 5.2.3.3.x are reverted from the CR and dependent CR0240 TS 29.500 added on cover page.
 
Bruno:

Thanks. In the very last clause, the text should rather say:
 
“shall consider that the request cannot be served anywhere everywhere”
Jones:

The CR is revised to 5477 and uploaded in inbox, with your comment fixed.


	
	
	5477
	CR 29.500 0283 Rel-17 3GPP SBI Response Info
	Ericsson
	agreed
	WI SBIProtoc17

CAT B

Bruno:

5477 is fine by me

	
	
	5290
	CR 29.500 0284 Rel-17 NF Peer Info
	Ericsson
	Revised to C4-215496
	WI SBIProtoc17

CAT B

Bruno:

The principle of enabling trouble-shooting/network monitoring using peer NF info is agreeable to us.

The HTTP client can only indicate the srcinst / srcservinst in some scenarios, e.g. Model D or Model C where NFc only selects a NF set. So the header definition and reqts shall not mandate to include the destination peer NF info. 
/Jones: Agree. Will update it in draft v1.

Likewise, if an SCP or SEPP generates an error, we expect the error response to contain the new header if the header was present in the request, which means that the header may even contain only a destination NF instance ID (set to the HTTP client ID). 
/Jones: Please see last response. If reusing the same value as in request, there is no need to swap thus still the src instance should be exists

The SCP should also be able to modify the header (destination info) when it (re)selects an NF (service) instance. 
/Jones: Agree. Will update it in draft v1.

6.13.x.2 specifies: "Upon receipt of a request that includes the 3gpp-Sbi-NF-Peer-Info, the HTTP server, if it supports this header, should include the header in the response sent to the HTTP client, with the same value that was contained in the 3gpp-Sbi-NF-Peer-Info header of the received HTTP request". The source and destination peer info in the response message should correspond to the destination and source peer info in the request respectively. 
/Jones: Do we really needs to swap the dest/src in response message. Keep the same value as in the request maybe a better practice. E.g. like in SIP protocol, the from/to in response message is exactly the same as in request message

Wafa:

Orange is also very pleased to have such as header.
Nevertheless, as spotted by Bruno, the SCP should be able to change the dest info in case of reselection/retransmission.

In addition, we think that’s more relevant to swap the dest/src in response message and not keep the same values as the request.

Giorgi:

The purpose of the 3gpp-Sbi-Correlation-Info header looks similar. Why can’t it be reused and if necessary extended?

/Jones: Not exactly. The purpose 3gpp-Sbi-Correlation-Info is to correlate the traffic associated to a specific device (supi/gpsi/etc.) regardless of the NFs involved. It is useful e.g. to troubleshooting E2E service issues related to a specific UE; the peer-info header is for traffic probing on specific path, regardless of the devices. i.e. between two specific NF instances. It is useful, e.g. to identify exceptional issues on the traffic between two nodes, like latency, packet losing, etc.

Jones:

Please find draft v1 in the inbox with addressing all your comments below:
Bruno:

Thanks. The ABNF definition is not fully correct as it misses a semi-column if e.g. only the srcinst and dstcinst parameters are encoded.
Very last sentence of the CR:

If an SCP or SEPP generates an error response to a request including this header, the SCP and SEPP, if it supports this header, should insert the header in the response with source and/or destination peer info corresponding to the destination and/or source peer info in the request respectively.

(I mean that the SCP may receive the header only with the source peer info, in which case the error generated will contain a header including only the destination peer NF info).

Jones:

V2 draft uploaded:
Bruno:

Thanks. The revision looks fine. I just suggest to strike out “either” in the following text, in the final revision you will upload.
 
The header shall contain either the source peer information or destination peer information or both.
Jones:

The CR is revised to 5496 with removed the “either” as indicated



	
	
	5496
	CR 29.500 0284 Rel-17 NF Peer Info
	Ericsson
	agreed
	WI SBIProtoc17

CAT B

Bruno:

5496 is fine by me

	
	
	5293
	CR 29.504 0156 Rel-17 UE Subscription Data Sets Retrieve
	Ericsson
	agreed
	WI SBIProtoc17

CAT B

	
	
	5294
	CR 29.505 0397 Rel-17 UE Subscription Data Sets Retrieve
	Ericsson
	Revised to C4-215497
	WI SBIProtoc17

CAT B

Yue:

On the coversheet of this CR, it is stated that if plmn id is provided for retrieval of plmn-unrelated data sets, it leads to risk of misbehaviour of UDM/UDR. I would like it to be clarified what kind of misbehaviour could be caused?  Since even with this CR, we still face the possibility that plmn id is provided when retrieving plmn-unrelated data along with plmn-related data

/Jones: In original API, the PLMN ID is included as part of the resource URI. If the wrong PLMN ID is provided which is not available for the UE, then the whole resource URI is invalid at UDR thus the whole service operation will fail (even for non-plmn specific data sets). With the new operation, it is targeting the {ueId} resource URI which is always available for a valid UE. If only non plmn specific data sets is required, no plmn id is required in the service request at all. If wrong plmn ID is provided by the client, the UDR can safely ignore it for non plmn specific data sets. 

Anders:

I’m wondering if perhaps the smData attribute in 5.4.2.x should be aligned with the change in Nokia CR in 5307 to 5.4.2.8?
Jones
Please find draft v1 in inbox
The changes:
· Update the smData to SmsSubsData

· Update cover page to give an example of non-plmn specific data set fetching failure with wrong PLMN ID.

Anders:

the updated draft looks good to me



	
	
	5497
	CR 29.505 0397 Rel-17 UE Subscription Data Sets Retrieve
	Ericsson
	agreed
	WI SBIProtoc17

CAT B



	CC2
	
	5301
	discussion   Rel-17 Essential Improvements to NRF Discovery
	Ericsson
	noted
	Bruno:

ISSUE 1/Sol. A: although not critical, we can accept the proposed solution to define a new query parameter enabling to indicate the precedence of the preference parameters.

ISSUE 2: it is true that the priority in NF profiles in NFDiscovery response can be dependent on preference query parameters of the NFDiscovery Request, whereas the priority in NF Profiles notified by the NFManagement API cannot take any such parameters into account. On the other hand, the NRF consumer can also determine the preferred candidate NF instances based on the updated NF profile changes.
/Jones: This requires that each NFc will need to maintain its own list without the knowledge of the whole network (e.g. other localities) would make this very complex, since the operator needs to align all the selection algorithms and prioritization/preferences in all NFc vendors, and this is not standard.

Sol. B.1: it is not true that NF mgt subscription is per NF instance; it can be per list of NF instances, NF set, NF group, etc.
/Jones: OK. I can remove the arguments from the CR.


Sol. B.2: In any case, the list of parameters in a Subscription Request cannot reproduce all the possible parameters of a NF Discovery request. So it cannot be ensured that the Priority returned by  a subscription service operation would be the same as the Priority returned in Discovery Response. Besides, even the candidate list of NFs previously returned in a NF Discovery response could change (new NFs matching or no longer matching the discovery parameters), so a solution based on the NRF consumer subscribing for a specific list of NF instances does not allow to be kept updated with the preferred list of NF instances matching a previous NF Discovery Request. 

/Jones: In discovery, besides the preferred parameters, other parameters are considered as mandatory and NRF will perform a “match all” algorithm, i.e. the other mandatory parameters will not really impact the priority in the discovery result. Thus they are not introduced in the NRF calculated priority subscription. The mechanism is targeting to maximize the usage of the discovery cache at NF consumer side with NRF priority, so the NF consumer subscribe to the list of NF instance matching the discovery result will work just fine. Any new instance are not considered here (they will be aware via a new discovery when cache expires).

Additionally, as the NF consumer is subscribing to the list of NF candidates, even the priority of the candidates are relative to each other, the NRF is possible to recalculate the priority for the whole list and inform the consumer. With only the calculated priority is passed in this subscription, the traffic cost is rather small.

All the solutions for ISSUE 2 look complicated and would cause substantial implementation impacts, for needs that are disputable. The NRF consumer can maintain its own list of preferred NF instances based on the NF profiles updates. We do not agree with these solutions.

/Jones: As stated above, the key is to have the priority handling centralized at the NRF instead of distributed in EVERY NF service consumer. otherwise, it requires that each NFc will need to maintain its own list without the knowledge of the whole network (e.g. other localities) would make this very complex, since the operator needs to align all the selection algorithms and prioritization/preferences in all NFc vendors, and this is not standard. Letting NRF do the job in centralized and controlled way and then NFc follows the NRF provided priority seems much simpler solution in many deployments


Solution C: the need for a NFp specific indicator to not overwrite the priority is questionable. The setting of priority in NFDiscovery response can be based on operator policies in NRF. We do not agree with the proposed solution.

CC

Yue: Issue 1 support on Issue 2 no strong position

Bruno: Issue 1 also fine for Nokia.

Issue  2 problematic  solutions looks complicated the needs are disputable.

Caixia: Fine with issue 1. Solution A in addition behavior in the NRF need to be clarified. Solution B is very complex. Solution C no strong opinion

Zhijun:: 

Jesus: Priotity handling needs to be clearly described . Can the NRF set and overwrite priorities

Bruno: we agreed to return URIs with  priorities. Does the NRF has  to be always updated immediately whe priority  or change in the list.

Jesus: 

Bruno: agree  overwrite proíorities in the NRF was not  a good decision. There are things to be clarified. We need to decide if the NRF has to provides  change of priority immediately.

Yue: on Issue 2 I intend to support Bruno.  Instead of overwriting  a new attribute may be useful. Should be studied.

Yue: in which Release we  introduced the  functionality?

Rel-15

Caixia:  starts from Rel-15



	
	
	5302
	CR 29.510 0598 Rel-17 NRF Calculated Priority Subscription
	Ericsson
	Postponed
	WI SBIProtoc17

CAT B

Bruno:

We do not agree with this CR. See our comments on the DISC paper in C4-215301

	
	
	5303
	CR 29.510 0599 Rel-17 Precedence of Preferred Parameters
	Ericsson
	Revised to C4-215509
	WI SBIProtoc17

CAT B

Bruno:"

would "preferences-precedence" be a better name for the new query parameter?
The CR should be more specific on which query parameters may be included in the new parameter. Your text refers to “preferred query parameters" ; we could make it explicitly refer to query parameters named “preferred-xxx“. For instance, we assume that the client-type parameter should take precedence over any preferred-xxx parameter and should not be included in the new parameter, but there may be different interpretations here.

Jones:

Thanks for your comments.
 
Please find draft v1 in inbox: 

 
@Zhijun, We considered that currently in the specification (and in HTTP standard) the query parameters are considered with “AND” logic. To introduce an implication of the occurrence order of query parameters in our view is conflicting with this. Additionally, considering the backward compatibility, a legacy NF consumer will not be aware of such an implication and simply provide the parameters in random order. As NRF cannot aware whether the NF consumer supporting this feature or not, the NRF may apply the implicit precedence unintentionally.
 
With these considerations, we suggest a new query parameter for the feature is better option. Thanks!

Zhijun:

OK to use new query parameter.

Other comments:

1) "preferences-precedence" is used in table, but "preferred-para-precedence" in OpenAPI. 

2) It indicates "minItems:2" in OpenAPI.

  But it might be 2 preferre-xxx parameters in URI, but only one is indicated in the array to show higher precedence. Maybe not restrict the minItems?

Jones:

Please find draft v2 fix the query parameter name in OpenAPI and in Feature table: 

For the second comments, we still consider to include the complete preferences is a cleaner design, to avoid any ambiguity on the interpretation of precedence for unlisted ones.

Zhijun:

OK to proceed with minItems=2. V2 is fine

Bruno:

prosed some edits in description  part of  in  table for preferences-precedence

Jones:

The CR is revised to C4-215509 and uploaded in inbox, your suggested texts are incorporated

	
	
	5509
	CR 29.510 0599 Rel-17 Precedence of Preferred Parameters
	Ericsson
	agreed
	WI SBIProtoc17

CAT B

Bruno:

5509 is fine by me

	
	
	5304
	CR 29.510 0600 Rel-17 Unchangeable NF Priority
	Ericsson
	Not pursued
	WI SBIProtoc17

CAT B

Bruno:

We do not agree with this CR. See our comments on the DISC paper in C4-215301.


	
	
	5305
	CR 29.500 0285 Rel-17 Multiple UE identities in 3gpp-Sbi-Correlation-Info HTTP header
	Ericsson
	Revised to C4-215467
	WI SBIProtoc17

CAT F

Bruno:

We are fine with the principle of encoding multiple UE identities in the header.
We have a problem though with the very last change, i.e. the deletion of the text about HTTP error response, which would allow an error response to convey a user identity in the response that was not received in the request. Doing so could result to security breaches, i.e. exposing UE identity information that should not be disclosed, e.g 

· when an authentication request would fail at the AUSF, where the AUSF should NOT disclose the UE identity (SUPI) to the AMF;

· when a NFc (e.g. NEF) asks UDM to provide UE identities, but the authorization fails at the UDM, the requested UE identities should not be returned in the error response. 

Giorgi:

Concerning the last change to 6.13.2.2, why the paragraph is removed? This is not explained on the cover sheet, right?
Varini:

I agree with Bruno, we do not agree to removal of this text.
Jesus:

The deletion of the last paragraph was an attempt to combine both, successful and error responses, handled similarly, in the sense that the server may include the UE identity in both cases (note that we also removed the word "successful" from the preceding paragraph.
 

However, we may have missed the aspect in the "error" paragraph that says that the server should NOT include the UE identity, when not present in the request.

 

I will revert those 2 changes in a revision of the CR.

 

Jesus:

Please find v1 in draft inbox
Bruno:

V1 is fine by me

Giorgi:

5305_v1 looks good to me. 
 

In future, please follow file naming convention in the meeting guidelines. This revision of the CR should be “C4-215305_v1_Correlation-Info-Header-29500



	
	
	5467
	CR 29.500 0285 Rel-17 Multiple UE identities in 3gpp-Sbi-Correlation-Info HTTP header
	Ericsson
	agreed
	WI SBIProtoc17

CAT F



	
	
	5306
	CR 29.503 0745 Rel-17 Shared Session Management Subscription Data
	Nokia, Nokia Shanghai Bell
	merged into 5232
	WI SBIProtoc17

CAT F

Anders:

since 5306 contain a subset of 5232, should the two CRs merge?
Ulrich:

I’m ok to merge and go forward with 5232.

	
	
	5307
	CR 29.505 0398 Rel-17 Shared Session Management Subscription Data
	Nokia, Nokia Shanghai Bell
	agreed
	WI SBIProtoc17

CAT F

Anders:

for the re-used data type SmSubsData, there is a supported feature defined in 29.503:
6.1.6.2.79            Type: SmSubsData

Table 6.1.6.2.79-1: Definition of type SmSubsData as a list of alternatives

table removed

Shouldn’t SharedSmSubsData also be added as a supported features in 29.504?

Ulrich:

I shall draft the corresponding CR to 29.504 adding the Supported Feature later today.
 Ulrich:

A draft version of the corresponding CR to 29.504  (C4-215351) is in the draft inbox



	
	
	5351
	CR 29.504 0159 Rel-17 Share Session Management Subscription Data
	Nokia, Nokia Shanghai Bell
	agreed
	WI SBIProtoc17

CAT B

A draft version is in the draft inbox

Anders

I think the formatting got messed up a bit (Management not changed text, and tSubscription). 

I’m also wondering if perhaps it is worthwhile to reference 29.505 in-line with other flags above that reference 29.519 to make it easier for the reader to see what flag applies to what specification?

Ulrich:

Please find draft C4-215351_v1 in the draft inbox

Anders:

looks good to me



	
	
	5308
	CR 29.503 0746 Rel-17 Description of reRegistrationRequired attribute
	Ericsson
	withdrawn
	WI SBIProtoc17

CAT F

Anders:

HPE’s CR in 5231 addresses the same change, plus some additional corrections. Suggest a merge with 5231.

Jesus:

Actually, HP and E/// CRs are totally different in essence. E///'s CR is simply to align a description text that was due to an overlook in the past meeting, but it does not really introduce anything new, functionally.
OTOH, HP CR is a totally new proposal that needs to be discussed.

Of course, if eventually HP CR is agreed, then this E/// CR would not be needed, since that would mean that the CT4 agreement from last meeting is changed. But otherwise, the E/// CR can proceed separately, in our view.



	
	
	5319
	CR 29.518 0627 Rel-17 Correction on MT service
	Huawei
	Revised to C4-215423
	WI SBIProtoc17

CAT F

Bruno:

The CR is fine but the very last clause should be renumbered 6.3.6.3.X.

Caixia:

I have made the changes accordingly v1 in draft inbox

Bruno:

, V1 is fine by me


	
	
	5423
	CR 29.518 0627 Rel-17 Correction on MT service
	Huawei
	agreed
	WI SBIProtoc17

CAT F



	
	
	5320
	CR 29.526 0037 Rel-17 Miscellaneous corrections
	Huawei
	Agreed
	WI SBIProtoc17

CAT F

	
	
	5321
	CR 29.504 0157 Rel-17 Corrections to the API URI
	Huawei
	Agreed
	WI SBIProtoc17

CAT F

	
	
	5322
	CR 29.509 0136 Rel-17 Corrections to the API URI
	Huawei
	Agreed
	WI SBIProtoc17

CAT F

	
	
	5323
	CR 29.531 0114 Rel-17 Corrections to the API URI
	Huawei
	Agreed
	WI SBIProtoc17

CAT F

	
	
	5324
	CR 29.573 0083 Rel-17 Corrections to the API URI
	Huawei
	Agreed
	WI SBIProtoc17

CAT F

	
	
	5326
	CR 29.518 0628 Rel-17 S-NSSAI in PDU session context
	Huawei
	Revised to C4-215424
	WI SBIProtoc17

CAT F

Jones:

For the roaming scenario stated in the CR, it is including both HR Roaming and LBO? 
Caixia:
Yes, roaming scenario includes both the LBO and HR roaming scenario

Bruno:

For HR roaming scenarios, both the VPLMN and HPLMN S-NSSAIs should be transferred to the Target AMF, e.g. to enable the T-AMF to select an V-SMF in the right serving network slice and avoid the need for the T-AMF to derive again the serving S-NSSAI from the HPLMN S-NSSAI. So we should define a new attribute.
Note that 23.502 says (UE Context Transfer): "The S-NSSAI(s) associated to the PDU Session."

I assume the proposed change apply for both HR roaming and LBO, right ?

Caixia:

I am fine to include both the VPLMN and HPLMN S-NSSAIs to the target AMF based on the requirement from stage2.
And it proposed change apply to LBO and HR roaming. 
I have updated the contribution to draft v1:
Bruno:

The condition should be reformulated to say that it shall be present in LBO roaming and HR roaming.
And the text in yellow can be combined into a single sentence.

in table: This IE shall be present if available.
When present, this IE shall indicate the associated S-NSSAI for the PDU Session. It shall be the S-NSSAI in vPLMN in LBO roaming or HR roaming.

Caixia:

Thanks for your comments.

Please find attached the revision v2 to update the description accordingly:

Bruno:

. V2 is fine by me



	
	
	5424
	CR 29.518 0628 Rel-17 S-NSSAI in PDU session context
	Huawei
	agreed
	WI SBIProtoc17

CAT F



	
	
	5327
	CR 29.509 0137 Rel-17 Correcting "format: base64"
	Huawei
	withdrawn
	WI SBIProtoc17

CAT F

Jesus:

From Ericsson, we have the following comments to this contribution:
· This CR is based on a wrong baseline TS.

· The changes proposed by this CR are already introduced in the latest version of the TS, so the CR is not needed

Giorgi:

Oops, I used older TS version, sorry for the error. In 3GU tool I marked the CR withdrawn.
Peter, please mark the same in the DAD.



	
	
	5328
	CR 29.500 0286 Rel-17 Invalid characters in headers using "tchar" common component in ABNF syntax
	Ericsson
	Revised to C4-215468
	WI SBIProtoc17

CAT F

Bruno:

The CR is fine, but for the sake of the readability of the spec, I suggest to add a NOTE to reflect that this corresponds to the encoding of S-Nssai: {"sst": 1, "sd": "A08923"}, with a reference to clause 5.2.3.1.

Jesus:

Normally, it seems a bit weird to have a NOTE inside of an EXAMPLE, but I can try to write some clarification text along the lines of what you propose, in a revision of the CR.

Jesus:

Please find v1 in draft inbox

Bruno:

V1 is fine by me



	
	
	5468
	CR 29.500 0286 Rel-17 Invalid characters in headers using "tchar" common component in ABNF syntax
	Ericsson
	agreed
	WI SBIProtoc17

CAT F



	
	
	5331
	CR 29.571 0308 Rel-17 Remove Siblings of $ref attributes in OpenAPI
	Ericsson
	agreed
	WI SBIProtoc17

CAT F

Yue:

No comment, just for my education: why isn't this error reported by Gitlab?

Jesus:

It is indeed reported by the Lint tool in GitLab. That's how I spotted it.

	6.1.3
	BEst Practice of PFCP
	
	
	
	
	BEPoP

	
	
	5106
	LS in   Rel-17 Reply LS on UPF support for multiple network slices
	SA2
	noted
	S2-2106550

To: CT4

CC: SA5

Contact china telecom

BEPoP

SA2 would like to thank CT4 for the LS on UPF support for multiple network slices.

SA2 has discussed the questions and would like to provide the following replies:

CT4 Q1: Do SA2 and SA5 think that the second solution is a valuable optional alternative to the existing solution?

SA2 reply: Yes. There are different requirements under various business scenarios where one UPF is shared by multiple network slices. The second solution can provide the flexibility to fulfil the various scenarios without changing the mapping of Network Instance in SMF. In the case where multiple slices share the same transport network, the separate S-NSSAI in solution 2 can be an alternative to differentiate the resources. Therefore, it is considered as a valuable optional alternative. It is concluded by SA2 that both the existing solution and the second solution are optional, and it is the operator’s policy / configuration which option is used in a PLMN.

CT4 Q2: If the answer to Q1 is YES, do SA2 and SA5 see major impacts to support the second solution and/or have issues with doing so?

SA2 reply: No standard impact. The impact is that UPF implementation may have a logic/configuration to select resources using S-NSSAI together with Network Instance. SA2 agreed to the attached CR in order to clarify the above-mentioned.

ACTION: 
SA2 kindly requests CT4 to take the above information into account
proposed treatment:

Reflect the reply in the TR.

Postponed to 6.1.3

	
	
	5136
	LS in   Rel-17 Reply LS on UPF support for multiple slices
	SA5
	noted
	S5-213447

To: CT4

CC: SA2

WID

Contact: ZTE

SA5 thanks CT4 for the LS C4-212560 on UPF support for multiple network slices.

SA5 has the following responses to CT4's questions:

Q1: Do SA2 and SA5 think that the second solution is a valuable optional alternative to the existing solution?

SA5: The solution on how UPF manages the UP resources is out of the scope of SA5, SA5 would like to refer to the decision of SA2. 

Q2: If the answer to Q1 is YES, do SA2 and SA5 see major impacts to support the second solution and/or have issues with doing so?

SA5: Impact on existing SA5 specifications to support the second solution could be very limited/trivial, e.g. may impact 1-2 configuration parameters in 5GC network resource model (NRM).
ACTION: 
SA5 asks CT4 to take the above information into account in their work. 
Proposed treatment:

CT4 need to wait for the reply from SA2

Zhijun: propose to postpone this LS to future meetings, as we need to wait for SA2 answer

Bruno:

I think we can simply note it.

CC

Zhijun: still thinks we should wait for SA2 reply but can note the LS

Bruno  agrees with Zhijun

Frank: Q2 what is the configuration  parameter.

May be use ful to postpone the LS as reminder of Q2 answer with regard to configuration parameters.

Proposed treatment:

reply in S2-2106550

postponed to 6.1.3


	
	
	5127
	pCR 29.820  Rel-17 Per Slice UP Resource Management and Usage Report
	ZTE
	Revised to C4-215399
	Giorgi:

TS 29.244 is clear that F-TEID shall be only allocated by the UP function. This paper however proposes to “Configure the UP resources (e.g. UE IP address, GTP-U F-TEID, etc.) to different portions associated to different slices”.
Is it your intention to change 29.244?

Zhijun:

Thanks for your comments. Please let me clarify the text: it is not about which entity CP or UP allocates GTP-U F-TEID (I fully agree with your opinion that UP allocates it). It is about how the UPF allocates the F-TEID. In our proposal, the UPF shall allocate the F-TEID at per slice granularity, but not allocate it from a whole GTP-U F-TEID domain. 
If the text misleads you, I can update it to avoid the misleading.

Bruno:

Please find our comments and proposed updates in the draft inbox (C4-215127_BEPoP_Per Slice UP Resource Management_BL):

Zhijun:

Thanks for your comments and update proposal. The changes are fine by me.
Zhijun:

Please find the v2 revision (which is a clean version based on Bruno's updates). 

@Giorgi
I think now there is no "GTP-U F-TEID" things in both the PCR to 29.820 and the CR to 29.244, thus no more misleading there.

Frank:

As I have commented for the corresponding CR for 29.244 for this solution, the existing Load / overload control is not suitable for a UP function, since load and overload in UP are mainly contributed by packet processing. 
Please add an editor's note to the solution.

Whether and how to introduce Load / overload reporting and control per S-NSSAI is FFS.

Zhijun:

Thanks for the comments. Will capture the Editor's Note in the revision

Please find the v3 version, with an Editor's Notes as you suggested

Frank:

It is fine with me

Giorgi:

5127_v3 looks good to me too

 

	
	
	5399
	pCR 29.820  Rel-17 Per Slice UP Resource Management and Usage Report
	ZTE
	agreed to be incorporated
	Bruno:

5399 is also fine by me

	
	
	5128
	pCR 29.820  Rel-17 Conclusion on UPF support for multiple slices
	ZTE
	Merged into 5479
	Bruno:

There is a clash with 5177. The conclusions shall indicate that it is agreed to standardize solutions 9 and x in 3GPP Rel-17. It should be also further clarified that the Network Instance IE shall be supported for allocating the UP resources (as per existing spec), and the S-NSSAI IE may be additionally used for UP resources allocations. In other words, "solution #3" shall be supported (this is the status quo), and "solutions #9 and X" may be supported

Zhijun:

Thanks for the comments. I will take them into account. As it clashes with 5177, we need more opinions from people and then get a way to revise/merge the conclusion part.


	
	
	5129
	CR 29.244 0582 Rel-17 Per Slice UP Resource Management and Usage Report
	ZTE
	Revised to C4-215400
	WI BEPoP

CAT B

Bruno:

Please find our comments and proposed updates in the draft inbox (C4-215129_BEPoP_29.244_Per Slice UP Resource Management_BL):

Zhijun:

Thanks for the update and co-sign. Your version looks better because it also covers the solution#3.
I think then also another change is needed to the clause of UP supported features. I will late make the revision.

Frank:

We are fine with introducing the "support of - Report the UE IP address usage information associated with a specific S-NSSAI, as specified in clause 5.21.3;", however we believe to support Load / Overload control per S-NSSAI needs further study. (BTW, you need to have corresponding change to 6.2.3 and 6.2.4)
The Load/overload control for UP function is not expected to be extended to DNN/APN level since very beginning time of CUPS, therefore it is not reasonable to extend it to Network slice either.

The primary reason is that Load/overload control was introduced for SIGNALLING load/overload control, while UPF is user plane function, the main contribution to UPF's CPU/momery is the payload packets matching/measuring/policing/forwarding, with higher throughput, with much less PFCP sessions, the UPF can still get high load and lead overload.  The current load/overload to reduce signalling doesn't really help.

Zhijun:

About whether to report the LCI/OCI at per slice granularity, we think it may help the operator to restrict any further load to a slice portion of a UPF. And, from the operator requirement of monitoring the slice healthy, such information is also useful to operator tools.
I agree with you that per slice LCI/OCI report need further study. How about for now we add an editor's note to address this, in Bruno's revision? And I can provide change proposal to LCI/OCI part after the meeting, and we can decide how to proceed before the next meeting

Frank:

As I commented the current mechanism for Load/overload is NOT designed for a user plane load and overload, e.g., reducing N4 signalling doesn't help the overload/ or high load in UP function due to payload handling. 
We would request to remove the change "report the LCI and/or OCI information associated with a specific S-NSSAI, as specified in clauses 6.2.3 and 6.2.4." for the moment.

BTW, you are considering not supporting report LCI/OCI per Network Instance, why?

Zhijun:

Actually, I had prepared another draft CR but not submited this meeting because I think the changes were not good enough. 
Then, if you want to remove the "report the LCI/OCI ...", I think it is fine to add an editor's note to address this aspect is FFS?

Zhijun:

Here please find the v2 revision, based on Bruno's revision:
- Add new UP feature bit for "per slice UP resource management"

- Add Editor's Note to address it is FFS on whether and how to enhance LCI/OCI to support per slice UP resource usage report. And the previous bullet 2 is removed.

v2:

Frank:

I think the paragraph " The UP Function may also be configured by operator policy to report the UP resource usage per network slice, i.e. with the UP function reporting UE IP address usage per Network Instance, or per Network Instance and S-NSSAI respectively. In the latter case, the UP Function shall:" should join the previous paragraph, so the text should read: 
A UP function that supports allocating UP resources based on the Network Instance IE and S-NSSAI IE (and other N4 information) shall indicate support of the feature "Per Slice UP Resource Management" in the UP Function Features IE during the PFCP association setup procedure.  In such case, the UP Function may also be configured by operator policy to report the UP resource usage per network slice, i.e. with the UP function reporting UE IP address usage per Network Instance, or per Network Instance and S-NSSAI respectively. In the latter case, the UP Function shall
Zhijun:

Thanks for the comments. Will take it into account in the revision

Please find the v3 version. In this version, the mentioned two paragraphs are merged to one paragraph

Giorgi:

Please clarify why UP function indicates PSUPRM support to CP function? I think this is missing in v3, which explains two ways but in both cases it is UPF that allocates resources. In other words, CP role is not clear in the current text

Zhijun:

Because if the UP doesn't indicate PSUPRM feature to CP, the CP will implicitly regard the UP doesn't support UP based per slice UP resource management. In this case, the CP needs to arrange individual Network Instance for each S-NSSAI. But if the CP knows UP supports the PSUPRM feature, the CP will let the UP to allocate UP resource per slice.
Hope it clarifies your question

Giorgi:

Your explanation needs to be captured in the pCR. Something like these lines: “If UP supports the PSUPRM feature, the CP will let the UP to allocate UP resource per slice. Otherwise,  CP assigns separate Network Instances for each S-NSSAI”. It’s up to you to capture this with a note, or to use normative language.


	
	
	5400
	CR 29.244 0582 Rel-17 Per Slice UP Resource Management and Usage Report
	ZTE, Nokia, Nokia Shanghai Bell
	Revised to C4-215533
	WI BEPoP

CAT B

Zhijun:

To clearly show the intended changes, please find v1:

Bruno:

Thanks. Please find attached additional proposed updates(draft inbox).

Zhijun:

Thanks for the update. I think the changes improves the readability of SMF/UPF behaviour.

Just one small question about your changes, is the red color text a bit duplicated and should not say about "per network slice"? Since the first bullet says the UPF reports UE IP usage per Network Instance.

>>

If the UP function supports the UE IP Address Usage Reporting feature (see clause 5.21.3.2), the UP function shall report the UP IP address usage per network slice as specified in clause 5.21.3.2, by reporting the UE IP address usage:
-     per Network Instance, if the UP function does not support allocating UP resources based on the Network Instance IE and S-NSSAI IE or it is is not configured to do so by operator policy; or

-     per Network Instance and S-NSSAI, if the UP function supports allocating UP resources based on the Network Instance IE and S-NSSAI IE and is configured to do so by operator policy. In this case, the UP Function shall report the UE IP address usage information associated with a specific S-NSSAI, as specified in clause 5.21.3.

<<

Should it be: 

If the UP function supports the UE IP Address Usage Reporting feature (see clause 5.21.3), the UP function shall report the UP IP address usage as specified in clause 5.21.3.2:

- (case a)

- (case b)

Bruno:

Thanks for your comments. What about the following text:
“

If the UP function supports the UE IP Address Usage Reporting feature (see clause 5.21.3.2), the UP function shall report the UP IP address usage per network slice as specified in clause 5.21.3.2, by reporting the UE IP address usage: 

a)  per Network Instance, if the UP function does not support allocating UP resources based on the Network Instance IE and S-NSSAI IE or it is is not configured to do so by operator policy; or

      NOTE 2: This allows to report UE IP address usage per network slice when using a distinct Network Instance value per network slice.

b)  per Network Instance and S-NSSAI, if the UP function supports allocating UP resources based on the Network Instance IE and S-NSSAI IE and is configured to do so by operator policy. In this case, the UP Function shall report the UE IP address usage information associated with a specific S-NSSAI, as specified in clause 5.21.3.

“
Please also renumber all the notes.

I would also like to make the following change at the very start of the clause:

“

A UP Function may serve PDU sessions belonging to different network slices (i.e. S-NSSAIs). 

UP resources allocation per network slice This may be achieved by:

Zhijun:

For now, I think a NOTE can be added to take the consideration. If we think the text needs improvement, we can take future meeting to improve it. Anyhow, there is an Editor's Note there needs solvement.

How about the NOTE at the bottom of clause 5.x.1:

NOTE:      If the UP function supports the "Per Slice UP Resource Management" feature, the CP function will let the UP function to allocate UP resource per slice. Otherwise, the CP function assigns separate Network Instances for each S-NSSAI if support of multiple slices is needed.

@Bruno, Frank

Can you check whether this NOTE is acceptable? Thanks !

Bruno:

Can you please align the Reason for Change:

Reason for change

It has been concluded in TR 29.820 that the UPF can support per slice UP resource management and usage report. The UPF may allocate UP resource (e.g. UE IP address, GTP-U TEID) based on the Network Instance IE and optionally the S-NSSAI IE at per slice granularity. The UPF may also report the UP resource usage (e.g. UE IP address usage) or UP resource status (e.g. LCI/OCI) for a specific network slice.

The following change does not read well and does not seem consistent IMO: 

A UP function that supports allocating UP resources based on the Network Instance IE and S-NSSAI IE (and other N4 information) and is configured to do so by operator policy shall indicate support of the feature "Per Slice UP Resource Management" in the UP Function Features IE during the PFCP association setup procedure. In such case, the UP Function may also be configured by operator policy to report the UP resource usage per network slice, i.e. with the UP function reporting UE IP address usage per Network Instance, or per Network Instance and S-NSSAI respectively. In the latter case, the UP Function shall: report the UE IP address usage information associated with a specific S-NSSAI, as specified in clause 5.21.3.
The intention of my original text was to say that for both solutions #3 (NI IE only) or #9+X (NI + S-NSSAI), the UPF can report UE IP Address usage per slice. With “reporting UE IP address usage per Network Instance, or per Network Instance and S-NSSAI respectively" i.e. for sol. “3 and sol. 9+X respectively. And in the latter case (sol 9+X), blabla …

With the change done in blue, the text now suggests that it is possible to report IP address usage only with the solution 9+X, which is not true. And it is confusing to then also refer to “UE IP address usage per Network Instance”. 

Could we please revert this change and restore my original proposal, also splitting the text on UE IP address usage in a separate paragraph?

About the new NOTE:

NOTE:      If the UP function indicates that it supports the "Per Slice UP Resource Management" feature, and if this feature is also supported by the CP function, the CP function can instruct the UP function to allocate UP resource per slice by including the S-NSSAI IE in the PFCP session establishment procedure. Otherwise, the CP function needs to assign a separate Network Instances for each S-NSSAI if support of multiple slices is needed.
Zhijun:

After a careful thinking, I think your concern on the "In such case" is right. Let's fall back to two separate individual paragraphs as original, if Frank agrees. 
Your other comments of text improvement are accepted.

@Frank, can you check and confirm it? Thanks

Frank:

The note at the end of the first change, the last sentence needs to be revised, you may say:
Otherwise, the CP function needs to assign a separate Network Instance for each S-NSSAI needs to be configured if support of multiple slices is needed.

Zhijun:

Your suggestions are taken in v3, shown in yellow highlighted (some words removed are not shown in yellow)
v3

Bruno:

Small edit: the second set of bullets a) and b) should appear without a preceding “-“.
-    a) per Network Instance, if the UP function does not support allocating UP resources based on the Network Instance IE and S-NSSAI IE or it is is not configured to do so by operator policy; or
i.e. as follows
a)  per Network Instance, if the UP function does not support allocating UP resources based on the Network Instance IE and S-NSSAI IE or it is is not configured to do so by operator policy; or
NOTE 1: This allows to report UE IP address usage per network slice when using a distinct Network Instance value per network slice.
b)  per Network Instance and S-NSSAI, if the UP function supports allocating UP resources based on the Network Instance IE and S-NSSAI IE and is configured to do so by operator policy. In this case, the UP Function shall report the UE IP address usage information associated with a specific S-NSSAI, as specified in clause 5.21.3.
You need to renumber all the notes from NOTE 1 to NOTE 3.

I propose to strike out the following editor’s note: 

Editor’s Note:          Whether and how to enhance the LCI/OCI report to support per slice UP resource usage report is FFS.

(we shall first conclude in the TR)

Zhijun:

Sorry that forgot the top NOTE. Will renumber the NOTEs and remove "-" from (a)/(b), in the final version.
Strike the Editor's Note is fine, as there is similar Editor's Note in TR.

@Frank, can you accept to remove the Editor's Note?

Zhijun:

C4-215400 is revised to C4-215533, applied the latest comments form Bruno and Frank. The zip file is uploaded to  /INBOX



	
	
	5533
	CR 29.244 0582 Rel-17 Per Slice UP Resource Management and Usage Report
	ZTE, Nokia, Nokia Shanghai Bell, China Telecom, CATT
	agreed
	WI BEPoP

CAT B

Bruno:

. 5533 is fine by me.

	
	
	5130
	CR 29.244 0583 Rel-17 Per Slice UE IP Address Usage Report
	ZTE
	Revised to C4-215401
	WI BEPoP

CAT B

Bruno:

Please find our comments below:
5.21.3.1/5.21.3.2: the following condition shall be added to the text “and if the UP function supports the "Per Slice UP Resource management" feature”.

5.21.3.2:
"the UP Function shall additionally indicate the S-NSSAI associated with the UE IP address usage information"

Table 7.4.4.3.1-1:
"This IE may be present by the UP Function if the feature "Per slice UP resource management "is supported by the UP Function. When present, it shall indicate the S-NSSAI for with which the reported UE IP addresses usage information is reported associated."

Zhijun:

Got it, will correct them in the revision
Zhijun:

Please find the v1 revision, taking into account of your comments

Bruno:

Thanks. I realize it would read better to say: 
“If the UP Function supports the "Per Slice UP Resource management" feature and if the feature is enabled If per slice UP resource management is configured in the UP Function and if the UP Function supports the "Per Slice UP Resource management" feature,  …"

(because the primary condition is that the feature is supported)



	
	
	5401
	CR 29.244 0583 Rel-17 Per Slice UE IP Address Usage Report
	ZTE
	Revised to C4-215541
	WI BEPoP

CAT B

Zhijun:

Please be noted with the revision number, zip file is uploaded to /INBOX:

C4-215401 is revised to C4-215541 (which is the revision of 5130).



	
	
	5541
	CR 29.244 0583 Rel-17 Per Slice UE IP Address Usage Report
	ZTE
	agreed
	WI BEPoP

CAT B

Bruno:

5541 is fine by me



	
	
	5177
	pCR 29.820  Rel-17 Conclusion for Key Issue #1
	China Telecommunications
	Revised to C4-215479
	Chenxi:

We agree on this CR and would like to co-sign it, could you please add CATT as co-source?

Yubing:

Thanks for your support. I will add CATT as co-source in the revision

Bruno:

All the new text shall appear with revision marks.

The text regarding Solution #9 is a bit misleading: "but UPF implementation may have a logic/configuration to select resources using S-NSSAI together with Network Instance". It is not an option in this solution. "may" should be replaced by "shall".

It should be also further clarified that the Network Instance IE shall be supported for allocating the UP resources (as per existing spec), and the S-NSSAI IE may be additionally used for UP resources allocations. In other words, "solution #3" shall be supported (this is the status quo), and "solutions #9" may be supported.

The very last sentence should be corrected to "will be standardized in 3GPP Rel-17". i.e. this is not limited to TS 29.244, but also involved an already agreed SA2 CR and some possible SA5 changes.

Yubing:

I will capture your comments in the revison.
As it clashes with 5128, I agree with Zhijun that we need more opinions and then get a way to forward the conclusion part

Yubing:

After some offline discussion with Zhijun, the conclusion part of 5128 has been merged into 5177. Please check the revision
Giorgi:

 What is solution#x and where is it specified?

Yubing:

Solution#x refers to the solution described in 5127. 

Bruno:

Thanks. V1 looks fine in principle, but I suggest to reword the very last paragraph as follows:

“

Since both solutions can fulfil the scenario where UPF supports for multiple slices, and they can be used to manage UPF resources at different level in the various cases, it is concluded that solution #3 which relates to the solution defined in the current specification shall be supported. In addition, solution #9 and solution #x may be supported, to support the operator’s requirement in various business scenarios. 

Solution #9 and solution #x will be standardized in 3GPP Rel-17 as a possible alternative optional solution to the existing solution#3.
“

Yubing:

Thanks for your comments. Rev2 has been uploaded to capture you comments, please check

Bruno:

V2 is fine by me.


	
	
	5479
	pCR 29.820  Rel-17 Conclusion for Key Issue #1
	China Telecommunications, CATT
	agreed to be incorporated
	

	
	
	5178
	CR 29.244 0584 Rel-17 Adding S-NSSAI as a factor in managing UPF resources
	China Telecommunications
	Revised to C4-215481
	WI BEPoP

CAT B

Chenxi:

We agree on this CR and would like to co-sign it, could you please add CATT as co-source?

Yubing:

Thanks for your support. I will add CATT as co-source in the revision

Bruno:

Summary of change: "The solutions that network instance is used alone or combined with S-NSSAI are both optional, and which option is used in a PLMN is left to the operator’s policy/configuration": A UPF shall support allocating resources using the Network Instance IE (existing reqts) and UPF may additionally support allocating resources using the Network Instance IE and S-NSSAI IE. In the later case, whether to use Network Instance with or w/o S-NSSAI is per operator policy.

NOTE 5 in the CR needs to be also aligned accordingly.

A new UPF feature flag should also be defined, to let the SMF know whether the UPF supports resources allocation using the Network Instance IE and S-NSSAI IE.

Yubing:

. I will capture your comments in the revision.

Yubing:

Rev1 has been uploaded to capture Bruno's comments,
Bruno:

Thanks for the draft revision.
The change in clause 7.4.4.1.1 should be reverted and replaced by defining a new feature in the UP Function Features IE.

Minor edit in NOTE 5:

The UP function may use the S-NSSAI and Network Instance in PDR/FAR(s) for UPF resource management. A UPF shall support allocating resources using the Network Instance IE   and the UPF may additionally support allocating resources using the Network Instance IE and S-NSSAI IE. In the latter case, whether the UPF allocates resources using the Network Instance with or without the S-NSSAI is per operator policy.
Please also accept all change marks on the cover page before uploading the final revision.

Yubing:

Rev2 has been uploaded to capture all you comments, please check

Bruno:

I saw after commenting your CR that Zhijun has added the new feature flag in the UP Function Feature IE in C4-215400. So we need to revert it from your CR, sorry. 
It would be preferable IMO to merge the 2 CRs into one single CR. But if this is too late, then please indicate on the cover page, in other comments, that clause 5.x. referenced in NOTE 5 is the new clause created by CR 29.244 #0582.

I propose the following updates:

NOTE 5:   The UP function may use the S-NSSAI and Network Instance in PDR/FAR(s) for UPF resource management. A UPF shall support allocating resources using the Network Instance IE and the UPF may additionally support allocating resources using the Network Instance IE and S-NSSAI IE (see clause 5.x). In the latter case, whether the UPF allocates resources using the Network Instance with or without S-NSSAI is per operator policy.
Your very last sentence that I have striked out should be moved to the clause 5.x.1 of 5400.

Zhijun:

I think the simple way is to take the change to clause 8.2.25 (UP features) from C4-215178 (and its revision). The UP feature is defined in C4-215400, and in 5400 it clearly says the CP function will use the feature to make some dicision. 

And, @Yubing and @Chenxi, would you like to add China Telecom / CATT as co-sign to the revision of 5400?

Yubing:

I agree with Zhijun that the simple way is to revert the clause 8.25 (UP features) part from 5178.
@Zhijun, please add China Telecom as a co-signer to the revision of 5400.

Chenxi:

I am OK with it, please add CATT as a co-signer to the revision of 5400, thanks
Zhijun:

Thanks, will add China Telecom and CATT as cosign.
Yubing

Rev3 has been uploaded with the change of deleting the clause 8.2.25 part and adding some words in other comment to indicate that clause 5.x. referenced in NOTE 5 is the new clause created by CR 29.244 #0582, please check

Bruno:

Please note that when you upload the final revision (with the final nb), the revision number indicated on the cover page shall be 1 (not 3). 
Please also revert changes over changes in the new note, and accept all change marks on the cover page.

Also the following reference should be defined as follows:

in the table:

This IE may be present, if related functionalities in the UP function require the S-NSSAI information. 

When present, it shall indicate the S-NSSAI of the PDU session. See(NOTE 2, NOTE 5).
Can you please also add Nokia and Nokia Shanghai Bell as co-signing companies.

Yubing:

5178 v3 was revised to 5481. I will request a new Tdoc number to capture your comments and add  Nokia and Nokia Shanghai Bell as co-signing compani


	
	
	5481
	CR 29.244 0584 Rel-17 Adding S-NSSAI as a factor in managing UPF resources
	China Telecommunications, 
	Revised to C4-215530
	WI BEPoP

CAT B

Yubing:

5481 has been revised to 5530 to capture Bruno's comments, and it has been uploaded to the INBOX, please check.


	
	
	5530
	CR 29.244 0584 Rel-17 Adding S-NSSAI as a factor in managing UPF resources
	China Telecommunications, Nokia Nokia Shanghai Bell, CATT
	agreed
	WI BEPoP

CAT B

Bruno:

. 5530 is fine by me

	
	
	5222
	pCR 29.820  Rel-17 pCR_evaluation and conclusions for key issue #4
	China Mobile Com. Corporation
	Revised to C4-215333
	Frank:

Thanks for the contribution.
My preference for Key issue #4 would be that only solution#11, using DN-AAA/DHCP should be used when the control plane is to allocate UE IP Address for SMF SET.

Solution 12 is still quite complex, and it requires either the common data base which stores UE IP address has extra intelligence to allocate UE IP Address for the whole SMF set or put such intelligence in every SMF as proposed. The mechanism is better left for implementation. 

On the other hand, I can't think of if there is any case where DN-AAA/DHCP cannot be used.

Rong:

Thanks for your comments. As you mentioned, the solution #11 is more suitable for the UE IP Address allocation for SMF SET.

For solution #12, we think there is a potential risk of connection lost for SMF in set with the server since not all the SMFs in set can be co-located with the DN-AAA/DHCP server. Thus, if the high reliability in some special industry is required, solution #12 can be considered. To 2C user, the 1~2s delay due to connection re-establishment can be accepted. But for 2B, the vertical customers like Power Grid, they are quite concerned about the network availability and reliability. That’s why we want to put the solution #12 as a candidate solution in some special cases.

Frank:

I think solution#12 is far more complicated and having a higher latency if deployment can ensure the reliability of DN-AAA server e.g., with GEO-redundancy, or with SET concept, so to make solution #11 can deal with such 2B traffic scenario😊
In fact, I couldn't imagine how bad it is if DN-AAA server/DHCP server is down, it must be much worse than a SMF in a SMF set failure; I mean such DN-AAA/DHCP failure should remain very exceptional cases.



	
	
	5333
	pCR 29.820  Rel-17 pCR_evaluation and conclusions for key issue #4
	China Mobile Com. Corporation
	Revised to C4-215534
	Giorgi:

Concerning the conclusions, we cannot agree to Solution#12 being included here. Otherwise, the pCR looks good to me.

Rong:

Could you please illustrate your concern on solution #12?

Giorgi:

The solution looks quite complex to be effectively used. Concerning the scenario that justifies this solution, please explain in more detail what is it? Connection is lost with DN-AAA/DHCP, for how long? What happens in the meantime that cannot wait for the connection re-establishment?
Rong:

Thanks for your reply. As explained in other email, the solution #11 is more suitable for the UE IP Address allocation for SMF SET.
For solution #12, we think there is a potential risk of connection lost for SMF in set with the server since not all the SMFs in set can be co-located with the DN-AAA/DHCP server. Thus, if the high reliability in some special industry is required, solution #12 can be considered. To 2C user, the 1~2s delay due to connection re-establishment can be accepted. But for 2B, the vertical customers like Power Grid, they are quite concerned about the network availability and reliability. That’s why we want to put the solution #12 as a candidate solution in some special cases.

Bruno:

For further revisions, please kindly use different change marks in each revision to enable us to easily spot changes done in the revision compared to the earlier version (5222 here). 
[Rong]: Noted, will mark for further revisions

In clause 7.4.1, for sol. #11: why  do you write "with a few tweaks"? Which tweaks? Please revert this text.

[Rong]: The tweak means the requirement for the target SMF that to check the IP lease time in shared context data for the PDU session which is switched to this SMF.

Clause 7.4.2: it is not clear if the proposed conclusions suggest proceeding with any normative work or not. Only the solution #11 is acceptable from our side. And our understanding is that no further standardization work is expected for any solution (we don’t think that sol.11 requires any specific normative work, but if it did, we would be fine with it). 

[Rong]: For normative work of solution#11, the tweaks mentioned above should be specified.

Sol. 12 and 2 should not be described as "candidate solution". By the way, it is not clear for what they are "candidate".

[Rong]: The solution #11 rely on the DN-AAA/DHCP server. But not all the SMFs in set can be co-located with them even they have redundant mechanism. Thus, one SMF in pool may lost the connection with the server. This may impact the high reliability in some special industry scenario.

Chenxi:

I am OK with this pCR and would like to co-sign it, could you please add CATT as co-source?

Rong:

Noted. I will update the pCR later, thanks!


	
	
	5534
	pCR 29.820  Rel-17 pCR_evaluation and conclusions for key issue #4
	China Mobile Com. Corporation, CATT
	postponed
	Bruno:

Our comments to the earlier version of the document (5333) still apply. We can only accept the solution #11 as a way forward. We don’t think that sol.11 requires any specific normative work, but if it did, we would be fine with it. 

We cannot agree with the current content of the revision

CC

Rong: 

Bruno: there is some ambiguity in the paper “suitable” what does  it  mean. Regard delay do not agree. The study should cover the details  with argumements.

Rong: Solution 11 some description is missing.


	
	
	5524
	TR 29.820 0.8.0
	China Mobile
	Agreed as basis for future work
	Draft version by  Tuesday 19th October, 17:00 CET
Comments to be provided by Wednesday 20th October, 17:00 CET.
Final version by Thursday 21st October 17:00 CET on
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	5026
	pCR 29.941  Rel-17 Port number allocation request acceptance criteria
	Huawei
	Revised to C4-215342
	Saurabh:

Thanks for the CR. I agree with the concept of the CR.
Small clarification is required regarding the text:

3GPP CT4 accepts the request from other 3GPP WGs and also from CT4 member companies if it meets the following criteria:
May I know what the intention is of adding ‘CT4 member companies’. To whom we are targeting here.

Secondly, if we need to add something for ‘CT4 member company’, it should also be updated in step1 and 4b etc.. where we mentioned only 3GPP WGs

1.   If a 3GPP working group decides to utilize 3GPP allocated port number solution#6 (see clause 4.4), the working group shall send an LS request to 3GPP CT4. 
Small editorial comment: agenda item is mentioned as 5.1.4, it should be 6.1.4

Giorgi:

I was trying to say that in addition to other WGs, CT4 also may want to assign new port. This obviously should be done as a regular contribution to CT4 by CT4 members. I’m open to better wording.
I agree with other of your comments.

Varini:

I was wondering if the criteria is too strict to allocate a port within 3GPP community, and if we should be far more liberal, given such requests are not seen too often (in a previous meeting, I think it was mentioned that we have <3-4 requests per release for port assignments). 
I would even go the extent that a group request a port and we allocate. No questions asked! A group requesting a port from us using mechanism mentioned in this TR has for sure evaluated the available options. 

Else, we will probably end up having a back-and-forth LS-discussions with them as to why we believe some other method works better for their scenario.

Saurabh:

I agree with Varini. Let the other group decide and then ask CT4 and then CT4 will just allocate the port.

Otherwise, we have to discuss RAN or other groups' use cases in CT4 (without CT4 expertise on those group use cases), and possible that we have to exchange the LSs. 

Due to this, it will delay the post allocation work as well.

Giorgi:

Well, allocating port number without looking into the request may be way too ‘liberal’. The mechanism should not encourage 3GPP WGs to ask for new port every time it is simpler, then finding another solution. I’d advocate for some kind if checking, but will be fine with more relaxed criteria.
Anyway, we should discuss this in one of the telcos and I’ll accept whatever the outcome would be.

Lionel;

I think we are moving to a dangerous path here.

The 3GPP allocated port number range (which is not an official range) should not be used of inter-domain (even if technically possible) and should not be seen as a way to circumvent IANA application process.

We could give the impression to create a parallel channel for port number allocations, which should not be the case).

CC

Giorgi: should we accept blindly all request from other WGs

Saurabh: we may not have the  correct group to check  and  analyse the request,.

Giorgi: there should be a kingd of softcheck

Varini: we should just add that groups should carefuly check before asking for aportnumber

Frank: CT4 is not in the position to judge the request. It is not CT4 task.

Lionel: how tro handle this we should not blindly allocate portnumbers, WGs performing the request should provide information that they have done a careful check of the alternative solutions

Giorgi: we need to have some  information from  the group and provide some background of their analysis.

Saurabh agrees with Giorgi:

Frank:  WG requesting number should not give commnets why  they skiped alternatives.

Lionel: we need to make sure WG has done an analysis.

Giorgi will revise the paper.

Giorgi:

5026_v1 of the paper is in the Drafts folder
Frank

I think the revision is still assuming CT4 is served as IANA to determine if port allocation request (for sol#6) can be accepted, we don't agree this.

CT4 should accept the port allocation request if other WG's assumption that IANA is unable to allocate a port is correct and if other WG has determined to select sol#6 after a careful evaluation on the alternatives specified in TS 29.941.

I don't expect that CT4 rejects the request, and the request is further appealled to plenary meeting; I don't think we should introduce such procedure for sol#6.
Please find the revision from my side.

Giorgi:

I think requesting WG should have a checklist and shall address each item on it. This annex primarily should specify what’s on the checklist. CT4 role should be reduced to checking if the requesting WG has addressed all items on the list, but I agree CT plenary can also do the same. Let’s hear other opinions on this.
 Otherwise, your revision looks good to me.
Frank:

I mean the allocation of port number for Sol#6 should NOT lead to plenary discussion, neither RAN nor CT, it is unreasonable. 
CT4 should accept the request as long as requesting WG indicates a, b and c included in this contribution.

Giorgi:

I let Lionel and other colleagues to elaborate on the possibility to reject the request.
I’m fine with CT4 checking only if the WG has worked on the checklist and making a CR to 29.941. CT plenary may approve or may reject any CR, right? 

Saurabh:

I agree with the revised CR by Frank.
I also don’t want any kind of technical debate in CT4 and CT plenary. If other groups will provide a reason why they have selected this solution over other, then it may lead to a discussion in CT4. 

The current wordings are good.

Giorgi

I uploaded 5026_v2 into the drafts folder by rmoving most of the changes on top of changes and also correcting a couple of statements language wise. 
I however left the controversial (deleted) text about a possibility to reject the request either at CT4 or at CT plenary. We may open a door to massive port requests if there is no way to stop unreasonable ones. Once again, I don’t want any technical discussions at CT4, but without having rejection power invested at CT4/CT, we could step on a slippery slope.

Peter, please add this topic on one of the CC agendas.

Lionel:

The port allocation process should not rely on assumptions. We should not assume that the WG will always perform the required investigation before applying for a new port number. Examples related to recent IANA applications have shown that it was not always the case.
As you know, the technical work is often done by a small amount of interested people, with minimal review of the working group and you cannot assume that a communication in an official LS has been carefully appraised.

There is then a need to be able to “evaluate” the validity of the request for assignment. And one simple way for that is to ask the requester to meet a certain number of criteria and explain why none of the other alternatives cannot be used. If it is understood that it will be anyhow something always done by the requester, there is no problem at all.

And it should be clearly possible to kindly reject any request that would be “invalid” or “unfounded”. CT4 has done the same in the past with Diameter related topics.

Now, the question is who should be responsible for granting the request. And here, I think that CT4 is well placed to act as gatekeeper. It does not mean that CT4 will have a super-power. It only means that we ensure that someone will be in charge of controlling the request.

If there is no issue at the CT4 level, the request can be accepted and the port can be safely assigned.

If there is any issue, the issue can be raised at the TSG level, with an LS to CT and the relevant parent TSG for the other WG (SA or RAN). This will allow to address this issue at the plenary, with the possibility of the positive outcome in the same plenary cycle. Otherwise, the decision will be postponed to the next plenary with discussion at the working level in-between.

CC

Port number allocation  is trigger via an LS. And CT4 creates  the CR

The open issue is if CT4 has to check or if CT4 should blinly accept all request. 

Frank: with this CR we are preparing a checklikst, and we  should assume that a Group sending an lS has done the check.

Giorgi: how to handle unreasonable request.

Frank: in the CR we have the procedure and WGs should follow this  procedure.

Yue: we should do it case by case .

Giorgi: so does it mean we should check based on CR basis.

Saurabh: we should not have any technical discussions in CT4 on the topics of e.g. RAN topics.

Giorgi:

Summary of todays’ discussion is below:
· When CT4 receives a request doe port number allocation, respective CR must be presented. Business as usual.

· We agreed that there is no need to describe in annex D.2 how CT4 and CT plenary work. So I removed all statements about rejecting the request from the pCR.

5026_v3 in ready for the final checkin

Frank:

The whole point of the discussion at today's telco is that CT4 should avoid having an unmeaningful technical discussion on a new interface which will be managed by other WG whether using sol#6 is best alternative for that interface.
I would prefer to make this clear in the CR, e.g. to add below as highlighted in yellow:

If a 3GPP working group decides to utilize 3GPP allocated port number solution#6 (see clause 4.4), the working group shall send an LS request to 3GPP CT4. The request will be accepted by CT4 if the request addresses the following matters (checklist):

Giorgi:

Let’s make it more neutral: “CT4 accepts the request if it addresses the following matters (checklist):”
 
I don’t believe anyone at CT4 desires having technical discussions on other WGs matters, for which we have close to zero competence. So, I don’t see such discussions are likely to happen. It looks more likely to receive requests that ignore the checklist. Anyway, we’ll see what happens in reality

Lionel:

I agree

The point is not to discuss the protocol defined by another WG. The aim is just to ensure that all the options have been studied before asking for a 3GPP managed port number.
Relying on a 3GPP-managed port number should be considered as a last resort and not as a by-default solution. Therefore, if the LS does not illustrate that such a study has been completed, it is a sufficient reason not to accept the request. 

Giorgi:

I uploaded to Inbox the revised version with tdoc 5342.
Varini:

The revision is fine by me

Lionel:

The revision is also fine by me


	
	
	5342
	pCR 29.941  Rel-17 Port number allocation request acceptance criteria
	Huawei
	Revised to C4-215499
	Lionel:

As we “strongly” recommend to apply for IANA port assignment in inter-domain scenario, the first criterion should be modified as follow:
a.   The request should be for a protocol supported by intra-domain interface(s).
The “should” indicates here that solution 6 is mainly for intra-domain scenarios (without strictly forbidding the use for inter-domain)

Giorgi:

5342_v1 is in draft inbox

Frank:

I am fine with revision.
 
Just reply to Lionel, sol#6 should not be considered as default solution, neither be considered as last resort. CT4 has done proper work and documented all the alternatives with description and pros and cons in TR 29.941, the WG specifying the new interface should use TR 29.941 and decide which one they would like to have.
 
CT4 should accept the port allocation as long as other WG has indicated they have made the check-list

Giorgi:

For the moment hot issue is specifying the process. Looks like everyone if fine the text in 5342_v1. I will revise it to new tdoc, if I don’t receive further comments to the pCR itself, say by tomorrow noon CET.
 
We can address other matters once we receive the first LS requesting new port numer.


	
	
	5499
	pCR 29.941  Rel-17 Port number allocation request acceptance criteria
	Huawei
	Agreed tob e incorporated
	

	CC1
	
	5027
	pCR 29.941  Rel-17 Guidelines for solution#6
	Huawei
	Revised to C4-215343
	Saurabh:

Thanks for the CR. The CR seems ok to me.
Lionel:

Is it really :
3GPP CT4 accepts the request from other 3GPP WGs and also from CT4 member companies if it meets the following criteria:
a.   If the request targets inter-domain scenario(s).
As the recommendation here is to apply for an IANA assigned port number, I’m assuming that you meant “intra-domain”. Right?

 Giorgi:

should likely be both, inter- and intra-domain. Table 4.1-1 in 29.941 reads:
#6

Fixed

UDP, TCP, SCTP

Part

Yes

3GPP allocated port number solution (3GPP)

IANA does not assign any port number from the Dynamic/Private range [49152 - 65535]. If 3GPP standardizes a subrange [65400 - 65500] from this range for 3GPP interfaces and starts allocating port numbers, this may cause port number clash during the actual deployments.

This solution is suitable for inter-domain scenario with certain limitations.

C4-212027 tries to further clarify how these limitations could be lifted: “The limitation will be mitigated if firewall implementations will start supporting 3GPP allocated port number range”.

CC

Giorgi: regarding concerns from Lionel on Interdomain case.

Lionel: 2 aspects technical aspects and.. We should use port range only for intra domain and  not interdomain

Saurabh: for interdomainscenarios Firewall is in the remit of operators/networkmanager

Lionel: We may have sceanrios wher RAN and core network are from  different network managers.

Giorgi: how to document interdomain scenarios.

Lionel: IANA should be the preferred  solution  for interdomain sceanrios we  should not open the door to skip  the port number  allocation by IANA,

Giorgi will make a revison.

Giorgi:

5027_v1 of the paper is in the Drafts folder.

Varini:

The revision is fine by me

	
	
	5343
	pCR 29.941  Rel-17 Guidelines for solution#6
	Huawei
	agreed to be incorporated
	

	CC1
	
	5131
	CR 29.510 0583 Rel-17 Port Allocation Information
	ZTE
	withdrawn
	WI FS_PortAl

CAT B
Kimmo: wi code on Coverpage is PortAl

Saurabh:

I have a concern about the CR and not sure if this CR is really required.
· we need NOT to extend the NRF API until it is agreed that this solution should be used for any specific (new) application. 

· A fixed destination UDP port is standardized/used for GTP-C, GTP-U and PFCP (see the respective 3GPP specifications). So there isn’t ANY need for discovering corresponding port from the NRF. And by way, RAN nodes would not be able either to discover e.g. UPF port by such means.

Zhijun:

Thanks for your comments.
The reason why I introduce this CR is because we have concluded that NRF based solution can be a candidate for CN interfaces. And we need to have it prepared before we can use it. I agree that it may be a little early to define it, as for now there is no need to register port for new applicaitons/interfaces. But, I think it is no harm for us to discuss this enhancement to NRF, right?

And as I got some comments from Kimmo/Peter about the WIC and some errors, I thus made a revision for it.

https://www.3gpp.org/ftp/tsg_ct/WG4_protocollars_ex-CN4/TSGCT4_106e_meeting/Inbox/Drafts/6.1.4%20%5BFS_PortAl%5D/C4-215131_v1_PortAl_29.510_Port%20Allocation%20Information.docx
Varini:

I agree with Saurabh. If the group decides to accept your proposal, some additional comments:
· appProtocol : In my opinion, it should be a simple string type parameter. I do not think it needs to be defined as a standard set of protocols.
· appProtocolVersion : I think this can be optional.

interfaceName sion : I think this can be optional.name is what should be defined in appProtocol
Zhijun:

About your techanical comments to the CR, I think interface name might be useful, because even for the same application protocol, an operator may configure different ports for different interfaces.
Giorgi:

I understood the CR applies only to solution#8 in 29.941. In such case, the cover page and also the actual changes should explicitly say so. Reference to 29.941 needs be added where appropriate.

Zhijun:

Sorry I missed your email. Add reference to 29.941 is not a problem, if people can agree to have such a mechanism to NRF.

Frank:

I have some concerns with the CR.
At least, when considering the solution #8 in the TR 29.941, I thought existing data type can be used.  So, when introducing a new reference point and NRF framework will be used, new target NF will be defined to allow be discovered, additional property will be defined in "xxxInfo" which is NF specific.

6.1.6.2.5                    Type: IpEndPoint
Table 6.1.6.2.5-1: Definition of type IpEndPoint

Attribute name
Data type

P

Cardinality

Description

ipv4Address

Ipv4Addr

C

0..1

IPv4 address (NOTE 1)

ipv6Address

Ipv6Addr

C

0..1

IPv6 address (NOTE 1)

transport

TransportProtocol

O

0..1

Transport protocol

port

integer

O

0..1

Port number (NOTE 2)

Minimum: 0 Maximum: 65535

NOTE 1:        At most one occurrence of either ipv4Address or ipv6Address shall be included in this data structure.

NOTE 2:        If the port number is absent from the ipEndPoints attribute, the NF service consumer shall use the default HTTP port number, i.e. TCP port 80 for "http" URIs or TCP port 443 for "https" URIs as specified in IETF RFC 7540 [9] when invoking the service.
Zhijun:

My understanding of the use of IpEndPoint, e.g. in NFService Profile, is to indicate the port number used for the NF services (i.e. SBI services). But, the intention to register the port for new applicaiton protocol is not targeting the SBI interfaces. For example, if we want to define QUIC/SRV6 based user plane protocols in the furture, we need to allocate new port number for the new application protocol.

Frank:

I thought if there is a new reference point to be defined, a target NF, which may be a RAN node, it needs to register its profile in NRF, which includes its supporting interface(s) and the port to be used; then the client can initiate a communication towards.
If we are going to defined QUIC/SRv6 for UPF, we need enhance upfInfo, the client, e.g. SMF need to select a UPF supporting QUIC.

Such enhancement for "xxxInfo" or even further enhancement to address a specific port allocation scenario for a target NF have to be studied case by case.

Saurabh:

But I am still doubtful, without a proper use case, just enhancing the NRF, will really be required at this stage or not. I still dont foresee if it will be used in near future.
Another question is, how new (non-SBI) node/NF will discover this information from NRF. 

Secondly, you have mentioned 

6.1.6.2.y                     Type: PortAllocationRecord
Table 6.1.6.2.y-1: Definition of type PortAllocationRecord

Attribute name
Data type

P

Cardinality

Description

transProtocol

TransportProtocol

M

1

Indicates the transport protocol defined by IETF, e.g. TCP, UDP, SCTP.

appProtocol
ApplicationProtocolType

M

1

Indicates the type of application protocol which is defined by 3GPP, e.g. GTP-C, GTP-U, PFCP.
Saurabh >> (As commented below): A fixed destination UDP port is standardized/used for GTP-C, GTP-U and PFCP (see the respective 3GPP specifications). So there isn’t ANY need for discovering corresponding port from the NRF. And by way, RAN nodes would not be able either to discover e.g. UPF port by such means.
In the CR, we have an appProtocolVersion also, why it is required for port discovery. Or I am missing something here?

Zhijun:
Regarding to your comments and questions:

- I agree that for now we have not introduce any new applicaiton protocols. I think this is the most issue pointed by people.

- It is intended to register a port for non-SBI interface, but the NF itself still need the capability to interact NRF.

- The "e.g. GTP-C, GTP-U, PFCP" is just an example to show what application protocol is. 3GPP may define new protocols in future.

- The application version is used in the case if different version of protocol uses different port numbers. Otherwise, the requesting NF cannot know which version of application protocol the target NF supports.

CC:

Zhijun: 

Saurabh: not sure we need this at this stage we should not do enhancements at this point..

Varini: we do not know at the moment which information is needed.

Zhijun: postpone the decisson until we have clear information what information is needed. 

Document will be kept open until Friday.




	
	
	5132
	pCR 29.941  Rel-17 Update to NRF based solution
	ZTE
	withdrawn
	Saurabh:

Thanks for the CR. Please see the comment on 5131.


	
	
	5511
	TR 29.941 v1.1.0
	Huawei
	Agreed as basis for future work
	Draft version by  Tuesday 19th October, 17:00 CET
Comments to be provided by Wednesday 20th October, 17:00 CET.
Final version by Thursday 21st October 17:00 CET on

	6.1.5
	Service-based support for SMS in 5GC
	
	
	
	
	SMS_SBI

	
	
	5043
	draft TS 23.540  Rel-17 skeleton of TS23.540-010_draft
	China Telecom Corporation Ltd.
	Withdrawn
	

	CC2
	
	5044
	pCR 23.540  Rel-17 Procedure and services of MO SMS in TS23.540
	China Telecom Corporation Ltd.
	Revised to C4-215453
	Ulrich:

/figure 5.2.2-1 steps 1 & 8: we should also show the existing SBI messages between AMF and SMSF
liuliu: OK, I will revised as you suggested
/Step 4 should be sent after step 6 and then step 7 is not needed.
liuliu: I remember there was discussion on this topic during the TR work phase, Some delegates point out that if SMSService Response is also used for Delivery Report, then for SMSF, it may take long time  to get SMSService Response, it may confuse weather to wait for response or mark it transmission failure.

 /Failure cases should be shown
liuliu: I will consider this part the next meeting.

 /after step 1 : if SMSF knows from local configuration that the target SMS-IWMSC does not support SBI, it shall fallback to legacy (MAP/Diameter) protocol.
liuliu: OK, I will revised as you suggested 

/after 2b: if an SMS-IWMSC could not be discovered, the SMSF shall fallback to legacy protocol.
liuliu: OK, I will revised as you suggested

 /clause 6.1: the service operation "Notify" is not needed
liuliu: Please see answer 2.

 /Name "UplinkSMS" may be misleading, could be MoForwardSm 
 liuliu: I have no strong point on this, but I think it should keep align with MT case

Ulrich:

wrt steps 4 and 7 we should align with MAP and Diameter flows

CC

Figure needs revision should show the SBI message names.

 Delivery of the SMS will be shown in a box.

Liuliu will make revision

Liuliu

I've uploaded v1, according to your suggestions. 
Ulrich:

after further checking I think we could 
replace messages 5 and 6 with a reference to step 4 in 23.502 figure 4.13.3.3-1;

move message 4 after the reference to step 4 

remove 7 to 9

and 10 should refer to steps 6a – 6d

my main point is that there should be one request/response message pair between SMS-IWMSC and SMSF (similar to MAP and Diameter).

Liuliu

Rev 2 has been uploaded, following the suggestions


	
	
	5453
	pCR 23.540  Rel-17 Procedure and services of MO SMS in TS23.540
	China Telecom Corporation Ltd.
	Agreed to be incorporated
	

	
	
	5045
	pCR 23.540   Scope, Definition, Reference and Architecture for TS23.540
	China Telecom Corporation Ltd.
	Revised to C4-215454
	Jesus:

From Ericsson, we have the following comments to this contribution:
· UDM is missing from the SBI arch view. 

liuliu: OK, I will add it

· Ref point architecture is really messy; not sure if we can manage to make it clearer, even if it implies to have more than one diagram.

liuliu: I relized it too, do you have any suggestion to simplify it? Shall we seperate it to MT part and MO part?

Jesus: hat's an option… not sure if the outcome will look significantly simpler and clearer but we can try. That's basically what I meant by having more than one diagram.
· Nudm services are missing from the list of SBI services required. Even if we reuse existing services, we think UDM services should be listed.

liuliu:OK, I will add it.

Liuliu

Rev01 has been uploaded, in which architectures for MT and MO cases are separated. Please check it.
Jesus:

The new reference architecture, with 2 figures, looks much better and cleaner than the original one.



	
	
	5454
	pCR 23.540   Scope, Definition, Reference and Architecture for TS23.540
	China Telecom Corporation Ltd.
	Agreed to be incorporated
	

	
	
	5046
	draft TS 23.540  Rel-17 skeleton of TS23.540-010_draft
	China Telecom Corporation Ltd.
	Agreed as basis
	Ulrich:

in clause 5 we may need subclauses for
Short Message Routing Information Retrieval

Short Message Alert Procedures and

SM Delivery Status Report Procedures

Liliu:

Thank you for comments.
I am OK with adding these subclauses. 
Shall we add these subclause titles along with detail contents the next meeting.?



	
	
	5233
	pCR 29.829  Rel-17 Solution for Key Issue #3 in the case of Indirect Communication with Delegated Discovery
	Huawei
	Agreed to be incorporated
	Jesus:

From Ericsson, we have the following comments to this contribution:
· When SCP is used then any discovery/selection performed at the NFc is executed by the SCP. Now, considering the option where the MNP NF is contacted by the NFc, we do not think that this check should be delegated to the SCP. In that case, the NFc should do the query to the MNP NF first and then send the request via the SCP towards the target network.  

Caixia:

Would be OK for you to study the issue in TR, I mean to include this solution in TR, from our side, we think the MNP interaction delegated to SCP can be alternative.

I am fine to postpone the pCR in 5234 on conclusion. And we will provide comparisons on the two solutions in next meeting.

Jesus: 

Yes, that would be a way forward.


	
	
	5234
	pCR 29.829  Rel-17 Key Issue #3 conclusion update
	Huawei
	postponed
	Jesus:

From Ericsson, we have the following comments to this contribution:
· As commented in 5233, NFc should not delegate the MNP check in the new MNP NF to the SCP. If that check is not done by the NRF, then the NFc shall still do it before sending the request to the SCP.



	
	
	5235
	pCR 23.540  Rel-17 MT SMS Procedure definition
	Huawei
	Revised to C4-215417
	Ulrich:

we should have separate flows in 5.1 for
-transfer without SMS Router/ IP-SM-GW

-transfer via SMS Router and

-transfer via IP-SM-GW.

/after step 3 the UDM needs to check registration/reachability flags to determine the potential target nodes (SMSF-3GPP, SMSF non-3GPP, IP-SM-GW, SMS Router).

/the delivery report shall not bypass the UDM

/Name "DownlinkSMS" may be misleading, could be MtForwardSm

Jesus:

In addition, we have the following comments:
· A new service is proposed to get SMS routing info from UDM, but Nudm_UECM_Get could be reused. There is no clear conclusion in the TR on whether new or existing services should be used.

Caixia: an Editor’s Note is added in the related steps
· In step 4a, UDM retrieves SMS Router/IP-SM-GW address and at the same time the UDM provides the SMSF instance Id, which does not seem appropriate for a GET operation (in general, query parameters in a GET operation should not be a way to "provide input data")

Caixia: the contribution is updated to only cover the without SMS router/IP-SM-GW procedure, and I will bring the contribution on MT with SMS router/IP-SM-GW next meeting, in principle I agree with your comment, GET service operation is not proper
Caixia:

I have updated the contribution to draft v1 and please also check the reply from my side.
Ulrich:

thank you for the update.
 
In figure 5.1.2-1 between step 1 and 2a the SMS-GMSC may need to contcact the MNP to derive the subscription network from the GPSI.
 
Then I propose to remove steps 8 and 9 and move step 6 after 7.
 
And I propose to rename DownlinkSMS with MtForwardSm (to align with MoForwardSm).
 
In addition, after step 6 the SMS-GMSC may need to contact the UDM (report sm delivery status).
 

Caixia:

Thanks for your reply, I propose to include an Editor’s NOTE to reflect the MNP interaction. As I may think a separate procedure to define the MNP related function is useful, and the procedure can refer to the separate procedure. Otherwise the procedure will be complicated as we have some alternatives in MNP related conclusion.

Please check draft v2 with the changes proposed:



	
	
	5417
	pCR 23.540  Rel-17 MT SMS Procedure definition
	Huawei
	Agreed to be incorporated
	

	
	
	5236
	pCR 23.540  Rel-17 MT SMS Service definition
	Huawei
	Revised to C4-215418
	Jesus:

From Ericsson, we have the following comments to this contribution:
Similar comment as for 5032:

· New service defined for UDM, while existing services could be used

· smsrouter_SMService_Get and Nipsmgw_SMService_Get operations providing SMSF instance Id, which is not appropriate for a GET operation

Caixai:

Based on the comments received from 5235, we only cover the MT without SMS-Router/IP-SM-GW in this meeting. We will consider the issue related to SMS-Router/IP-SM-GW service indicated by Jesus and provide contribution in next meeting.
And the new service of UDM, an Editor’s Note is added in 5235, I also remove the detail new service definition in draft v1 of this contribution, just keep it in the table. We can remove it if agree to reuse the UDM service finally. V1 in draft inbox;

Caixia:

Please find attached the draftv2, the main change is including the service of UDM to receive the delivery report status:



	
	
	5418
	pCR 23.540  Rel-17 MT SMS Service definition
	Huawei
	Agreed to be incorporated
	

	
	
	5513
	TS 23.540 0.2.0
	China Telecom
	Agreed as basis for future work
	Draft version by  Tuesday 19th October, 17:00 CET
Comments to be provided by Wednesday 20th October, 17:00 CET.
Final version by Thursday 21st October 17:00 CET on

	
	
	5512
	TR 29.829 1.2.0
	China Telecom
	Agreed as basis for future work
	Draft version by  Tuesday 19th October, 17:00 CET
Comments to be provided by Wednesday 20th October, 17:00 CET.
Final version by Thursday 21st October 17:00 CET on

	
	
	
	
	
	
	

	6.1.6
	Study on restoration of profiles related to UDR
	
	
	
	
	FS_ReP_UDR

	CC2
	
	5024
	pCR 29.821  Rel-17 Evaluation Updates and Conclusion
	Ericsson
	postponed
	Hiroshi:

May I ask how the following bullet added under clause 7.1.7 at previous meeting as part of evaluation for Sol#19 has been treated or considered in the conclusion?

-     A disadvantage of Sol#19 is that, to address roaming cases, this solution requires the UDM to setup and maintain in local non-volatile memory a dynamic list of "service consumers to be restored", e.g., AMFs/SMFs/SMSFs that have registered and NFs that have subscribed to data change notifications or event occurrence notifications. Sharing this list across UDM instances of a UDM set/group may require the use of a UDSF or other implementation-dependent replication technique

Jesus

Well, this is a disadvantage that can be perfectly be assumed, when we compare this approach against other alternatives.
As indicated in previous meetings, based on similar functionality in previous network architectures, a primary objective is to be able to notify the NFs in your own PLMN, while notifying NFs in other PLMNs may be achieved, with maybe a bit more complexity, but it may be de-prioritized by the operator
Ulrich:

I do not agree, neither with the evaluation, nor with the conclusion.
There is no substantial amount of signalling required for Sol#17 or Sol#18.

DNRF discovery is not more complex than any other NF discovery

The robustness requirements for DRNF are not different from robustness requirements for other (existing) NFs in alternative solutions
Varini:

From Samsung point of view, we prefer Sol#16 or #17. 
Unless in future we may want to re-use this NF for additional recovery related functionality, we feel a new NF for such a rare event may be overkill.

CC

Jesus: 

Ulrich: the solution 18 is not so bad as pointed out in this paper. Inform networkfunctions in other networks is a showstopper

Anders: Introducing a new network function makes it complicated we should have stateless network functions (solutions#18)

Hiroshi: Concerns about stateful network functions (solution#19)

Jesus: 

Anders prefers solution #19

CC

Ulrich: we cannot agree we need to look for a compromise solution.

Jesus: would have prefereed to get some more detailed comments specially the parts which are problematic 

Discussion before the next meeting

Hiroshi  will initiate  a CC to discuss the issue.



	
	
	5281
	pCR 29.821  Rel-17 Conclusion on Notification Path
	Nokia, Nokia Shanghai Bell
	postponed
	Jesus:

From Ericsson, we have the following comments to this contribution:

· The document clashes with C4-215024, since both propose different conclusions. From E///, we are not in favor of designing a solution that requires inter-PLMN signaling that must be carried out "just in case", to prepare for an unlikely event (typically, less than once a year) that might never happen.

Ulrich:

as said during the conf call: The solution does NOT REQUIRE that inter-PLMN signalling MUST be carried out. It is up to the consumer to decide whether or not to subscribe to Reset notifications. The service is offered by the home network but NFs (in the visited network) are free to decide whether or not to consume. Potential consumer NFs are in a better position than the UDM to decide

	
	
	5286
	discussion   Rel-17 Workplan for FS_ReP_UDR
	NTT DOCOMO
	Noted
	

	
	
	5514
	TR 29.821 1.1.0
	NTT DOCOMO
	withdrawn
	Draft version by  Tuesday 19th October, 17:00 CET
Comments to be provided by Wednesday 20th October, 17:00 CET.
Final version by Thursday 21st October 17:00 CET on

	6.1.7
	CT aspects of Integration of GBA into SBA
	
	
	
	1
	GBA_5G

	
	
	5227
	CR 29.562 0090 Rel-17 HSS GBA SBI Services Definition
	Ericsson
	Revised to C4-25465
	WI GBA_5G

CAT B

Ulrich:

Data model and OpenAPI definitions are missing.
We should not agree on  service definitions, data model, OpenAPI in separate CRs.

Jesus:

Yes, it's intentionally done like that, to progress step by step. For the next meeting in Nov., I will provide the rest of the content, so I was seeking feedback on the content provided so far (service definition).
 

Then, once (and if) we agree on the service definition, how we mark the CR (as agreed, or postponed), I don't really mind, since I will revise it anyway for next meeting.

 

So, please, if you have a view with regard to the proposed service definitions, I'd highly appreciate your input.

Caixia:

Thanks for the contribution, we are fine with the principle of this contribution, please consider the following comments:
 

1. 5.X.2.2.2       Retrieval of GBA User Security data

Defined as user security data, but the service operation and figure name indicates to retrieve the subscriber data, alignment is needed.

 

2.In Figure 5.X.2.3.2-1, 201 OK shall be changed to 200OK or 201 created.

 

3.Figure 5.X.2.4.2-1: Subscription to changes on of GBA subscriber data

The name shall reflect the unsubscribe.

 

4.In clause 5.X.2.5.2, The request contains the UE's identity (/{ueId}) which shall be one of IMSI, MSISDN, IMPI, IMPU. shall be removed as the notification is based on the callback URI.  And in the same clause: In the case of redirection, the GBA BSF shall return 3xx status code, which shall contain a Location header with an URI pointing to the endpoint of another GBA BSF instance capable of handling the notification request. Which is incorrect, the redirection is performed by HSS, not BSF.

Jesus:

Thanks for the comments. I agree with them, and I will revise the CR accordingly.
Jesus:

Please find v1 in draft inbox

During the revision, I realized that one of your comments might not be correct:

· 4.In clause 5.X.2.5.2, …  In the case of redirection, the GBA BSF shall return 3xx status code, which shall contain a Location header with an URI pointing to the endpoint of another GBA BSF instance capable of handling the notification request. Which is incorrect, the redirection is performed by HSS, not BSF.
I believe the original text is correct, since this is the scenario of a notification being sent from HSS to GBA-BSF, so the entity that sends the 3xx status code is the BGA-BSF, which re-direct the HSS towards another BSF instance, capable of handling the reception of the notification.

Please let me know if you agree with the above.

Caixia:

I am fine with this version.

And for the comment on 3xx redirection in notification, I agree with you, the redirect is performed in GBA-BSF after receiving the notification from HSS, and I withdraw my comment


	
	
	5465
	CR 29.562 0090 Rel-17 HSS GBA SBI Services Definition
	Ericsson
	agreed
	WI GBA_5G

CAT B



	
	
	5330
	pCR 29.309  Rel-17 Description of reusable data types in OpenAPI
	Ericsson
	agreed to be incorporated
	

	
	
	5515
	TS 29.309 0.4.0
	Ericsson
	Agreed as basis for future work
	Draft version by  Tuesday 19th October, 17:00 CET
Comments to be provided by Wednesday 20th October, 17:00 CET.
Final version by Thursday 21st October 17:00 CET on

	6.1.8
	Enhancement of Network Slicing Phase 2
	
	
	
	
	eNS_Ph2

	
	
	5112
	LS in   Rel-17 LS Reply on Clarifications to the operation of network slice status reporting
	SA2
	Noted
	S2-2106836

To: CT3

CC: CT4

Contact Huawei

eNS_Ph2

SA2 thanks CT3 for their LS on Clarifications to the operation of network slice status reporting. SA2 has the attached CR to clarify the question mentioned in the LS:

Proposed  treatment

For information to CT4, CT4 can note

postponed to 6.1.8

	
	
	5113
	LS in   Rel-17 Reply LS on NSAC service and service operation
	SA2
	noted
	S2-2106838

To: CT4

CC: 

contact ZTE

eNS_PH2

SA2 thanks CT4 LS on NSAC service and service operation. SA2 has agreed TS23.501 CR#xxx and TS23.502 CR#xxx to update the name of service operation provided in NSACF. See the attachments

Regarding the questions from CT4, SA2 has the following answers:

Q1: Whether the two separate services can be merged into one?

SA2 answer: Yes. These two separated services have been merged into one Nnsacf_NSAC service. .
Q2: Would SA2 choose better service names than existing names?

SA2 answer: Yes. See the attachment.
Q3: What does EAC exactly indicate, Early Admission Control or Early Availability Check?

SA2 Answer: EAC means Early Admission Control. SA2 has agreed 23.502CR#2970 to correct the sentence.
ACTION: 
3GPP TSG SA WG2 kindly asks CT4 to take the answers to questions into account.

Proposed treatment:

CT4 to align their specs. CRs in:

postponed  to 6.1.8.

Zhijun:I 

propose we note this LS. Since we have alread aligned the service and service operations in last meeting. And no need to send reply LS to SA2.
Saurabh:

I agree this LS should be noted.
But we should also remember that we have sent one more LS (C4-214534) in the last meeting, where we wanted to merge SliceStatus and SliceEventExposure service. SA2 has not responded to the same.

One of the attached CR in the LS defines SliceStatus service in 235xx specs.  

Zhijun:

 Yes, for another LS (C4-214534), we will hanle it when we recive reply from SA2 in another task.


	CC2
	
	5022
	CR 29.531 0110 Rel-17 UDM indication to provide full set of subscribed S-NSSAIs
	Samsung
	Revised to C4-215439
	WI eNS_Ph2

CAT B

Saurabh:

Thanks for your CR. I agree with the concept of the CR.
Here are some comments:

General comment:

>>maybe we can improve the wording like "UDM indication to suppress NSSRG feature for all subscribed S-NSSAI for UE"

[Varini] I wanted to re-use the description as defined in 23.502 NSSF API definitions. I felt this will provide easy correlation. Let me know if you agree?
5.2.2.2.2: "Configured NSSAI, if included, shall be provided ignoring the NSSRG restrictions" 

>>It should be allowed NSSAI, right?

[Varini] It should be Configured NSSAI, as otherwise the UE can only be configured with a subset of subscribed slices, and cannot consume the ones that could not be configured, even if UE could have consumed them individually.

I think Allowed NSSAI should be calculated with NSSRG restrictions in mind, if supported by NSSF.

Saurabh >> IMO, It is not entirely true. UDM contains some configured DB for IMEI/TAC, so for those UE, all subscribed Slices should be given in AllowedSlice irrespective of NSSRG values. So it is applicable for both configured SNSSAI and allowed SNSSAI.
Saurabh Thank you for educating me. Varinis understanding is correct. 
In datamodel, new attribute definition should be:

>> - true: UDM Indication to suppress NSSRG is present

[Varini] Sure. I think I like this better. Caixia, are you ok with this?

Caixia:

Thanks for the contribution, please find the comments from my side:

Propose to have the same IE name in TS 29.531 (5022), TS 29.518 (5101), TS 29.503(5121) and change the description to:

When present, this IE shall contain the UDM indication to provide all subscribed S-NSSAIs for UEs not indicating support of subscription-based restrictions to simultaneous registration of network slices. This IE may be present and set to true if the ueSupNssrgInd is set to false.

This IE shall be set as follows:

- true: provide all subscribed S-NSSAIs

- false:not provide all subscribed S-NSSAIs

[Varini] Sure, I will update the highlighted part. For the 2nd part, Saurabh also provided a suggestion (in mail below) which I felt also works well. Let me know if you are ok with that description.

What’s the behavior in NSSF if both ueSupNssrgInd and udmSupNssrgInd are absent, I assume adsent of the IE does not means the false of the IEs to keep the back compatible of the legacy NFs.

Caixia:

For the indication meaning or description, I think we need to align with the definition in TS 29.503, TS 29.518 and TS 29.531. Otherwise, it will be difficult to understand the end to end procedure.
I am fine with the proposal from Saurabh, and I think other contributions to TS 29.518 and TS 29.503 shall also have the same definition, right?

Jones:

I have the same comments as Caixia’s.
The IE names and descriptions should be aligned among the CRs on TS 29.503, 29.518 and 29.531. I am also fine with the suggested description from Saurabh.

Varini:

I agree. I would prefer to re-use the description from 23.502. Chenxi has sent me an offline mail, let me work on this get back.
Saurabh:

In general, I agree that names should be aligned in UDM, AMF, and NSSF to avoid confusion.
Secondly, Please see my comment on “C4-215121” where I have some concerns on this concept and UDM impact due to this. I am not sure UDM will maintain a IMEI DB considering it is a stateless NF.

Varini:

Revision v1 is draft inbox

Saurabh:

Thanks for the update. Now it looks ok.
Small update: 

- true: UDM Indication to suppress NSSRG is present and set to TRUE.
- false: UDM Indication to suppress NSSRG is set to FALSE or not present 

Why I think it is required is, UDM can have a flag set to False in UDR. Then the same flag should be sent from AMF to NSSF. Without the above change,  it is bit confusing

Varini:

Sure, v2 is uploaded here:
Saurabh:

CR looks good to me. Thanks

Zhijun:

V2 also fine by me


	
	
	5439
	CR 29.531 0110 Rel-17 UDM indication to provide full set of subscribed S-NSSAIs
	Samsung
	agreed
	

	CC2
	
	5101
	CR 29.518 0607 Rel-17 Add full set of subscribed S-NSSAIs indication in UE Context
	CATT
	postponed
	WI eNS_Ph2

CAT B
Kimmo: eNS_ph2 should be eNS_Ph2

Saurabh:
In general, UDM subscription data is cached in AMF.  Then AMF performs subscribe/Notify to UDM so that AMF can keep the latest copy of the subscription data. This UDM subscription data is not forwarded from AMF1 to AMF2. Each AMF subscribe/Notify from UDM.
Chenxi:  This indication is not a UE's subscription data but a UE context. I think maybe you confused "S-NSSAIs in the subscription data" with "full set of subscribed S-NSSAIs indication". The latter was agreed to be added in the AMF's UE context which could be transfered between AMFs by using Namf_Communication_UEContextTransfer service operation, which you could find in S2-2106861.
Now coming to CR, keeping it in UEContext will be redundant information then it will be transferred to other AMF in context transfer. Then target AMF will have 2 values of the flag, one received from UDM, and one received from the previous AMF as a part of context transfer. 
Chenxi: There will be no redundance, the use mechnism of this indication is just the same as any other imformation included in the UE context. FYI, there are already some "indications" defined in the UE context in AMF such as LTE-M Indication,SNPN Onboarding indication,MICO Mode Indication, you can find them in TS 23.502 Table 5.2.2.2.2-1.
Therefore, I dont agree to keep UDM subscription-related flag in UE context. I know SA2 agrees on this concept, maybe we should send LS to SA2?
Chenxi: As I clarified above, I think this is quite clear and no need to send an LS~
Saurabh:

I know, previously some UDM related flag/data (received from UDM subscription) is already duplicated in UECcontext. But those may have some use cases during handover. (or previously no one has analyzed it)
Here, this data “fullSetOfSubscribedSnssaisInd” is received from UDM as a subscription flag, and AMF will cache it in UDM cached data. The flag fullSetOfSubscribedSnssaisInd is used to calculate allowed Slices with suppressing NSSRG feature. Therefore, there is no use case of this flag during handover. Once the handover is done to the new/target AMF, later on, when the new/target AMF may need to provide allowed slice or configure slice to UE, it can use this flag from UDM subscription data. So I really dont see why this flag is required in UEContext.

Secondly, UE context data side is growing, I don't think so SA2 has analyzed these aspects that if it is already available from UDM subscription data, then no need to add it again in UE Context. 

Secondly, even if we agree

Chenxi:

Thanks for the comments.
It seems you didn't finish your comments. I am not sure if I got your point, are you suggesting that SA2 has wrongly added this indication in the UE context on the AMF?

Frankly speaking, I don't think this would lead to any problem even if in the "redundancy" situation you mentioned during AMF handover. IMO, when the AMF handover happens, it is natural for the source AMF to transfer this indication to the target AMF to let it know that this UE need to be provided the full set of subscribed S-NSSAIs, this is an natural and efficient way to do. The "effient" here is comparing to the procedure that the target AMF asks the UDM for this information since the source AMF in anyhow has to transfer the UEcontext to the target AMF during the handover, so what is the harm for transferring this indication?

BTW, there are lots of IEs currently defined in the UE context are also in the UE subscription data. after all these releases, there is no problems found in the industry. If this needs to be reverted, it will be a huge work and would cause backward incompatable issues. I really don't think this is a good way.

As stated above, I really don't think this is a problem, maybe you can further check this mechanism with your SA2 colleague.

Saurabh:

I have already checked with my SA2 colleague, they don't have any strong opinion on the same. It is more of a stage 3 concern.
Secondly, I am not asking to remove existing parameters from UEContext. But what I am asking is, we should have a good justification before adding anything new in the UEContext, considering the UEContext size is growing unnecessary. 

Target AMF has to download the UDM data and we can not avoid this step. Due to this, target AMF will definitely get the flag again from UDM. So why adding the same flag in UEContext.

We should get more voices on the same. I am happy to discuss this issue in the conf call. Peter@ Please add this CR to today’s discussion list
Chenxi: 

Sure we can discuss it in the CC, more voices are needed and welcome
Caixia:

In coversheet, This CR introduce backward compatible corrections to the OpenAPI specification files for Namf_Communication API. As it is category B CR, the “corrections” shall be changed to “new features”.
 

The indication shall be defined in MmContext as it is defined under For each access type level context within the UE access and mobility context in stage2.

 

Propose to define the same IE name in TS 29.531 (5022), TS 29.518 (5101), TS 29.503(5121).

 

We need to remove the absent in IE definition and default: false in OpenAPI, otherwise how to ensure the backward compatibility in the legacy AMF
Chenxi:

Thanks for the comment. Your comments will be captured in the next revision.
Regarding the name alignment issue, I will discuss it with Varini and Zhijun to find a way forward.

Varini:

I agree with Saurabh, we do not see a need of this parameter in the UE context.
We don’t see use of this flag during handover.  It would be needed if Target-AMF needs to drop some PDU sessions based on this indication. However, this parameter is an indication to calculate “Configured NSSAI”. You cannot, still, allow simultaneous PDU sessions on S-NSSAIs which are not part of same NSSRG (allowed-NSSAI will still contain compatible NSSAIs).

Thus, when you handover, there are no multiple PDU sessions belonging to S-NSSAIs which are not part of same NSSRG. Hence, there is no need for Target-AMF to drop some sessions based on this indication.

separater discussion on iE name alignment for 5022, 5101 and 5121 on CT4 exploder

CC

Saurabh: 

Varini:  

Zhijun: should we s end LS to SA2 to clarify ..

Chenxi: 

Zhijun:

Saurabh.

WE should send an LS to SA2 toclarify…

Saurabh  will draft an LS.



	CC4
	
	5346
	LS out LS on Clarifcation  of parameter in UE context  transfer  for supporting NSSRG.
	Nokia( Saurabh)
	Revised to C4-215492
	To SA2.

Saurabh:

I have uploaded the draft version of the LS into the Inbox Draft, please check it.

Varini:

The draft is fine by me

Saurabh:

The final version of the LS is uploaded in the INBOX

CC

Bruno: the LS is very general does not reflect the details of our discussion
We should enhance regarding interpretation  of the table

Zhijun: agree to add the question.

Saurabh:

As we discussed in the CC, Bruno provided valuable updates in the LS.

Here is the draft LS attached with the email

Zhijun:

The new question is fine by me
Varini:

Fine by me too

Saurabh:

the final LS uploaded to INBOX



	
	
	5492
	LS out LS on Clarifcation  of parameter in UE context  transfer  for supporting NSSRG.
	Nokia( Saurabh)
	approved
	To SA2.

	
	
	5115
	pCR 29.536  Rel-17 EAC Notification Callback URI for NumOfUEsUpdate
	ZTE
	Revised to C4-215382
	Saurabh:

I agree with the CR content.
However, this CR is clashing with Nokia CR  C4-215200. Do you mind merging Nokia CR C4-215200 into your CR.

Zhijun:

Sure, happy to merge Nokia C4-215200 into C4-215115. Will do it in revision

Caixia:

As the AMF may change the URI in later interactions, how to support the removal of the URI if the AMF does not want to explicitly provide the URI?

 And this contribution clash with 5200.

Zhijun:

Thanks for the comments. 5200 will be merged into 5115, agreed by Saurabh.
I think there are two ways to provide the notification URI: (a) configure it in the AMF profile in NRF (b) the AMF provides it during interaction to NSACF. 
The the AMF doesn't want to explicitly provide the notificaiton URI, it can configure such URI in the NRF.
If the AMF already provides the notification URI, it means the AMF wants to overwrite the default configuration in the NRF. In this case, what's the purpose for the AMF to later remove the provided notificaiton URI? I only see the potential need for the AMF to update the notificaiton URI, e.g. due to shift internal instance to handle the sessions which potential results notification URI changes.
Caixia:

It depends on the operator’s policy, as you indicated there will be two ways to provide the notification URI, AMF can choose (a) or (b), and AMF can also update the notification URI in (b), why the AMF can not remove the notification URI in (b)? I think we need to also support the removal of the notification URI, and come back to (a) solution.

Zhijun:

If there is really a need for remove the already provisioned notificaiton URI. Then, I think the only way is to let the AMF to set an empty string for the notification URI. Then it will trigger the NSACF to verify the notification URI configured in the NRF.
Caixia:

, I am fine with the proposal

Saurabh:

I am fine to merge Nokia CR c4-215200 to 5115.

BTW, there is no NRF based mechanism agreed in SA2, right ? So we have only AMF updating URI via signalling to NSACF.

Jones:

When notification URI is provided by AMF to NSACF,  I think the AMF SHALL also provide the AMF Instance ID then the NSACF could correlate the notification URI to this specific AMF. Do you agree?

Zhijun:

Fully agree with your comments. I will add clarification on this in the revision

Zhijun:

Please find the v1 revision, taking into account of your comments. Nokia, Nokia Shanghai Bell is added as co-source company

	
	
	5382
	pCR 29.536  Rel-17 EAC Notification Callback URI for NumOfUEsUpdate
	ZTE, Nokia, Nokia Shanghai Bell
	Agreed to be incorporated 
	

	
	
	5116
	pCR 29.536  Rel-17 Per Access Counting of PDU Sessions
	ZTE
	Agreed to be incorporated 
	Saurabh:

I agree with the concept of CR content.
However, just a small question for my understanding, when "EXCEED_MAX_PDU_NUM" error will be sent by NSACF.

In some other CR, we have made accessType a mandatory input.

Zhijun:

Please find my clarification:
Yes, from the AMF/SMF point of view, the access type is required to be sent to the NSACF, as per stage 2 describe. But from the NSACF point of view, the operator MAY or MAY NOT configure per slice admission control in the NSACF. If per slice admission control is not configured in the NSACF, the "EXCEED_MAX_PDU_NUM" will be returned if the number of PDU session reaches the threshold. Otherwise, the NSACF will perform per access check, and possibly return "EXCEED_MAX_PDU_NUM_3GPP" / "EXCEED_MAX_PDU_NUM_N3GPP

Saurabh:

I understand now, I assume you mean, accesType check may or maynot be configured in the NSACF. 
Then I agree with you. Thanks, no further comment

Jones:

Just a question for clarification, for per access type counter of UEs and PDU sessions, are they share the same configuration or not?

Zhijun:

I think SA2 doesn't mention this, so the normally thinking is the threshold configured for couting UEs is not the threshold configured for counting PDU sessions.

In last SA plenary, SA2 only removed the text which say that operator may configure separate threshold for EPS and 5GS. 



	
	
	5117
	pCR 29.536  Rel-17 Overview Introduction for EPS interworking
	ZTE
	Revised to C4-215384
	Caixia:

Thanks for the contribution, I cannot find clause 5.15.11.14 in 3GPP TS 23.501, could you please double check?

The SMF+PGW-C shall continue the PDN Connection Establishment procedure only when the requests to the NumOfUEsUpdate and NumOfPDUsUpdate are both successful. This is covered in stage2 specification, it is not related to NSACF API specification, propose to remove the text.

Zhijun:

Thanks for the comments. I will check the refered clause later and update it in revisions. Your other comments are accepted

Varini:

I have one minor comment:
I think second change should read “When the UE connects to EPS and EPS counting is required for both UeAC and PduAC”?

Zhijun:

I think although SA2 doesn't clearly say that EPS counting should be performed for both UeAC and PduAC, but it should be like that. Will take it in the revision.
Saurabh:

As per S2-2106841 (also in 23501)
If the maximum number of UEs and/or the maximum number of PDU sessions is reached, the SMF+PGW-C rejects the PDN connection. In case the maximum number of UEs/PDU Sessions is separate for 5GC and EPC, based on operator’s policy and the received response from the NSACF, the SMF+PGW-C may include information in PCO IE indicating the S-NSSAI subjected to NSAC may be available in 5GC.

So EPC counting is applicable for UE and/or PDU.

Varini:

I agree. My comment was specific to following text in the CR. I wanted to improve the sentence as this text is specific to scenario when both UeAC and PduAC are applicable. 

When the UE connects to EPS and EPS counting is required, the combined SMF+PGW-C shall invoke the NumOfUEsUpdate and NumOfPDUsUpdate service operations in sequence. If the NumOfUEsUpdate returns failure, the combined SMF+PGW-C shall not continue invoking the NumOfPDUsUpdate. The SMF+PGW-C shall continue the PDN Connection Establishment procedure only when the requests to the NumOfUEsUpdate and NumOfPDUsUpdate are both successful.
Zhijun:

Please find the v1 revision, taking to account of your comments.

Varini:

This revision is fine by me.
Kundan:

Sorry for the late comment. I have comment on the green part below. EPS counting is required for the S-NSSAI is the correct wording because EPS counting is for a slice not applicable individually to no. of PDU session and no of UE counting. This CR is missing the case when the UE counting is ok but PDU session counting fails. In this case the PGW-C does not continue and sends a request to decrease the no. of UE count.
When the UE connects to EPS and EPS counting is required for both counting of UEs and counting of PDU sessions, the combined SMF+PGW-C shall invoke the NumOfUEsUpdate and NumOfPDUsUpdate service operations in sequence. If the NumOfUEsUpdate returns failure, the combined SMF+PGW-C shall not continue invoking the NumOfPDUsUpdate.

Suggested wording:

When the UE connects to EPS and EPS counting is required for the S-NSSAI, the combined SMF+PGW-C shall invoke the NumOfUEsUpdate and NumOfPDUsUpdate service operations in sequence. If the NumOfUEsUpdate returns failure, the combined SMF+PGW-C shall not continue invoking the NumOfPDUsUpdate. If the NumofPDUsUpate returns failure then the SMF+PGW-C invokes NumofUEUpdate to decrease the UE count.
Kundan:

Just want to make it more clear. The proposed wording implies the EPS counting individually requires for no. of UE and no. of PDU sessions. EPS count is applicable for the slice and when EPS counting is applicable for the slice, then the PGW-C+SMF needs to perform both operation successfully in order to proceed the PDN connection procedure.
EPS counting is required for both counting of UEs and counting of PDU sessions
Zhijun:

I am fine to change it to "When the UE connects to EPS and EPS counting is required for the S-NSSAI". The original "... for both counting of UEs and counting of PDU sessions" is based on Varini's comment about the NSAC switch for UEs and NSAC switch for PDUs may be separately set. But agree that we don't need to explicitly say this, thus "EPS couting is required for the S-NSSAI" is better.

To your last change, I made slight update to use normal specification language, as "If the NumOfPDUsUpate returns failure then the combined SMF+PGW-C shall invoke the NumOfUEUpdate to decrease the UE count."
V2 in draft-inbox

Kundan:

V2 looks good to me
Varini:

Since more than one delegate said my suggestion is causing confusion, I am fine to withdraw my comment 
I am fine with v2.

Zhijun:

Thanks for confirming the v2 version, which is now in the formal C4-215384

	
	
	5384
	pCR 29.536  Rel-17 Overview Introduction for EPS interworking
	ZTE
	Revised to C4-215470
	

	
	
	5470
	pCR 29.536  Rel-17 Overview Introduction for EPS interworking
	ZTE, NEC
	Agreed to be incorporated
	

	
	
	5118
	pCR 29.536  Rel-17 Updates to NumOfUEsUpdate for EPS interworking
	ZTE
	Revised to C4-215383
	Saurabh:

I agree with the concept of the CR.

Some comments:

smfId description contains "Indicates the SMF Instance ID of a combined SMF+PGW-C, if the request is sent by a combined SMF+PGW-C from EPS, in the case of EPS interworking"

>> Does it mean, only SMF (only 5G) will not send this SMF Id to NSACF? 

Zhijun:

Please lel me clarify the procedure:
- In EPS interworking case and if UE is in EPS, it is the SMF of a combined SMF+PGW-C (in EPS) invokes the NumOfUEsUpdate;

- In EPS interworking case when UE moves to 5GS, it is the AMF (in 5G) invokes the NumOfUEsUpdate. (The combined SMF+PGW-C (in EPS side) may decrease UE number before UE moves to 5GS)

- In EPS interworking case when UE moves to 5GS, the SMF side (of a combined SMF+PGW-C) only invokes NumOfPDUsUpdate if needed.

Why the combined SMF+PGW-C invokes NumOfUEsUpdate, is because we cannot make the MME to do so (it is because the combined SMF+PGW-C is already enhanced and people don't expect enhancement to MME).

Caixia:

As you indicated, this contribution clash with 5310, we need to consider to merge the pCRs.

Zhijunj:

Sure, if NEC agrees so, I would be happy to add NEC as co-sign company.

Jones:

The clause title still saying “5.2.2.2.2        AMF initiated network slice admission control for UEs”. As now SMF+PGW-C is also performing the admission control of UEs, we should update the title.
I suggest we make it more generic by removing the AMF initiated.

Zhijun:

Thanks for the comments. You suggestion is accepted.

Varini:

Just a quick question for clarification:
Why don’t we change the existing IE name to “nfID”. It can simply be AMF ID or SMF ID?
As indicated in the thread for 5119, currently Stage-2 has not agreed whether NSACF needs to know if request is coming from EPC or 5GC.

Zhijun:

I did considered that change "amfId" to "nfId". But later I think it is not a good idea to do so. 

SA2 clearly described that the combined SMF+PGW-C will invoke the NumOfUEsUpdate. Even if EPS couting is not required, the NSACF still needs to know whether it is an AMF or SMF. Because, if it is an AMF, the slice admission control MUST be performed by the NSACF.

If you change "amfId" to ''nfId", it will need another indication to tell the NF type. So, I think the simple way is to keep "amfId" and introduce "smfId".

Varini:

I am not sure if NSACF needs to know whether the request is coming from SMF or AMF. If Counting is required in 5GC, it will be configured in AMF. If counting is required in EPS, it will be configured in PGW-C+SMF. In both cases, NSACF just performs slice admission control irrespective of RAT-Type of the UE. 
I do not think there is any requirement defined in SA2 to perform the counting in NSACF based on RAT-Type of the UE?

Zhijun:

As I explained in the email thread to C4-215119. An operator may put the switch in the combined SMF+PGW-C to control the SMF/PGW not sending NSAC request, but may put the switch in the NSACF to simplify the configuration in each combined SMF/PGW-C. I think SA2 doesn't say which way will be taken by an operator. Suppose it is the later case, the NSACF need to know whether the request is from 5GS or from EPS. Counting MUST be performed if the request is from 5GS, while may not be performed if request is from EPS.  

And, I think it is no harm to the NSACF to get the AMF ID / SMF ID, right? In addition, the NSACF may check the parameters before actions, for example if the SMF provides EAC notification callback URI, the NSACF may return an error to the SMF.

If you think we need wait more progress in SA2, I can just remove the change to the OpenAPI and just keep the change in the procedure description, so that later we can simply modify it without change the OpenAPI. How do you think?

Saurabh:

I agree with Zhijun. We need to differentiate AMF or SMF. SMF-based UE counting will be required only for EPC.
So either we have to include a new SMF Id or a new NFtype.

But Zhijun, we have added SMF+PGW-C fqdn as well, which can also be used to differentiate EPC counting?

Zhijun:

The PGW-C FQDN is used in NumOfPDUsUpdate to differentiate the request from 5GS or from EPS.

For NumOfUEsUpdate, since there is already AMF Instance ID there, a new SMF Instance ID is sufficient to differentiate the request from 5GS or from EPS.

Using NF type indication is another way, but it will together change the existing amfId. So the simple way is to just add one smfId.

Varini:

IMHO, the SA2 text clearly indicates that the PGW-C + SMF will need to be configured to trigger UeAC only when it is needed for EPC (23.501, 5.15.11.5):
To support the NSAC for maximum number of UEs and/or for maximum number of PDU Sessions per network slice in EPC, the SMF+PGW-C is configured with the information indicating which network slice is subject to NSAC.
…
…o

If EPS counting is not required for a network slice, the Network Slice Admission Control for maximum number of UEs and/or for maximum number of PDU Sessions per network slice is performed when the UE moves from EPC to 5GC, i.e. when the UE performs mobility Registration procedure from EPC to 5GC (Network Slice Admission Control for maximum number of UEs per network slice) and/or when the PDN connections are handed over from EPC to 5GC (Network Slice Admission Control for maximum number of PDU Sessions per network slice). The SMF+PGW-C is configured with the information indicating the network slice is subject to NSAC only in 5GS.
Currently NSACF does not need to know the RAT-Type of the UE.

I am however ok to include this for performance management purpose. IMO, it will be good to use a new, optional RAT-Type variable and indicate that this is used for performance management. The existing parameter should be changed to nfID and made mandatory.

Zhijun:

RAT type may not be the right way. Even the enhanced eNB can access 5GS, and the NR may also access the EPS. I think the need is to know whether the request comes from EPS or 5GS.

And in addition, if you want to bind the counting of UEs and counting of PDUs at one request, the NSACF needs to know whether the request is from a combine SMF+PGW-C from EPS.

I think adding smfId may be the simplest solution, which may also give the operator the possiblity to monitoring the NF status and perform statistics at per NF level. Providing the SMF instance id may also give the operator the possiblity to do trouble shoot, for example, a mistakenly configured AMF/SMF or a hijacked AMF/SMF may request massive NSAC procedures at very shot period.

Varini:

Sorry, I think I confused you with the term “RAT-Type”. I think we can call the variable something else, but we just need to indicate to NSACF whether the request is coming from EPS or 5GS, so that it can do specific statistics collection.
We do not think a PGW+SMF-C should trigger a request for counting in EPS if it is not supposed to. A) This not only is not required by SA2, B) it means unnecessary signalling to check AC result when NSACF is simply going to ignore and C) it causes unnecessary delay in setting up PDU session in EPS when no such check is required actually.

Zhijun:

 If you don't like adding the individual smfId. Let's try another compromise way: change the "amfId" to "nfId", and add optional attribute "nfType".
It will give us more flexibility for future purpose: (a) the NSACF uses the "nfType" to determine the request from EPS or 5GS, for additional check if EPS couting is required or not required, (b) potentially used to determine the request is from EPS and thus perform counting UEs and count PDUs at one request, (c) allow the NSACF to detect that the SMF+PGW-C is wrongly configured to perform NSAC if EPS counting is not required, (d) can be used by operators for purpose of NF status monitoring, performance measurement, trouble shot, etc. 

I think it is no harm for us to add the optional "nfType". How do you think?

Varini:

Thanks. I am fine with adding nfType as optional parameter. I would kindly request to add minimal description of this parameter, saying, e.g. 
“this parameter could be used for, e.g. statistics purpose”. 

We do not prefer to specifically mention that this could be used for performing admission control based on wheter EPS counting is configured in NSACF or not.

Please note, I believe the NF-consumer’s NF-Type is a mandatory HTTP header as part of user-agent field as per 29.500, however, I am not sure if this changes with SCP in between. Hence, it should be ok to add the IE in the data-model.

Saurabh

As per 23501
The SMF+PGW-C provides the Access Type to the NSACF when triggering a request to increase or decrease the number of UEs and/or the number of PDU Sessions for an S-NSSAI. 

NOTE 2: The SMF+PGW-C determines the Access Type based on the RAT type parameter in the PMIP or GTP message received from the ePDG; or alternatively it can internally determine the Access Type based on the source node (e.g. SGW) sending the request for the PDN Connection establishment.
So IMO, AccessType based counting is applicable for EPC access too ?

Varini

Yes, AccessType is applicable, but it only means whether it is 3GPP or Non-3GPP access. This is already present in our APIs.
EPC determines access-type from PMIP/GTP message received from ePDG.

Zhijun:

Please find the v1 revision, with the following main changes:
- change amfId to nfId (i.e. AMF Instance ID, or SMF Instance ID of a combined SMF+PGW-C);

- add optional nfType, identifying the type of requesting NF (i.e. AMF orSMF). This info may be used by the NSACF for e.g. statistics purpose. 

Caixia:

Thank you for the revision and taking our suggestions on-board.
I have just one additional comment, I think we can make nfID a mandatory field now as specified by Stage-2 (as discussed in thread for C4-215143).

Varini:

Thank you for the revision and taking our suggestions on-board.
 

I have just one additional comment, I think we can make nfID a mandatory field now as specified by Stage-2 (as discussed in thread for C4-215143).

Zhijun:

Thanks for the Sure to make nfID as mandatory. It is reflected in v2 now. 

I will take care of moving any M rows to the top during generating the new TS.

Varini:

The draft is fine by me.

	
	
	5383
	pCR 29.536  Rel-17 Updates to NumOfUEsUpdate for EPS interworking
	ZTE
	agreed to be incorporated
	

	
	
	5119
	pCR 29.536  Rel-17 Updates to NumOfPDUsUpdate for EPS interworking
	ZTE
	Revised to C4-215385
	Saurabh:

I agree with the concept of the CR.
Some comments:

· As per SA2, "-     The EPS counting may or may not be required. If the EPS counting is not required, the NSACF may accept the NSAC check even if the number of UEs/PDUs reaches the configured maximum number, based on operator’s policy; (see S2-210661)"
>> Dont you think, our step 2a description should also be aligned accordingly. Currently, there is no description of what if EPC counting is disabled.

Another thought is, why SMF+PGW-C even should contact NSACF if EPC counting is disabled. It is a network-level decision, so optimization should happen at the source (SMF) rather than still updating to NSACF for all EPC-related traffic.

· section 5.2.2.4.2

the newly added text says "-        the PGW-C FQDN, if the request is sent by a combined SMF+PGW-C in EPS." 
>> IMO, it should be changed to: the PGW-C FQDN,  if the request is sent by combine SMF+PGW-C for PDN connection 

· Header section says

In addition, the SMF Instance ID and PGW FQDN can also be used by the NSACF to perform more monitoring and statistics, e.g. to monitoring per slice accessing number for each network function / network node, to adjust the network resources for certain network slice, etc. 
>> I am not sure what is the use case here. IMO, if EPC count is disabled, then there is no requirement at NSACF to keep a note which all SMF are using the slice, right?

Zhijun:

1) What SA2 states "If EPS counting is not required, the NSACF may ..." is not quite clear. Sure, the operator may just limit the combined SMF+PGW-C not perform NSAC procedure. But another possibility is the operator may not place switch in each combined SMF+PGW-C but just simply controls the switch in the NSACF. We should allow such configuration, so that the procedure will always work.
2) About the potential usage of the SMF Instance ID / PGW-C FQDN, I should say operators normally have kinds of monitoring / statistics / performance measurement requirement, and lof of them are not specified in our specification. But we still provide the necessary information over interfaces to support these potential requirements. For example, in CUPS, the CP provides a couple of information (e.g. kinds of UE ID, APN/DNN, RAT Type, etc.)

What I wrote in the introduction part is not say such monitoring / statistics MUST be supported, but just give an example that these information can be used for other purposes, not only for EPS interworking. 

3) Your comments to improve the description is fine. And I would like to slight update it: “the PGW-C FQDN,  if the request is sent by combine SMF+PGW-C for PDN connection, in EPS interworking case"
Saurabh:

It is clear now. No more comments from my side.

Varini:

· I think SA2 CR S2-2106661 was dropped in SA Plenary? I see it is being revised to S2-2107456 in next SA2 meeting. I think we should wait for next meeting to decide whether NSACF needs to know if the request is from EPC.
· I agree with Saurabh’s comment that if EPC counting is not required, EPC won’t be configured to send a request to NSACF.

Caixia:

Actually, I do not see the requirement from stage2 in the SMF Id, but I agree some information is needed, otherwise NSACF does not know the message is coming from EPC or 5GC.

The alternative solution can be include an indication/enum to notify the request from EPC or 5GC.

Zhijun:

Thanks for the comments. I do considered that an indication of EPS/5GS is also possible. Then I also considered provide the SMF Instance ID / PGW-C FQDN can give more information to the operator, e.g. for monitoring which NF consumes too much PDU sessions, perform per NF statistics, etc. Such kind of requirements always exist, sometime we explicitly support it and sometime we implicitly support it.
So, from my consideration, using SMF Instance ID / PGW-C FQDN is better.

Jones:

have the same view as Saurabh and Varini. Maybe it is better to wait for SA2 concerete input first.
Some more comments on the content:

1/ OpenAPI: 

        pgwFqdn:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Fqdn'

FQDN defined in 29.510

2/ similar comments as to 5118, it is better to remove the „SMF initiated“ to make the clause name more generic:

5.2.2.4.2                     SMF initiated network slice admission control for PDU sessions

Zhijun: 

I will further check the current SA2 status. Let's keep it OPEN for now.
Other comments are accepted. Thanks!

Zhijun:

Please find the v1 revision, with the following changes:
- change smfId to nfId, to align with another PCR;

- correct error in OpenAPI


	
	
	5385
	pCR 29.536  Rel-17 Updates to NumOfPDUsUpdate for EPS interworking
	ZTE
	Agreed to be incorporated
	

	
	
	5120
	pCR 29.536  Rel-17 Corrections on 3xx Response
	ZTE
	Revised to C4-215386
	Caixia:

The procedure is related to PATCH method, new added text shall revised to change the POST to PATCH. And same as Figure 5.3.2.2.3-2, POST shall be changed to PUT.

In clause, 5.3.2.3.1, POST shall be changed to DELETE.

Zhijun:

Sorry for the mistake due to copy/paste. I will correct them in revision

Please find the v1 revision, fix the errors indicated.
Caixia:

I am fine with v1.

	
	
	5386
	pCR 29.536  Rel-17 Corrections on 3xx Response
	ZTE
	agreed to be incorporated
	

	
	
	5121
	CR 29.503 0726 Rel-17 Instruction to AMF to provide all subscribed S-NSSAIs to UE
	ZTE
	Revised to C4-215387
	WI eNS_Ph2

CAT B

Saurabh:

Some comments
· How UDM shall determine the list of UE (IMEI) where this provideAllSnssai2UE shall be set to true. IMO, do we feel it is feasible for UDM to keep a DB of IMEI considering UDM is stateless. ?

· provideAllSnssai2UE: IMO, a better name would be SuppNssrgProvideAllSnssaiInd

Varini:

If I can jump in here,
I think with this indication, there is no need for UDM to determine UE capabilities based on IMEI? UDM can simply send this indication to the nssrg-supporting-AMF, and AMF/NSSF can determine based on “this indication + the NSSRG support indication provided by UE during registration”, how to calculate configured NSSAI?

Additionally, my reading of SA2 text is that it should UDM’s implementation decision as to how to determines UE’s capabilities. It could be either by querying an EIR, or a local database. Since UDM gets PEI of the UE during Nudm_UECM, it can very well make that determination?

Caixia:

S2-2106861 just updates the AMF context and AMF service, it is not related to the UDM service.

I am fine to handle the contribution in this meeting, please consider to clarify the condition to set the flag, it is not clear now.

And I propose to remove the absent in IE definition or default: false in OpenAPI as it may cause the backward incompatibility in legacy UDM.

Also, propose to have the same IE name in TS 29.531 (5022), TS 29.518 (5101), TS 29.503(5121).

Zhijun:

Let's use this thread for discussing the attribute name. 
From 23.501 / S2-2106857, it says: 

The UDM may, based on configuration or the optional PEI records, indicate the AMF to provide the non-supporting UEs with the full set of subscribed S-NSSAIs even if they do not share a common NSSRG. The UDM instructs the supporting AMFs of a PLMN to do so by indicating that the UE can be given a Configured NSSAI with all the S-NSSAIs in the subscription information.If thisindicationis receivedfrom the UDMby the AMF, this is included in the UE context. 
So, I would agree with Varini, the UDM is just set an indication in the UE subscription (I think it should the indication is set in the UDR as part of UE subscription). How can the UDM/UDR set this the operational things. Then the AMF uses two indication: (a) indication from the UDM, (b) UE indication of NSSRG support, to determine whether to provide all subscribed S-NSSAIs to the UE.

Saurabh >> It is not a subscription attribute that will be configured by an operator in UDR. the ask is, UDM should have some means to derive if UE registers in the PLMN-x should be given the flexibility and give all the subscribed slices by not respecting the slice compatibility or NSSRG values. This flexibility will be given in some PLMN (mostly home) or some set of UEs identified by TAC.
Therefore, we have 2 requirements at UDM

· If AMF is not supporting NSSRG feature, and this SuppressNSSRGIndication is set in UDM configuration (not in UDR subscription), then UDM still provides all subscribe Slice to AMF by not respecting the NSSRG values in the UDR/Slice. Please note, only subscribed slices will be given to AMF, without NSSRG indication or SuppressNSSRGIndication indication.

· If AMF supports NSSRG feature (feature bit) then UDM provides Subscribed Slice, NSSRG indication in slices, and new SuppressNSSRGIndication (if available in UDM configuration)

AMF side:

· If AMF does not support the NSSRG feature, then whatever is given by UDM, will be sent to UE.

· If AMF supports the NSSRG feature, then AMF shall process accordingly. if SuppressNSSRGIndication is present, then it shall give all subscribed slices to UE based on local configuration or by the response from NSSF (not respecting the NSSRG compatibility check)

· If UE does not support NSSRG feature, then still AMF provides compatible slices based on NSSRG value available in the subscription (considering SuppressNSSRGIndication set to False).Here NSSRG indication is not given to UE along with the slice

I am ok to use SuppressNssrgInd or provideAllSnnsaisSupressNssrg.
The text "... to provide the non-supporting UEs with the full set of subscribed S-NSSAIs even if they do not share a common NSSRG" is a bit confusing. Does the AMF (a) provide all subscribed S-NSSAI to a UE not supporting NSSRG, or (b) provide all subscribed S-NSSAI to a UE supporting NSSRG but not share a common NSSRG, or (a)+(b) ? It looks to me (a)+(b).

If a+b is the correct understanding, using "supress NSSRG" might a good way. Then, we might use "provideAllSnnsaisSupressNssrg" something like that.

Zhijun:

Please find the v1 revision, with the following main changes:
- change UDM indication to "suppressNssrgInd"

- correct the attribute description, using the description we discussed.



	
	
	5387
	CR 29.503 0726 Rel-17 Instruction to AMF to provide all subscribed S-NSSAIs to UE
	ZTE
	Revised to C4-215471
	WI eNS_Ph2

CAT B

Zhijun:

Just found there is some error in the table 6.1.6.2.2, one char "p" is missing from the "suppressNssrgInd".  Thanks @Caixia
I wait for any further comments and will revise it later



	
	
	5471
	CR 29.503 0726 Rel-17 Instruction to AMF to provide all subscribed S-NSSAIs to UE
	ZTE
	agreed
	WI eNS_Ph2

CAT B



	
	
	5141
	discussion   Rel-17 Work Plan for eNS_Ph2 in CT4#106e
	ZTE / Hannah
	noted
	

	
	
	5142
	pCR 29.536  Rel-17 Change Access Type to Mandatory Input in NumOfUEsUpdate
	ZTE / Hannah
	Revised to C4-215388
	Jones:

Access type is mandatory as proposed in this CR. When EPS interworking, which access type shall be indicated by SMF+PGW-C?
Hannah:

As agreed in S2-2106847, in TS 23.501 subclause 5.15.11.5, it specifies that
"The SMF+PGW-C provides the Access Type to the NSACF when triggering a request to increase or decrease the number of UEs and/or the number of PDU Sessions for an S-NSSAI.
NOTE 1:   The SMF+PGW-C determines the AccessType based on the RAT type parameter in the PMIP or GTP message received from the ePDG; or alternatively it can internally determine the Access Type based on the source node (e.g. SGW) sending the request for the PDN Connection establishment."
Hope this clarifies your concerns.

Jones:

Thanks for the clarification.
I suggest we could clarify this in the CR with a table note.

Hannah:

I add one clarification NOTE in the table, please check the rev1

The only change is that one table NOTE is added as follows:

"NOTE:  If the NF consumer is SMF+PGW-C, the SMF+PGW-C determines the Access Type based on the RAT type parameter in the PMIP or GTP message received from the ePDG; or alternatively it can internally determine the Access Type based on the source node (e.g. SGW) sending the request for the PDN Connection establishment."


	
	
	5388
	pCR 29.536  Rel-17 Change Access Type to Mandatory Input in NumOfUEsUpdate
	ZTE / Hannah
	Agreed to be incorporated
	

	
	
	5143
	pCR 29.536  Rel-17 Clarification on NSACF behavior in NumOfUEsUpdate
	ZTE / Hannah
	Revised to C4-215389
	5201 is merged into this one (Nokia)

Caixia:

It is better to make the changes in the existing texts, otherwise will be difficult for us to check the updates to the existing function.

In the following bullet: if the UE ID is already recorded in the UE registration list but the requester NF is not recorded in the UE registration list, the NSACF shall create a new entry for the UE registration associated with the requester NF and shall also maintain the existing UE registration entries, I assume the total number of UEs registered to the slice will not be increased, may be clear text to define this is needed.

Clash with 5201.

Hannah:

I'll add one sentence in the revision to clearly state that the total number of UEs registered to this slice is not updated in such scenario.

Jones:

For the following description:
-           if the update flag is set to "decrease" and if the UE is recorded in the UE registration list, the NSACF decreases the total number of UEs registered to this slice, and removes the indicated UEs from the UE registration list stored in the NSACF. If there are two or more UE registration entries associated with the UE ID, the NSACF shall only remove the entry associated with the requester NF.
I think it is not correct. I understood that the NSACF shall reduce the total number of UEs for the slice only if all UE ID records are removed from the UE registration list. Maybe we could reword it for example:

-           if the update flag is set to "decrease" and if the UE is recorded in the UE registration list, the NSACF shall remove the indicated UEs from the UE registration list stored in the NSACF. If there are two or more UE registration entries associated with the UE ID, the NSACF shall only remove the entry associated with the requester NF. After removal, if a UE is no logner recoreded in the UE registration list, the NSACF shall decrease the total number of UEs registered to this slice.
Hannah:

. I'll take it on board in the revision, to make the statement more accurate and clearer.

Varini:

Thanks for the paper.
NF-ID is made mandatory due to this change in Stage-2. This should to be reflected in description and data-model.

5.2.21.2.2            Nnsacf_NSAC_NumOfUEsUpdate service operation

Service Operation name: Nnsacf_NSAC_NumOfUEsUpdate

Description: Updates the number of UEs registered with a network slice (e.g. increase or decrease) when the UE registration status for a network slice subject to NSAC has changed. Also, if the number of the UEs registered with the network slice is to be increased and the Early Availability Check (EAC) mode in the NSACF is activated for that network slice (see Nnsacf_NSAC_EACNotify service operation), the NSACF first checks whether the number of UEs registered with the network slice has reached the maximum number of UEs per network slice threshold. If the maximum number of UEs registered with the network slice has already been reached, the UE registration for that network slice is rejected. If the EAC is not activated, the NSACF increases or decreases the number of UEs per network slice as per the input parameters below.

Inputs, Required: S-NSSAI(s), UE ID (SUPI), NF ID, access type, update flag.

Hannah:

I fully agree with you. The consumer NF can be AMF or SMF+PGW-C. So in C4-215118, we proposed to add smfId data type with the amfId data type remained. When the request is sent by an AMF, the AMF provides the AMF instance ID in amfId field. When the request is sent by SMF+PGW-C, the SMF provides the SMF instance ID in smfId field.
Varini:

Thanks. While I acknowledge that discussion on 5118 is still open, we should make the parameters conditional (one of them shall be present).

Hannah:

I have taken your comments on board and please check the rev1 in draft inbox
Hannah:

Please find the rev1 

The changes are:

1) Add Nokia, Nokia Shanghai Bell as co-source company;

2) Update the procedure by taking Caixia and Jones's comments on board.

Varini:

Thank you for the revision.
As we concluded in discussion for 5118 that there will be only one NF-ID in this API, I think we can make the nfID as a mandatory field in this CR too (including changing the description to “NF Instance ID”).

Hannah:

I agree with you that the nfId data type should be mandatory. But I see no need to do any change in this paper. 

In this paper in the procedural part, we refer to it as "the requester NF". In 5118, we add the description in the procedural part "the NF Instance ID, identifying the requesting NF". I think using "the requester NF" in the procedural part is more general and appropriate. What do you think?

Varini:

agree. Sorry for the confusion, I missed earlier that this is of Zhijun’s changes in 5118.



	
	
	5389
	pCR 29.536  Rel-17 Clarification on NSACF behavior in NumOfUEsUpdate
	ZTE , Nokia, Nokia Shanghai Bell
	Agreed to be incorporated
	

	
	
	5144
	pCR 29.536  Rel-17 Add Access Type as Input to NumOfPDUsUpdate
	ZTE / Hannah
	Revised to C4-215390
	5203 is merged into this one (Nokia)

Caixia:

The access type shall be optional, as in stage2, it is not specified as input required.

This contribution clash with 5203.

Hannah:

In 23.502 subclause 5.2.21.2.4, the access type is not specified as required OR optional.
But according to the changes agreed in S2-2106847 and S2-2106349, I believe SA2 has agreed that the access type is mandatory input for NSAC for number of UEs, NSAC for number of PDU sessions and NSAC interworking with EPC. I'll ask my SA2 colleague to update it in SA2 accordingly.

Hope this clarifies your concerns.

Jones:

Some questions for my clarification:
1/ Why "a list of S-NSSAIs which are subject to NSAC, and for each S-NSSAI an update flag indicates the operation to that S-NSSAI" for ONE PDU session?

>>Hannah: For roaming case, the SMF provides both S-NSSAI in VPLMN and the correponding mapped S-NSSAI in HPLMN to NSACF for NSAC

2/ What will be the treatment of MA PDU session if admission control for one access is failed?

>>Hannah: In S2-2107278 for SA2 meeting in the next week, we propose to add one note to clarify that for MA PDU Session the NSACF counts only once when the MA PDU Session is established.

Varini:

Thanks for the paper. I want to request a question for clarification on additional access type.
In case of UeAC, the additional access type helps with the scenario where UE deregistered from both the access types together, so that NSACF can remove both counts together.

In case of PduAC, with MA-PDU too, there is only one PDU session right? Hence, NSACF does not need to know if the session is MA-PDU? 

Hannah: 

Stage 2 has specified that the access type is required input for NSAC for number of PDU sessions and the NSACF takes the access type into account when increasing or decreasing the number of PDU sessions established on the S-NSSAI. When a MA-PDU session is established or released over both 3GPP access and non-3GPP access, then both access types should be provided to NSACF.
MA-PDU session is one PDU session with one PDU session ID, that is true. But how to count the MA-PDU session is not quite concluded in SA2. We propose to add one NOTE in SA2 to clarify that MA-PDU session is counted once, in the next week SA2 meeting.

 
Hope this clarifies your concerns.

Varini:

Thanks for the quick response. I agree that NSACF needs to count the session as one.
I am thinking there will be a need of an update operation on PduAC, which is neither increase or decrease, but is used to add or remove the additional access type. This may be needed for both – PDU Session transfer from 3gpp <-> non-3gpp, and when a PDU session becomes a MA-PDU session?

Jones:

I also agree that MA PDU session should be counted only once in general.
Some further thoughts on this:

1/ If access specific admission control is enabled, which access shall the MA PDU to be counted.

2/ as Varini has stated, if a PDU session is upgraded to a MA PDU and the SMF required to update the additional access type change to the NSACF, then some update on the service operation to support this.

Hannah:

I agree with you. The scenario should be considered. I'll give it more thought and try to propose updates regarding this issue in the next CT4 meeting

Saurabh:

We decided to merge Nokia CR C4-215203 into this CR. 
If we are postponing this CR, I suggest we can go ahead with Nokia CR C4-215203  and it still can be approved
Hannah: 

My understanding is that this CR can go forward because this CR only introduces access types as input to NumOfPDUsUpdate service operation, which is aligned with stage 2 requirements.

The concerns Varini and Jones shared can be resolved with new proposal in the next meeting. 

Hannah:

Please find the rev1 in the following link: 

The only change is adding Nokia, Nokia Shanghai Bell as co-source company.

status of 5203

	
	
	5390
	pCR 29.536  Rel-17 Add Access Type as Input to NumOfPDUsUpdate
	ZTE ,Nokia, Nokia Shanghai Bell
	Agreed to be incorporated
	

	
	
	5145
	pCR 29.536  Rel-17 Add PDU Session ID as Input in NumOfPDUsUpdate
	ZTE / Hannah
	Revised to C4-215391
	Caixia:

1. if the update flag is set to "decrease" and if the PDU session is recorded in the PDU registration list, the NSACF decreases the total number of PDU sessions registered to this slice, and removes the indicated PDU session from the PDU registration list stored in the NSACF.
What’s the behavior in NSACF if the update flag is decrease, and the PDU session is not recorded, shall be specified.

>>Hannah: Such scenario is abnormal case for NSACF handling. Whether it should be specified or left to NSACF implementation, I am not sure about it right now.
How about I add one editor's note here, so we can have more thinking on this issue?

"Editor's Note: How to handle the abnormal case when the update flag is set to 'decrease' and the PDU session is not recorded in the PDU registration list is FFS."
2. Does the SMF+PGW-C shall also provide the PDU session Id?

>>Hannah: The SMF+PGW-C triggers both NSAC for number of UEs and NSAC for number of PDU sessions. The PDU session ID is required input for NSAC for number of PDU sessions. So SMF+PGW-C shall also provide the PDU session ID.

Hannah:

Please find the rev1 in 

The only change is that one editor's note is added:

"Editor's Note: How to handle the abnormal case when the update flag is set to 'decrease' and the PDU session is not recorded in the PDU registration list is FFS."


	
	
	5391
	pCR 29.536  Rel-17 Add PDU Session ID as Input in NumOfPDUsUpdate
	ZTE / Hannah
	Agreed to be incorporated
	

	
	
	5146
	pCR 29.536  Rel-17 Add AF as consumer of SliceEventExposure service
	ZTE / Hannah
	Revised to C4-215392
	Caixia:

A NOTE is also added by 5202, I think only one NOTE either in this paper or in 5202 is enough.

Hannah:

I'll remove the NOTE in the revision. We can keep the NOTE in 5202 as it

Hannah:

Please find the rev1 

The only change is that the NOTE overlaps with 5202 is removed.

Caixia:

I am fine with v1.

	
	
	5392
	pCR 29.536  Rel-17 Add AF as consumer of SliceEventExposure service
	ZTE / Hannah
	agreed to be incorporated
	

	
	
	5147
	pCR 29.536  Rel-17 Support of multiple NSACF instances and NSACF set
	ZTE / Hannah
	Revised to C4-215393
	Caixia:

No need of the new feature in this specification, Nnsacf_NSAC service is R17 service, there is no R15/R16 handling of this service.

Hannah:

Please check the rev1

Saurabh:

I also had a similar concern but it is resolved now in new updates.

The updated version is fine

Hannah:

Please find the The only change is that the new feature is removed.

Caixia:

I am fine with v1.

	
	
	5393
	pCR 29.536  Rel-17 Support of multiple NSACF instances and NSACF set
	ZTE / Hannah
	agreed to be incorporated
	

	
	
	5148
	pCR 29.536  Rel-17 Clarification on the NF service consumer
	ZTE / Hannah
	Revised to C4-215394
	Caixia:

In clause 6.1.3.2.3.1 and 6.1.3.3.3.1, I think we need to remove the description: “selected by AMF”. The reason is in NF discovery with delegated communication, the NSACF is selected by the SCP.

Hannah:

I agree with you. The "was selected by the AMF" is misleading and incorrect. I'll remove it in the revision
Hannah:

Please find the rev1 

The changes in subclause 6.1.3.2.3.1 and 6.1.3.3.3.1 are removed.



	
	
	5394
	pCR 29.536  Rel-17 Clarification on the NF service consumer
	ZTE / Hannah
	Agreed to be incorporated
	

	
	
	5149
	pCR 29.536  Rel-17 Corrections to consumer of NumOfPDUsUpdate
	ZTE / Hannah
	Revised to C4-215395
	Caixia:

In clause 6.1.3.3.3.1, I think we need to remove the description: “selected by AMF”. The reason is in NF discovery with delegated communication, the NSACF is selected by the SCP.

Hannah:

agree with you. The "was selected by the AMF" is misleading and incorrect. I'll remove it in the revision.

Hannah:

Please find the rev1 

In subclause 6.1.3.2.3.1 and 6.1.3.3.3.1, the description "was selected by the AMF" is removed.



	
	
	5395
	pCR 29.536  Rel-17 Corrections to consumer of NumOfPDUsUpdate
	ZTE / Hannah
	Agreed to be incorporated
	

	
	
	5200
	pCR 29.536  Rel-17 AMF adding Notification endpoint for EAC Datamodel and API
	Nokia, Nokia Shanghai Bell
	merged into 5115
	Varini:

Thanks for the contribution. Assuming you will be merging the content from Zhijun’s CR too into your CR, few comments:
- Clause 5.2.2.2.2 : The text "if it is explicitly provided by the AMF" should be removed. I think it is clear now that AMF will explicitly provide the callback URI.

- Clause 5.2.2.3.2 : Same as above.

- Clause 6.1.6.2.2 : I think the parameter eacNotificationUri should be made conditional, as AMF needs to provide it mandatorily during first interaction?

Saurabh:

As Zhijun’s CR will be base. Nokia will co-sign the CR. Zhijun has already taken care of these aspects in his CR

Zhijun:

Will take your comments into account in the revision.

	
	
	5201
	pCR 29.536  Rel-17 Associating NF ID with the UE count
	Nokia, Nokia Shanghai Bell
	merged with 5143
	Hannah:

Comments:
The changes in this paper are covered by the overall update of NSACF behavior in C4-215143. Besides, the requester NF may be AMF or SMF+PGW-C.
I suggest to merge this paper to C4-215143, if it is okay with you.
Saurabh:

I agree with you and it should be merged to C4-215143.


	
	
	5202
	pCR 29.536  Rel-17 Interface alignment
	Nokia, Nokia Shanghai Bell
	Revised to C4-215525
	Chair: uses "in case of"

Peter:

In the Note you have used “ in case of” was this done by  intention?
Did you want to say: AF can access NSCAF at any time and if the AF is untrusted it is recommended to access the NSACF via NEF and if the AF is trusted it is recommended to access NSCAF directly.

Or did you want to say: if AF is untrusted the NSCAF has to be accessed via NEF and  if the AF is  trusted the NSACF is accessed directly. 

If  you want to say the second I would propose to change the formulation of the Note to reflect this:

The AF can access NSACF services either via NEF to NSACF in the case of untrusted AF or directly in the case of trusted AF

Or alternatively:

The AF can access NSACF services either via NEF to NSACF  for untrusted AF or directly  for trusted AF

In CT4 we try to avoid using the term “in case of”  because it does  not provide clear information.

Using the example:

In case of Fire  do, not use elevator use stairs means you can use stairs at any time   but in case of Fire you have to do it.

Another example  is 

In case of I take the umbrella,  It  does not mean you take the umbrella  only when it’s raining  you can take it at any time.

So please revise your CR  and avoid the term “in case of"

Saurabh:

Thanks, here is the revised CR. 

Actually, I use the SA2 NOTE as is without rewording, my bad :)

Peter:

revision is fine by me.



	
	
	5525
	pCR 29.536  Rel-17 Interface alignment
	Nokia, Nokia Shanghai Bell
	Agreed to be incorporated 
	

	
	
	5203
	pCR 29.536  Rel-17 PDU Session Access Type
	Nokia, Nokia Shanghai Bell
	merged with 5144
	Hannah:

The changes in this paper are covered by C4-215144. Besides, in C4-215144, the additional access type for an MA PDU session is also defined and the corresponding data types and APIs are also introduced.
So I suggest to merge this paper to C4-215144, if it is okay with you.

Saurabh:

I agree with your comments and agree to merge my CR to 215144. 
Saurabh:

As discussed yesterday while discussing the CR “215144”
· CR 215144 is going to be withdrawn/postpone,

· Therefore, this 215203 is to be marked as approved. 

Hannah:

Yesterday my reply to you under thread C4-215144 is copied here:
"My understanding is that this CR can go forward because this CR only introduces access types as input to NumOfPDUsUpdate service operation, which is aligned with stage 2 requirements.
The concerns Varini and Jones shared can be resolved with new proposal in the next meeting."
So C4-215144 is not postponed or withdrawn. Or is there any discussion that happened but I missed...?

Saurabh:

Thanks for making me clear. Maybe I got confused with yesterday's email discussion.
Please add Nokia as a co-source in the final version.


	
	
	5261
	CR 29.510 0595 Rel-17 Correction of NSACF discovery
	Huawei
	Revised to C4-215414
	WI 

CAT B 

Kimmo: cover page says F

CR and tdoc number missing on coverpage.

Zhijun:

1) CR# is missing from coversheet
2) It proposes to change the “otherServingArea” to be “of the NSAC service consumer”. But it is not accurate, because the “otherServiceArea” is defined which operator-defined area can be served by the NSACF. It might use the SMF serving area, or another other coding rules. The “otherServingArea” can used to verify the NSAC service consumer e.g. to match the serving area of the NSACF and the NSACF service consumer, but the “otherServingArea” itself is still defined for the NSACF. If clarification is needed, what we need to do is to clarify how to use the “otherServingArea” by the NRF, or by the NSAC service consumer.
Caixia:

I will correct the coversheet, and please see the requirement in stage2:
 

The following factors may be considered by the NF consumer for NSACF selection:

-    S-NSSAI(s).
-    NSACF Serving Area information. The NSACF service area is related to the location of the NF consumer.
 
NOTE:    Each Serving Area is unique and unambiguously identified.
Zhijun:

My understanding to the "The NSACF service area is related to the location of the NF consumer" is, "related to" means the NSACF can only serve those NF within the location of the configured NSACF serving area. Saying the NSACF serving area is configured of the location/area of NSAC consumer is quite misleading. Maybe we shold say something like "a list of serving areas used to match the location of NSAC consumer" ?
Caixia:

I am fine with your proposed text, will update the contribution later
Jones:

Could you please clarify the meaning of following stage 2 text.
-              NSACF Serving Area information. The NSACF service area is related to the location of the NF consumer
And your suggested text:

     A list of any other serving areas of the NSAC service consumer (e.g. SMF serving areas) which are defined by the operator related to the NSACF
Caixia:

Based on the definition in stage2, it is the serving are of the NF consumer the NSACF can serve.
Similar like the UPF includes the smfServingArea in UpfInfo in registration

Varini:

I have a question for clarification. NSACF service area is defined as:

“The NSACF service area is related to the location of the NF consumer”

And not “Serving Area” of NF Consumer.

Can we not re-use parameters like ServingScope or Locality for this purpose? Those can be related to location of NF Consumers.

Additionally, not related to this CR, but I am not sure if TAs should be part of NSACF profile in the NRF
Caixia:

For me the introduced otherServingAreas is confused, may be we can reuse the current locality or ServingScope to support the requirement from stage2, and just remove the IE.
Caixia:

Please find the draft revision of this contribution to remove the otherServingArea IE:

Varini:

The revision is fine by me
Zhijun:

Also fine by me


	
	
	5414
	CR 29.510 0595 Rel-17 Correction of NSACF discovery
	Huawei
	agreed
	

	
	
	5262
	pCR 29.536  Rel-17 Multiple NSACFs
	Huawei
	Revised to C4-215415
	Zhijun:

. I have a question for clarification: Normally, the threshold for restricting slice access is configured at per PLMN level. Now, it seems the NOTE hints that an operator may split the threshold to several small divisions. Then what is the expected behavior if in one NSACF it reaches the threshold division but in other NSACFs it doesn’t reaches the threshold division?
Or, even if there are multiple NSACFs, should these NSACFs share the same threshold? Which means there is mechanism among these NSACFs to synchronize the network slice status?

I think what we should say is there mutiple NSACFs serve the PLMN, and each NSACF may have its own serving area. But the rest aspects on how to split or synchronize the threshold is implementation specific. How do you think?

Caixia:

We do not want to introduce the synchronization mechanism in specification, which will be more complex.
I agree with you how to split and synchronize the threshold is left to implementation, how about update the NOTE as below?

NOTE:    If the PLMN has multiple service areas and there are multiple NSACFs deployed for the network slice, each NSACF may be configured with the maximum number of UEs of the network slice within its service area, e.g. as per operator policy. How to split or synchronize the threshold in multiple NSACFs is left to implementation.
Caixia:

Please check the draftv1 of the contribution with the proposed update of the NOTE

Zhijun:

The v1 is fine by me.



	
	
	5415
	pCR 29.536  Rel-17 Multiple NSACFs
	Huawei
	agreed to be incorporated
	

	
	
	5263
	pCR 29.536  Rel-17 Event reporting based on threshold
	Huawei
	Revised to C4-215416
	Zhijun:

1) 5.3.2.4.1, it is better that the new text starts from a new paragragh.
2) Are the changes to other clause only style correction?

Caixia:

Thanks for your comments, I will start with a new paragraph.
And the last changes are style issue, you are right.

Caixia:

Please check the draft v1 of this pCR with the proposed changes incorporated:

Jones:

Questions for clarification:

1/ I have a hard time to understand the following scenarios as exclusive alternatives:

-   a single notification is sent only once when the number of registered UEs or the number of established PDU Sessions reaches the threshold; or

-   a single notification is sent only once when the number of registered UEs or the number of established PDU Sessions go below the threshold after reaching it; or

-   a single notification is sent every time if there is a change from being below the threshold to reach the threshold; or 

-  a single notification is sent every time if there is a change from reaching the threshold to coming down below the threshold.

e.g. the first bullet is covered by third bullets, and second bullet is covered by 4th bullet. Could you please clarify further on the exact scenarios listed.

2/ What will be the behavior when a subscription is created and the current status is above the threshold? Shall the NSACF immediate send a report indicating the threshold is reached?

Caixia:

Let’s assume the following scenario:
· threshold is 10 UEs

· 1. number of registered UEs is 10;

· 2. number of registered UEs is 11;

Only one notification will be sent in case 1 and then 2 happened, according to bullet 1.

· 3. number of registered UEs is 9;

· 4. number of registered UEs is 10;

Two notifications will be sent in cause 2, 3, and 4 happened, according to bullet3.

I align with the definition with stage2, but better rewording is also welcome.

When a subscription is created and the current status is above the threshold, I think it makes sense to send the notification immediately, I will update the text to capture the scenario if you are fine with this.

Caixia:

I have updated the contribution draft v2 in inbox, please check whether the proposed description in acceptable for you:
Jones:

The draft V2 looks good to me.



	
	
	5416
	pCR 29.536  Rel-17 Event reporting based on threshold
	Huawei
	agreed to be incorporated
	

	
	
	5264
	pCR 29.536  Rel-17 Correct the data types in NSAC service
	Huawei
	agreed to be incorporated
	

	CC2

CC3

CC4
	moved from Agenda 6.2.12
	5300
	CR 29.531 0113 Rel-17 Rejected S-NSSAIs for RA in NS Selection
	Ericsson
	Revised to C4-215507
	WI eNPN=> eNS_Ph2

CAT B
Kimmo: WI code on codepage is  eNS_Ph2

Jones: eNS_Ph2 is correct

Saurabh:

As per 23501
The AMF should retrieve an RFSP Index suitable for the Target NSSAI and includes the RFSP Index in the information sent to the NG-RAN. The AMF retrieves the RFSP Index from the PCF or, in case PCF is not deployed the AMF determines the RFSP Index according to local configuration. The RFSP index associated to the Target NSSAI is considered if the RAN succeeds to redirect the UE to a new TA outside the RA, otherwise the RFSP index of the Allowed NSSAI is considered.  

Considering the above, RA boundaries are not much relevant to determine target NSSAI. I mean target NSSAI can be provided outside the RA, then we don't need to inform NSSF about this. If S-NSSAI1 is rejected for RA, NSSF can still add it in Target NSSAI and RAN can still redirect a UE outside the RA.

Therefore, I don't think a new attribute at NSSF is required. Do you agree? If yes, we should send LS to SA2 for this clarification,

Another thought:

There is no separate request for target NSSAI, it has to be the same Nnssf_NSSelection_Get. So NSSF shall provide all available information in the response which may include Allowed NSSAI, Target NSSAI.

Now the issue is, if rejectedNSSAIinRA (SNSSAI1), AllowedNssai(SNSSAI1, SNSSAI2, SNSSAI3)  are given to the NSSF, then NSSF needs to change AllowedSNSSAI list or configureNSSAI list which previously contain SNSSAI1. Why NSSF provides the SNSSAI1 in allowedList again knowing the fact AMF will not include it in the AllowedSnssai List to UE. So adding RA related information to NSSF, should be discussed in more detail.

Saurabh:

I hope this email is not lost. I am not seeing any discussion on this CR. 
If you want, we can discuss the same in the conf call.

Jones:

Sorry I missed your previous mail.
 

The CR is exactly implementing the SA2 agreed solution. My understanding is that what you pointed out is exactly the reason why the AMF pass the rejected S-NSSAIs in the current RA, because the target S-NSSAIs could be selected on a TA outside of current RA, thus the rejected S-NSSAIs in current RA could possible be allowed for other RA.

 

I will further check with stage 2 for more clarification.

 

Saurabh:

As per SA2/23501
The Target NSSAI may include e.g.: 
- all or a subset of the Rejected S-NSSAIs for RA when none of the S-NSSAIs in the Requested S-NSSAI were available in the TA where the UE is; 

- all the S-NSSAIs of the Allowed NSSAI and all or a subset of the Rejected S-NSSAIs for the RA; 

- a subset of the S-NSSAIs in the Allowed NSSAI and all or a subset of the
So, my point was, target NSSAI can be outside the RA and/or inside the RA as well. So there is no point in informing NSSF about the RejectedSnssaiForRA. What NSSF can do with this information ?

CC

Jones: the solution is agreed in stage2

Saurabh: question was on the principle on stage 2 procedure not on the  stage 3 CR

Jones  will send a detailed reply vis email

Jones:

The NSSF may return the rejected S-NSSAIs for the RA as the target NSSAI (marked blue).
 

The Target NSSAI may include e.g.: 
- all or a subset of the Rejected S-NSSAIs for RA when none of the S-NSSAIs in the Requested S-NSSAI were available in the TA where the UE is; 
- all the S-NSSAIs of the Allowed NSSAI and all or a subset of the Rejected S-NSSAIs for the RA; 
- a subset of the S-NSSAIs in the Allowed NSSAI and all or a subset of the
 
I think the rejected S-NSSAIs for the RA contains the subscribed/requested S-NSSAIs for the UE which are not allowed in current RA, i.e. not included in allowed S-NSSAIS.
Saurabh:

Without this RejectedSnssaiForRA, 
· NSSF can add all the SNSSAI as target NSSAI which cannot be allowed in the current TA but requested by UE which also includes rejected NSSAI. If requested SNSSAI can not be given in serving TA but can be given in other neighboring TA (and based on the configuration logic in NSSF), the NSSF can add it to the target NSSAI. Now RAN can redirect a UE to new TA/RA where this target NSSAI can be provided.

· here also targetNssai may contain an SNSSAI from subscribed/requested

By adding RejectedSnsaiForRA, I dont see any optimization at NSSF.

Jones:

Just discussed with our stage 2 colleague, I got some information below:
We understood that the purpose of the target NSSAI is to lead the UE to move to a TA outside of current RA which support specific frequency which is associated with some specific slices (no available in current TA.) So the target NSSAI must contain S-NSSAIs that are rejected in current RA for the purpose, and including allowed S-NSSAIs in current RA in the target NSSAI is to have the solution more complete, e.g. if these slices are also supported in the target TA. The target NSSAI is update to the UE via Configuration Update Procedure. If NSSAA is applicable for certain slices, the AMF will derived the target NSSAI after NSSAA completion. This is stated in S2-2106864.

The reason SA2 to include the rejected S-NSSAIs for the RA in the procedure is because SA2 considered that AMF may not have the UE requested NSSAIs available at the point of NSSAA completion, E.g. not transferred during AMF relocation (while the rejectedNssais are transferred),  thus SA2 considered the rejected S-NSSAIs to be passed for the procedure.

We agree that either the requested NSSAI or the rejected NSSAI should be passed to NSSF for the target NSSAI derivation. I think I can improve the CR to clarify that to get the target NSSAI, the rejected NSSAIs shall be provided if requested NSSAIs are not available. Would that be agreeable for you?

Additionally, I found the target NSSAI may be included by NSSF in Rel-17. But actually it is kind of waste to return it to a Rel-16 AMF or AMF doesn’t support using the target NSSAI. I suggest we define this as an optional feature and the NSSF only return the target NSSAI if the AMF support the feature. What do you think?

Jones:

Please find draft v1 in inbox: 

Main changes:

1/ Clarify the target NSSAI condition on rejected NSSAI of RA.

2/ Define new feature of Target NSSAI handling

3/ Clarify the rejected NSSAI for RA be provided if Requested NSSAI is not available

Varini:

I am not sure if Rejected NSSAI too is stored in UE-context and transferred to target AMF. I could not figure out in UE-Context definition in 29.518. Can you please let me know if I am missing something?
I do agree though that NSSF needs to be provided either the originally requested NSSAI or the rejected NSSAI, or both. The only role I can think Rejected-NSSAI may be playing is – if NSSAA was rejected on an S-NSSAI, NSSF should not consider that S-NSSAI during Target-NSSAI calculation.

Jones:

I don’t think the AMF needs to persistently store the rejected NSSAI and transfer between AMFs in normal mobility. The target NSSAI was determined during registration procedure which will be done after UE moving to new AMF. But there is a possibility that the UE may be relocated to a new AMF during registration procedure, and the old AMF will send the half-way registration context to the new AMF, where the rejected NSSAI are included but not the requested NSSAI (in RegistrationContextContainer data type).
As stated in the agreed SA2 CR, after NSSAA is completed, the new AMF may determine the target NSSAI via NSSF with the rejected NSSAIs.

Varini:

I do not think SA2 CR S2-2106864 talks about UE mobility and/or new AMF. UE configuration Update is happening due to change in Allowed-NSSAI, which in-turn is happening due to completion of NSSAA procedure. 
Do you think, as I mentioned, the reason for including Rejected-NSSAI should be to indicate that S-NSSAI rejected due to NSSAA should not be considered in Target-NSSAI calculation? I feel this is expected too, as NSSAA is area agnostic, and procedure will fail even in new area.

Off-course, AMF can provide Requested-NSSAI and Rejected-NSSAI to the NSSF from its cache.

Additionally, from my reading of 29.518, RegistrationContextContainer is part of N1MessageNotification which is sent to LMF. Not sure if this goes to Target-AMF during AMF-change midway through a registration procedure.

Caixia (reply to Lones as well)

Let me jump into the discussion.
Rely on the redirection in RAN may waste singling and cause failure if the redirection is failed, I see the benefit from the contribution on this.
And I share the opinion the information is used to make the decision on target S-NSSAI.

CC

Jones  the issu e to drive a UE outside  the TA

Sauirabh: it is not only TA also for cell change

Saurabh the information is missing why the rejected NSSAI is included.

Caixia: Jones should update the reason for change and give alos an example.

Jones  asks delegates  to check with  their stage 2 colleagues. 

Saurabh:

I am happy if any advantage is there with rejected NSSAI for RA given to NSSF.
Regarding the following line in the tailing email:

The reason SA2 to include the rejected S-NSSAIs for the RA in the procedure is because SA2 considered that AMF may not have the UE requested NSSAIs available at the point of NSSAA completion, E.g. not transferred during AMF relocation (while the rejectedNssais are transferred),  thus SA2 considered the rejected S-NSSAIs to be passed for the procedure.
What I see in SA2 specs 23502 (my interpretation is):

7(A). If the initial AMF, based on local policy and subscription information, decides to forward the NAS message to the target AMF directly, the initial AMF invokes the Namf_Communication_N1MessageNotify to the target AMF, carrying the rerouted NAS message. The Namf_Communication_N1MessageNotify service operation includes AN access information (e.g. the information enabling (R)AN to identify the N2 terminating point, CAG Identifier(s) of the CAG cell) and the full Registration Request message, and the UE's SUPI and MM Context if available. If the initial AMF has obtained the information from the NSSF as described at step 4b, that information except the AMF Set or list of AMF addresses is included. The target AMF then updates the (R)AN with a new updated N2 termination point for the UE in the first message from target AMF to RAN in step 8.

7(B). If the initial AMF, based on local policy and subscription information, decides to forward the NAS message to the target AMF via (R)AN unless the target AMF(s) are returned from the NSSF and identified by a list of candidate AMF(s), the initial AMF sends a Reroute NAS message to the (R)AN (step 7a). The Reroute NAS message includes the information about the target AMF, and the full Registration Request message. If the initial AMF has obtained the information as described at step 4b, that information is included. The (R)AN sends the Initial UE message to the target AMF (step 7b) indicating reroute due to slicing including the information from step 4b that the NSSF provided.

8.   After receiving the Registration Request message transmitted at step 7(A)a or step 7(B)b, the target AMF continues with the Registration procedure from step 4 until 22 of figure 4.2.2.2.2-1 (with the target AMF corresponding to the new AMF), which includes the UE context retrieved from old AMF.
I mean, even in the case of AMF re-allocation, the new AMF receives full registration request (which includes requested NSSAI) and it does not take the UE context from Initial AMF but from old AMF. 
Jones:

Further check with stage 2.
First of all, the statement ““target NSSAI can be outside the RA and/or inside the RA as well” is not correct to our understanding. The Target NSSAI is used to, if possible, redirect the UE to a TA outside of the current RA (UE gets RA at the same time). The reason for using the Target NSSAI is that at least one UE requested S-NSSAI is rejected as the S-NSSAI is not available in current TA (as stated by stage 2, the supported NSSAIs are the same for all the TAs within one RA) and network then decides that UE is better served by a TA that supports the rejected S-NSSAI (must outside of  current RA).

Second, the rejected NSSAI is not only decided by NSSF itself, it can be the result that NSSAA failed for certain requested NSSAI. As the NSSAA is also TA specific (as Varini also stated), thus the AMF may indicated rejected NSSAI to the NSSF even from NSSF perspective, all the UE requested NSSAIs are allowed by configuration.

Third, if all the UE requested NSSAIs are all allowed in the RA, there is no means to ask for target NSSAI from NSSF. Providing rejected NSSAIs in the RA to NSSF in configuration update also acts as an indication that target NSSAI is required.

I also got feedback from my stage 2 colleague that the request towards NSSF can be done during different situations e.g. also after NSSAA and then there is not always any Requested NSSAI available (at least not mandating in stage 2 perspective). Therefore, the Rejected S-NSSAI for RA may be used as input for NSSAF to derive the complete information.

So in my view, It is possible for AMF to provide the UE requested NSSAIs to the NSSF if it is available in AMF. But considering the point 3, maybe in this case an indication is better needed to ask NSSF to derive target NSSAI. And allowing the AMF to pass the rejected NSSAIs are also benefits.

Saurabh:

Here are my view on the concepts you mentioned below:
Concept1: 

: “target NSSAI can be outside the RA and/or inside the RA as well” is not correct to our understanding. The Target NSSAI is used to, if possible, redirect the UE to a TA outside of the current RA (UE gets RA at the same time)
Please see 23501 lines (all green highlight text is clearly indicating the target NSSAI is used to redirect a UE to a different TA which may belong to a different RA or the same RA. Frankly speaking, RA does not matter here. It is purely based on what UE has requested and NSSF can not provide it in the current TA, then it should be added in target. 

5.3.4.3.3 Redirection to dedicated frequency band(s) for an S-NSSAI 
...

If a Network Slice, S-NSSAI, is configured to be available only in TAs covering specific dedicated frequency band(s), then there may be a need to redirect the UE to the dedicated frequency band(s) when such S-NSSAI is requested. If the Requested NSSAI contains S-NSSAI(s) that are not available in the UE's current TA, see clause 5.15.8, the AMF itself or by interacting with the NSSF as described in clause 5.15.5.2.1 may determine a Target NSSAI to be used by the NG-3GPP 
RAN, in addition to the information the AMF receives, such as the Allowed NSSAI and the RFSP for the Allowed NSSAI, to attempt to redirect the UE to a cell and TA in another frequency band and TA that supports the S-NSSAIs in the Target NSSAI. The Target NSSAI includes at least one S-NSSAI from the Requested NSSAI not available in the current TA, but available in another TA in different frequency band possibly overlapping with the current TA, and optionally additional S-NSSAIs from the Requested NSSAI that are configured to be available within the same TAs as the S-NSSAIs not available in the current TA.
...

The Target NSSAI may include e.g.: 
- all or a subset of the Rejected S-NSSAIs for RA when none of the S-NSSAIs in the Requested S-NSSAI were available in the TA where the UE is; 

- all the S-NSSAIs of the Allowed NSSAI and all or a subset of the Rejected S-NSSAIs for the RA;

The AMF should retrieve an RFSP Index suitable for the Target NSSAI and includes the RFSP Index in the information sent to the NG-RAN. The AMF retrieves the RFSP Index from the PCF or, in case PCF is not deployed the AMF determines the RFSP Index according to local configuration. The RFSP index associated to the Target NSSAI is considered if the RAN succeeds to redirect the UE to a new TA outside the RA, otherwise the RFSP index of the Allowed NSSAI is considered.
Concept2: As the NSSAA is also TA specific 
Saurabh >> NSSAA is not TA specific, I dont see TAI in the api in 33501/29526. So it does not makes sense to inform NSSAI rejected by NSSAA to NSSF so that NSSF will add it in the target NSSAI. It will be more dangerous actually. If NSSAA has rejected the SNSSAI1, then it should not be added by NSSF in target NSSAI. RAN will unnecessory will try to redirect a UE to a cell where this SNSSAI1 will be supported but the network can not provide the SNSSAI1 

14.4.1.2          Nnssaaf_NSSAA_Authenticate service operation

Service operation name: Nnssaaf_NSSAA_Authenticate
Description: NF consumer requires the NSSAAF to relay Network Slice specific authentication messages towards the corresponding AAA-S handling the Network Slice specific authentication for the requested S-NSSAI. 

Input, Required: 
1) In the initial NSSAA requests: EAP ID Response, GPSI, S-NSSAI

2) In subsequent NSSAA requests: EAP message, GPSI, S-NSSAI

Input, Optional: None

Output, Required: EAP message, GPSI, S-NSSAI

Output, Optional: None
Varini:

Just want to clarify on following comment from Jones:
Second, the rejected NSSAI is not only decided by NSSF itself, it can be the result that NSSAA failed for certain requested NSSAI. As the NSSAA is also TA specific (as Varini also stated), thus the AMF may indicated rejected NSSAI to the NSSF even from NSSF perspective, all the UE requested NSSAIs are allowed by configuration.

I actually mentioned the opposite. I said NSSAA is area agnostic.

Additionally, I think if a slice is rejected due to NSSAA, it is “Rejected in PLMN” and not “Rejected in RA” alone.

Saurabh:

Yes, I agree with Varini. As I said in the tailing email, It will be more problematic actually. If NSSAA has rejected the SNSSAI1 (for the whole PLMN ), then it (SNSSAI1) should not be added by NSSF in target NSSAI. Otherwise, RAN will unnecessary will try to redirect a UE to a cell where this SNSSAI1 will be supported but the network can not provide the SNSSAI1 to UE.

Jones:

Yes, you are right, NSSAA is area agnostic. Sorry for confusion on this.
For concept 1, the green text doesn’t indicate the target NSSAI can be within the RA, because the target NSSAI will include at least one S-NSSAI that are not available in the current TA (and in current RA as well because the supported S-NSSAI of all the TAs in the same RA is homogenous). But I agree with your statement below, the RA is not really matter here, it is actually the NSSF to find another TA which can serve more requested S-NSSAIs than the current TA where UE is located.

To ensure the PDU session continuity and also ensure that the target TA is better than current TA, the target NSSAI should be better composed with:

· Allowed NSSAI of current TA (not including the slices with failed NSSAA) + all or part of the rejected NSSAIs of current TA

As you mentioned, rejected NSSAIs of current TA = UE requested NSSAI – Available S-NSSAIs in TA (including the slices applicable for NSSAA). On the other hand, if the rejected NSSAI of current TA(RA) is provided to the NSSF, the NSSF can save the calculation cost (even it might quite straight forward) and directly use the rejected NSSAIs of current TA to compose the target NSSAI.

OK. Above is my last argument 😊 with trying my best to understand the SA2 motivation. Otherwise, let’s send an LS to SA2 for clarification.

BTW, do you see a new feature of target-NSSAI handling (as in the V2 revision of the draft) acceptable?

Saurabh:

Thanks for the details. 
Your feature bit concept is perfectly fine, so CR can be approved with the feature bit content.

Regarding Rejected NSSAI for RA, I am still not sure. The whole SA2 CR was talking about NSSAA issue. 

/Jones: The agreed SA2 CR about NSSAA issue is talking about to secure that the allowed NSSAI will NOT include the NSSAIs failed NSSAA. i.e. to wait for a stable allowed NSSAI after all NSSAA is completed, then pass the stable allowed NSSAI to the NSSF to derive the target NSSAI.
We have also debated a lot on the same. If AMF provides rejected NSSAIs (also including rejected SNSSAI by NSSAA for the whole PLMN) to NSSF, then it will be a big problem. It will unnecessarily drain the UE battery because RAN will try to redirect a UE to a cell where Slice can not be provided by the network.

Jones: No, my understanding is that the rejected NSSAI for the TA DOESN’T include NSSAIs with NSSAA failed. It only contains the rejected NSSAI for the current TA returned by the NSSF previously:

IMHO, we can send the LS. let's not debate further. 

Caixia:

I share the same understanding as Jones, the AMF performs the NSSAA procedure firstly, and communicate with NSSF to avoid some S-NSSAIs may be not allowed in AAA.
And rejected S-NSSAI included in the Target S-NSSAI is the S-NSSAIs rejected in current TA, but will be allowed in other TA, for the rejected S-NSSAIs in whole PLMN, it will not be included in the target S-NSSAI.

Target S-NSSAI is used to indicate RAN, if the UE located in current TA, allowed S-NSSAIs may not fully support UE’s requirement, and if RAN performs the redirection to other TA, rejected S-NSSAI in target S-NSSAI can serve the UE.

Saurabh:\

If AMF has rejectedNSSAI (S1, S2) which is previously rejected by NSSF. AllowedNSSAI (S3, S4) and RequestedNSSAI(S1,S2,S3,S4).
Now AMF waits for NSSAA to complete, then NSSAA bars S3 also. So IMO, AMF should ensure S3 should not be given in allowedNssai and targetNssai. This I fully agree.

This is about SA2 CR. Till here we all are aligned on SA2 CR.

But how AMF should inform about this S3 slice to NSSF so that NSSF shall not include it in the targetNSSAI, it is not clear to me. 

/Jones: after S3 is not allowed due to NSSAA failed, then the information kept in AMF will be: 
· rejectedNSSAI (S1, S2) - which is previously rejected by NSSF 

· AllowedNSSAI (S4) - S3 is not allowed due to NSSAA failed

Then Stage 2 CR states:

If the UE is needed to be redirected to the dedicated frequency band(s) for S-NSSAI(s), the AMF may determine a Target NSSAI, as described in clause 5.3.4.3.3 of TS 23.501 [2], itself or by interacting with the NSSF using Nnssf_NSSelection_Get which includes e.g. the Rejected S-NSSAI(s) for RA and Allowed NSSAI. The AMF may determine RFSP index associated to the Target NSSAI by interacting with the PCF using Npcf_AMPolicyControl_Update which includes the Target NSSAI to retrieve a corresponding RFSP index or based on local configuration in case PCF is not deployed. The Target NSSAI and the RFSP index associated with the Target NSSAI are provided to the NG-RAN within the N2 message carrying the UE Configuration Update Command message.

So AMF will pass the rejectedNSSAI (S1, S2) and AllowedNSSAI (S4) to NSSF and the NSSF will derive the target NSSAI with the information, and S3 will be excluded from the target NSSAI.
Saurabh >> I am perfectly fine. Here we both are aligned.

So what will be the RejectedNssaiForRA values passed to NSSF in this case? And what is the relation between this SA2 CR and RejectedNssaiForRA mentioned in this CR?

/Jones: My interpretation of the stage 2 CR is the RejectedNssaiForRa stands for the rejectedNssaiTa which is previously received from the NSSF. This rejected NSSAI from NSSF doesn’t include the allowed NSSAIs subject to NSSAA, i.e. whether NSSAA successfully or not is regardless for this rejectedNssaiRa/Ta.

Table 6.1.6.2.2-1: Definition of type AuthorizedNetworkSliceInfo

table removed
The AMF pass exactly the same value previous received back to the NSSF.

Saurabh >> Ok I agree with you, it is for RejecetdNssaiForRA which is previously received from NSSF (per TA), there is no debate on the topic. I agree on the same, it will improve the performance at the NSSF so that NSSF is not required to calculate the rejected again and it can be added the same in a target.

/Jones: PERFECT! PERFECT! PERFECT! PERFECT! So I think we have reached a common understanding on a right solution at CT4 

But making it RejectedNssaiForRA and passing the same after NSSAA completion, causes our debate (as I interpreted the SA2 CR). As mentioned before, RA boundary is irreverent for NSSF and target NSSAI calculation.
/Jones: rejectedNssaiTa is actually equivalent to rejectedNssaiRa, due to the homogenous support of NSSAIs for all the TA within an RA.
My understanding why SA2 call it RA here is because of following:

· When AMF ask the target NSSAI form Configuration Update Procedure in this scenario, the current TAI is not needed in the service operation, and

· The intention of the target NSSAI is to lead to another TA supporting more UE requested Slices then the current TA, i.e. which is configured with different supporting slices than current TA, i.e. which is located outside of current RA.

Secondly, in the tailing email example, AMF should do more actually, if NSSAA has barred S3, and AMF provides the following to NSSF

· rejectedNSSAIForRA (S1, S2) - which is previously rejected by NSSF 

· AllowedNSSAI (S4) - S3 is not allowed due to NSSAA failed

· RequestedNSSAI(S1, S2, S3)

Then how NSSF will decide not to include S3 in allowedSlice or configuredSlice or targetSlice. There is a single API, so NSSF shall provide AllowedSlice and TargetSlice in the same response. 

/Jones: RequestedNssai is not needed in this scenario, nor as stated in SA2 CR (it only stated the rejected NSSAI and allowed NSSAI), and thus the allowed NSSAI will NOT be included in the response from NSSF to AMF, as in TS 29.531. And it SHOULD NOT be provided to AMF because the AMF already got the allowed NSSAI and even tuned it with NSSAA procedure.
Actually I think it is another reason that SA2 suggest to pass the rejected NSSAI instead of request NSSAI, i.e. to avoid received a new allowed NSSAI.

For me, S3 is requested Snssai and it is not in allowedSnssai, so it should be added in target Nssai or allowedSnssai, right?

/Jones: Not really. S3 shall not be included in target NSSAI because NSSAA is area agnostic. If the UE has failed NSSAA for S3 in current TA, it will fail in any other TA (we already discussed this

So I think the only real argument among us is “whether the RejectedNssaiRa will include the allowed NSSAI which failed NSSAA.” My answer is a clear NO. Could you please further check with your SA2 on this specific point to make sure we have the same understanding.

Saurabh >> If NSSF says (S1,S2) is rejected, then AMF/NSSAA determines S3 is also barred, then total 3 rejected SNSSAI for RA. Then as per SA2 CR,  AMF should provide S1, S2, S3 slice in RejectedNssaiforRA. Otherwise, where it is mentioned this rejectedNssaiForRA will not be a failed NSSAI of NSSAA.
IMO, we still need a solution where AMF shall inform to NSSF that S3 is failed NSSAA S-NSSAI , so it should not be included in the targetSlice or allowedSlice. Alternatively, remove it from the requestedSlice.

/Jones: As explained above, the requested NSSAI will not be passed in this scenario (consequently the NSSF will not provide new allowed NSSAI), and S3 shall not be included in the target NSSAI.
If we can agree on this definition, I can make a explicit description in CT4 CR to avoid misunderstanding.

Saurabh:

Thanks, yes finally we are on the same understanding :)
Because we have made many assumptions on SA2 CR, I propose to add  NOTE(s) with our understanding, so that further confusion/debate can be avoided.

rough text for notes

* RejectedNssai in TA is actually equivalent to rejectedNssaiRa from NSSF pov. 

* If NSSAA has barred a Slice, and then AMF will not include it in the rejectedNSSAIForRA and AllowedNSSAI

* When AMF asks the target NSSAI form Configuration Update Procedure in this scenario, the current TAI is not needed in the service operation but, AMF will add rejected NSSAI instead of request NSSAI, i.e. to avoid received a new allowed NSSAI in this case.

Jones:

Do you mean to add NOTEs in stage 2 specification for clarification? Or I shall update the CT4 CR to enforce our understanding?
Saurabh:

What I mean is, we are agreeing on the CT4 CR. So let's add this (our understanding) in CT4 CR as a note.
Jones:

Please find v3 draft in inbox: 

A NOTE is added trying to clarify the common understanding below.

CC

Jones: close to ageement

Saurabh:

I am fine with the CR
Caixia:

Draft v3 is also fine by me, could you please add Huawei as supporting company?

Jones:

The CR is revised to C4-215507 and available in inbox. Huawei is added as co-source

	
	
	5507
	CR 29.531 0113 Rel-17 Rejected S-NSSAIs for RA in NS Selection
	Ericsson, Huawei
	Agreed
	WI eNS_Ph2

CAT B


	CC2

CC3/4
	
	5310
	pCR 29.536  Rel-17 combined number of UE and PDU counting for EPS
	NEC
	Postponed
	Zhijun:

But I can't agree with part of the PCR, i.e. commented in bullet 1.
1) As per stage 2, the combined SMF+PGW-C will invoke service operations separately to NumOfUEsUpdate / NumOfPDUsUpdate. To simplify stage 3 design, it is better to not use a single request to link two service operations. Otherwise, it will make the NSACF handling more complex. So, we don’t think it is a good idea to indicate the “pduCount” indication in NumOfUEsUpdate, at least before we can fully make the detail clear if two procedures are combined together.
2) About providing the SMF Instance ID to NumOfUEsUpdate, it clashes with ZTE / C4-215118. This part can be merged into C4-215118.
Varini:

From Samsung point of view, we are supportive of the intention of this CR. It may be useful to perform the two requests simultaneously to avoid delay during PDN Session Establishment.
We have some reservation on the implementation, however we can discuss that later if the group decides to agree to concept.

CC

Zhijun: Solution need  more details on aspect on input parameter and NSACF.

Varini: agree with the concept but not how it is realized.

We stopped discussion because no delegate from NEC was present. Discussion postponed.

Kundan:

Thanks for your response and indicating support to this concept. It makes sense to have one option to update both no, of UE count and no. of PDU session count. Only two companies commented so far in positive direction. So I don’t see any problem in proceeding this CR

Kundan (reply to Zhijun)

The intention of the CR is to propose an option to update both UE count and PDU count in addition to the individual requests. This option will reduce the no of request to update the PDU count and no. of UE count by half and also speed up the procedure to establish PDN connection so it has double benefits so it make sense to have this feature.
I don’t get your second comment would you please explain it?

2) About providing the SMF Instance ID to NumOfUEsUpdate, it clashes with ZTE / C4-215118. This part can be merged into C4-215118.

Zhijun:

The current situation is, the PCR itself only introduces a simple indication and short description, but it is not enough:

- to allow the NSACF to also count the PDU sessions, the PDU related parameters has to be provided as input parameters;

[Kundan the PDUCount] is introduced. 

- the NSACF behavior needs further analysis, e.g. determine two step counting, check and verify the necessary info, perform two step counting, distinguish and determine which error to return;

  - how to respond if step 1 is succeeds but step 2 fails, and if part of S-NSSAIs fails in step 1/2.

Kundan] This is sequential check and please see below

- changes are needed to other related clauses

Kundan] Please indicate what is missing I will put ENs

From the pCR,

all your comments are covered in the pCR. 

When PDUCount is included in the POST request, then the NSCAF considers the request is from the SMF+PGW-C for a PDN connection establishment procedure, in this case, for each S-NSSAI included in UeACRequestData 
-    if the update flag is set to "increase" and the number of UE count is successful for the S-NSSAI, the NSCAF shall first check the total number of PDU sessions registered to this slice will not exceed the maximum number of PDU sessions allowed to be registered to this slice.
-     if no excess, the NSACF updates the total number of PDU sessions registered to this slice accordingly;
-     if the total number of PDU sessions exceeds the maximum of PDU sessions allowed to be registered to this slice, the NSACF shall not update the total number of PDUs. Instead, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with a "EXCEED_MAX_NUM" reason;
· if the update flag is set to "DECREASE", the NSACF decreases the NSACF decrease the total number of UEs registered to this slice as well as the total number of PDU sessions registered to this slice;

If in above NSACF handling not all S-NSSAIs are successful, "200 OK" shall be returned, with necessary response data, e.g. indicating the failed S-NSSAI(s).
If in above NSACF handling all S-NSSAIS are successful, "204 No Content" shall be returned.

So, if you think it is useful to bind two counting together, it is better to have a full view of it. It is OPEN for people to bring a complete solution, e.g. in next meeting or later meetings.

I don't think it is possible for us to check all the details using this 5 days short meeting, actually we only have 3 days left. If you like, we can ask chairman to mark this PCR as postponed. 

Zhijun:

ZTE C4-215118 proposes to include SMF Instance ID as input parameters to NumOfUEsUpdate. That part clashes with NEC/5310.
After some discussion, it was agreed to take the way of using: NF Instance ID and optional NF Type

Kundan:

Thanks for the response. I am not sure if you get chance to read the pCR in detail. whatever technical comments you have raised regarding completeness of the CR, it is there in the pCR. Please see my response as below. We take small steps for every new feature being developed. We you think something is missing we can come puts ENs and always come back in the next meeting. if you think something is missing i pretty much believe we can do this in this meeting.

Zhijun: 

At least, when PDU counting is needed, then PDU Session ID shall be provided. And depending on the SA2 procedure, there may be other parameters.
About the NSACF behaviour, what we don't know is, how to handle partial failure. E.g. one S-NSSAI fails in UE counting, and another S-NSSAI fails in PDU couting. What is the expected NSACF behaviour to do? Typically, in SA2 description, the SMF/PGW-C will not request NSAC for PDU session, if it receives some error in NSAC for UE.

That's why I think it should be further studied. We are not saying "OBJECT", but we DO think more time is needed when considering binding two procedure into one request.

Varini:

Do you think we can modify the proposed data-model to something like below:
table removed

I think the response may not be an issue, as for a combined PGW-C+SMF, if configured for both PduAC and UeAC, both need to succeed, else it is a failure. The only thing is – whether PGW-C+SMF needs to differentiate among error “SLICE_NOT_FOUND” for UeAC versus PduAC?

Kundan:

Thanks for the detailed response and the proposal. we are fine with your proposed change.  I will update the pCR accordingly. For the following issue, the PGW-C will handle in same way. I will put an ENs for this case. hope this is fine to you?
PGW-C+SMF needs to differentiate among error “SLICE_NOT_FOUND” for UeAC versus PduAC?

Zhijun:

What you proposes is another possiblity. It is possible for the SMF+PGW-C to use one list of AcuOperationList, or use separate two lists.
And taking into account of other aspects, we should take more time to check the details of binding two procedures into one request.

Kundan:

Proposal from Varini makes sense and I am fine with it. This is not CR just a pCR and we can put ENs and at least we need a baseline. I don’t see any reason to postponed. It is very simple.

Zhijun:

I further checked the details of stage 2, and found:
<TS23.501 clause 5.15.11.5>

If the selected S-NSSAI by the SMF+PGW-C is subject to the NSAC, the SMF+PGW-C triggers interaction with NSACF to check the availability of the network slice by invoking separate NSAC procedures for number of UE and number of PDU Session (as described in clause 4.11.5.9 of TS 23.502 [3])
<TS23.502 clause 4.11.5.9> further describes the NSAC for UEs and NSAC for PDUs separately.

Given the following reasons, I think we should not take such a quick rush into the solution.

(a) current stage 2 specifies the combined SMF+PGW-C performs separate procedure of invoking NSAC for UEs and NSAC for PDUs, 

(b) it is an optimization to existing separate procedure, 

(c) there are details things need to check e.g. what kind of info is provided as input, how to handle partial failure,

Instead, it should give more time to the group to check the details, and then determine how to do.
Bruno:

I concur the comments from Zhijun, we need more time to consider the solution.
CC

Zhijun: propose to ,postpone the pCR to future meeting



	CC2
	
	5311
	pCR 29.536  Rel-17 No response from the NSACF
	NEC
	Noted
	Saurabh: 

I need some clarification:

504 Gateway timeout is sent by NFp1 when NFp2 does not respond on time. (Usual case of multiple NF invocation in chain. Like AMF->AUSF ->UDM. In this case if UDM does not respond, the AUSF shall send Gateway timeout.)

What usecase you are targeting here. When NSACF needs to generate this error code?

Zhijun:

I fully agree with what Saurabh said. 
Normally, the 504 error is used in the case when the receiving NF is acting as a message gateway and there is no response from the NF finally handles the request which is behind the receiving NF. The typical example is in TS29.526, the NSSAAF waits response from the AAA-S but it gets no response, so it send "504" to the AMF. In TS29.536, as the NSACF itself handles the slice admission request but not forwards the request to any other NF, the NSACF will not respond “504 Gateway Timeout” to the AMF.

In summary, we don't think this pCR is needed.

Caixia:

I have the same understanding as Saurabh and Zhijun, we need to know the usecase to introduce the application error
Varini:

Agree with the comments in the mail above.
I think 503 with retry-after may be more appropriate if server is not able to respond due to, e.g. overload.

Kundan:

Thanks a lot for your valuable feedback. I am trying to capture a scenario when a NSACF application layer is busy or overloaded and not responding to the no. of UE count or PDU session count API. In this case I used error code 504 gateway timeout. based on your response and explanation it is not appropriate. If application is busy and not responding  then we can use response code 503 Service Unavailable. Hope this error code is fine to you all.

Saurabh:

The situation “503 service unavailable” is a generic error, applicable to any NF. It is not specific to NSACF logic.
These generic error codes already defined in 29500 and 29571. So we dont require updating 29536 for the same.

Please note, Open API already contains 503 error code.

Zhijun:

But the "503" is a common HTTP code that shall be handle by all NFs. Do you intend to specify the AMF behavior specific in NSAC for handling "503"?

Kundan:

Yes, that is the intention. if the NSACF is overloaded and then AMF/SMF needs some handling. Otherwise the AMF/SMF keeps sending the request to the NSCAF. Also AMF needs to send something to the UE because the UE will keep retrying the slice registration to the AMF.

CC

Zhijun: no specific handling so CR not needed.

Saurabh: Still do not agreed on this.

Caixia: still not clear  on the erro case, No need for this  CR as the erro case is covered in 29.500.

Discussion stopped because NEC delegate was not present.



	
	
	5516
	TS 29.536 0.4.0
	ZTE
	Agreed as basis for future work
	Draft version by  Tuesday 19th October, 17:00 CET
Comments to be provided by Wednesday 20th October, 17:00 CET.
Final version by Thursday 21st October 17:00 CET on

	6.1.9
	CT Aspects of 5G eEDGE
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	5034
	CR 29.244 0578 Rel-17 Reference to UPF service specification
	China Mobile
	Revised to C4-215440
	WI eEDGE_5GC

CAT F

Bruno:

The latest 29.244 version is 17.2.1.
The CR is fine otherwise.

Yue:

Thanks Bruno, will do.



	
	
	5440
	CR 29.244 0578 Rel-17 Reference to UPF service specification
	China Mobile
	agreed
	

	
	
	5035
	pCR 29.564  Rel-17 Service Introduction
	China Mobile
	Revised to C4-215441
	Bruno:

5.1: typo "The UPF offeres…"
5.2.2.1: "has to be defined in combineation with a Subscribe operation."
5.2.2.3.2: Step 1: please use normative language ("The UPF shall send …").

Frank:

I have double checked with my SA2 and CT3 colleague, the following text is incorrect, it should be corrected in SA2 as well.

"QoS Monitoring report, e.g. end to end delay for a specific QoS flow or for a specific PDU session. "

It is not possible for AF/NEF to request QoS Monitoring per PDU session level, it was done per PCC rule level

Yue:

Thanks Bruno, will do.



	
	
	5441
	pCR 29.564  Rel-17 Service Introduction
	China Mobile
	Agreed to be incorporated
	

	
	
	5036
	pCR 29.564  Rel-17 API URI and Usage of HTTP
	China Mobile
	Revised to C4-215442
	Bruno:

6.1.1: please strike out the trailing slash in the API URI, and fill the missing info in "<service 1 API name>".

6.1.2.1: please fill the missing info <API Name>

Frank:

In addition to Bruno's comment, I think you need add the following sentence in 6.1.2.3, all other service API have similar sentence:
"In this release of this specification, no custom headers specific to the Nupf_eventExposure service are defined."

Yue:

Thanks Bruno, will do.



	
	
	5442
	pCR 29.564  Rel-17 API URI and Usage of HTTP
	China Mobile
	Revised to C4-215531
	Bruno:

The following change needs to be corrected:
-    The <apiName> shall be "Nupf_EventExposure".

This should say

-    The <apiName> shall be "nupf_ee".



	
	
	5531
	pCR 29.564  Rel-17 API URI and Usage of HTTP
	China Mobile
	Revised to C4-215536
	Bruno:

-    The <apiName> shall be "nupf_ee".
should be corrected to

-    The <apiName> shall be "nupf-ee".

(sorry, I see I made the same error in my earlier comment)



	
	
	5536
	pCR 29.564  Rel-17 API URI and Usage of HTTP
	China Mobile
	Agreed to be incorporated
	Bruno:

5536 is fine by me

	
	
	5037
	pCR 29.564  Rel-17 Resources
	China Mobile
	Revised to C4-215443
	Bruno:

.1.3.2.1: typo: "notifications on events those exposed by UPF"

Table 6.1.3.2.3.1-3: typo in the NOET "The manadatory HTTP error "


	
	
	5443
	pCR 29.564  Rel-17 Resources
	China Mobile
	Agreed to be incorporated
	

	
	
	5038
	pCR 29.564  Rel-17 Notifications
	China Mobile
	Revised to C4-215444
	Frank:

Thanks for the contribution.
In table 6.1.5.2.2-3,  404 NOT found should be return when "eventNotificationUri" and/or "Notification Correlation ID" are not recognized, the NF Service Consumer shall return "404 Not Found" status code. Note that, the Notification Correlation ID has been defined in N4 when subscribing the event.

Yue: OK

Comparing with other API, the 307 & 308 description is missing SCP aspects... and 3gpp-Sbi-Target-Nf-Id is missing in 6.1.5.2.2-3 and 6.1.5.2.2-4. 

Any reason?

Yue: My assumption is the notification will be used as the edge side, where SCP is not deployed b/w UPF and the consumer. Nevertheless I don't have strong position on this, I can add that text if fine by the group.



	
	
	5444
	pCR 29.564  Rel-17 Notifications
	China Mobile
	Revised to C4-215532
	Frank:

The sentence below is not correct. There are two "not" in the sentence.

If the NF Service Consumer does not consider the "eventNotificationUri" and/or "Notification Correlation ID" is not recognized, the NF Service Consumer shall return "404 Not Found" status code

3gpp-Sbi-Target-Nf-Id is still missing in 6.1.5.2.2-3 and 6.1.5.2.2-4.



	
	
	5532
	pCR 29.564  Rel-17 Notifications
	China Mobile
	Agreed to be incorporated
	

	CC3
	
	5039
	pCR 29.564  Rel-17 Data Model
	China Mobile
	Revised to C4-215445
	Caixia:
After further checking with our CT3 colleague, for the QoS monitoring reporting from UPF to SMF to NEF, as defined in UserPlaneNotificationData data type in TS 29.122, which only supports sending the notification correlation id and the monitoring result to NEF.

We propose to remove the QFI, UE IP address, DNN, S-NSSAI, GPSI, SUPI, timestamp, starttime in the contribution to keep align with the reporting from SMF currently.

Yue:

QFI, timestamp and starttime are included in the report sent over N4 interface, I just copied them to the SBI.  To me, they provide additional information which may be of help to the UFP service consumer.

As for UE IP address, DNN, S-NSSAI, GPSI, SUPI, they all provide relevant information to the receiver of the notification so as to better understand the notification. Please note that, information such as DNN, UE IP address, S-NSSAI... are known to SMF if the "subscription" and "notification" are done via N4 interface. However thank to the brilliant stage2 design, the consumer has to send the subscription request on one way and receive notifications on another. Thus the consumer needs such information in the notification.

And I have to highlight one point (though time and time again) each API we define for 5GC is not only intended to be used by specific NFs or via specific manner, thus I do not think simply mimicing what 29.122 says is the proper way.

In a nutshell, I disagree with removing these attributes.

Bruno:

. I will need to check this further. 
Stage 2 requires to support: 

QoS monitoring result e.g. end to end delay for specific QoS flow or for specific PDU session.
So this means that it shall be possible to reflect in the UPF event that the QoS monitoring  relates to a specific QoS flow. How is this information signalled? You may be right that QFI may be meaningless for an AF (this is a value chosen by the 5GC) – I need to check this further, but then is it so that the UPF event should contain traffic descriptors (corresponding to the QoS flow)? Or a reference to traffic descriptors that were provided by the AF to the NEF/PCF when subscribing to QoS measurements (is this the “flowIds”?)? I suggest to add an editor’s note to reflect that it is FFS which info needs to be sent in the UPF event to report that the QoS measurements relate to a specific QoS flow.
Caixia:

But the interface between NEF and AF does not support the reporting of these information.
Even the IEs reported to NEF, NEF will discard the information, cannot send to the AF.

And what I proposed is also align with the requirement from stage2:

The following events can be notified to a NF consumer:

-    QoS Monitoring for URLLC: the event notification may contain the QoS Monitoring report as described in clause 5.33.3.2 of TS 23.501 [2].
     The event notification may contain following information:

-    QoS monitoring result e.g. end to end delay for specific QoS flow or for specific PDU session.

May be a LS to SA2 and CT3 is needed to make the solution work, if you think QFI, UE IP address, DNN, S-NSSAI, GPSI, SUPI, timestamp, starttime is needed.

And I propose to add an Editor’s NOTE firstly, it is not urgent to agree everything in one meeting, the IEs can be included after we receive the confirmation from CT3 and SA2.
Yue:

As stated in my last email, the consumer of the notification does not have to be NEF, nor have to receive the notification via NEF.  Thus the information such as UE ID, UE IP address help the consumer to correlate the notification with its service logic.  As for the alignment with CT3, yes I agree we can do the supplementation in CT3 to improve the NEF API,  but it is a separate issue. As for alignment with SA2, I doubt if every parameter has to be documented in stage2, if you go through the API specifications.
Bruno:

6.1.6.2.3: it would be more future proof to not mandate the presence of the qfi attribute, but define its presence as Conditional (when the report relates to a specific QoS flow).
The Notification Correlation ID should be included in the report (see Table 7.5.2.9-4 of 29.244).

6.1.6.2.4: all 3 attributes should be defined as Uint32 (reused from 29.571).

Caixia, I don’t understand why you propose to remove the QFI. And also when you say this is not reported by the NEF, doesn’t this correspond to the following attribute of the 29.122 UserPlaneNotificationData? 

Table 5.14.2.1.5-1: Definition of the UserPlaneEventReport data type

table removed

I think it is valuable to allow the optional attributes proposed in the pCR.

Yue:

>>6.1.6.2.3: it would be more future proof to not mandate the presence of the qfi attribute, but define its presence as Conditional (when the report relates to a specific QoS flow).

>>The Notification Correlation ID should be included in the report (see Table 7.5.2.9-4 of 29.244).

>>6.1.6.2.4: all 3 attributes should be defined as Uint32 (reused from 29.571).

OK.

Zhijun:

May I ask a question for clarification. It looks the Notification data structure is only used to report per QoS flow measurement? 

But how about the support of per PDU session report? It is intented to use the UE IP+DNN to identify the PDU session?

-    QoS monitoring result e.g. end to end delay for specific QoS flow or for specific PDU session.
Caixia:

My CT3 colleague indicated the QFI is different with flow id, one QFI can includes multiple flow Ids.
There is no mapping in the NEF on QFI and flowIds, so reporting the QFI to NEF is unuseful. The data type is used for other event reporting, not related to QoS monitoring, please double check:

Frank:

Could you please explain why QFI is needed as "M"?
I think QFI is not essential information to be included in the QoS Monitoring Report to AF/NEF, it should not be defined as "M" at least; in fact AF has no knowledge about QFI.

The "flowIds" is not QFI, those are SDF ids

CC

Yue: discussion about the additional information.  NBI does  not suppot them was indica<ted from Caixia. Yue does not specify everything leave something  to stage3. The propsed additional information are taken from N4 Interface.

Caixia: request  to add an editorsa note that currently the information  is not transferred

Yue: rely on the callback URI ma y not help to corelate. Regarding QFI,..

Bruno: No Problem with  enabling.  And adding the attributes as optional. We should have an editors note what information we can send in the report.

Frank: There is no use  for the QFI but could accept we need to distinguish between trusted and untrusted nodes sending in information specially  to untrusted nodes

Yue  can accept to  remove QFI. But would like to keep the other  pasrameters.

Bruno: the editorsnote my mention it is FFS which parameters need to be added.

Yue:     

Caixia: OFI and SDF filters. Same opinion as Bruno we need further study on the details

Frank: on default subscription

Yue: we should not wait until Rel-18 . CMCC customers requesting QOS monitoring (e.g for statistics) from the marked requiremnts we need thes information

Bruno: the current list of addional parameters may not be sufficient we may need to enhance.

Yue will make a revision



	
	
	5445
	pCR 29.564  Rel-17 Data Model
	China Mobile
	postponed
	Caixia:

We request more time to consider/evaluate the need of the IEs in notification.
Propose remove the S-NSSAI/DNN/GPSI/SUPI in this contribution, and add an Editor’s Note to indicate the IEs are FFS.

Yue:

If my understanding of last discussion on this paper is correct, the way forward is to agree on this pCR (taking out QFI) and add editor's note saying the IEs of the report may be further studied and enhanced.  I have explained the potential usage of these IEs, and I saw some companies supported (to some extent) to have these necessary information in the report and may even need further enhancement.

I have provided arguments for having these information, while failed to see any concrete issue with having them. Thus I don't agree with removing them.  Nothing prevent us from striking them out if we identify issues afterward.

CC

Caixia: ask for more time to consider and analyse the 4 IEs

Yue: Have not seen any arguments to take these out

Caixia: the report is already in Rel-16 and ther we  do not have these IEs so why these information  is needed so we need  more time to consider as also CT3 specs need to be updated in stage 2 these parameters are also not mentioned.

Would not like to rusha prose to remove the IE and replace it by aneditor’s note

Yue: is Huawei the only company who has concern

Zhijun: it is just pCR we should agree something

Yue do not want ot revise again ask which company is objection on adding these 4 IEs

Yue could not accept to remove the 4 IES, Huawei was the only company objection  the inclusion of thes 4 IEs



	
	
	5538
	pCR 29.564  Rel-17 Data Model
	China Mobile
	withdrawn
	

	
	
	5040
	pCR 29.564  Rel-17 OpenAPI
	China Mobile
	Revised to C4-215446
	Bruno:

description: 3GPP TS 29.564 V17.0.0 … -> 17.1.0

security: and   securitySchemes: OAuth2 is not used for notifications, so not applicable to this API.

    NotificationItem:
      type: object
      required:
        - eventType
        - qfi
        - timeStamp
Please revert qfi from the required properties (more future proof to define its presence as conditional)

    QosMonitoring

Measurement:: please define all 3 attributes as Uint32

Yue:

Thanks Bruno, will do.



	
	
	5446
	pCR 29.564  Rel-17 OpenAPI
	China Mobile
	Revised to C4-215537
	Caixia:

With the same request (5445), we propose to revert the related IEs in the OpenAPI.
Bruno:

Uint32 is a data type defined in TS 29.571, so a $ref is required: 
        dlPacketDelay:

          type: Uint32
        ulPacketDelay:

          type: Uint32
        rtrPacketDelay:

          type: Uint32
externalDocs:

  description: 3GPP TS 29.564 V17.0.0; 5G System; User Plane Function Services; Stage 3.

The reference should be towards v0.2.0

security: and   securitySchemes: OAuth2 is not used for notifications, so not applicable to this API. Would there be any error if these properties were not specified?



	
	
	5537
	pCR 29.564  Rel-17 OpenAPI
	China Mobile
	postponed
	Bruno:

Thanks. You meant “into 5537”. 
The following part should also be removed:

components:

  securitySchemes:

    oAuth2ClientCredentials:

      type: oauth2

      flows:

        clientCredentials:

          tokenUrl: '{nrfApiRoot}/oauth2/token'

          scopes:

            <API name in lower letters with underscores>: Access to the <API Name> API

CC

Yue could not accept to remove the 4 IES, Huawei was the only company objection  the inclusion of thes 4 IEs



	CC3
	
	5041
	CR 29.510 0578 Rel-17 UPF Service
	China Mobile
	withdrawn
	WI eEDGE_5GC

CAT B

Bruno:

I do not understand the need for this CR, given that the subscription is done via the SMF. What is it used for? In which call flow?

Yue:

I know this is a little bit confussing...   The reason is SA2 only defined notification, while the corresponding subscription is done via N4 interface. During preparation of this pCR, I inquired Jesus if there is a way to document only notification in the spec, given the limitation of OpenAPI and more or less the TS template.  And I got the suggestion to define a fake subscribe operation just to be able to define the notification.

Bruno: 

Thanks. I agree with defining “a fake subscribe operation” in 29.564 for the purpose of producing a proper OpenAPI definition. But this is orthogonal to modifying the NRF APIs with a service name for which there is no use at all.

Yue:

For the 29.510 CR, the intention is to make it possbile when discovering UPF to know whether the UPF support sending notification via SBI.
CC

Bruno :The coverpage need  to be update to clarify the reason  for change.

Frank : for the selection  we have the UPF features

Yue : the capabilities are not just the QOS

Frank : in PFCP we have the supportedfeature

Yue in thsi proposal it provides  further information

Frank we have  the UPF features  not supported features in UPF info in 29.244

Bruno : thanks for reminding Frank. SMF has  already all the information via PFCP.

Jesus :  if we go to OpenAPI 3.1 we can  define callbacks for this kind of services



	
	
	5049
	pCR 29.556  Rel-17 DNS message processing model and requirements
	Nokia, Nokia Shanghai Bell, Huawei and Ericsson
	Agreed to be incoporated


	

	CC3
	
	5050
	pCR 29.556  Rel-17 Neasdf_DNSContext API Data Model
	Nokia, Nokia Shanghai Bell, Huawei
	Revised to C4-215365
	Zhijun:

In clause 6.1.6.2.4, the attribute name in the table NOTE is not aligned with the attribute names in table rows.

Bruno:

V1 is available in the draft inbox correcting the names of the attributes in the table note.

Frank:

As I have commented before the meeting, I felt the design of reportingOnceInd and resetReportingOnceInd is awkward.
table removed

The change is based on the following SA2 CR:

S2-2106736 is marked as approved

We should introduce an attribute "NumberOfReport" as in PFCP, so the SMF set it to "1" if SMF wants only one report, and set to "2" if SMF wants 2 reports, instead to introduce two boolean attributes, which makes implementation logic complicated.

Bruno:

Thanks for your comments. If we replace the Booleans by a Number of Reports IE (which would actually require the UPF to track the number of reports sent, when stage 2 only requires to detect if one report has already been sent or not), which logic do we specify to enable to distinguish whether a partial or complete replacement of a DNS context goes together with or without resetting the number of reports to be sent? In any case, we need some application logic to distinguish the above. In the current pCR, this is easily and explicitly controlled by a Boolean. What logic do you propose if we go ahead with a Number of Report, when e.g. the SMF sends 
· A PUT request replacing the DNS context, where the new DNS context representation contains a DNS rule with a Number of Report 

· Would the SMF be able to replace a DNS context completely w/o requiring to send any further report? How?

· A PATCH request modifying a DNS rule, when

· the SMF would like to reset the Number of Report: replacing Number of Report 1 by Number of Report 1 ?? (does not look nice to me as this should normally be interpreted as “no change”), or 

· when the SMF would NOT wish to reset the number of report?

Frank:

I am not sure if I get your point. 
The "number of report" gives EASDF clear instruction for a given DNS context, how many reports should be generated, regardless it is partial or complete update, once provisioned, it applies always the current DNS context. 

The two Boolean seem only enable report twice, what about for 3rd times?

Zhijun:

How about use an enum type: ReportOnceFlag = [REPORT_ANY, REPORT_ONCE, RESETED_REPORT_ONCE] ?

Bruno:

I am open on whether to combine the two Booleans into a single enum along the lines of what you propose (e.g. with the value “true”, “false” and “reset”). This would remain in principle close to what the current pCR specifies and would provide an explicit indication to the EASDF of whether to reset the nb of reports or not (like in the current pCR). I am not sure though that this really makes spec the interface/spec better than the two Booleans proposed currently in the pCR.

CC

Bruno: reporting trigger via 2 booleans or via  integer, ENUM

Frank:Interger  (numbers of reports) is more flexible.

Bruno: no strong opinion up to now no requirments

Zhijun: Usage a PATCH to update the number for 1 time reporting is some how strange prefers enumeration. Currently there is no requirement to count the number of reports

Bruno: will keep the two Booleans.



	
	
	5365
	pCR 29.556  Rel-17 Neasdf_DNSContext API Data Model
	Nokia, Nokia Shanghai Bell, Huawei
	agreed to be incorporated
	

	
	
	5051
	pCR 29.556  Rel-17 Neasdf_DNSContext API – HTTP headers, Content Type and Error Handling
	Nokia, Nokia Shanghai Bell
	Revised to C4-215366
	Bruno:

I have uploaded V1 in the draft inbox 
In Table 6.1.3.2.3.1-3 and in clause 6.1.7.3, DNS_BASE_FORM_UNKNOWN is corrected to DNS_BASE_PATTERN_UNKNOWN.


	
	
	5366
	pCR 29.556  Rel-17 Neasdf_DNSContext API – HTTP headers, Content Type and Error Handling
	Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5052
	CR 29.502 0486 Rel-17 Feature name of Enhancement of Edge Computing in 5G Core network
	Nokia, Nokia Shanghai Bell
	Agreed
	WI eEDGE_5GC

CAT F

	
	
	5125
	CR 29.503 0727 Rel-17 AF Specific UE ID Retrieval
	ZTE
	Revised to C4-215402
	WI eEDGE_5GC

CAT B

Kimmo: What is the current version? It reads 17.3.0 on the cover page but the Tdoc is reserved for version 17.4.0

Ulrich:

what is the status of the referenced TS23.502 CR#2926 in S2-2106726 ?
Should there be a link in Other Specs affected?

Zhijun:

I also not sure about the status of TS23.502 CR#2926 (S2-2106726), from the SA2 chairman note, it is marked as "technically endorsed". And I didn't find it approved from SA plenary, neither it appears in TS23.501.
@Caixia: Do you have any information on this?

Status is marked as technically endorsed in SA2 DAD

Frank:

Probably I should answer the question
Ericsson has resubmitted the following SA2 CRs without any technical change:

S2-2107247
S2-2107248

I think we need add dependency for this CT4 CR; when doing revision, Zhijun, could you please add Ericsson as supporting company?

Zhijun:

Thanks for the information. Sure, I will add dependency to the SA2 CR, and add Ericsson as co-sign

Zhijun:

Please find v1 here, with dependency to SA2 CR, and add Ericsson as co-sign

	
	
	5402
	CR 29.503 0727 Rel-17 AF Specific UE ID Retrieval
	ZTE, Ericsson
	agreed
	

	
	
	5153
	CR 29.503 0728 Rel-17 Support for Service Specific Authorization
	Nokia, Nokia Shanghai Bell, Ericsson
	Revised to C4-215450
	WI eEDGE_5GC

CAT B

Caixia:

As defined in TS 29.501: 

All path segments of a URI which are variable names shall use lowerCamel, and shall be surrounded by curly brackets.

Example 7:

…/subscriber-data/{supi}

I think the {service-type} in the URI shall be changed to serviceType.

Ulrich:

I agree. Please find v1 in the draft inbox.
Zhijun:

Instead of using "Nudm_SSA", I would prefer to use "Nudm_SSAU", if you agree. We uses "xxAU" in other APIs, e.g. NIDDAU

Ulrich:

I’m fine with your proposal.
Please find v2 in the draft inbox.

Zhijun:

V2 is fine by me. 

By the way, I think the C4-215176 (to 29.510) needs to change service name to "nudm-ssau" accordingly

Caixia:

Figure 5.x.2.2.2-1 and Figure 6.x.3.1-1 shall be updated to change the service-type to serviceType.

Others are fine by me, you can fix it in formal revision.

Ulrich:

I have done the correction in the final version which is C4-215450.


	
	
	5450
	CR 29.503 0728 Rel-17 Support for Service Specific Authorization
	Nokia, Nokia Shanghai Bell, Ericsson
	Agreed
	WI eEDGE_5GC

CAT B



	
	
	5168
	pCR 29.556  Rel-17 Pseudo-CR on data types in NodeLevelDNSHandlingInfo delete
	Ericsson
	Revised to C4-215488
	Bruno:

The collection resource should be a plural.
A.3:
  /dns-base-patterns/{dnsBasePatternId}:

Frank:

I have made a revision v1, in the revision I have added Huawei as supporting company as Caixia has indicated to me offline.

Caixia:

I am fine with v1.

Buno:

V1 is fine by me



	
	
	5488
	pCR 29.556  Rel-17 Pseudo-CR on data types in NodeLevelDNSHandlingInfo delete
	Ericsson
	Agreed to be incorporated
	

	
	
	5169
	pCR 29.556  Rel-17 Pseudo-CR on NodeLevelDNSHandlingInfo Delete service operation
	Ericsson
	Revised to C4-215489
	Bruno:

Figure 5.3.2.4.1-1: the last but one segment of the URI should be with a plural, i.e. "dns-base-patterns", since this represents the collections of patterns created in the EASDF. 

Frank:

I made a revision v1 including your comments. 

And I have also added Huawei as supporting company.

Buno:

V1 is fine by me



	
	
	5489
	pCR 29.556  Rel-17 Pseudo-CR on NodeLevelDNSHandlingInfo Delete service operation
	Ericsson
	Agreed to be incorporated
	

	CC4
	
	5174
	CR 29.505 0391 Rel-17 Support for Service Specific Authorization
	Nokia, Nokia Shanghai Bell, Ericsson
	Revised to C4-215503
	WI eEDGE_5GC

CAT B

Yue:

· In table 5.2.xx.2-1, the value of service-type URI variable is not clear, to put the exact string "AF guidance for URSP" there, with spaces?  And same for table 5.2.yy.2-1.
Ulrich: the string value will be “AF_GUIDANCE_FOR_URSP” in v1

· In table 5.2.xx.3.1-1, 

· it is unclear to which query the table note is subject.

· the note is saying "this attribute" while the table is about query parameters. 

· is "mtc-provider-information" really mandatory query parameter?

Ulrich: this table has been copied from table 5.2.38.3.1-1; obviously the NOTE should be referred from mtc-provider-information. See v1

Yue> Then how about the mandatoriness of mtc-provider-information? Is it always available to the consumer?

· In table 5.2.xx.3.1-3,

· for the 404 response, I propose to add a new application error such as "SERVICE_TYPE_NOT_FOUND" since service-type is part of the URI and it is possible the corresponding data to the given service type cannot be found in the UDR.

Ulrich: we can assume that a service type that is not found is also not allowed
· for the 403 response, for my clarification, is it really UDR's responsibility to decide whether the DNN, MTC provider, SNSSAI, etc. are allowed or not? BTW there is a typo "SNNSAI"

Ulrich: yes, similar to NIDD authorization, see table 5.2.38.3.1-3

· In clauses 5.2.yy.3.2 and 5.2.yy.3.3, I propose to define also error responses for GET and DELETE methods, e.g. 404 response and relevant application errors.

Ulrich: I tried to align with NIDD authorization; see 5.2.45.3.2 and 5.2.45.3.3

Yue> Well, 5.2.45.3.2 and 5.2.45.3.3 can of course be improved, but it is orthogonal (I like this word used by Bruno), my comment is against C4-215174.

· In Table 5.2.yy.3.4-3, I propose to respond with PatchResult if and only if "on partial success and the client has indicated support of this feature", similar as proposed by Jesus in another contribution.

Ulrich: again this is aligned with NIDD authorization in 5.2.45.3.4-3

Yue> See above

· In the YAML, "/subscription-data/{ueId}/<WSP>specific-service-authorization-data/{service-type}", i.e. there is a space in the path.

Ulrich: I shall remove it in v1

·  ServiceType data type is re-used from 29.503, needs to be added to table 5.4.1-2

Ulrich: ok

Ulrich:

V1 is in the draft inbox

Yue:

Thanks for providing v1. Please see my further reply inline
Yue:

I would like to draw attention of the group on whether UDR should make application level decision on "ALLOWED" or "NOT_ALLOWED". I copy the previous email of this thread here:
=======================

see above email exchange

=======================

NIDD authorization is the only case where the UDR makes the application level decision (besides this CR) up to now.  UDR is mainly a data storage which should focus on data access itself. UDR can of course have logic and make decision on "ALLOWED/NOT_ALLOWED" but should be at data access level. IMO, UDR should not be aware of the application level policy such as "wehther the the MTC provider is allowed to do something".  UDR should simply provide whatever stored there to UDM, then UDM should make the decision based on not only the data retrieved from UDR but may also the operation configurations.

Ulrich:

My proposal is to keep Service Specific Authorization aligned with NIDD Authorization.

Yue:

Well, I fail to see the reason why we have to keep these two things fully aligned,  at least regarding the aspects subject to my comments. Even we have to make them aligned, it does no harm to align the NIDD authorization on next meeting, since they will be in the same plenary cycle
Ulrich:

in v2 I have made mtc-provider-information optional as you requested (see draft inbox).
Yue: Ok, thanks.

I propose to address the other comments on result codes commonly for Service Specific authorization and NIDD Authorization in future meetings.

Yue: If you insist. But this means we have to re-open agreed CR (if this CR is eventually agreed) next meeting. 

CC

Ulrich: outstanding issues are the response  codes. We should add some result codes

Yue:  it is propper  that the UDR make the decisson, can agree  with  the proposed enhnacements but will bring a discussion paper to next  meeting.

Ulrich will provide a revision.
Ulrich:

I have replaced 403 Forbidden (SERVICE_TYPE_NOT_ALLOWED) with 404 Not Found (DATA_NOT_FOUND) in table 5.2.xx.3.1-2.
C4-215174 is revised to C4-215503

I hope the CR is now agreeable.



	
	
	5503
	CR 29.505 0391 Rel-17 Support for Service Specific Authorization
	Nokia, Nokia Shanghai Bell, Ericsson
	agreed
	WI eEDGE_5GC

CAT B

Yue:

Not sure if I misunderstood you on yesterday's conf-call.  My understanding of what you promised to do are:
· To add error responses in clauses 5.2.yy.3.2 and 5.2.yy.3.3.
This is not seen in C4-215503. So you have decided to re-open this CR next meeting to add error respones for ServiceSpecificAuthorization and NIDDAuthorization hand in hand?
· To address my concern on whether UDR should decide on the service level policy
To replace SERVICE_TYPE_NOT_ALLOWED with DATA_NOT_FOUND addesses part of my concern, thanks. But there are still:
· DNN_NOT_ALLOWED: I am not sure how to interpret this error, but if it means the UE is not allowed to use certain service via certain DNN, I think it is service level.
· SNSSAI_NOT_ALLOWED: Does it mean NF consumer from certain slice instance is not allowed to access that data? If so, I can understand.  However if it means the UE is not allowed to use certain service via certain slice instance, I think it is still service level.
· MTC_PROVIDER_NOT_ALLOWED: Does it mean certain MTC provider is not allowed to access that data?  If so, I can understand.  However if it means the UE is not allowed to somehow use that MTC provider, I think it is still service level.
· AF_INSTANCE_NOT_ALLOWED: Does it mean certain AF instane is not allowed to access that data?  If so, I can understand.  However if it means the UE is not allowed to somehow use that AF instance, I think it is still service level.
Ulrich:

your remaining two comments  are not addressed in 5503. 
My reasoning still is the alignment with NIDD Authorization (which is stable since long).

Issues (if any) should be discussed and solved commonly for Service Specific Authorization and NIDD Authorization.

Yue:

Issues (if any) should be discussed and solved commonly for Service Specific Authorization and NIDD Authorization.
I really do not see any *issue* with adding normal error responses e.g. 404 to GET and DELETE methods, the scenario where the consumer intends to retrieve/delete something which does not exist on UDR is just common error case. And as the rapporteur of 29.505 I certainly do not prefer to re-open agreed CR. 

And how about the issue of XXX_NOT_ALLOWED?

ULrich:

To add error responses in clauses 5.2.yy.3.2 and 5.2.yy.3.3.
there are 61 occurrences of tables for “Data structures supported by the GET Response Body on this resource” in 29.505. 

Most of them (I count 57) do not show any error responses e.g. 404. Similarly for DELETE.

Instead there are references to table 5.5.1 or to 29.500  table 5.2.7.1-1.

Why is that ok for existing responses? and why is it not ok to continue this way?

Yue> Ok, we can do this next step

wrt

To address my concern on whether UDR should decide on the service level policy
Again, I try to align with NIDD where we have the same wording. 

How would the UDM decide that something is not allowed? Isn’t this decision based on information received from the UDR?

Yue> UDM make the decision based on but may not ONLY based on data received from UDR. If decisions are made solely based on the data, why do we need UDM at all? There are some logic, configurations, etc. at UDM, and UDR should be as much pure as a database.

CC

Yue ok to agree but we need to continue the discussion.



	
	
	5175
	CR 29.504 0155 Rel-17 Support for Service Specific Authorization
	Nokia, Nokia Shanghai Bell, Ericsson
	agreed
	WI eEDGE_5GC

CAT B

	
	
	5176
	CR 29.510 0587 Rel-17 Support for Service Specific Authorization
	Nokia, Nokia Shanghai Bell, Ericsson
	Revised to C4-215451
	WI eEDGE_5GC

CAT B

Zhijun:

comment to 5153

By the way, I think the C4-215176 (to 29.510) needs to change service name to "nudm-ssau" accordingly

Ulrich:

I have done the corresponding change to C4-215176 which is now revised to C4-215451.


	
	
	5451
	CR 29.510 0587 Rel-17 Support for Service Specific Authorization
	Nokia, Nokia Shanghai Bell, Ericsson
	agreed
	WI eEDGE_5GC

CAT B



	
	
	5241
	Work Plan    eEDGE_5GC work plan
	Huawei
	noted
	

	
	
	5242
	CR 29.502 0490 Rel-17 Remove the Editor's Note on AF Coordination Information
	Huawei
	Revised to C4-215425
	WI eEDGE_5GC

CAT B

Bruno:

Please rename the feature from “EEDGE” to “EnEDGE” (cf our related 29.502 CR on the feature name).

Caixia:

Please check draft v1 with updating of the feature name

Buno:

V1 is fine by me



	
	
	5425
	CR 29.502 0490 Rel-17 Remove the Editor's Note on AF Coordination Information
	Huawei
	agreed
	

	
	
	5243
	CR 29.502 0491 Rel-17 I-SMF removal for target DNAI
	Huawei
	Revised to C4-215426
	WI eEDGE_5GC

CAT B

Bruno:

Minor editorial in clause 5.2.2.2.12: "or the NF Service Consumer shall also request the SMF to create the SM context during I-SMF removal per DNAI"

Caixia:

Draft v1 is available in the inbox to update the text as proposed

Buno:

V1 is fine by me



	
	
	5426
	CR 29.502 0491 Rel-17 I-SMF removal for target DNAI
	Huawei
	agreed
	

	CC4
	
	5244
	CR 29.510 0591 Rel-17 EASDF discovery based on UPF N6 address
	Huawei
	Revised to C4-215427
	WI eEDGE_5GC

CAT B

Bruno:

Cannot we reuse the ue-ipv6-prefix and ue-ipv4-address query parameters? I assume this PSA IPv6 address refers to the UE IP address, right?

OpenAPI: the new query parameter is intertwined within the definition of an existing IE. And the description speaks about "N6 IP addresses" instead of one N6 IP address. Please also revert the style and explode properties.

Caixia:

N6 IP address of the PSA UPF is the UPF address, not UE IP address, and I revise the contribution, v1 in draft inbox

Bruno:

Thanks. The new query parameter is still defined in the middle of an existing parameter:
        - name: ml-analytics-id-list
          in: query

          description: Analytics Id(s) of Nnwdaf_MLModelProvision service
        - name: upf-n6-ip
          in: query

          description: N6 IP address of PSA UPF supported by the EASDF

          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/IpAddr'
          content:

            application/json:

              schema:

                type: array

                items:

                  $ref: 'TS29520_Nnwdaf_EventsSubscription.yaml#/components/schemas/NwdafEvent'

                minItems: 1
How does the SMF get the IPv6 address of the PSA UPF? (if it does not set this query parameter to the UE’s IP address)

Does it do so by taking any IPv6 address configured below in the upfinfo for the N6 interface?

For my info, why cannot this be set to the UE’s PDU session’s IP address?

Table 6.1.6.2.24-1: Definition of type InterfaceUpfInfoItem
Caixia:

Discovering EASDF based UPF N6 IP address is used to discover the EASDF closed the PSA UPF, UPF N6 IP address is registrated by EASDF to NRF in EASDFInfo.

And you are right, SMF knows the UPF N6 IP address based on the information from NRF in InterfaceUpfInfoItem.

If we use the UE IP address to discover the EASDF, it is complicated as how the EASDF knows the UE IP address and registrated UE IP address in NRF.

Frank:

Could you please share the motivation to use "UPF N6 IP address" to select EASDF, e.g. what are extra values other than UE IP Address or DNAI + DNN? In my view, even the UE IP address is not so useful when DNAI + DNN is in place

CC

Caixia:

Frank:

Bruno:: which Query parameter to be used to query the UPF N6 IP address? How does the SMF sets these IP address?

Caixia: 

Frank: What is value when do the query

Bruno:  need to do some check with his Sa2 colleagues

Frank:

Thanks for the explanation. 
Then how easdfN6IpAddressList will be used when come to selection of EASDF?
6.1.6.2.77            Type: EasdfInfo

Table 6.1.6.2.77-1: Definition of type EasdfInfo

table removed

How to determine "UPF N6 IP address" in EASDF is closer to a PSA UPF? In the same subset of UE IP address range? 

Bruno:

After further checking, we are fine with your CR and we concur that it is preferable not to use UE IP addresses to simplify the engineering/provisioning of the network.   
Frank, 

Each EASDF can register the PSA N6 IP@ of nearby PSAs in their profile. 

Caixia, 

Please correct the following issue:

        - name: ml-analytics-id-list
          in: query

          description: Analytics Id(s) of Nnwdaf_MLModelProvision service
        - name: upf-n6-ip
          in: query

          description: N6 IP address of PSA UPF supported by the EASDF

          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/IpAddr'
          content:

            application/json:

              schema:

                type: array

                items:

                  $ref: 'TS29520_Nnwdaf_EventsSubscription.yaml#/components/schemas/NwdafEvent'

                minItems: 1
Caixia:

Thanks for the confirmation and spotting the error in OpenAPI, please check draft v2 as below
Bruno:

Thanks. You need to correct the following definition to define it as an application/json content:
        - name: upf-n6-ip

          in: query

          description: N6 IP address of PSA UPF supported by the EASDF

          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/IpAddr'
(see for instance the definition of the pgw-ip query parameter)

Sorry for not raising the above comment beforehand.

Caixia:

I correct the definition of OpenAPI with application/json content: V3 in draft inbox

Bruno: 

5244 V3 is fine by me

Frank

When doing EASDF selection, how SMF get UPF N6 IP address, from the following information in upfInfo of selected PSA UPF? Can you please confirm?

Type: InterfaceUpfInfoItem
Table 6.1.6.2.24-1: Definition of type InterfaceUpfInfoItem

table remove
Caixia:

This is my understanding

Bruno:

Yes, this is also mine


	
	
	5427
	CR 29.510 0591 Rel-17 EASDF discovery based on UPF N6 address
	Huawei
	agreed
	WI eEDGE_5GC

CAT B



	
	
	5245
	CR 29.510 0592 Rel-17 Local NEF discovery based on list of TAs
	Huawei
	Revised to C4-215428
	WI eEDGE_5GC

CAT B

Bruno:

How is this list of TAIs used by the NRF to find candidate NEFs? Shall candidate NFs support each TAI in the list, or at least one TAI in the list? The description and use of the new query parameter needs to be clarified.

Caixia:

I propose the candidate NFs shall support each TAI, which will be simple for NRF and NF service consumer, otherwise the NF service consumer needs to check the which TA is supported by which NEF profile.
And I think if list of TAs are included, it likes the serving area of the NEF, which means the consumer wants to select a NEF deployed in the area.
If you are also fine with the proposal, I will update the description accordingly.

Bruno:

Your proposal looks fine to me. Please kindly proceed with updating the CR accordingly

Caixia:

Please check draft v1 with the update of the behavior in NRF

Bruno:

Thanks. Some minor updates:
If included, this IE shall contain the Tracking Area Identities requested to be supported by the NFs being discovered. The NRF shall return NFs which support all the TAIs in the list. It may be included if the target NF type is "NEF".

Caixia:

Thanks, the text is updated as proposed, v2 in draft inbox

Bruno:

. 5245 V2 is fine by me.



	
	
	5428
	CR 29.510 0592 Rel-17 Local NEF discovery based on list of TAs
	Huawei
	agreed
	

	
	
	5246
	pCR 29.556  Rel-17 Miscellaneous corrections
	Huawei
	Agreed to be incorporated
	

	
	
	5247
	pCR 29.556  Rel-17 DNSBasePattern service introduction
	Huawei, Ericsson
	Revised to C4-215429
	Bruno:

The editor's note can be clarified a bit by saying that "NodeLevelDNSHandlingInfo" is the service name currently defined in stage 2, but it is proposed to change it to DNSBasePattern, which is the name retained in stage 3.

Caixia:

I Please check draft v1 with the updates of the Editor’s Note

Bruno:

, V1 is fine by me



	
	
	5429
	pCR 29.556  Rel-17 DNSBasePattern service introduction
	Huawei, Ericsson
	agreed to be incorporated
	

	
	
	5248
	pCR 29.556  Rel-17 DNSBasePattern Create service operation
	Huawei, Ericsson
	Revised to C4-215430
	Bruno:

Figure 5.3.2.2.1-1: the last segment of the URI should be with a plural, i.e. "dns-base-patterns", since this represents the collections of patterns created in the EASDF.

One minor edit: Editor's Note: The information included in payload body is FFS, e.g. whether the action and precedence are included, and whether the DNS message detection template and Local DNS server address are belong to separate templates, are FFS.

Caixia:

All the comments are captured in draftv1

Bruno:

V1 is fine by me

	
	
	5430
	pCR 29.556  Rel-17 DNSBasePattern Create service operation
	Huawei, Ericsson
	agreed to be incorporated
	

	
	
	5249
	pCR 29.556  Rel-17 DNSBasePattern Update service operation
	Huawei, Ericsson
	Revised to C4-215431
	Bruno:

Figure 5.3.2.3.1-1: DNS Base Pattern Partial Update: same comment on using a plural for the collection resource. Ditto for the 2nd figure.

Caixia:

All the comments are captured in draftv1
Bruno:

Thanks, V1 is fine by me

	
	
	5431
	pCR 29.556  Rel-17 DNSBasePattern Update service operation
	Huawei, Ericsson
	agreed to be incorporated
	

	
	
	5250
	pCR 29.556  Rel-17 DNSBasePattern resource definition
	Huawei, Ericsson
	Revised to C4-215432
	Bruno:

6.2.1: "The Neasdf_DNSBasePattern service shall use the Neasdf_DNSBasePattern API."

6.2.2.2.2: the content type for JSON PATCH is missing.

Figure 6.2.3.1-1: please use a plural for the dns-base-patterns collection resource.

We should add an editor's note below the figure in 6.2.3.1 Indicating that the resource URI structure is FFS depending on the contents of a DNS base pattern, e.g. whether different resources might be defined if a DNS base pattern may  contain either MDTs or DNS Server IP address, or to differentiate DNS base patterns for DNS Query and for DNS Response messages.

Caixia:

Draft v1 is uploaded to incorporate all of the comment
Bruno:

Thanks, V1 is fine by me

	
	
	5432
	pCR 29.556  Rel-17 DNSBasePattern resource definition
	Huawei, Ericsson
	agreed to be incorporated
	

	
	
	5251
	pCR 29.556  Rel-17 Data types in DNSBasePattern create
	Huawei, Ericsson
	Revised to C4-215433
	Bruno:

6.2.3.2.2: please use a plural in the URI of the dns-base-patterns collection resource.

Table 6.2.3.2.3.1-3: typo in NOTE 1 ("mandatory" misspelt)

Table 6.2.3.2.3.1-4: please use a plural for the collection resource.

6.2.4: we can already say that there is none.

6.2.6.2.4: I don't understand how the text "FQDN in fqdnList contain the string "*" to indicate the default DNS Server " fits with DNS Query MDTs. Was it intended to say that a DNS Query MDT may contain a wildcard FQDN to refer to ANY FQDN (but this has nothing to do with DNS Server)?

dnsTemplateId: we need to add to the editor's note that the need for and use of the dsnTemplateId are FFS.

An SMF will create a DNS base pattern. Shouldn't the DNS contexts then refer to a DNS base pattern, rather than to a specific DNS template of a DNS base pattern? what is the relationships otherwise between all the DNS templates within a same DNS base pattern?

We should also add an editor's note on whether a DNS base pattern may comprise DNS templates for DNS Query messages and DNS templates for DNS response messages.

A.3:
  /dns-base-patterns:

required property is duplicated in:


        - DNS Base Patterns collection
      operationId: CreateDnsBasePattern
      requestBody:
        description: representation of the DNS Base Pattern to be created in the EASDF
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/DnsBasePatternCreateData'
        required: true

Please use a plural for the collection resource in the Location header.

Caixia:

Please check the reply inline and the draft v1:
Bruno:

Thanks, V1 is fine by me

	
	
	5433
	pCR 29.556  Rel-17 Data types in DNSBasePattern create
	Huawei, Ericsson
	agreed to be incorporated
	

	
	
	5252
	pCR 29.556  Rel-17 Data types in DNSBasePattern update
	Huawei, Ericsson
	Revised to C4-215434
	Bruno:

Still the same comment on using a plural:
6.2.3.3.2: dns-base-patterns/{dnsBasePatternId}

Caixia:

Thanks, the URI is updated in resource definition and OpenAPI

Bruno:

Thanks, V1 is fine by me

	
	
	5434
	pCR 29.556  Rel-17 Data types in DNSBasePattern update
	Huawei, Ericsson
	agreed to be incorporated
	

	
	
	5273
	CR 29.503 0741 Rel-17 ECS Address Configuration
	Nokia, Nokia Shanghai Bell
	Revised to C4-215466
	WI eEDGE_5GC

CAT F

Waqar:

Thanks for the CR, but I am confused by your addition of the DNN and S-NSSAI in the EcsAddrConfigInfo (EACI), which is not there in stage-2. Why are these added in stage-3 then?

Ulrich:

my understanding of 23.502 clause 4.15.6.3d is that these parameters may be included: 
The AF-provided ECS Address Configuration Information may include DNN and/or S-NSSAI to be associated with the ECS Address Configuration Information. If it is not included in the AF-provided ECS Address Configuration Information, this may be determined by the NEF based on the AF Identifier.

Caixia:

Please check the comments from my side:
 

In clause 5.6.2.4.3, the DELETE response body is specified in table 6.5.3.4.3.2-3.

In clause 5.6.2.5.3, the GET response body as specified in table 6.5.3.4.3.3-3.

6.1.6.2.9 Type: DnnConfiguration is associated with DNN and S-NSSAI, why need to change the IE to EcsAddrConfigInfo and include DNN/S-NSSAI in this IE?

Ulrich:

I agree with your comments to 5.6.2.4.3 and 5.6.2.5.3.

For 6.1.6.2.9: 

DnnConfiguration contains the ecsAddrConfigInfo, and also PpDataEntry contains the ecsAddrConfigInfo.

The dnn and sNssai within EcsAddrConfigInfo may not be needed when EcsAddrConfigInfo is conveyed within DnnConfiguration, however, when conveyed in PpDataEntry it is needed.

I shall provide v1 to update the table references later today.

Waqar:

It took me a while to figure this out which seems to be bit of a mix up in stage-2. On a high-level you can see the effect that this is included in the spec text leading the table as you rightly point out, but is missing from the table itself. The background is the following: until last SA2 meeting we had this Editor's note in the spec (23.502 v17.1.0):
Editor’s Note: it is FFS whether DNN and S-NSSAI are part of AF provided ECS Address Configuration Information
The proposal to include DNN/NSSAI in EACI in S2-2105948 was not agreed in the last SA2 meeting, and the editor’s note was removed. However, SA2 missed removing the text that you refer to. Also based on my discussion with my SA6 colleagues, SA6 has not agreed to have the AF to send the DNN/S-NSSAI (postponed papers S6-212050 and S6-211382). Based on this information, surely we will work to fix this in stage-2, but in the meanwhile request to delay introducing this specific change in stage-3.

Ulrich:

thank you for the clarification.
DNN and S-NSSAI are removed in v2 (see draft inbox)

Caixia:

I am fine with v2
Waqar:

Thank you very much for the revision and accommodating my concern! I am good with the revision


	
	
	5466
	CR 29.503 0741 Rel-17 ECS Address Configuration
	Nokia, Nokia Shanghai Bell
	agreed
	WI eEDGE_5GC

CAT F



	
	
	5274
	CR 29.505 0396 Rel-17 ECS Address Configuration
	Nokia, Nokia Shanghai Bell
	Agreed
	WI eEDGE_5GC

CAT F

	
	
	5517
	TS 29.556 0.4.0
	Huawei
	Agreed as basis for future work
	Draft version by  Tuesday 19th October, 17:00 CET
Comments to be provided by Wednesday 20th October, 17:00 CET.
Final version by Thursday 21st October 17:00 CET on

	
	
	5518
	TS 29.564 0.2.0
	China Mobile
	Agreed as basis for future work
	Draft version by  Tuesday 19th October, 17:00 CET
Comments to be provided by Wednesday 20th October, 17:00 CET.
Final version by Thursday 21st October 17:00 CET on

	6.1.10
	CT aspects on Same PCF Selection For AMF and SMF
	
	
	
	
	TEI17_SPSFAS

	
	
	
	
	
	
	

	6.1.11
	Enhancement of Inter-PLMN Roaming
	
	
	
	
	EoIPR

	
	
	
	
	
	
	

	6.1.12
	Restoration of PDN Connections in PGW-C/SMF S
	
	
	
	
	RPCPSET

	
	
	5170
	CR 23.007 0376 Rel-17 SGW IP Address for a combined SGW/PGW/SMF
	Ericsson
	agreed
	WI RPCPSET

CAT B

	
	
	
	
	
	
	

	6.1.13
	Start of Pause of Charging via User Plane
	
	
	
	
	SPOCUP

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	6.1.14
	Enhancement to the 5GC LoCation Services-Phase 2
	
	
	
	
	5G_eLCS_ph2

	
	
	5090
	CR 29.572 0117 Rel-17 Update the Cardinality of lppMessage
	CATT
	merged into 5198
	WI 5G_eLCS_ph2

CAT F

Jones:

This CR clashing with Nokia 5198 and should be merged.
I prefer Nokia proposal which is backward compatible. The lppMessage IE is legacy IE already exists in Rel-16 and we cannot change its data type to an array.

Chenxi:

Thanks for the comment. I will send an email to Saurabh for the merging issue.

Giorgi:

I agree with Jones. 
Also, I wonder, if in the OpneAPI “paths: /determine-location:…” is also impacted?

Saurabh:

Thanks, please refer to the email discussion with the subject.
Re: [5G_eLCS_ph2] [6.1.14] [C4-215198] [v0] [CR 29.572 0118 Rel-17 Multiple LPP messages]

and let me know if you have any comments there.



	
	
	5198
	CR 29.572 0118 Rel-17 Multiple LPP messages
	Nokia, Nokia Shanghai Bell
	Revised to C4-215405
	WI 5G_eLCS_ph2

CAT B

Chenxi:

It seems CATT's 5090 overlaps with Nokia's 5198, merging is needed. I think maybe adding a new lppMessageExt IE is better as it stated in 5198, so is it OK for you to merge 5090 into your 5198? If so, please add CATT as co-source, thanks.
One small comment for 5198:

I think the minItems in API file should be 2, since if it is 1, it has no difference with the current lppMessage.

Jones:

Some small comments:
1/ we consider it is better to continue using the existing lppMessage IE, and define the new IE to carry the additional LPP Message is the UE include more than 1 LPP messages in the MO-LR. In this case, even if the LMF doesn’t support new IE, at least one LPP message can be handled.

Saurabh >> Yes,I agree. I will change the CR.

2/ I think there is no needs to limit the number of LPP messages at protocol level. i.e. the new IE can be defined as cardinality with (1..N) and we define the limit in description text. This way, even if stage 2 changes the limits in future there will be no need to add more IE.

Saurabh >> agree

3/ the OpenAPI needs to be updated to allow more binary parts in the message, e.g.:

            encoding:

              jsonData:

                contentType:  application/json

              binaryDataLppMessage:

                contentType:  application/vnd.3gpp.lpp

                headers:

                  Content-Id:

                    schema:

                      type: string
              binaryDataLppMessageExt1:

                contentType:  application/vnd.3gpp.lpp

                headers:

                  Content-Id:

                    schema:

                      type: string
              binaryDataLppMessageExt2:

                contentType:  application/vnd.3gpp.lpp

                headers:

                  Content-Id:

                    schema:

                      type: string
Saurabh >> Added. Please recheck the yaml. I am not sure if we need only Ext1 and Ext2 here ?
Saurabh:

Thanks for your comment. 
Chenxi@ I will add CATT as a co-source.  Please see the tailing email reply as well, I hope it is fine with you.

Jones@ Thanks, please see inline.

Here is the updated draft version

Giorgi:

5198_v2 looks good (more binary parts are added to the OpenAPI).
Minor procedural issues is, please follows the meeting guidelines for the draft revision filenames. This one should read “C4-215198_v2_xxx”, no need for the leading ‘Draft_’.

Saurabh

I will use this naming for the revision


	
	
	5405
	CR 29.572 0118 Rel-17 Multiple LPP messages
	Nokia, Nokia Shanghai Bell, CATT
	agreed
	

	
	
	5199
	CR 29.510 0590 Rel-17 LMFInfo update for SAT access
	Nokia, Nokia Shanghai Bell
	Agreed
	WI 5G_eLCS_ph2

CAT B

	
	
	5295
	CR 29.515 0059 Rel-17 Higher Resolution Timestamp for Location Estimates
	Ericsson
	Revised to C4-215455
	WI 5G_eLCS_ph2

CAT B

Kimmo: Is the work item code 5G_eLCS_ph2 correctly spelled on the work item code field?

Waqar:

Thanks for the CR. For a timestamp with higher precision than 1 second, a more precise definition is needed than the one in the CR. E.G. does the timestamp refer to the time when the location was measured, calculated or obtained from another entity? I believe the most useful definition would be to equate the timestamp with where the UE was at that time. Thus, the definition can be revised to:
When present, this IE shall indicate the estimated UTC time when the location estimate corresponded to the UE locationwas acquired
Jones:

Do you mean:
When present, this IE shall indicate the estimated UTC time when the location estimate corresponded to the UE location (i.e. when the location estimate and the actual UE location was the same).
Waqar:

Correct
Chenxi:
Same comments as in 5297 email thread.

Jones:

 Please find draft v1 in inbox with updated description

Waqar:

revisions. I am fine with these.



	
	
	5455
	CR 29.515 0059 Rel-17 Higher Resolution Timestamp for Location Estimates
	Ericsson
	agreed
	

	
	
	5296
	CR 29.518 0624 Rel-17 Higher Resolution Timestamp for Location Estimates
	Ericsson
	Revised to C4-215456
	WI 5G_eLCS_ph2

CAT B

Kimmo: Is the work item code 5G_eLCS_ph2 correctly spelled on the work item code field?

Waqar:

 Same comments here as for C4-215295.

Chenxi:
Same comments as in 5297 email thread.

Jones:

 Please find draft v1 in inbox

Waqar:

the revision, looks good to me

	
	
	5456
	CR 29.518 0624 Rel-17 Higher Resolution Timestamp for Location Estimates
	Ericsson
	agreed
	

	
	
	5297
	CR 29.572 0119 Rel-17 Higher Resolution Timestamp for Location Estimates
	Ericsson
	Revised to C4-215457
	WI 5G_eLCS_ph2

CAT B

Kimmo: Is the work item code 5G_eLCS_ph2 correctly spelled on the work item code field?

Chenxi:

I agree with the principle of this CR. I just wondering whether the "DateTime" data type has enough granularity to apply 10 ms level. 
DateTime is defined in 29.571 which is referenced from OpenAPI specification version 3.0.0, which is futher referenced from IETF RFC 3339. In RFC 3339, it defines the date and time format as below:
5.6. Internet Date/Time Format
The following profile of ISO 8601 [ISO8601] dates SHOULD be used in
new protocols on the Internet. This is specified using the syntax
description notation defined in [ABNF].
date-fullyear = 4DIGIT
date-month = 2DIGIT ; 01-12
date-mday = 2DIGIT ; 01-28, 01-29, 01-30, 01-31 based on
; month/year
time-hour = 2DIGIT ; 00-23
time-minute = 2DIGIT ; 00-59
time-second = 2DIGIT ; 00-58, 00-59, 00-60 based on leap second
; rules
time-secfrac = "." 1*DIGIT
time-numoffset = ("+" / "-") time-hour ":" time-minute
time-offset = "Z" / time-numoffset
partial-time = time-hour ":" time-minute ":" time-second
[time-secfrac]
full-date = date-fullyear "-" date-month "-" date-mday
full-time = partial-time time-offset
date-time = full-date "T" full-time
 
It seems the time only accurate to 0.x second which is 100ms granularity. If so, we need to use other means to define the new intrduced IE and the related 5295/5296 need to be aligned too.
Maybe I missed someting, please check it, thanks.
Jones

In ABNF definition, “<a>*<b><element>” means the element reports <a> to <b> times, and “<a>*<elements>“ means the element repeat <a> to unlimited times.
 

So the time-secfrac requires at least one DIGIT in fraction, and allows unlimited number of digits in fraction.

time-secfrac = "." 1*DIGIT
 

The example in RFC3399 contains two digits below:

 

5.8. Examples
   Here are some examples of Internet date/time format.
      1985-04-12T23:20:50.52Z
 

   This represents 20 minutes and 50.52 seconds after the 23rd hour of

   April 12th, 1985 in UTC.

Chenxi:

Thanks for the clarification, I am OK with it

Waqar:

Same comments here as for C4-215295, plus: please consider similar change for the timestampOfVelocityEstimate:
 

When present, this IE shall indicate the estimated UTC time when the velocity estimate corresponded to the UE velocitywas acquired
Jones:

 Please find draft v1 in inbox

Waqar:

the revision, looks good to me.



	
	
	5457
	CR 29.572 0119 Rel-17 Higher Resolution Timestamp for Location Estimates
	Ericsson
	agreed
	

	
	
	5298
	CR 29.518 0625 Rel-17 UE Positioning Capabilities Data Type
	Ericsson
	Revised to C4-215458
	WI 5G_eLCS_ph2

CAT F

Giorgi:

Thanks for the paper. On the cover sheet the spec number shall be corrected to 29.572 
Jones: I guess you are saying the dependent CR number to 29.572. 😊 Fixed.
In the OpenAPI, ‘List’ needs to be removed from uePositioningCapList attribute.

/Jones: fixed.

Jones:

Please find v2 draft in inbox:

Giorgi:

5298_v2 looks good to me. Yes, my wording was pretty confusing even for my eyes 
Question, is the uePositioningCapList attribute Rel-17 one? I mean, is the array type change backward compatible?

Jones:

Yes, UE Positioning Capability is Rel-17 feature and was just agreed at last meeting, IIRC

Giorgi:

No more comments on the revision. It looks fine.



	
	
	5458
	CR 29.518 0625 Rel-17 UE Positioning Capabilities Data Type
	Ericsson
	agreed
	

	
	
	5299
	CR 29.572 0120 Rel-17 UE Positioning Capabilities Data Type
	Ericsson
	agreed
	WI 5G_eLCS_ph2

CAT F

	
	
	
	
	
	
	

	6.1.15
	CT aspects of Support of different slices over different Non3GPP access
	
	
	
	
	TEI17_N3SLICE

	
	
	
	
	
	
	

	6.1.16
	CT aspects of the architectural enhancements for 5G multicast-broadcast services
	
	
	
	
	5MBS

	
	
	5109
	LS in   Rel-17 LS on User plane management in UPF for MBS service
	SA2
	postponed
	S2-2106678

To: CT4

CC: 

Huawei

5MBS

SA2 has progressed the normative work of 5MBS in SA2#146E meeting. 

SA2 discussed the proposals on how to handle packet detection and forwarding for MBS data, and agreed on the attached solution for MBS data handling at MB-SMF and MB-UPF. 

SA2 did not conclude how to handle packet detection and forwarding for MBS data at SMF and UPF for individual delivery, and would respectfully ask feedback from CT4 on an EN left in the attached document:

Editor's note:
Whether a two-step approach for 5G VN group is needed for SMF and UPF and thus whether new source/destination source types are needed for MBS traffic is FFS and needs CT4 feedback.

ACTION: 
SA2 kindly asks CT4 group to provide feedback on the packet detection and forwarding for MBS data at SMF and UPF.
Proposed treatment:

, CR in?,

 reply LS to be send when solution is agreed

postponed  to 6.1.16



	
	
	5010
	pCR 29.532  Rel-17 Allocate / Deallocate service operations
	Huawei
	Revised to C4-215335
	Zhijun:

A small comments to clause 5.2.2.2.1, the two bullets for referred procedures now look the same.

Giorgi:

Will fix in the revision
Bruno:

Please find our comments and proposed updates in the draft folder (in C4-215010_29532_pCR_TMGI_Operations_BL):

Giorgi:

Thanks, the revision looks fine to me. Please let me know if you would like to co-sign the paper.

Bruno:

. We are fine co-signing the revision.

Giorgi:

5010_v1 is in the Drafts/6.1_16 folder.

Bruno:

V1 is fine by me.


	
	
	5335
	pCR 29.532  Rel-17 Allocate / Deallocate service operations
	Huawei, Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5011
	pCR 29.532  Rel-17 Resource definition - TMGI collection
	Huawei
	Revised to C4-215336
	Bruno: 

Please find our comments and proposed updates in the draft folder (in C4-215011_29532_pCR_TMGI_Resource-TMGI_BL)

Giorgi:

Thanks, the revision looks fine to me. 

I also agree that for Table 6.1.3.1-1 changes we need to see what CT4 decided on 5224.

Giorgi:

5011_v1 is in the Drafts/6.1_16 folder.
Summary:

· The error in Figure 6.1.3.1-1 was in {apiRoot}/Nmbsmf-tmgi/{apiVersion}, correction of which was my original intention.

· Caption changes to Table 6.1.3.1-1 are deferred to the outcome of 5224.

· All other changes by Bruno are accepted.

Bruno

Thanks. We need a small correction as shown below:
ProblemDetails

O
0..1

4xx/5xx

TMGI(s) are not allocated

Just need now to see the outcome of 5224 and align the pCR accordingly (if needed):

· Caption changes to Table 6.1.3.1-1 are deferred to the outcome of 5224.

Giorgi:

I also corrected the first change as in 5030: The <apiSpecificResourceUriPart>, if this is defined for the service API shall…
5011_v2 is in draft folder.

Bruno:

Thanks. The following text is confusing IMO. What does it mean in the context of the TMGI API we are specifying where any operation operates on a resource (tmgi resource here). 
-    The <apiSpecificResourceUriPart>, if this is defined for the service API shall be set as described in clause 6.1.3.

What is the status of 5224?

· Caption changes to Table 6.1.3.1-1 are deferred to the outcome of 5224.

Giorgi:

I was trying to say that apiSpecificResourceUriPart is optional.
Maybe the following rewording is more clear: The optional <apiSpecificResourceUriPart> shall be set as described in clause 6.1.3.

Concerning 5224, I believe we should discuss this tomorrow at the CC. Peter, please add 5224 to the CC4 agenda

Bruno:

I find this text “optional” confusing and unnecessary. We have one resource, so the apiSpecificResourceUriPart shall be present

	
	
	5336
	pCR 29.532  Rel-17 Resource definition - TMGI collection
	Huawei
	Revised to C4-215498
	Giorgi:

Changed the subject field, because I already uploaded 5011->5336.

Ok, I removed ‘optional’. May try to explain my point in November. I need do the same to 5350, which is also being discussed.

5336_v1 is here

Bruno:

5336 V1 is fine by me

	
	
	5498
	pCR 29.532  Rel-17 Resource definition - TMGI collection
	Huawei
	agreed to be incorporated
	

	
	
	5012
	pCR 29.532  Rel-17 Data Model for the TMGI Allocate/Deallocate service operations
	Huawei
	Revised to C4-215337
	Bruno:

Please find our comments and proposed updates in the draft folder (in C4-215012_29532_pCR_TMGI_Allocate-Deallocate-data-model_BL)

Giorgi:

Thanks, the revision looks fine to me. Please let me know if you would like to co-sign the paper.

Bruno:

. We are fine co-signing the revision.

Giorgi:

5012_v1 is in the Drafts/6.1_16 folder

Bruno:

V1 is fine by me.


	
	
	5337
	pCR 29.532  Rel-17 Data Model for the TMGI Allocate/Deallocate service operations
	Huawei, Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5013
	pCR 29.532  Rel-17 OpenAPI for the TMGI Allocate/Deallocate service operations
	Huawei
	Revised to C4-215339
	Bruno:

Please find our comments and proposed updates in the draft folder (in C4-215013_29532_pCR_TMGI_Allocate-Deallocate-OpenAPI_BL):

Giorgi:

Thanks, the revision looks fine to me. Please let me know if you would like to co-sign the paper.

Bruno:

. We are fine co-signing the revision.

Giorgi:

5013_v1 is in the Drafts/6.1_16 folder

Bruno:

V1 is fine by me.


	
	
	5339
	pCR 29.532  Rel-17 OpenAPI for the TMGI Allocate/Deallocate service operations
	Huawei, Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5014
	pCR 29.532  Rel-17 StatusSubscribe / Unsubscribe / Notify service operations
	Huawei
	Revised to C4-215338
	Bruno:

Please find our comments and proposed updates in the draft folder (C4-215014_29532_pCR_MBSSession_StatusSubscribe-Notify-operations_BL):

Giorgi:

Thanks, the revision looks fine to me. Please let me know if you would like to co-sign the paper.

Bruno:

. We are fine co-signing the revision.

Giorgi:

5014_v1 is in the Drafts/6.1_16 folder.

Bruno:

, V1 is fine by me

	
	
	5338
	pCR 29.532  Rel-17 StatusSubscribe / Unsubscribe / Notify service operations
	Huawei, Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5015
	pCR 29.532  Rel-17 Resource definition - Subscriptions collection for MBS sessions
	Huawei
	agreed to be incorporated
	

	
	
	5016
	pCR 29.532  Rel-17 Resource definition - Individual subscription for an MBS session
	Huawei
	Revised to C4-215340
	Bruno:

One minor edit in clause 6.2.3.x.1: "This resource represents an individual subscription for an MBS session in the the MB-SMF"

Giorgi:

Will fix in the revision

5016_v1 is in the Drafts/6.1_16 folder.
Bruno:

, V1 is fine by me

	
	
	5340
	pCR 29.532  Rel-17 Resource definition - Individual subscription for an MBS session
	Huawei
	agreed to be incorporated
	

	
	
	5017
	pCR 29.532  Rel-17 Notifications - Status Notify
	Huawei
	agreed to be incorporated
	

	
	
	5018
	pCR 29.532  Rel-17 Data Model & OpenAPI for Update service operation
	Huawei
	withdrawn
	Bruno:

We do not agree with this pCR.

MbsSessionData is not needed in this pCR (and the data type name is confusing). As specified in C4-215016, Data structures supported by the PATCH Request Body on this resource is:
array(PatchItem)

The new editor's note is not needed either here, since there is already an editor's note in our 29.571 CR that defines the new common MbsSession data type (and the open point is not specific to the Update service operation, but more generally to the definition of an MBS session).

Table 6.2.6.2.x2-1: these changes are not needed. There is an 29.571 CR that defines the MbsSession common data type.

Giorgi:

This is actually what confuses me. PatchItem data type in 29.571 contains op, path (resource location), from (move or copy data) and value (a new value for the resource) attributes. Don’t we need to specify somewhere in 29.532 what are the actual values of these attributes for the Update service operation?
Bruno:

For the PATCH method, no new specific data model extensions are needed, since we reuse the generic data types defined in 29.571. We only need to specify in the corresponding message table what is the data being modified, such as to be enable the NFc and NFp to encode/decode the JSON pointer / path attribute consistently.

	
	
	5019
	pCR 29.532  Rel-17 Data Model for StatusSubscribe / Unsubscribe service operations
	Huawei
	Revised to C4-215344
	Bruno:

Please find our comments and proposed updates in the draft folder (in C4-215019_29532_pCR_5MBSSession_StatusSubscribe-data-model_BL):

Giorgi:

Thanks for the revision. I accepted the changes and added a clarification on PATCH, if that’s agreeable.
5019_v1 is in the drafts folder



	
	
	5344
	pCR 29.532  Rel-17 Data Model for StatusSubscribe / Unsubscribe service operations
	Huawei
	Revised to C4-215500
	Bruno:

Thanks for the revision. The new table note in Table 6.2.6.1-1 Is unnecessary and redundant with normative text specified elsewhere in the spec (the table describing the PATCH method). Please revert this note.
Giorgi:

Ok, I removed the table note and uploaded 5344_v1 h

Bruno:

5344 V1 is fine by me

	
	
	5500
	pCR 29.532  Rel-17 Data Model for StatusSubscribe / Unsubscribe service operations
	Huawei
	agreed to be incorporated
	

	
	
	5020
	pCR 29.532  Rel-17 Data Model & OpenAPI for Status Notify service operation
	Huawei
	Revised to C4-215341
	Bruno:

Please find our comments and proposed updates in the draft folder (in C4-215020_29532_pCR_5MBSSession_StatusNotify-data-model_BL):

Giorgi:

Thanks, the revision looks fine to me. Please let me know if you would like to co-sign the paper

Bruno:

. Nokia and Nokia Shanghai Bell are fine co-signing the pCR.
Giorgi:

5020_v1 is in the Drafts/6.1_16 folder.


	
	
	5341
	pCR 29.532  Rel-17 Data Model & OpenAPI for Status Notify service operation
	Huawei, Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	Bruno:

Thanks, 5341 is fine by me.


	
	
	5021
	Work Plan   Rel-17 5MBS workplan
	Huawei
	noted
	

	CC4
	
	5023
	CR 29.505 0388 Rel-17 5MBS Subscription Data
	Samsung
	agreed
	WI 5MBS

CAT B

Frank
I am fine with 5023, which is overlapping with 5237

	CC1
	
	5025
	CR 29.510 0577 Rel-17 MB-SMF registration and discovery - Updates
	Samsung
	Revised to C4-215438
	WI 5MBS

CAT B

Bruno:

Please find our comments and proposed updates in the draft folder (in C4-215025_BL):
Varini:

. I will incorporate these in revision.
Zhijun:

I have a general question, not only to 5MBS. The changes in this CR proposes the NRF to automatically detect a SMF (i.e. combined SMF+MBSMF) from a NF discovery to NFType=MBSMF.
But, we may assume that the combine SMF+MBSMF itself may separately register NF profile for SMF and NF profile for MBSMF in the NRF. I think this operation may happen to kinds of combined NFs.
Then, if we follow the proposal in this CR, should the NRF take care of all use cases for combined NFs? It seems not an optimized way.
Varini:

Just to give a little background on this CR, I proposed this based on the similar proposal for Combo UPF+MB-UPF selection during pre-meeting call.
In my understanding, if SMF and MB-SMF of a combined node register their profiles separately, it will be difficult to know that they are “combo node”? That is the reason, it is being recommended that a combined SMF+MB-SMF registers their profile as an SMF. So that not only there is no loss of optimization of search, but also the nodes can be discovered as co-located.

Zhijun:

Thank you for the explaination. I understand that in 5MBS the MB-SMF can be regarded as a specific SMF which supports 5MBS, and same as MB-UPF to UPF. So from this point of view your proposal is workable.
What I think is, we are actually creating a concept of "super NF type" / "sub NF type". In this scenario, the SMF is the "super NF type" while the MB-SMF is a "sub NF type".

My general question is:

- Do we apply also similar behaviour to NRF for any new NF type which can be regarded as a sub-type of existing NF type?

- Should we restrict this kind of NRF behaviour not to applied to other combined NF scenario? e.g. for combined AUSF+UDM. 

CC

Zhijun: should we restrict the behaviour to some combination or?

Varini: currently we have already  restriction  to combinations of nodes

Zhijun: do not want to object we may  need to addsome  information on combined nodes. Should we clarify the combined  node issues.

Varini: we can work on a CR for the next meeting.

Varini:

Revision v1 is available

Bruno:


Thanks. V1 is fine by me. Nokia and Nokia Shanghai Bell would like to co-sign the CR if agreeable by you.

Varini:

Thank you for supporting the CR. I will add Nokia and Nokia Shanghai Bell in the revision (5438).

	
	
	5438
	CR 29.510 0577 Rel-17 MB-SMF registration and discovery - Updates
	Samsung, Nokia, Nokia Shanghai Bell
	agreed
	

	
	
	5060
	CR 29.518 0596 Rel-17 Introduction of new AMF services (MBSBroadcast and MBSCommunication) to clauses 4.1 and 5.1
	Nokia, Nokia Shanghai Bell
	agreed
	WI 5MBS

CAT B

	
	
	5061
	CR 29.518 0597 Rel-17 MBSBroadcast API - Overview of MBSBroadcast service
	Nokia, Nokia Shanghai Bell
	agreed
	WI 5MBS

CAT B

:

	
	
	5062
	CR 29.518 0598 Rel-17 MBSBroadcast API - ContextCreate service operation
	Nokia, Nokia Shanghai Bell
	Revised to C4-215371
	WI 5MBS

CAT B

Frank:

I have a few comments:
1. I think MBS service area is Mandatory to be included for a MBS broadcast service, this information is required by the AMF to find corresponding NG-RAN nodes to distribute N2 information – start broadcast service.

Bruno> right, corrected
2. Area Session ID is ONLY relevant for a Location Dependant Broadcast session, it has nothing to do with a local MBS service.

Bruno> OK, corrected as you propose, my understand is as yours. However, I am confused by the following stage 2 reqts (23.247) which seem to suggest that an Area Session ID is allocated for Local Broadcast Service (no normative text restricting it to location dependent content):

“

7.3.4      Support for Local Broadcast Service

3. I would like to expand or create a new editor's note, to cover:

a. If the N2 Information received from the MB-SMF is a N2 message (like PWS approach) or a NGAP IE (like PDU session approach" is FFS and exact N2 message/IE name is to be aligned with RAN3 specification;

b. Whether the ContextCreateRspData contains " MBS Session Information Response Transfer IE" is FFS.  
Bruno> OK, done

Please also see further comments for C4-215068

Bruno> Done, see also my response to 5068.

Bruno:

Thanks for your comments. Please find my replies inline.
V1 is available in the draft inbox: 

Frank:

I just spot you have used wrong style for two editor's notes.

	
	
	5371
	CR 29.518 0598 Rel-17 MBSBroadcast API - ContextCreate service operation
	Nokia, Nokia Shanghai Bell
	Revised to C4-215495
	WI 5MBS

CAT B

Bruno:

Thanks. 5371 has been revised to 5495 to correct the style of the editor’s notes (no other change):



	
	
	5495
	CR 29.518 0598 Rel-17 MBSBroadcast API - ContextCreate service operation
	Nokia, Nokia Shanghai Bell
	agreed
	WI 5MBS

CAT B



	
	
	5063
	CR 29.518 0599 Rel-17 MBSBroadcast API - ContextUpdate service operation
	Nokia, Nokia Shanghai Bell
	agreed
	WI 5MBS

CAT B

	
	
	5064
	CR 29.518 0600 Rel-17 MBSBroadcast API - ContextRelease service operation
	Nokia, Nokia Shanghai Bell
	agreed
	WI 5MBS

CAT B

	
	
	5065
	CR 29.518 0601 Rel-17 MBSBroadcast API - Resources and methods overview
	Nokia, Nokia Shanghai Bell
	agreed
	WI 5MBS

CAT B

	
	
	5066
	CR 29.518 0602 Rel-17 MBSBroadcast API – Resource Definition – Broadcast MBS session contexts collection
	Nokia, Nokia Shanghai Bell
	agreed
	WI 5MBS

CAT B

	
	
	5067
	CR 29.518 0603 Rel-17 MBSBroadcast API – Resource Definition – Individual broadcast MBS session context
	Nokia, Nokia Shanghai Bell
	agreed
	WI 5MBS

CAT B

	CC1
	
	5068
	CR 29.518 0604 Rel-17 MBSBroadcast API - Data Model & OpenAPI for ContextCreate service operation
	Nokia, Nokia Shanghai Bell
	Revised to C4-215372
	WI 5MBS

CAT B

Frank:

Thanks Comments raised for 5062 should be also applied for this contribution.

In addition, I would like to discuss further the handling N2 Information received from NG-RAN nodes (as response to the operation for a broadcast service, create/update/release).

Normally, for a broadcast service, the AMF needs to forward the "N2 information" from the MB-SMF to multiple gNBs, consequently, the AMF has to collect all responses from multiple gNBs, it MAY or MAY NOT aggregate into the response to the MB-SMF, where the "N2 information" sent to the MB-SMF includes an essential information "N3mb DL Tunnel" if the gNB needs to use unicast transport and also result of broadcast in the NG-RAN, which will be included in "xxx transfer" NGAP IE if RAN3 decides to use a NGAP IE. 

So, in response message, there are multiple binary payload representing multiple "xxx transfer" IEs received from multiple gNBs, the number of binary payload would be quite large, it is apparently not scaleable (it is a separate issue) if we are going to define ngapData in the ContextCreateRspData. (you have defined only one, this is not correct unless you have considered the AMF is NOT transparent to "xxx transfer" IEs and thus be able to combine them into one, but this is completely new function".)

Another issue has been mentioned in the comments to 5062, that is whether the N2 information should be a NGAP message, just like what it does for PWS, and the AMF can use notification request to send the result of execution of broadcast, i.e. "xxx transfer" for N3mb DL tunnel and result/error; or a NGAP IE, like what it does for SMF for a PDU session resource management.  This is of course up to RAN3 to decide. We just need to have an editor's note to cover this.

However, from CT4 point of view, we should decide if to include ngapData in the response at all, or to send notification request to notify MB-SMF the outcome of operations create/update/release of  broadcast service. 

There is an existing scenario supported by the AMF to deliver a non-UE N2 Information to multiple NG-RANs, this is to support PWS.  In this scenario, the AMF immediately response the consumer, e.g. CBCF, that the transfer of N2 information is executed, and REPORT the NG-RAN response in the N2InfoNotify procedure. See following excerptions from TS 29.518. 

5.2.2.4.4.3           Use of NonUeN2InfoNotify for PWS related events

The NonUeN2InfoNotify service operation shall be used during the following PWS related events:

1)  The AMF has received a Write-Replace-Warning-Response or a PWS-Cancel-Response from the NG-RAN over N2.

Upon receiving the N2 Message Content the RAN Nodes return a response which may include the Broadcast Completed Area List IE or the Broadcast Cancelled Area List IE, depending on the Message Type IE. The AMF may aggregate the lists it receives from the RAN Nodes for the same request.

If the Send-Write-Replace-Warning Indication IE was present in the Write-Replace-Warning Request message, then the AMF may forward the Broadcast Completed Area List IE(s) to the NF Service Consumer. If the NG-RAN node(s) have responded without the Broadcast Completed Area List IE then the AMF shall include the NG-RAN node ID(s) in "bcEmptyAreaList" attribute in the request body.

If the Send-Stop-Warning Indication IE was present in the Stop-Warning-Request message, then the AMF may forward the Broadcast Cancelled Area List IE(s) to the NF Service Consumer. If the NG-RAN node(s) have responded without the Broadcast Cancelled Area List IE then the AMF shall include the NG-RAN node ID(s) in "bcEmptyAreaList" attribute in the request body.

2) The AMF has received a Restart Indication or a Failure Indication from a NG-RAN Node. The AMF shall forward the Restart Indication or Failure Indication to the NF Service Consumer.
The requirements specified in clause 5.2.2.4.4.1 shall apply with the following modifications:

1.  Same as step 1 of Figure 5.2.2.4.4.1-1, the request body shall include the PWS related N2 information.
I can see that SA2 has defined for the following "ContextStatusNotify" service operation, we should consider to take similar approach as we did for PWS. At least, this is more in line with SA2.
9.3.2.5          Namf_MBSBroadcast_ContextStatusNotify service operation

Service operation name: Namf_MBSBroadcast_ContextStatusNotify

Description: This service operation is used to notify its consumers about the status change of a broadcast session context.

Inputs, Required: MBS Session ID. 

Inputs, Optional: Event ID (e.g. change of NG-RAN MBS Tunnel Info).
Outputs, Required: Result Indication.

Outputs, Optional: None.

CC

Frank: proposes different soltion. 

Bruno: the intention is not to wait until all responses are received. Need to check Franks response in detail.

Varini: 

Frank: 

Bruno: 

Bruno:

Thanks for your comments. Please find my replies inline.
V1 is available in the draft inbox



	
	
	5372
	CR 29.518 0604 Rel-17 MBSBroadcast API - Data Model & OpenAPI for ContextCreate service operation
	Nokia, Nokia Shanghai Bell
	agreed
	

	
	
	5069
	CR 29.518 0605 Rel-17 MBSBroadcast API - Data Model & OpenAPI for ContextUpdate service operation
	Nokia, Nokia Shanghai Bell
	Revised to C4-215373
	WI 5MBS

CAT B

Varini:

One minor comment: ngapData should be optional in ContextUpdateReqData

Bruno:

V1 is available in the draft inbox with your comment on board
Frank:

I would request to add an editor's note for ngapData included in "6.x.6.2.d        Type: ContextUpdateRspData".
Editor's Note: It is FFS whether ngapData should be included and how many ngapData (binary info) it can be included in the ContextUpdateRspData.

Dear Varini,

When ngapData is not included in ContextUpdateReqData?

Bruno:

V2 is available in the draft inbox with the new editor’s note: 

ngapData would not be included in ContextUpdateReqData e.g. when the consumer only wishes to update the notification URI (e.g. new MB-SMF in a set taking over the control of the MBS context). 


	
	
	5373
	CR 29.518 0605 Rel-17 MBSBroadcast API - Data Model & OpenAPI for ContextUpdate service operation
	Nokia, Nokia Shanghai Bell
	agreed
	

	
	
	5070
	CR 29.518 0606 Rel-17 MBSBroadcast API - Data Model & OpenAPI for ContextRelease service operation
	Nokia, Nokia Shanghai Bell
	agreed
	WI 5MBS

CAT B

	
	
	5071
	pCR 29.532  Rel-17 Removal of the Reception and Information APIs
	Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5072
	pCR 29.532  Rel-17 MBSSession API - Overview of MBSSession service
	Nokia, Nokia Shanghai Bell
	Revised to C4-215374
	Frank:

I have a few questions/comments:
1. Could you please explain and share SA2 requirements if any on the use of Nmbsmf_MBSSession during a broadcast MBS session start and stop for the service consumer NEF/AF/MBSF?

-    to create, modify, activate, deactivate and release a multicast MBS session

-    create, modify, start, stop and release a broadcast MBS session

Bruno> Quoting 23.247: 
9.1.3      Nmbsmf_MBSSession service

9.1.3.1          General

9.4.3.2          Nnef_MBSSession_Create service operation

9.1.3.7          Nmbsmf_MBSSession_Update service operation

7.1.1.2          Initial MBS session configuration without PCC
7.2.5.2          MBS session activation procedure

When you use two words, e.g., "create" and "start", it looks like the Nmbsmf_MBSSession will be invoked separated to apply different actions.

Bruno> the API can be used to request separately to create, activate, deactivate or release an multicast MBS session.  For an broadcast MBS session though, I understand that there is no separate “start” and “stop” requests, although stage 2 is a bit confusing IMO e.g. with the following statement:

      (between MBSF/NEF and MB-SMF) Creation/Modification/Start/Stop/Release of broadcast sessions.

Since possible service consumer are limited to " NEF, MBSF, AF", the Nmbsmf_MBSSession is invoked once in those procedures. Right?

Bruno> yes

We should not add "activate/deactivate" neither "start/stop". 

Bruno> I do not agree for activate/deactivate an multicast MBS session. See my quotes above. I agree for a broadcast session.

2. In addition, for " query information (e.g. QoS information) about a multicast MBS session " in 5.1-1, why not be aligned with " Request information (e.g. QoS information) about a multicast MBS session and subscribe to notification of events about the multicast MBS session context " for " ContextStatusSubscribe " in clause 5.3.1-1. I think we need not a separate bullet for "query"...

Bruno> My text is aligned with 23.247, but I am fine combining the two bullets into one.

9.1.3      Nmbsmf_MBSSession service
9.1.3.1          General

Bruno:

Thanks for your comments. Please find my replies inline.

V1 is available in the draft inbox

Frank:

The revision is fine

	
	
	5374
	pCR 29.532  Rel-17 MBSSession API - Overview of MBSSession service
	Nokia, Nokia Shanghai Bell
	agreed
	

	
	
	5073
	pCR 29.532  Rel-17 MBSSession API - Create / Update / Delete service operations
	Nokia, Nokia Shanghai Bell
	Revised to C4-215375
	Frank:

I have a few questions/comments:
1. you have a requirement that " Event ID(s) and Notification URI where to receive notifications, for subscribing to notifications of events about the MBS session; "

SA2 has defined the following for Nmbsmf_MBSSession when consumers are MBSF/NEF/AF:

StatusSubscribe

Subscribe/Notify

MBSF, NEF, AF

StatusUnsubscribe

MBSF, NEF, AF

StatusNotify

MBSF, NEF, AF

Create

Request/Response

MBSF, NEF, AF

Update

Request/Response

MBSF, NEF, AF

Delete

Request/Response

MBSF, NEF, AF

So, I am wondering when consumer should use StatusSubscribe… and when it should directly include an "explicit" subscription along with the "Create"? Any motivations to have both options?

Bruno> stage 2 allows to subscribe to the MBS session events when creating the subscription, or later on. This provides flexibility to how/when a consumer may subscribe to MBS session events (e.g. this can also enable a different subscriber than the entity that created the MBS session).
See 23.247:

9.1.3.6          Nmbsmf_MBSSession_Create service operation

Service operation name: Nmbsmf_MBSSession_Create
Description: Create a new multicast session or broadcast session during MBS session configuration. Optionally subscribe to notifications for this MBS session.
Input, Required: MBS Session ID (source specific multicast address or TMGI) or TMGI request.
Input, Optional: DNN, S-NSSAI, , MBS service area, MBS activation time, MBS termination time, service description, , QoS flow information, Input Transport Address Request, session activity status (active/inactive). For a multicast session, indication that any UE may join. For subscription to notifications event ID(s), notification target address.
Output, Required: Result Indication.
9.1.3.10        Nmbsmf_MBSSession_StatusSubscribe service operation

Service operation name: Nmbsmf_MBSSession_StatusSubscribe
Description: This service operation is used by the NF service consumer to subscribe notification about events related to the status of the MBS session.
Input, Required: MBS Session ID, event ID(s), notification target address.

Output, Required: When the subscription is accepted: Subscription Correlation ID.

2. I am wondering if we need to have Notification correlation ID which is present for many other service APIs.
Bruno> yes, I have added this.
Bruno:

Please find my replies inline. 

I have uploaded V1 in the draft inbox:

Frank:

The revision is fine



	
	
	5375
	pCR 29.532  Rel-17 MBSSession API - Create / Update / Delete service operations
	Nokia, Nokia Shanghai Bell
	agreed
	

	
	
	5074
	pCR 29.532  Rel-17 MBSSession API - ContextStatus Subscribe, Unsubscribe and Notify service operations
	Nokia, Nokia Shanghai Bell
	Revised to C4-215376
	Frank:

Thanks for the contribution.
I have a few questions/comments:

3. In 5.3.2.w, in the subscribe request, is there any requirement to include Report Mode and which use case will use this attribute?  When should be one-time or continuous? Should be considered always continuous?

4. In 5.3.2.w, in the response, please change "multicast session service area " -> to "multicast MBS session service area", just to align with "multicast MBS session's status as above",  but where is the requirement? Why we need it here?

5. In 5.3.2.w, in the response, you have missed "LL MC address". See the following requirement.

6. In 5.3.2.y, for ContextStatusNotify, the SA2 procedures using this service operation are wrong, they should be 7.2.5.2, 7.2.5.3, 7.2.6 and 7.2.7.
7. Could you please explain in which scenario, the subscription would need to be updated?
SA2 requirements in TS 23.247:

Nmbsmf_ MBSSession_ContextStatusSubscribe request indicates the SMF want to subscribe the MBS session context. For each MBS session in step 1, by using Nmbsmf_ MBSSession_ContextStatusSubscribe request (MBS Session ID) with the immediately reporting flag. SMF interacts with the MB-SMF to retrieve information about the indicated multicast session context information (multicast QoS flow information (e.g., QoS profile(s) for multicast MBS session), [start time], [session status indication (active/inactive)], [MBS session authorization information (MBS session open for any user)], LL MC address]) and to subscribe to events notifications related to the multicast session.

Bruno:

Thanks for your comments. Please find my replies inline.
I have uploaded V1 in the draft inbox:

Frank:

To support a multicast MBS session, the SMF shall subscribe all following events and the SMF shall use "Continuous reporting mode", this should be at least clarified:
6.2.6.3.a              Enumeration: ContextStatusEventType

Table 6.2.6.3.a-1: Enumeration ContextStatusEventType

table removed

Bruno> I have clarified this in step 1 of Figure 5.3.2.w.2-1.

I doubt whether we need introduce expiryTime in ContextStatusSubscription at all. This parameter was introduced to reduce potential "unsubscribe" signalling, while for 5MBS, it is not useful at all for 5MBS. 

Bruno> this is also used to tear down stale subscriptions in a producer, e.g. when a consumer would have failed. Why isn’t this applicable to MBS?

Even worse, it introduces the needs to have subscription modification: 

Table removed about expiry timer

Could you please explain in which scenario, the subscription would need to be updated?
Bruno> this can be used e.g. in scenarios where the SMF needs to extend the lifetime of the subscription or when it would need to subscribe to a new event e.g. as a result of enabling a feature in the SMF.

I think we should simplify the design in this service operation. We can introduce the modification procedure LATER when there is a need, e.g. introduce an optional event. 

Bruno> we need to support the modification of a subscription, e.g. to allow another SMF in an SMF set to take over an MBS context and request to receive related notifications

Bruno:

V2 is available in the draft inbox:
Frank:

Could we slightly change the text as below:
In this release of the specification, the SMF shall subscribe to the "QOS_INFO", "STATUS_INFO", "SERVICE_AREA_INFO" and "SESSION_RELEASE" events, with the Reporting Mode set to "Continuous event reporting".

The same for the table note for 5082.

You convinced me for the modification. Can we add note to explain the modification may be invoked by another SMF in the SMF set when taking over or when expiry timer expires
Bruno:

Thanks for your comments. I have taken them on board in V3 available in the draft inbox:

	
	
	5376
	pCR 29.532  Rel-17 MBSSession API - ContextStatus Subscribe, Unsubscribe and Notify service operations
	Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5075
	pCR 29.532  Rel-17 MBSSession API - ContextUpdate service operation
	Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5076
	pCR 29.532  Rel-17 MBSSession API – Notifications – Context Status Notify
	Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5077
	pCR 29.532  Rel-17 MBSSession API - Resources and methods overview
	Nokia, Nokia Shanghai Bell, Huawei, Ericsson
	agreed to be incorporated
	

	
	
	5078
	pCR 29.532  Rel-17 MBSSession API - Resource definition – Subscriptions collection for MBS contexts
	Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5079
	pCR 29.532  Rel-17 MBSSession API - Resource definition – Individual subscription for an MBS context
	Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5080
	pCR 29.532  Rel-17 MBSSession API - Resource definition for ContextUpdate service operation
	Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5081
	pCR 29.532  Rel-17 MBSSession API – Data Model & OpenAPI for Create service operation
	Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5082
	pCR 29.532  Rel-17 MBSSession API – Data Model & OpenAPI for ContextStatusSubscribe, Unsubscribe and Notify service operations
	Nokia, Nokia Shanghai Bell
	Revised to C4-215377
	Farnk:

Thanks for the contribution.
My questions/comments for 5074 also be applicable this CR.

Bruno> I have extended the ContextStatusSubscribeRspData with the LL MC info.

In addition, I have following questions/comments:

1. In the subscribe response message, it should include two part of information, the multicast session context information and subscription, it would be good to have a multicast session context information attribute, which is aligned with SA2 requirements;  You seems place these information in the ContextStatusEventReport, but according to stage 2 requirement, the "start time" is also part of multicast session context information;
Bruno> the ContextStatusSubscribeRspData already contains: 
· Created Subscription information

· Multicast session context information (see e.g. startTime attribute, anyUEInd and the new LL MC)

· reportList

You seem to have misread the pCR here: startTime is already specified in ContextStatusSubscribeRspData and NOT in ContextStatusEventReport.
2. In 6.2.6.2.b, the attribute "nfcInstanceId" should be only applicable for SMF, not AMF;

Bruno> right, I have deleted the parenthesis in the description of the nfcInstanceId Attribute

3. The LL MC address should be included in 6.2.6.2.d ContextStatusSubscribeRspData.
Bruno> Right, corrected

4. If we look at the use of Notify, it is used for a multicast activate/deactivate/qos update/service area update, this is regardless whether the SMF subscribe it or not(Bruno> I do NOT agree, see below). Is there any event that SMF can omit? If not, why we need define event type? 
eventList/ array(ContextStatusEvent)/ M /1..N/ Events subscribed

BL> the SMF receives the notifications for which it susbscribes. We design this service operation like any other subscription service, and according to the 29.501 guidelines for subscribe operation. This makes the design consistent and future proof. 

This is also in line with stage 2 reqts:

“

9.1.3.3             Nmbsmf_ MBSSession_ContextStatusSubscribe service operation

Inputs, Required: Multicast Session ID, notification target address, Events ID(s).
“
5. Why we need define Report mode?
BL> See my earlier answer to your same comment for 5074

6. Why there is an Applicability in 6.2.6.2.e for timestamp?
BL> this is a copy/paste mistake. Corrected
Bruno:

Thanks for your comments. Please find my replies inline.

I have uploaded V1 in the draft folder:

Frank:

Thanks for the response.
I am wondering if we can introduce a new data type - Multicast session context information which contains startTime attribute, anyUEInd and the new LL MC? Is it better and cleaner?

Bruno> OK, done

For event type, report mode, I have also responded in the response for 5074. We need to have additional requirements on the SMF, it shall subscribe all the event type and shall use continuous report mode, otherwise it will lead interoperability problems.

Bruno> OK, I have added a table note in clause 6.2.6.2.c.

Bruno:

V2 is available in the draft inbox:

Bruno:

I have uploaded V3 in the draft inbox with the change to the table note you requested below: 

NOTE:   In this release of the specification, the SMF shall subscribe to the "QOS_INFO", "STATUS_INFO", "SERVICE_AREA_INFO" and "SESSION_RELEASE" events, with the Reporting Mode set to "Continuous event reporting".

Frank:

I am fine with the revision



	
	
	5377
	pCR 29.532  Rel-17 MBSSession API – Data Model & OpenAPI for ContextStatusSubscribe, Unsubscribe and Notify service operations
	Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5083
	pCR 29.532  Rel-17 MBSSession API – Data Model & OpenAPI for ContexUpdate service operation
	Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5084
	CR 29.571 0303 Rel-17 Additional common data types for MBS
	Nokia, Nokia Shanghai Bell
	Revised to C4-215378
	WI 5MBS

CAT B

Zhijun:

Just a question for clarification, is the TunnelAddress only intended to be used in 5MBS, or it may potentially used by other service (so it uses TunnelAddress name but not MbsTunnelAddress)?

Bruno:

I preferred to define it as “TunnelAddress” to allow possible reuse of this common data type in future beyond MBS use cases.

Varini:

One comment and one question for clarification:
· Table number is wrong in 5.9.3.b

 
Bruno> OK, now corrected

· Do we need MbsSession in 29.571 as this is valid only for MB-SMF? Or this may be re-used by CT3 for AF->NEF communication?

Bruno> It is preferable to define it in 29.571 to allow reuse by 

CT3 for the NEF MBSSession API.

Bruno:

Please see inline further up .

I have uploaded v1 in the draft folder correcting the wrong table number. No other change done.

Varini:

The revision is fine by me


	
	
	5378
	CR 29.571 0303 Rel-17 Additional common data types for MBS
	Nokia, Nokia Shanghai Bell
	agreed
	

	
	
	5085
	CR 29.571 0304 Rel-17 NCGI list of MBS Service Area
	Nokia, Nokia Shanghai Bell
	agreed
	WI 5MBS

CAT B

	
	
	5086
	CR 29.571 0305 Rel-17 Missing 502 response and description property in common data types for MBS
	Nokia, Nokia Shanghai Bell
	agreed
	WI 5MBS

CAT B

	
	
	5089
	CR 29.571 0306 Rel-17 Adding descriptions to MBS
	HuaWei
	withdrawn
	WI 5MBS

CAT F

	CC1

CC4
	
	5158
	CR 29.244 0560 Rel-17 Protocol impact on N4 for 5G MBS
	Ericsson
	Revised to C4-215482
	WI 5MBS

CAT B

Bruno uploaded a draft  revison into draft inbox

Frank:

Thanks for the comments.

For:

" You suggested the following:

“

When a combined UPF and MB-UPF receives a PFCP session message, e.g. a PFCP Session Modification Request for the first PFCP session (corresponding to a PDU session) to be associated with a MBS session for which this combined UPF is served as the MB-UPF, it is an implementation choice for this combined UPF to determine either to allocate a N19mb DL Tunnel ID (as if it is not the MB-UPF for this MBS session) or to join the low layer multicast group for the MBS session, and the combined UPF and MB-UPF shall respond the SMF accordingly without requiring the SMF has any extra logic.
“

I am not sure to understand the proposal. There is no N19mb tunnel in case of combo UPF/MB-UPF. Do you suggest that a virtual N19mb tunnel could be setup, with a virtual N19mb DL F-TEID returned by the UPF to the SMF and with the combo MB-SMF then provisioning the PFCP session for the MBS session (using the N4mb extensions agreed at the last meeting) with a remote GTP-U peer with this virtual DL F-TEID? Likewise, are you saying this would be an intra UPF/MB-UPF join request ?

Frank: Yes, this is what I thought, see below also.

In other words, are you suggesting that the PFCP session for an PDU session associated with an MBS session shall contain a DL PDR that shall not be set with the N6mb address, and only the PFCP session for the MBS session will have such DL PDRs with the N6mb address?

Frank: Yes. If the SMF is a standalone SMF, it can only deal with PFCP sessions for PDU session.

"

The current N4 proposal (C4-215158) is allowing the UPF function to return either N19mb DL TEID or an Indication to tell SMF that it has joined multicast tree; the UPF decides which way to go based on its own preference.

For a combined UPF/MB-UPF, N19mb for forwarding the MBS session data to the PDU sessions which have associated with the MBS session and managed by this combined UPF/MB-UPF is an internal interface, so it can be either virtual N19mb DL TEID (though SMF need not know if it is virtual) or internal join (the SMF need not know this). 

The SMF, or a MB-SMF, or a combined SMF/MB-SMF need not to implement additional complexities to communicate with a combined MB-UPF/UPF, instead they should treat PFCP sessions (for PDU session) in a UPF and PFCP session (for a MBS session) separately as if they are managed by different nodes, how to link two sessions is UPF implementation specific, and it is anyway a deployment option. 

Will read the following revision.

Frank:

I have made a new revision including all your comments. 

Regarding to the editor's note, I add the following normative text and a note as we have discussed at telco, if it is agreeable, I will then remove the editor's note.

When a combined UPF/MB-UPF is requested to associate a PDU session with a MBS session for which it serves as the MB-UPF, e.g. at receiving a PFCP Session Modification Request for the first PFCP session to be associated with the MBS session as described above, it is an implementation choice for such combined UPF/MB-UPF to allocate a N19mb DL Tunnel ID or to indicate to the SMF that it has joined the low layer multicast group for the MBS session, the combined UPF/MB-UPF shall respond to the SMF accordingly but as if it is not the MB-UPF for this MBS session. 

NOTE 2:              The SMF, or a combined SMF/MB-SMF need not to implement additional logic when communicating with a combined UPF/MB-UPF when associating a PFCP session with a MBS session, any further optimization, e.g. forwarding the MBS session data in the UPF/MB-UPF when come to 5GC individual delivery (for the PDU sessions managed by the combined UPF/MB-UPF) is implementation specific.
Bruno:

Thanks for the draft revision. I have uploaded my proposed updates to your text to address the combo UPF/MB-UPF case.
With these changes, Nokia and Nokia Shanghai Bell would like to co-sign the CR.

Giorgi:

The comments to 5159 apply also to this CR. I found only the following description of UPF internal functionality for unicast data received at N19mb.
Below quote explains only how N19mb tunnel endpoint is created:

-     if unicast transport is used over N19mb: 

-     a local F-TEID to be allocated at the UPF, with the CHOOSE flag set to "1" in the "Local F-TEID" IE in the PDI IE or Create Traffic Endpoint IE, if the SMF has no "N19mb DL F-TEID" information available for the MBS Session, e.g. for the first PDU Session in the SMF to be associated with the MBS session; otherwise

-     the Local F-TEID set to the "N19mb DL F-TEID" for the MBS Session which is known by the SMF. 

Next quote explains how N3 DL PDRS and FARs works:

-              the new DL PDR(s) may be associated with an (existing) Forwarding Action Rule to forward the received MBS session data to the UE via existing downlink N3/N9 tunnel, or with a new Forwarding Action Rule with the Apply Action set to "Drop" if the SMF wishes to maintain the MBS data reception over N19mb but suspends the delivery of the data to the UE's PDU session, e.g. when the UE is switching between 5GC Individual MBS traffic delivery and 5GC Shared MBS traffic delivery due to the UE moving back and forth between MBS non-supporting NG-RAN and MBS supporting NG-RAN.
Next quote simply says UPF replicates the data and forwards it to PDU sessions.

When receiving the MBS session data for a given MBS session …from the N19mb DL Tunnel allocated for this MBS Session when unicast transport is used …, the UPF shall replicate the MBS Session data to all PFCP sessions which are associated with the MBS Session. 

There is nothing about how packet replication and forwarding works inside the UPF. This is crucial info for comparing this solution with 5G VN one. Now, if IPTV-like solution is a black-box and implies implementation specific tweaks, then how can we compare this to the 5G VN solution? 5G VN is not a black-box solution. Rather, UPF-internal packet replication and forwarding mechanism is explicitly specified for 5G VN.

Frank:

The UPF will simply use the existing packet forward model as in clause 5.2.1, no NEW function is added.
The UPF is instructed by the SMF if the PFCP session is to be associated with a MBS session which is identified by a MBS session id;

When the packets pertaining to an MBS session are received via a GTP-u tunnel (as identified by Local TEID = the allocated N19mb DL TEID), it will replicate the packets to all PFCP sessions who have been associated with the MBS session;

When the packets pertaining to an MBS session are received via a plain vanilla N19mb interface, i.e. when the UPF has joined LL SSM, the UPF will use LL SSM (common TEID, Source IP address and multicast address) to identify the packets and replicate the packets to all PFCP sessions who have been associated with the MBS session.

Please see the revision v3 in draft nbox 

I have added the following sentence:

When receiving the MBS session data for a given MBS session, either from the N19mb DL Tunnel allocated for this MBS Session (where the packets shall be identified by N19mb DL TEID) when unicast transport is used, or from the low layer Multicast transport address (where the packets shall be identified by the low layer Multicast transport address) when multicast transport is used, the UPF shall replicate the MBS Session data to all PFCP sessions which are associated with the MBS Session
Frank:

Thanks for the comments and support.
I have included all your comments, with fixing the reference, not 5.24.2.2, should be 5.34.2.2.

In order to address Giorgi's concern, I have added the following highlighted text in last paragraph on 5.34.x.2.

When receiving the MBS session data for a given MBS session, either from the N19mb DL Tunnel allocated for this MBS Session (where the packets shall be identified by N19mb DL TEID) when unicast transport is used, or from the low layer Multicast transport address (where the packets shall be identified by the low layer Multicast transport address) when multicast transport is used, the UPF shall replicate the MBS Session data to all PFCP sessions which are associated with the MBS Session. 

See the revision v3 in draft nbox

CC

Frank: was further developed together  with Bruno, solution was  discussed several times.

Giorgi: is still analyzing internally. Need more time   for discussion asks for more time 

Giorgi:

I need to review your explanations more carefully, but have a question for clarification.
“When the packets pertaining to an MBS session are received via a GTP-u tunnel (as identified by Local TEID = the allocated N19mb DL TEID), it will replicate the packets to all PFCP sessions who have been associated with the MBS session”. Does this mean SMF installs N19mb PDR, FAR and also some sort of packet replication function?

Frank:

For each PFCP session to be associated with a MBS session and to request UPF to forward the MBS session data to the UE, the SMF will provision a DL PDR containing at least "Local TEID = N19mb DL TEID" and a DL FAR to enable forward the packets to next GTP-U peer, e.g. NG-RAN.
There is no explicit replicating instruction.

Please read CR where it contains more detail description
Bruno:

thanks. I am fine with 5158 V3 (and your added paragraph). 
Just one minor edit : in 5.34.xx.3, please renumber the very last Note to NOTE 2


	
	
	5482
	CR 29.244 0560 Rel-17 Protocol impact on N4 for 5G MBS
	Ericsson, Noka, Nokia Shanghai Bell
	agreed
	WI 5MBS

CAT B

CC

Giorgi: discuission with Frank but to progress the work they  agree but may  come back to this topic in the next meeting in November

Bruno: 

Frank .

If there is any proposal to update proposals should be provided well in advance.



	CC1
	
	5159
	discussion   Rel-17 Discussion on protocol impact for N4 to support 5G MBS
	Ericsson LM
	noted
	Bruno:

Both models of slide 6 can achieve the same packet processing performance (both models enable the UPF to build a multicast tree based on the N4 information and then distribute the multicast data with the same efficiency).

The 5G VN like model (I say “like” model since this is not the 5G VN model as such, i.e. it requires the setting of a  “5MBS internal interface” as currently specified in stage 2), with the extra PFCP session per MBS session, would be closer to the N4mb model (for combo MB-UPF/UPF) where a separate PFCP session is setup per MBS, and would allow to decouple the control of N19mb data reception from the control of the PDU sessions (e.g. for UEs switching between individual and shared traffic delivery).

The IPTV like mode looks though simpler and may be flexible enough. 


We need to sort out whether and how both N4 models and the N4mb extensions CT4 agreed at the last meeting would work together to support combo UPF/MB-UPF. If we can find a proper solution enabling the IPTV like model to work fine with the N4mb extensions for combo UPF/MB-UPF, our preference would go for the IPTV like model.

Giorgi:

Slide 4 explains in detail how IPTV works. Slide 6 however is way less informative on how the existing IPTV solution should be modified to support 5MBS traffic. Primary problem is, in 5MBS case the UPF does not receive joins/leaves form the UE. Therefore, most of the description on how the replication and forwarding works on slide 4 does not apply to 5MBS at all, e.g. UPF is served as LHR. Especially, “the UPF will join the multicast group (for IPTV) when it receives the first UE Join” is confusing if a unicast packet is received at N19mb. I also have difficulty understanding the following statement on slide 6: “The SMF can request the UPF to allocate N19mb tunnel ID (when it is not available in the SMF) or join the multicast tree via provisioning a DL PDR”. When unicast packet comes to N19mb, what this statement means?
Please add another slide to the paper that  will explain in detail how IPTV-like may work for the 5MBS Individual delivery. I mean, UPF-internal functionality, namely:

1. How a packet received at N19 is replicated and forwarded to the existing PDU sessions?

Frank: please refer to 5.23 of TS 29.244 for 5G-VN. My understanding is that UPF will be instructed explicitly for EACH PFCP sessions in 5G-VN group with PDRs to receive packets from 5G-VN internal

2. How different is a 5MBS-enabled DL N3 PDR from the ordinary one? 

Frank: There is no DL N3 PDR

Frank:

I will try to address your concern in the CR in another email thread.
For the following questions:



	CC1
	
	5226
	discussion   Rel-17 5MBS implications on N4 interface
	Huawei
	noted
	Frank:

Thanks for the discussion paper. 
I would like to point out the support of the point to multi-point communication in 5G VN is completely different from the multicast for 5MBS and IPTV, where for the latter, all the member of a multicast group will share the SAME PDR to detect the multicast packets from a source which is either from N19mb or N6. 
Giorgi: Why? Also with 5G VN for 5MBS, all members of the group will share the very same PDR at N19mb.

While the point to multi-point communication in 5G VN is NOT to distribute the packets to all the member of 5G VN, instead 3GPP introduced "Packet Replication and Detection Carry-On Information", which allows the packets from any UE, e.g. UE A, to be replicated to any subset of UEs, e.g. UE B and C, or UE B, D, E and F, as long as those UEs are in the same 5G VN group. Whether they are same 5G VN group is controlled by subscription data. 
Giorgi: I believe you are referring to the Internal interface functionality, right?

Frank:

To achieve the following, the packets from any UE, e.g. UE A, to be replicated to any subset of UEs, e.g. UE B and C, or UE B, D, E and F, as long as those UEs are in the same 5G VN group.
The PDR(s) provisioned for B, C D, E, F CAN NOT Be the same.

Giorgi:

I think there is some misunderstanding.
The 5G VN use case, which should be re-used for 5MBS is this. UEs e.g. A, B, C.. N belong to 5GVNgroup-1 and the received packet at N19mb shall be replicated to all of them. So, PDR at N19mb will forward the packet to the Internal interface, right?

Frank: NO. See below
Now, lets’ set aside 5MBS for a while and focus on how 5G VN works. The PDR at the Internal interface will detect the packet as belonging to the 5GVNgroup-1 and will replicate the packet and forward it to each and every UE in 5GVNgroup-1, right?

Frank: NO. See below
This is much more flexible then multicast in 5MBS and IPTV and it is fully under the SMF control (in order to enable UE to UE communication), though the matching process is quite heavy process for UPF, as the UPF need GO THROUGH all PDRs with this flag set to "1" to match the packets in order to complete matching process.
Giorgi: Not sure I understood your point. With 5MBS, for the given MBS session there will be only one N19mb PDR (for clarity let’s assume only one QoS). The Internal interface will deliver the replicated packet to all PDU sessions. These UE specific sessions will have respective PDRs.

To achieve such flexibility, i.e. being able to replicate packets from any UE to any subset of UEs in the same 5G VN group, two steps matching is required since the packets must go through at least two PFCP sessions (from the source PFCP session to the destination PFCP session).

Giorgi: yes, two PDRs, one at N19mb and another at N3

So, to summarize, we should NOT use 5G VN mechanism which is targeting completely different traffic scenario for 5MBS multicast. 

Giorgi: Why, in both cases UPF needs to replicate packets and forward them to relevant UEs

Please also see additional comments to your CR C4-215317.

Frank:

Let's take an example, UE 1 to 10 are pertaining to 5G VN group X. 
5G VN mechanism, with help of " Packet Replication and Detection Carry-On Information", allows packets (identified by xx detection logic) from any UE, e.g., UE 1, can be forwarded to any subset of UEs, e.g., UE2 and UE3 IF the PFCP sessions of UE 2 and UE 3 are provisioned with relevant DL PDR (containing xx detection logic) to receive the packets. While these packets are not received by UE 4-10 if the corresponding PFCP sessions are not provisioned with the same DL PDR.

Giorgi:

Once again, we are talking to different scenarios. I’m focusing on the scenario, when all UEs in 5GVNgroup-1 need to receive the same DL packet. This is the scenario that applies to 5MBS and I haven’t seen an argument why this cannot be done.
Bruno:

See our comments to 5159 in draft inbox. 
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	5317
	CR 29.244 0586 Rel-17 5MBS implications on N4 interface
	Huawei
	postponed
	WI 5MBS

CAT F

provided on Wednesday, referes to 5226 and 5158

Frank: Just a clarification question, is the CR considered as complete, or you will provide further updates? There are blank changes in the CR and there is no protocol change.

Giorgi: I’ll add protocol, details if CT4 agrees to the proposal in general. The potential agreement may not be the same as the presented one, which will obviously impact protocol specifics. Realistically I could complete the CR after the discussions at this meeting, targeting the November meeting.
This matter looks stand alone to me, meaning no other open issue depends on the resolution of N4 and user plane matters. In other words, resolving this in November should not be a problem, if next week we can’t agree on everything.

Frank:

I think we have the same understanding for MBS functionality on the high level, you seem to seek an alternative that the UPF can make use of the Network Instance to match the packets pertaining to a MBS session and then to replicate a copy of packets to every PFCP sessions of PDU session. 
However, there is a big doubt, the following text you proposed suggests a completely new requirement to the SMF and the UPF:

The SMF creates a 5G VN group for the UEs that join a particular MBS session and assigns a new network instance, based on the MBS Session Id. UEs are dynamically added and removed to/from this 5G VN group.

Giorgi: Clause 5.8.2.13.0 in 23.501 reads: “If more than one 5G VN group has to be supported in the PLMN, the N4 rule attribute Network Instance is used in addition to the UPF internal interface and set to a value representing the 5G VN group”. Table 7.5.2.2-2 in 29.244 reads: 
Network Instance
O
This IE shall not be present if Traffic Endpoint ID is present. It shall be present if the CP function requests the UP function to allocate a UE IP address/prefix and the Traffic Endpoint ID is not present.

If present, this IE shall identify the Network instance to match for the incoming packet. See NOTE 1, NOTE2.

We believe stage 3 already supports stage 2 requirement and therefore SMF can tell UPF this is the Network Instance you must use for this particular 5G VN group.

At the present, a Network Instance must be preconfigured in the UPF and the SMF must be aware of the available Network Instance configured in the UPF, e.g. via NRF procedure or local configuration. 

The available 5G VN is also configured in the network.  I have no idea how could the SMF to create a new 5G VN group, and how could the SMF assign a new network instance. That's why I was asking you for protocol change.

Giorgi: see above

I don't think it can work. 
Giorgi: see above

On the other hand, comparing with our solution directly using MBS session Id or N19mb DL TEID or even Low Layer SSM, though a Network Instance may be shorter, this doesn't infer any optimization at all, a typical implementation will use some sort of "Hash" function which can "transform" a larger string (e.g. MBS session id) into a fixed length and shorter string (e.g. two or three octets) when it is required to match a larger string.

So, I would propose that CT4 can adopt Ericsson proposal as documented in (C4-215158) as the way forward.

Frank:

A Network instance need to be preconfigured in UPF, and Network Instance cannot be used NOT to support point to multipoint communication in 5G VN, as it supports communication from any UE to any set of UEs in the same 5G VN group.
MBS session Id is dynamically allocated, and the corresponding Network Instance cannot be dynamically created in the UPF. 

Giorgi:

This is NOT what stage 2 requires: “If more than one 5G VN group has to be supported in the PLMN, the N4 rule attribute Network Instance is used in addition to the UPF internal interface and set to a value representing the 5G VN group”.

Frank:

There is no problem for SA2 requirement
For example, there are many DNNs in the network, while UPF need to be configured with Network Instance in corresponding to DNN.

It is same for 5G VN, there may be many 5G VN, to support them, the UPF need to be preconfigured with corresponding Network Instance.

My point is the Network Instance cannot be created by the SMF over N4 interface.

Giorgi:

I’m afraid my SA2 colleagues disagree with your view. They tell me Network Instance definitely can be created by the SMF over N4 interface.

Frank:

Could you please so kindly show me "how CP function can create a network instance in a UP function" in PFCP (29.244).

Giorgi:

I already did. Here is the quote once again.  Table 7.5.2.2-2 in 29.244 reads: 
Network Instance
O
This IE shall not be present if Traffic Endpoint ID is present. It shall be present if the CP function requests the UP function to allocate a UE IP address/prefix and the Traffic Endpoint ID is not present.

If present, this IE shall identify the Network instance to match for the incoming packet. See NOTE 1, NOTE2.

Bruno:

See our comments to 5226 / 5159.

Additional comments:


1) A single GTP-U tunnel shall be established between a UPF and MB-UPF for a given MBS session. This shall be true even if different SMFs (e.g. of an SMF set) establish the PDU sessions to be associated to the same MBS session in the same UPF. This requires the UPF to check, when a new PDU session is being associated with an MBS session, whether an existing GTP-U N19mb tunnel exists for the MBS session, and to indicate the same to the SMF in the response. This is covered by the Ericsson 29.244 CR, but omitted from the Huawei 29.244 CR.

2) If this approach was adopted, it should rely on a new  "MBS internal" interface (as currently specified in 23.247), and NOT reuse the existing "5G VN Internal interface" , since MBS and 5G VN reqts are different (5G VN requires a 2 step packet detection process since 5G VN includes support of UE to UE communication) while MBS requires distributing MBS data to all associated PDU sessions (no need for 2 step packet detection matching).

3) Several comments/updates we made to the Ercisson CR would also apply here, e.g. not limiting the case of associating a PDU session with an MBS session when a JOIN request is received, but whenever a PDU session needs to be associated with the MBS session (e.g. switching to 5GC Individual MBS traffic delivery when UE moves to a non-MBS supporting RAN).

Giorgi:

Concerning the below (2), our intention is to reuse 5G VN mechanism with minimum impact on N4. That’s why we believe UPF does not need to know MBS session ID at all. Rather, UPF should treat MBS data as belonging to 5G VN group. Only SMF will know this group is used for 5MBS data. Therefore, we aim at reusing the Internal interface (i.e. 2-pRD/FARs).

In other words, we believe there is  no need to specify new packet replication mechanism at the UPF. What could potentially be reason for not  reusing 5G VN packet replication and forwarding mechanism also for 5G VN? What will prevent that?

CC

Frank: see  difference between 5G VN and  the MBS/multicast case. 

 New requirement  on new instance in the UPF created via N4 how this possible.

His solution is usingh the MBSsessionID.Giorgis solution based on network instance. Back  to the discussion one step or  two step solution. Frank still prefers the 1 step solution

Giorgi: still does not understand why 5G VN solution does not work

Bruno: functiomnla requiremnts  for 5G VN and 5MBS are different. In 5G VN  there are scenaríos where packets are not distributed to all members. 5G VN and IP TV can both be used as basis, but IP TV is simpler and flexible enough.

Giorgi: why the 5G VN does not work

Bruno:  bot solution  can work but thew IP TV variant seems to have  better performens.

Giorgi: 

Bruno:  the difference in IP TV and 5MBS  is for IP TV is based on jopin request on userplane and for 5MBS is based on N4 request. With 5G VN solution we  do not have the multicast tree.

To Frank  we  need to  cover  the combo case as  well (5317 comment).

Frank: 

Bruno: we  should replaced the editors note in last draft and reflect it .

Frank: 5G VN solution  does  not work it is a G VN like solution

Giorgi: the Huiawei prosal is 5G VN solution. We need further to understand the packet replication part in Franks CR.

Bruno: the 5G VN solution does not only has a performance issue  UPF served by  multiple SMFs  for the same MBS-session we  need to  end up in  a single session in UPF independat of the SM;F controlling the  UPF.

Frank: agrees with Bruno. 

Giorgi: we need to look into this different SMF scenario. Need more time to think about it.



	
	
	5160
	CR 29.518 0608 Rel-17 Namf_MBSCommnuication service description
	Ericsson
	Revised to C4-215483
	WI 5MBS

CAT B
Bruno:

Please find our comments and proposed updates in the draft folder (C4-215160_CR0608_29518_MBSCommunication service PA1_BL):
Frank:

Thanks for the comments.
I have made a revision including all your comments.

Bruno:


Thanks. V1 is fine by me.

	
	
	5483
	CR 29.518 0608 Rel-17 Namf_MBSCommnuication service description
	Ericsson
	agreed
	

	
	
	5161
	CR 29.518 0609 Rel-17 Namf_MBSCommnuication resources and methods
	Ericsson
	Revised to C4-215484
	WI 5MBS

CAT B

Bruno:

Please find our comments and proposed updates in the draft folder (in C4-215161_CR0609_29518_MBSCommunication resource PA1_BL):
Frank:

I have made a revision including all your comments

Bruno:

Thanks, V1 is fine by me

	
	
	5484
	CR 29.518 0609 Rel-17 Namf_MBSCommnuication resources and methods
	Ericsson
	agreed
	WI 5MBS

CAT B



	
	
	5162
	CR 29.518 0610 Rel-17 Namf_MBSCommnuication data type and openAPI
	Ericsson
	Revised to C4-215485
	WI 5MBS

CAT B
Bruno:

Please find our comments and proposed updates in the draft folder (in C4-215162_CR0610_29518_MBSCommunication data type and openAPI PA1_BL):

Frank:

Thanks for the comments. I have made a new revision as below based on your proposed change: 

For the following comments from you, I have addressed differently:

1. You have requested to remove "Action" which enables the MB-SMF to indicate the purpose to invoke Namf_MBSCommunication N2MessageTransfer service operation, i.e. to activate/deactivate/update a MBS session. Using NGAP IE type might help, but at this stage, we even don't know if it is a NGAP message which the AMF can treat it transparently.  I propose it to keep it but with an editor note.

Bruno I cannot agree on specifying this IE at this stage. There isn’t any stage 2 reqt to have such an IE so far, nor do we know yet whether the AMF will need to know the type of action. It also depends on how NGAP procedures will be defined. I am ok though to add an editor’s (but with removing the Action IE from the message and OpenAPI)
2. I kept TMGI in MbsN2SmInformation just like we have "pduSessionId" in the N2SmInformation, this is to help the AMF to build the NGAP message. The AMF use MBS Session ID to find relevant NG-RAN nodes for the MBS session.
See SA2 requirements, e.g. in 7.2.5.2:
11. If the MB-SMF finds there are shared tunnel established, step11-15 are performed. The MB-SMF sends Namf_MBSCommunication_N2MessageTransfer Request (Activation, TMGI) to the AMF for those NG-RAN nodes, which have shared tunnel with MB-UPF. This step can be performed in parallel with step 2.

I have added an editor's note to address your concern.
Bruno> I don’t understand the need for this TMGI IE in MbsN2SmInformation. The MBS Session ID IE in MbsN2MessageTransferReqData will contain the same information, right? so why do we need to duplicate the info? I do not agree with this TMGI IE in MbsN2SmInformation at this stage. But I am fine if you wish to add an editor’s note.

I am wondering if it is acceptable for you to proceed as I proposed.

Frank

I have removed "Actions" and "TMGI" as you requested and kept only editor's note.
See draft inbox
Bruno:

V2 is fine by me. Please remove “6.x.6.3.3 » from the list of clauses affected on cover page before uploading the final revision.



	
	
	5485
	CR 29.518 0610 Rel-17 Namf_MBSCommnuication data type and openAPI
	Ericsson
	agreed
	

	
	
	5163
	CR 29.518 0611 Rel-17 Namf_MBSCommnuication error handling
	Ericsson
	Revised to C4-215486
	WI 5MBS

CAT B

Bruno:

One minor edit:
"Indicates the MBS related N2 Message Ttransfer has failed due to an application error when the MBS Session ID being unknown to is not found in the AMF."

Frank:

I have made a revision including all your comments

Bruno:

Thanks, V1 is fine by me

	
	
	5486
	CR 29.518 0611 Rel-17 Namf_MBSCommnuication error handling
	Ericsson
	agreed
	

	
	
	5164
	CR 29.510 0586 Rel-17 MB-UPF registration and discovery
	Ericsson, Nokia, Nokia Shanghai Bell
	agreed
	WI 5MBS

CAT B

	
	
	5165
	CR 23.003 0621 Rel-17 Selection of a combined UPF/MB-UPF
	Ericsson
	agreed
	WI 5MBS

CAT B

	
	
	5166
	CR 29.303 0132 Rel-17 Procedure to select a combined UPF/MB-UPF
	Ericsson
	agreed
	WI 5MBS

CAT B

	
	
	5204
	discussion   Rel-17 MBS Authorization Data Provisioning and Storage
	Samsung
	Noted
	Frank:

Thanks for the discussion paper. 
In general, we think SA2 needs further specify relevant requirements. 

We noticed in TS 23.247, clause 6.4.1, it reads:

The UDR is updated by the UDM and stores the MBS data (as specified in clause 4.15.6.2 of TS 23.502 [6]), i.e. authorization information by the AF and/or the 5GC per MBS Session, which contains the following information:

-   MBS Session ID(s);

-    For each MBS Session ID:

            -          Internal Group Identifier, SUPI list or Any UE indication which indicates which UEs are entitled to join the MBS Session identified by the MBS Session ID;

While requirements in clause 6.4.3 implies that parameters are provisioning like "Application Data" (since it is new entry not in subscription data) specified in TS 23.502 clause 4.15.6.7 (Service specific parameter provisioning) which does not involve UDM.
6.4.3 MBS information in UDR

The information stored in the UDR as defined in clause 5.2.12.2.1 of TS 23.502 [6] is extended as follows:

              MBS data as defined in Tables 6.4.3-1 with keys defined in Table 6.4.3-2.

Table 6.4.3-1: MBS data type

table removed

Table 6.4.3-2: MBS data type keys

table removed

This should be solved, Ericsson will/has already submit relevant paper to SA2 (S2-2107194, S2-2107203).

We are fine with the following alternative 2, though this alternative gives burden to NEF, i.e. the NEF need issue as many individual PP requests to include the MBS session Id in each SUPI record belonging to the multicast session.
Alternative 2
This alternative assumes that NEF provides the MBS Session Information per-UE to UDM which then accordingly updates the same in UDR. In this alternative, the expectation is that when AF provides per-MBS Session Information to NEF, the NEF translates it to per-UE information and updates in the UDR.

This implementation uses ppData structure as used in Clause 5.6.2.2.2 of 23.503. No changes to UDR APIs are required in this alternative.

CRs C4-215218 is based on this alternative.

But we are thinking to clarify to use the procedure 4.15.6.2 in 23.502, i.e. to use Nudm_ParameterProvision, to provision MBS group and session related parameters to the UDM, and then further to update UDR. We have proposed to define MBS group membership management parameters and MBS Session Authorization information just as what we did for 5G-VN (in our SA2 CRs). 

We are thinking that a MBS session can be mapped to an external group id. Please be noted that the key used in Nudm_PP service can be either GPSI or Ext Group ID or even already any UE !

(In TS 23.502)

Table 5.2.3.6.1-2: Parameter Provision data types keys

table removed
(In the CR to TS 23.247)

Table 7.2.X-1: Description of AF provided MBS Session Authorization information

 table removed
-    The AF may support multicast MBS group membership management and provide parameters as described in Table 7.2.X-2.

Table 7.2.X-2: Description of multicast MBS group membership management parameters

table removed
In summary, I would suggest to postpone these CRs which are related to the DISC to November meeting, in order to align with SA2 decision.

Varini:

Thanks for the detailed review and providing indication that SA2 will further discuss this in upcoming meeting.
I agree with you, we can discuss this issue in November. Hopefully SA2 would have clarified the issue by then. 

Accordingly, following CRs can be marked as postponed in this meeting.

C4-215214
C4-215215
C4-215216
C4-215217
C4-215218
And, this document can be Noted:

C4-215204
I am assuming following CR is no issue due to above decision?

C4-215023
Frank:

Thanks for considering our comments and suggestion.
BTW, I am fine with 5023, which is overlapping with 5237.



	
	
	5214
	CR 29.503 0731 Rel-17 Provisioning Session Authorization Information in UDM – Alternative 1
	Samsung
	postponed
	WI 5MBS

CAT B

	
	
	5215
	CR 29.505 0392 Rel-17 MBS Session Authorization Information in UDR – Alternative 1
	Samsung
	postponed
	WI 5MBS

CAT B

	
	
	5216
	CR 29.503 0732 Rel-17 Provisioning Session Authorization Information in UDM – Alternative 2
	Samsung
	postponed
	WI 5MBS

CAT B

	
	
	5217
	CR 29.505 0393 Rel-17 MBS Session Authorization Information in UDR – Alternative 2
	Samsung
	postponed
	WI 5MBS

CAT B

	
	
	5218
	CR 29.503 0733 Rel-17 Provisioning Session Authorization Information in UDM – Alternative 3
	Samsung
	postponed
	WI 5MBS

CAT B

	CC4
	
	5237
	CR 29.503 0737 Rel-17 5MBS Subscription Data
	Huawei
	agreed
	WI 5MBS

CAT B

Frank
Overlapping/clash with 5023

	
	
	5238
	CR 29.518 0618 Rel-17 EnableGroupReachability service procedure
	Huawei, Ericsson
	Revised to C4-215412
	WI 5MBS

CAT B

Varini:

Thanks for the paper. I have a question for clarification:
Don’t we need to include implicit subscription and notification mechanism in this service operation, so that AMF can (later) inform SMF about the subscribers that were idle and it successfully paged them and brought them to connected?

Caixia:

As the subscription/notification mechanism is not clear in stage2, we do not cover the notification in this contribution.

Your proposed solution will be discussed in next week’s SA2 meeting, we have related contribution.

For CT4, I will provide 29.518 contribution if stage2 agrees the changes, hope this is fine for you.

Bruno:

Please find our comments and proposed updates in the draft folder (in C4-215238_5MBS 29.518 MBS EnableGroupReachability service procedure r2_BL):
Caixia:

Many thanks for your comments, which are fine by me. Please check draftv1 in darft inbox:
 
Varini:

Thanks. Can I request you to kindly provide some indication as to what additional clarifications are planned in Stage-2? I am thinking if this CR should be postponed to November meeting, if SA2 is planning major changes in this area. 

My reading is that it is already specified in SA2 that for Idle UEs, the AMF needs to send a notification once they are connected.

Caixia:

Actually, I do not think SA2 will bring major changes in this area, and impact the current EnableGroupReachability service operation.

If you check the Figure 7.2.5.2-1: MBS session activation procedure in TS 23.247, step 7 in the figure indicates UE reachability notification, which shall be updated as new service operation, like UEReachabilityInfoNotify.

And we can support the new notification service operation next meeting.

Varini:

Sure, thanks
Bruno:

Thanks. Your revision looks good. Just one (late) comment on clause 5.4.1, where it would be clearer IMO to rephrase the whole paragraph as follows:
“

Namf_MT service allows a NF to request information related to capabilities to send MT signalling or data to a target UE. The following are the key functionalities of this NF service
-    enable UE reachability by: 
- paging UE if UE is in IDLE state and responding to the requester other NF after the UE enters CM-CONNECTED state, or

- responding to the requester NF if the UE is in CM-CONNECTED state.

-    providing the terminating domain selection information for IMS voice to the consumer NF.

-    enable reachability of a list of UEs by: 
-    paging UEs for an MBS session if the UEs are in CM-IDLE state, and
- responding to the requester NF, including the list of UEs that are already in CM-CONNECTED state if any.
Caixia:

I agree with your opinion, the proposed changes make the functions more clear, please find the draft v2 incorporating the proposed text:

Bruno:

The revision is fine by me, just a few more minor editorials when you produce the final version:
Namf_MT service allows a NF to request information related to capabilities to send MT signalling or data to a target UE. The following are the key functionalities of this NF service:
-    enabling UE reachability by: 
-    paging the UE if the UE is in CM-IDLE state and responding to the requester NF after the UE enters CM-CONNECTED state, or
-    responding to the requester NF if UE is in CM-CONNECTED state.

-    providing the terminating domain selection information for IMS voice to the consumer NF.

-    enabling reachability of a list of UEs by: 
-    paging UEs for an MBS session if the UEs are in CM-IDLE state, and
-    responding to the requester NF, including the list of UEs that are already in CM-CONNECTED state if any.
Caixia:

I will include the changes in the final version.

Caixia:

V3 in inbox

As we  agree to remove the 204 no content, I alos updated the service procedure in this contribution

Bruno:

V3 is fine by me


	
	
	5412
	CR 29.518 0618 Rel-17 EnableGroupReachability service procedure
	Huawei, Ericsson
	agreed
	WI 5MBS

CAT B



	
	
	5239
	CR 29.518 0619 Rel-17 EnableGroupReachability resource and OpenAPI definition
	Huawei, Ericsson
	Revised to C4-215413
	WI 5MBS

CAT B

Bruno:

Please find our comments and proposed updates in the draft folder (in C4-215239_5MBS 29.518 MBS EnableGroupReachability resource r2_BL):

Caixia:

Please see my reply for the questions:
The HTTP header field "Retry-After" shall not be included in this scenario. 

This was defined in Table 6.3.3.2.3.1-3 for EnableUEReachability service operation, actually I am not sure about the reason to add the restriction on including the Retry-After header. In the revision, I removed the restriction, we can include the definition later until we have clear understanding on the issue.
How to report the supported features?

If the 204 no content is relied, it is impossible to report the supported feature, I assume the feature negotiation can be done during other signaling exchange.

And I have defined a new feature for the group reachability capability. Please check the draftv1 inj draft folder:
Bruno:

Thanks for the draft revision.
 
In Table 6.3.3.x.4.1-1: the custom operation URI should be corrected to “/ue-contexts /enable-group-reachability".
 
Table 6.3.6.2.b-1: we should define the ueConnectedList IE as a Conditional IE, to allow a response payload when even all UEs would be in idle mode, e.g. to signal the supported features and/or new info that might be required by stage 2 in future. Same comment to the OpenAPI (to revert requiring this attribute).
 
The AMF should normally report in the response that it supports the new feature. So I would rather see a 200 OK response in all cases.
 
Caixai:

Thanks for the comments, draft v2 includes the changes proposed:

And I have updated the description of 200 OK in the Table as below:

Successful response indicating a list of UEs with the state of CM-CONNECTED state, or indicating the supportedFeatures when all the UEs in the list are in CM-IDLE state.

Based on this, 204 No Content error seems not needed, do you think we need to remove 204 in the contribution?

Bruno:

Thanks. I propose to describe the condition of presence explicitly as shown below:
Table 6.3.6.2.b-1: Definition of type EnableGroupReachabilityRspData

This IE shall be present if there is at least one UE in the list of UEs received in the request that is already in CM-CONNECTED state. When present, this IE shall indicate the list of UEs in CM-CONNECTED state currently.

Yes, I think we should remove the 204 response. And I propose to update the following description as follows:

Successful response indicating the list of UEs in CM-CONNECTED state if any, and indicating the supported features when all the UEs in the list are in CM-IDLE state
 (this requires corresponding updates in C4-215238)

The 2nd paragraph of clause 6.3.8 should also be extended to add the new service operation

Caixia:

Draft v4 includes all of the comments, I overlooked the last comments in V3.

Bruno:

Thanks. Can you please also update the following text. 
        '200':

          description: list of UEs in CM-CONNECTED state.Successful response
The other changes are fine by me

Caixia:

forget to update the description in OpenAPI, here is the version with the changes: v5 in draft inbox

Bruno:

Thanks. 5239 V5 is fine by me.



	
	
	5413
	CR 29.518 0619 Rel-17 EnableGroupReachability resource and OpenAPI definition
	Huawei, Ericsson
	agreed
	WI 5MBS

CAT B



	
	
	5325
	CR 29.504 0158 Rel-17 Store 5MBS Subscription Data
	Huawei
	agreed
	WI 5MBS

CAT B

	
	
	5519
	29.532 0.2.0
	Huawei
	Agreed as basis for future work
	Draft version by  Tuesday 19th October, 17:00 CET
Comments to be provided by Wednesday 20th October, 17:00 CET.
Final version by Thursday 21st October 17:00 CET on

	6.2
	CT4 Supported WIs
	
	
	
	
	

	6.2.1
	Study on enhanced IMS to 5GC Integration Phase 2
	
	
	
	
	FS_eIMS5G2

	CC4
	
	5032
	pCR 23.700-12  Rel-17 Solution for Key Issue#1 with IMS node communicating directly
	China Mobile
	Agreed to be incorporated
	Jesus

From Ericsson, we have the following comments to this contribution:
· As a general comment, the proposal for IMS CP nodes (which have influence on the selection of IMS UP nodes) to interact directly with UDM in principle sounds quite strange.

Yue> UDM, as Unifided Data Management function, should provide access to any entity which is interested in certain data stored there, especially taking SBA into account i.e. every servcie in principle is reusable by any entity.  I do not see any difference of IMS CP node, no matter it has influence on IMS UP node or not.
· These IMS nodes are not aware of which access the UE is using. Before interacting with UDM, BGCF or IMS-AS should know that the UE is using 5G access.

Yue>IMS node needs not to be aware of this before hand, it just contact with UDM and get the information. If UE is not using 5G access it gets nothing

· Why only including BGCF and IMS-AS? P-CSCF, ATCF and IBCF are also controlling IMS UP nodes. In fact, P-CSCF+IMS-AGW are always involved in IMS sessions, and ATCF+ATGW in all voice sessions, while MGCF+IM-MGW or MRFC+MRFP not always (for breakout to CS or announcements/conference).

Yue> I was just following the direction of solution#1 which only covering the case for MRF and interacting with CS domain. But I am ok to also add the other entities if the group is ok. BTW, ATCF/ATGW are only applicable when eSRVCC is used, not for all voice sessions

CC

Bill: new proposal

Yue: slight preference to introduce this solution 

Ulrich: no problem with adding this solution but we need to consider in the evaluation part

Jesus: still a slight preference for the Nokia solution.

Ulrich:  it could be also possible to go for multiple solutions if they do not exclude each other. In this solution the IMS AS should retrieve data   from the UDM.

Yue: should agree on this pCR and we should check how to improve in next meeting.

Ulrich principle question is this an additional solution which can be selected or is it intended to exclude other solution?

Yue: I do not want to push for one solution we should clear analyze the solutions on the table.

Bill the intention is to complete the work on the TR in Q4 2022.



	
	
	5033
	pCR 23.700-12  Rel-17 evaluation on solutions for key issue#1
	China Mobile
	agreed to be incorporated
	

	
	
	5279
	pCR 23.700-12  Rel-17 Evaluation for Key Issue #1
	Nokia, Nokia Shanghai Bell
	postponed
	Bill:

Could we update the key issue 1 to support P-CSCF selects ATGW based on URSP service area?

Ulrich:

I do not support to change the requirements.

Bill:

My understanding is that, like BGCF and IMS-AS,  the P-CSCF can benefit from the URSP service area information for selecting ATGW.

I.e. we combine the URSP service area information reported from PCF described in solution 4 and the mapping table or using discovery via NRF described in solution 1.

CC

Bill no strong opinion if no support to extend the key issue 1 he withdrawn the request

Jesus: never took the userplane nodes list as an exhaustive list.

Ulrich: we  should only analyse the nodes  currently  listed

Jesus: Not a big  issue to extend

Yue: support to extend why interested in ATGW

Jesus not explicitly because ATGW more commonly userplane nodes

Bill: 

Ulrich: if we extend the study now we have to restart the study.

People should bring contributions to next meeting to extend the requoírements.

CC

Ulrich: can accept if 

Jesus why addition of userplane nodes extend

Bill: like to extend the number of userplane

Ulrich: do not want to  extend the study  to study  more userplane nodes  as currently listed

Yue:  would support to aat the acces GW. If we do so do we realy  need  to start from the beginning or do we need to extend

Jesus: adding e.g. other nodes the evaluation will be changed, therefore 

Bill will organize a conference call.



	
	
	5280
	pCR 23.700-12  Rel-17 Conclusion for Key Issue #1
	Nokia, Nokia Shanghai Bell
	Postponed
	Jesus:

From Ericsson, we have the following comments to this contribution:

· This document clashes with C4-215332. Both documents were also discussed in previous meetings, so no need to raise explicitly the same comments again. In past meeting, we reached a tentative compromise solution, which from E/// side we are still in favor of keeping it.

· One additional aspects, that apply to both 5280 and 5332 is that maybe we should not talk about having any of the solutions in the TR "as basis for normative work". In fact, the basis for CT4 normative work should be the requirements to be incorporated into stage-2 TS's such as 23.228 (which, supposedly, will take the outcome of this TR into consideration for normative requirements).

Ulrich:

I’m also still fine with the past meeting’s tentative compromise solution i.e. recommend to take both sol#1 and sol#4 to normative phase.
In this aspect there is not really a clash betweenn 5332 and 5280

CC

Ulrich we should agree on both solutions as two alternatives and  possibly the China mobile solutionas a third solution or should we  postpone  and  evaluate all 3 solutions



	
	
	5332
	pCR 23.700-12  Rel-17 Conclusion for KI#1
	Ericsson
	postponed
	

	
	
	5520
	TR 23.700-12 0.7.0 
	Huawei
	Agreed as basis for future work
	Draft version by  Tuesday 19th October, 17:00 CET
Comments to be provided by Wednesday 20th October, 17:00 CET.
Final version by Thursday 21st October 17:00 CET on

	6.2.2
	Stage 3 of Multimedia Priority Service (MPS) Phase 2
	
	
	
	
	MPS2

	
	
	5087
	CR 29.500 0278 Rel-17 SBI message priority for MPS
	Peraton Labs, CISA ECD, AT&T, T-Mobile USA, Verizon 
	Revised to C4-215478
	WI MPS2

CAT B

Caixia:

Following the comments from our side:

1. Source to TSG shall be C4.

2. Could you please indicate the detail definition in stage2?

3. What’s the intention to include the NOTE1? It is not clear to me.

Peter Monnes:

1. Agreed
2. The reason for change in the cover page refers to the stage 2 requirement for the change (step 3 23.502§4.2.2.2.2). 

“When the Establishment cause is associated with priority services (e.g. MPS, MCS), the AMF includes a Message Priority header to indicate priority information. Other NFs relay the priority information by including the Message Priority header in service-based interfaces, as specified in TS 29.500 [17].”
Caixia: I propose to include the 23.502 clause number in reason for change, thank you

Are you looking for the definition in stage 2 of a particular term? Or are you asking that I include the 23.502 clause number?

The note is to prevent the reader from concluding that the new text specifies the only way that the SBI-Message-Priority can be set for MPS.
Caixia: Fine with the NOTE

Peter Monnes:

I made the change.


	
	
	5478
	CR 29.500 0278 Rel-17 SBI message priority for MPS
	Peraton Labs, CISA ECD, AT&T, T-Mobile USA, Verizon 
	agreed
	WI MPS2

CAT B



	
	
	
	
	
	
	

	6.2.3
	Enhancement for the 5G Control Plane Steering of Roaming for UE in CONNECTED mode
	
	
	
	
	eCPSOR_CON

	
	
	5092
	LS in   Rel-17 LS on new parameters for SOR
	CT1
	Noted
	C1-214118

To: SA3

CC: CT4

Contact NTTDOCOMO

eCPSOR_CON

Rel17

As part of the Rel-17 WI on eCPSOR_CON – TS 23.122 Annex C, additional optional parameters were introduced in the SOR information, namely the SOR-CMCI and the "Store the SOR-CMCI in the ME" indicator (also see TS 24.501- clause 9.11.3.51). 

Therefore while the UDM invokes Nausf_SoRProtection service operation message to the AUSF to get SoR-MAC-IAUSF and CounterSoR, the UDM checks the "ME indicated support of the SOR-CMCI" before passing the new SOR-CMCI related parameters to the AUSF. The AUSF needs to consider these new parameters for the mentioned service operation.

To ensure future proof, if any further parameters would be added, a mechanism to protect all octets located after the "PLMN ID and access technology list" in Figure 9.11.3.51.2A of TS 24.501 is recommended, rather than the protection of the newly introduced "Store the SOR-CMCI in the ME" indicator and the SOR-CMCI, taking into account the UE support of the new parameters (for Rel-17 is the "ME indicated support of the SOR-CMCI"). 

Proposed treatment:

For information to CT4, CT4 can note.

Postponed  to 6.2.3

	
	
	5140
	other   Rel-17 eCPSOR_CON work plan
	DOCOMO Communications Lab.
	Noted
	

	
	
	
	
	
	
	

	6.2.4
	Authentication and key management for applications based on 3GPP credential in 5G
	
	
	
	
	AKMA-CT

	
	
	5240
	CR 29.503 0738 Rel-17 Routing Indicator
	Huawei
	Revised to C4-215506
	WI AKMA-CT

CAT B

Jesus.

Sorry for missing to comment on this CR:

· The CR requires the UDM to send a Routing Indicator to AUSF, but, where does the UDM obtain it from? Wouldn't we need to have it stored in UDR, somehow, e.g. as part of the auth. subscription data?

Caixia: I guess the routing id in suci is already stored in UDR, if it is not, we need to store it in UDR. Would be OK to submit the UDR contribution next meeting?
· Also, the reference to SP-AS TS, for the sole reason to re-use the data type "RoutingID" (which is a very simple type), seems very weird. I think it would be better to define this type locally in this TS.

Caixia: I check the AUSF TS 29.509 before the meeting, and find the RoutingID IE reused in AUSF API, so I also reuse the IE in this contribution, but I am fine to define this type in TS 29.503.

Caixia:

I have updated the contribution to revert the reusing of the routing id, and define it as string in the specification: V1 in draft inbox
Jesus:

Regarding:
 
· The CR requires the UDM to send a Routing Indicator to AUSF, but, where does the UDM obtain it from? Wouldn't we need to have it stored in UDR, somehow, e.g. as part of the auth. subscription data?

Caixia: I guess the routing id in suci is already stored in UDR, if it is not, we need to store it in UDR. Would be OK to submit the UDR contribution next meeting?

 
To my knowledge, it is not stored in UDR, meaning that if UDR gets the request for auth. info based on SUPI from UDM (say, in case of a re-authentication), there is no way for the UDR to return the RID to UDM (so it can send it to AUSF).
 
It's fine for us to cover the UDR aspect in next meeting in November, but please keep in mind that this CR should not go to plenary without the UDR CR being agreed too.
 
It would be good if this aspect is recorded in the minutes of this meeting.
 
Other than that, we are ok with the revision.
 Caixia:

Thanks for the reply, I agree the UDR CR is needed.

@Peter / Kimmo, could you please record this in the minute of this meeting: Huawei will provide UDR contribution next meeting, if the UDR contribution is not agreed then C4-215506 (the revision of 5240) should not go to plenary.

CC
Caixia: Huawei will provide the missing CR to the November meeting

Jesus: we have to make sure that the CR will be provided and  that bthis CR shall not be send  by  its own.



	
	
	5506
	CR 29.503 0738 Rel-17 Routing Indicator
	Huawei
	agreed
	WI AKMA-CT

CAT B



	
	
	
	
	
	
	

	6.2.5
	CT aspects on Dynamically Changing AM Policies in the 5GC
	
	
	
	
	TEI17_DCAMP

	
	
	5103
	CR 29.510 0582 Rel-17 Add BSF related information in NRF services
	CATT
	merged into 5151
	WI TEI17_DCAMP

CAT B

	
	
	5151
	CR 29.510 0584 Rel-17 BSF NF Profile definition for DCAMP
	Ericsson
	Revised to C4-215460
	WI TEI17_DCAMP

CAT B

Chenxi:

It seems CATT's 5103 overlaps with your 5151, merging is needed. Since I wrongly added gpsi in Nnrf_NFDiscovery API, I suggest that 5103 could be merged into your 5151, is this OK for you? If so,
please add CATT as co-source, thanks.

one small comment:

since Nnrf_NFDiscovery API is not changed, the "other comments" in the cover sheet should be updated.

Jesus:

However, regarding your comment:
· since Nnrf_NFDiscovery API is not changed, the "other comments" in the cover sheet should be updated.
I still think Nnrf_NFDiscovery needs to be listed in "Other comments" because BsfInfo data type is referenced form the Nnrf_NFDiscovery API.
 
If you agree with the above, the only change I will include in the revision is to add CATT as co-source.
Jesus:

Please find v1 in draft inbox
Chenxi:

for the merging, I see it, I am OK with the revision


	
	
	5460
	CR 29.510 0584 Rel-17 BSF NF Profile definition for DCAMP
	Ericsson, CATT
	agreed
	WI TEI17_DCAMP

CAT B



	
	
	5155
	CR 29.510 0585 Rel-17 New PCF Service Name for PCF AM Policy Authorization
	Ericsson
	Revised to C4-215461
	WI TEI17_DCAMP

CAT B

Ulrich:

in A.2 the new enum value should be npcf-am-policy-authorization, not npcf-am-policyauthorization.

Jesus:

Please find v1 in draft inbox


	
	
	5461
	CR 29.510 0585 Rel-17 New PCF Service Name for PCF AM Policy Authorization
	Ericsson
	agreed
	WI TEI17_DCAMP

CAT B



	
	
	5291
	CR 29.502 0492 Rel-17 PCF Notification Information for PDU Session Events
	Ericsson
	Revised to C4-215510
	WI TEI17_DCAMP

CAT B

Bruno:

As defined in stage 2, the AMF needs to pass two 2 new IEs to the SMF: "[PCF binding information, notification of SM Policy Association establishment Indication]". The CR only covers the former.

5.2.2.2.1: the text needs to be enhanced to clarify to which PCF this refers to (PCF for UE Policy, PCF for Access and Mobility Policy) and to which “matching” this corresponds. The text should also be clarified to reflect that this refers to PCF for UE info to be sent to the PCF for SM Policy Association for use by the latter to send notifications about SM Policy Association Events to the PCF for UE. The text should also add a reference to corresponding stage 2 reqts.

6.1.6.1: similar comments on the description of the new data type.

6.1.6.2.2: ditto for the description of the new attribute and the new note. Also one typo in the new note (“non-raoming”). It is not clear what is meant by "matched PDU information" (I understand what is meant, but the text is not clear when read outside the context of this CR).
Please do not use "&" in the text.
The name of the attribute should reflect that this is the PCF for UE, like the data type.

6.1.6.2.4: same comments

6.1.8: we can develop a bit the text, by saying "i.e. whereby the PCF for UE subscribes to SM Policy Association events to the PCF for SM Policy via the AMF and SMF.

A.2: name of the attribute should reflect this is the PCF for UE.

The new PcfUeCallbackInfo data type should be defined in 29.571, since this is a common data type used by CT3 and CT4. Not in 29.507. 

Jones:

Please find draft v1 in inbox: 

 
This CR rebased to the common data type CR0309 of TS 29.571. The more detailed description was provided following your comments.
Bruno:

Small edits:
-    the indication of Notification for SM Policy Association events and the callback information of the PCF for the UE (i.e. the PCF for AM Policy and possibly UE Policy) to receive the notification, if both NF service consumer and the SMF support the "SPAE" feature and if the SM Policy Association Establishment and Termination events should be reported for the PDU session by the PCF for SM Policy to the PCF for the UE. See clause 4.3.2.2.1 of 3GPP TS 23.502 [3].

/Jones: Fixed.

NOTE x:   If the AMF has received the callback information of the PCF for the UE together with the information of the PDU sessions (i.e. Slice and DNN combination) that are applicable for notification of SM Policy Association events, the AMF shall identify whether the non-roaming or local breakout PDU session to be created is applicable for SM Policy Association events, i.e, whether the slice and DNN combination of the PDU session is listed in the received PDU session information from the PCF for the UE. If the PDU session is applicable for notification of SM Policy Association events , the AMF shall include the smPolicyNotifyInd IE with the value “true” and the callback information of the PCF for the UE in the request. The SMF shall forward the callback information of the PCF for the UE to the PCF for SM Policy during SM Policy Association Establishment. See clause 4.3.2.2.1 of 3GPP TS 23.502 [3].
/Jones: Fixed.

Ditto in similar NOTE X (Update SM Context)

/Jones: Fixed.

What about PDU sessions with an I-SMF? Shouldn’t the Create and Update requests be updated too? 

/Jones: Agree. IE added to PduSessionCreateData and HsmfUpdateData via N16a, if received by I-SMF from AMF.

 
Can the PCF for UE cancels a subscription to the AMF, and if so, how is this handled towards the SMF and PCF for SM? 

/Jones: Yes, it is possible for PCF to inform AMF that the Notification for SM Policy Association events (establishment/termination) is no longer needed. This is done via AM Policy Association interface.

 

Stage 2 doesn’t further define procedure to cancel the subscription further to SMF/PCF for SM Policy. My understanding is that this are not really required. The event requires the PCF for SM Policy to report the SM Policy Association is established or terminated to the PCF for the UE, if AM Influence feature is required. Once the PCF for UE received the notification from the PCF for SM Policy, the PCF for UE will monitor the PDU session information from the PCF for SM Policy for potential influence on the AM Policy/UE Policy. In case the AM influence is no longer required, the PCF for UE will just stop monitoring the SM Policy and also indicate AMF that notification for SM Policy is no longer needed, i.e. remove the callback info and PDU session info.

 

I am not sure whether there is a mechanism defined in CT3 for PCF for UE to inform the PCF for SM Policy that notification is no longer needed. But even it is not specified, the consequence is that the PCF for SM Policy will sent one unnecessary notification when the SM Policy Association is terminated. Cancellation via AMF->(I-SMF)/SMF->PCF for SM Policy path actually introduces more traffic than saving. 

Jones:

The CR is revised to 5510 with your comments addressed. 

 
Please find my feedbacks above inline.


	
	
	5510
	CR 29.502 0492 Rel-17 PCF Notification Information for PDU Session Events
	Ericsson
	Revised to C4-215527
	WI TEI17_DCAMP

CAT B

Bruno:

Thank you. Your updates and responses are fine by me, but:
· Clauses affected on the cover page needs to add the new impacted clauses (6.1.6.2.9 and 6.1.6.2.11)

· I suggest to add to the NOTE x of 6.1.6.2.4 (update procedure) some text reflecting your response, e.g. adding at the end of the note the text “The AMF needs not update the SMF if the subscription to the SM Policy Association events for the PDU session is cancelled by the PCF for UE”. I even suggest to remove the “false” value from the (SM Context) Update requests (in tables and OpenAPI). Note also that “default” for this Update is misleading/unfortunate as the Update could be sent to modify other attributes and the new attribute could be misinterpreted as becoming “false”.

Jones:

I agree with your suggestion. These information are useful to remove the ambiguity in the specification especially for update procedures.
 
Revised to 5527 with your suggestion incorporated, available in inbox:


	
	
	5527
	CR 29.502 0492 Rel-17 PCF Notification Information for PDU Session Events
	Ericsson
	Revised to C4-215535
	WI TEI17_DCAMP

CAT B

Bruno:

 Thanks. the “whether” in the description looks inconsistent now that we only allow the true value for the Update (SM Context) requests. So we could update the text as follows:

When present, this IE shall indicate that whether the SM Policy Association Establishment and Termination events shall be reported for the PDU session by the PCF for the SM Policy to the PCF for the UE:
This IE shall be included by I-SMF to SMF, if it is received from AMF and it is not previously provided to the SMF.
When present, this IE shall indicate whether that the SM Policy Association Establishment and Termination events shall be reported for the PDU session by the PCF for the SM Policy to the PCF for the UE:

- true: SM Policy Association Establishment and Termination events shall be reported

At the end of the note, we can strike out “, i.e. including the smPolicyNotifyInd IE with the value "false".” since this value is not allowed anyhow.

In OpenAPI, for the Update (SM Context) requests:

        smPolicyNotifyInd:

          type: boolean
          enum

           - true
Jones:

New revision 5535 in inbox:


	
	
	5535
	CR 29.502 0492 Rel-17 PCF Notification Information for PDU Session Events
	Ericsson
	agreed
	WI TEI17_DCAMP

CAT B

Bruno:

5535 is fine by me.

	
	
	5292
	CR 29.518 0623 Rel-17 PCF Notification Information for PDU Session Events
	Ericsson
	Revised to C4-215508
	WI TEI17_DCAMP

CAT B

Bruno:

The new data types (PcfUeCallbackInfo, MatchedPdu) shall be defined in 29.571.

What do these data types contain exactly?

The term "matchedPdus" is very loose, we should find better names for the attribute and data type.

New Feature description: same comment as for the 29.502 CR in 5291.

Description of new attributes: same comments as for the 29.502 CR. It would be clearer too to have a dedicated data type gathering all the necessary info about this new feature (instead of having two attributes split apart).

Jones:

Please find draft v1 in inbox: 

 

This CR rebased to the common data type CR0309 of TS 29.571. The more detailed description was provided following your comments.

 

Bruno:

the sentence is not complete: 
This IE shall be present if it has been received from the PCF for the UE, i.e. the PCF for the AM Policy Association and possibly the UE Policy Association.
When present, this IE shall contain the information (Slice and DNN combination) of the PDU session(s) applicable for the notification of SM Policy Association Establishment and  Termination events.

(NOTE x)

I propose to reword the condition:
This IE shall be present if the smPolicyNotifyPduList IE is present.  when received from PCF for the UE, i.e. the PCF for the AM Policy Association and possibly the UE Policy Association.

When present, this IE shall contain the callback information of the PCF for the UE to receive SM Policy Association Establishment and Termination events notification from the PCF for the SM Policy.

(NOTE x)
All the other changes look good. Thanks

Jones:

The CR is revised to C4-215508 with your comments incorporated. The revised TDoc is uploaded in inbox.



	
	
	5508
	CR 29.518 0623 Rel-17 PCF Notification Information for PDU Session Events
	Ericsson
	Revised to C4-215526
	WI TEI17_DCAMP

CAT B

Bruno:

The revision is fine by me, but the new Tdoc number is missing in the header of the cover page

Jones: 

The CR is revised to 5526 in inbox with cover page fixed

	
	
	5526
	CR 29.518 0623 Rel-17 PCF Notification Information for PDU Session Events
	Ericsson
	agreed
	WI TEI17_DCAMP

CAT B

Bruno:

5526 is fine by me



	CC3
	
	5355
	CR 29.571 0309Common data types for PDU Session Establishment Events
	Ericsson
	agreed
	WI TEI17_DCAMP

CAT B 

Jones:

We have received comments from Nokia in both CT3 and CT4 to define the common data types for PDU Session Establishment Events in TS 29.571. I have allocated a new CR under 6.2.5:
Jones

Pease find the draft v0 in inbox: 

Hi, Bruno,

I contact my CT3 colleague, what is required to be common data type is the PDU session information, which is possibly reused by other service or other use cases. 

For PcfUeCallbackInfo, it is a specific data type used only for “AmInfluence” feature and the detailed information is only used by PCF. AMF/SMF is transparently carry the data and relay the information from PCF for AM policy to PCF for SM Policy with interested PDU session. Thus the PcfUeCallbackInfo is not suitable to be defined as a common data type.

Could you please check with your CT3 and confirm. Thanks!

Bruno:
Thanks for the new CR. As said on the cover page:
In the alternative, the PCF will provide the "request for notification of SM Policy association establishment and termination to a list of (DNN, S-NSSAI)(s) together with PCF for UE binding informaiton (the callback)" to AMF via AM Policy Association. The AMF will store the information in UE Context and send the PCF binding information to the SMF if the PDU session is for a DNN/Slice matching the list provided by PCF.

The same information (hihglighted text) needs then to be passed to the T-AMF during inter-AMF mobility (your 29.518 CR) and part of it (1 specific PDU session and binding info) needs to be passed from AMF to SMF to PCF. 

So I would expect 29.571 to define the full data structure covering all the highlighted text, incl. data types that needs to be passed only from AMF to SMF to PCF.

It does not matter whether the data is passed transparently or not (it is not intended to pass the info in “transparent containers”). CT4 needs to have its “say” on how this data type is defined and passed in the CT4 APIs.  

Jones:

OK.
 

Please find draft v1 with all common data types defined for AM Influence feature:

Please be aware the Binding Level enumeration is defined as a common data type, to avoid a reference back to TS 29.510.

Jones:

Please find the draft v2 in inbox: 

This revision removed the incorrect dependent CR to 29.507. And also includes some rewording. Thanks!

Bruno:

I was assuming you would define a data type for the PCF UE subscription to the AMF that would contain the array of DNN/S-NSSAIs and the PCF UE callback URI. But I am fine proceeding as you propose. 
PcfUeCallbackInfo : isn’t it preferable to replace the last 3 attributes by a string as we did in 29.502 or 29.518 e.g.  

smfBindingInfo
(your definition for instance is restricted to certain binding levels only, and e.g. does not support either group binding that was defined in 29.500)

If we do so, we can also revert 5.4.3.x.

Jones:

Please find v3 draft in inbox which include one binding indication string
Bruno:

Do we need the following note and why? 
 
NOTE:                 The binding level shall be set to "nf-instance" or "nf-set" in the Binding indications.
 
Why isn’t it possible for the PCF to signal binding at NF service instance or NF service set levels?
Peter Sanders:

Furthermore, a NOTE cannot have normative words, unless it is inside a table

Jones:

Service (Set) level is not required by stage 2 for PCF, thus CT3 specification doesn’t require this. But we agree to not limit it here in the common data type. Such clarification can be done in CT3 specification where the data type is used.
 

I’ve uploaded the formal CR with removal the table note:

Bruno:

Thank you. Your revision is fine by me.


	
	
	
	
	
	
	

	6.2.6
	CT aspects of proximity based services in 5GS
	
	
	
	
	5G_ProSe

	
	
	5094
	CR 29.503 0725 Rel-17 Update the reference point between 5G DDNMF and UDM in Overview
	CATT
	agreed
	WI 5G_ProSe

CAT F

	
	
	5095
	pCR 29.555  Rel-17 Add failed value for AuthorizationResult
	CATT
	merged into 5209
	

	
	
	5097
	pCR 29.555  Rel-17 Fix missing definition issue in OpenAPI
	CATT
	agreed to be incorporated
	

	
	
	5098
	pCR 29.555  Rel-17 Miscellaneous corrections
	CATT
	Revised to C4-215448
	Chenxi:

The r1 revision of 5098 is uploaded by merging 5208 and add Huawei as co-source, please check

Hao:

The revision is fine for me

	
	
	5448
	pCR 29.555  Rel-17 Miscellaneous corrections
	CATT, Huawei
	agreed to be incorporated
	

	
	
	5099
	pCR 29.555  Rel-17 Update Overview of TS 29.555_5G DDNMF Services
	CATT
	Revised to C4-215449
	Clash with 5210

Chenxi:

The r1 revision of 5099 is uploaded by merging 5210 and add Huawei as co-source, no technical change compared with the original version:

Hao:

The revision is fine for me

	
	
	5449
	pCR 29.555  Rel-17 Update Overview of TS 29.555_5G DDNMF Services
	CATT, Huawei
	agreed to be incorporated
	

	
	
	5208
	pCR 29.555  Rel-17 Pseudo-CR on editorial corrections
	Huawei
	merged into 5098
	Chenxi:

5208 overlaps with CATT's 5098, is it OK for you to merge 5208 into 5098? If so, I will do the merging and add Huawei as co-source

Hao:

I am ok to merge 5208 into 5098.


	
	
	5209
	pCR 29.555  Rel-17 Pseudo-CR on removal of AuthorizationResult
	Huawei
	Revised to C4-215353
	Chenxi:

I agree with the principle of this pCR, the AuthResult could be removed. But I think the "201 Created" message should be remained since AnnounceAuthorize and MonitorAuthorize operation use "PUT" method and if the resource does not exist on the other end, it needs to be created.
If we can agree on above, I am happy to merge CATT's 5095 into 5209 and please add CATT as co-source, thanks.
Hao:

Thanks for your comments, please check the draft revision v1.

Chenxi:

Since the response body for 201 message is empty now, the openAPI file need to be updated:
      responses:
        '201':
          description: CreatedSuccessful creation of the resource.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/AnnounceAuthRespData'
          headers:
            Location:
              description: 'Contains the URI of the newly created resource, according to the structure: {apiRoot}/n5g-ddnmf-disc>/<apiVersion>/{ueId}/announce-authorize/{discEntryId}'
              required: true
              schema:
                type: string
Hao:

Thanks for your comments, please check the draft revision v2.
Chenxi:

v2, it looks OK for me

	
	
	5353
	pCR 29.555  Rel-17 Pseudo-CR on removal of AuthorizationResult
	Huawei, CATT
	agreed to be incorporated
	

	
	
	5210
	pCR 29.555  Rel-17 Pseudo-CR on the reference model
	Huawei
	merged into 5099
	Chenxi:

5210 overlaps with CATT's 5099, is it OK for you to merge 5210 into 5099? If so, I will do the merging and add Huawei as co-source.
Hao:

I am ok to merge 5210 into 5099.


	
	
	5521
	TS 29.555 0.4.0
	CATT
	Agreed as basis for future work
	Draft version by  Tuesday 19th October, 17:00 CET
Comments to be provided by Wednesday 20th October, 17:00 CET.
Final version by Thursday 21st October 17:00 CET on

	6.2.7
	CT aspects on Dynamic Management of Group-based Event Monitoring
	
	
	
	
	TEI17_GEM

	
	
	5288
	CR 29.336 0178 Rel-17 Resolve EN for Partial Cancellation
	Ericsson
	agreeed
	WI TEI17_GEM

CAT F

	
	
	
	
	
	
	

	6.2.8
	CT aspects of 5GC architecture for  ks
	
	
	
	
	5GSAT_ARCH-CT

	
	
	5329
	other   Rel-17 5GSAT_ARCH-CT CT4 Work plan
	Qualcomm Incorporated
	noted
	

	
	
	
	
	
	
	

	6.2.9
	CT aspects for Support of Unmanned Aerial Systems Connectivity, Identification, and Tracking
	
	
	
	
	ID_UAS

	
	
	5180
	pCR 29.256  Rel-17 Service operation name
	Nokia, Nokia Shanghai Bell
	Revised to C4-215362
	Giorgi:

We believe there is a need to for a coordination between stage 2 and stage 3 to keep the service operation names aligned. This should be captured with an editor’s note, which spells out the differences after this pCR is approved

Saurabh:

I have added the EN for the same. Here is the updated version 

FYI: Nokia SA2 is raising the CR for name alignments and I guess other companies are also agreed on the same (offline)

Giorgi:

5180_v1 is good



	
	
	5362
	pCR 29.256  Rel-17 Service operation name
	Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5181
	pCR 29.256  Rel-17 Authentication Procedure update
	Nokia, Nokia Shanghai Bell
	Revised to C4-215363
	Giorgi:

Please update Figure 5.2.2.2.1-1: AuthenticateAuthorize Service Operation
Saurabh:

Thanks, here is the updated version

Giorgi:

5181_v1 looks fine

	
	
	5363
	pCR 29.256  Rel-17 Authentication Procedure update
	Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5182
	pCR 29.256  Rel-17 Reauthentication Procedure update
	Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	Giorgi:

We believe you need to add another change section and update Table 6.1.5.2.3.1-2 to align it with the change to Figure 5.2.2.3.1-1.

Saurabh:

Thanks for your comment. But that is the different section change. I will bring CR to the next meeting to cover the same

Giorgi:

Ok, thanks Saurabh

	
	
	5183
	pCR 29.256  Rel-17 Datamodel alignment
	Nokia, Nokia Shanghai Bell
	Revised to C4-215407
	Giorgi:

Few comments:

· Table 6.1.6.1-1. Typo – ‘wihtin’
· Table 6.1.6.2.2-1. Cardinality of the ueLocInfo is missing, while cardinality of nfId (M) shall be 1.

· Table 6.1.6.2.3-1. Cardinality of notifType (M) shall be 1. Typo in revokeCause description ‘NnotifType’. Besides, what is the encoding of revokeCause?

· Table 6.1.6.2.4-1. uasResourceRelease description should follow the typical boolean description pattern.

· New clause 6.1.6.3.x. Typo – “defined in table 6.1.5.3.x-1”. 

Saurabh:

Thanks for carefully checking these. I have accepted all your comments. Here is the updated version V1 in draft inbox.

Giorgi:

The revokeCause attribute is a string. What is/are its value(s) if NnotifType is set to "REVOKE"? 
Otherwise, 5183_v1 looks fine.

Jones:

Thanks for confirming the CR content.
Regarding the question, this revokeCause is sent to UAV/Drone from USS. It is not defined in 3GPP.

Giorgi:

Please add that info to the pCR, say as a note or otherwise
Saurabh:

Auth data, revocation Cause,.. some parameters are received from USS (aviation AF) and 3GPP passes them to UAV/Drone.
Description of the same is already available in AuthNotification procedure section where I have describe the IE is received from USS. It is also available in stage2 TS 23256. 

IMHO, we can live with the current CR without adding a note or description for the same. 

Giorgi:

I can live with 5183_v1.
We can come back to this matter in November.



	
	
	5407
	pCR 29.256  Rel-17 Datamodel alignment
	Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5184
	pCR 29.256  Rel-17 Error handling update
	Nokia, Nokia Shanghai Bell
	Revised to C4-215408
	Giorgi:

There is a misalignment on NETWORK_FAILURE cause. In Table 6.1.3.2.3.1-3 it belongs to 403 Forbidden, while in Table 6.1.7.3-1it belongs to 504 Gateway Timeout. Please fix.

Saurabh:

To avoid conflict with 215309, I have removed 504 descriptions.
updated version in draft inbox.

Tsuyoshi:

Thank you for this consideration. 

I see 504 is removed.

Giorgi:

5184_v1 looks fine



	
	
	5408
	pCR 29.256  Rel-17 Error handling update
	Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5185
	pCR 29.256  Rel-17 security section alignment
	Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5186
	pCR 29.256  Rel-17 Open API alignment
	Nokia, Nokia Shanghai Bell
	Revised to C4-215409
	Giorgi:

I think you should add to this pCR another section containing Table 6.1.6.2.2-1, where data type name is GPSI (all uppercase) as opposed to Gpsi in the OpenAPI.

Saurabh:

I aligned the data model tables in the CR C4-215183.

Giorgi:

Ok, so you fixed GPSI to Gpsi in 5183_v2. 5186_v1 looks fine now



	
	
	5409
	pCR 29.256  Rel-17 Open API alignment
	Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5187
	pCR 29.256  Rel-17 3xx description correction for SCP
	Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5188
	pCR 29.256  Rel-17 Removing EN and Editorial cleanup
	Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	

	
	
	5189
	pCR 29.256  Rel-17 Resolving EN for NFtype identification
	Nokia, Nokia Shanghai Bell
	agreed to be incorporated
	Giorgi:

Please bring the respective OpenAPI changes to the next CT4

Saurabh:

Yes, I will bring the same in the next CT4 meeting.

Giorgi: Thanks



	
	
	5190
	CR 29.518 0613 Rel-17 UUAA-MM status indication in UE Context
	Nokia, Nokia Shanghai Bell
	Revised to C4-215406
	WI ID_UAS

CAT B

Jones:

Small comments:
1/ The reference in body text missing 3GPP prefix: 3GPP TS 23.256 [yy]. Two places

2/ correct the text color. Some texts are in red.

Saurabh:

Thanks for your comment. I have accepted both comments.
Here is the updated version.

Giorgi:

We believe that the new IE should be added to the MmContext data type, based on stage 2.
Also, please fix the revision filename.

Saurabh:

I have aligned the same.
Here is the updated CR

Giorgi

5190_v2 is good.


	
	
	5406
	CR 29.518 0613 Rel-17 UUAA-MM status indication in UE Context
	Nokia, Nokia Shanghai Bell
	agreed 
	

	
	
	5191
	CR 29.518 0614 Rel-17 N1N2MessageTransfer update
	Nokia, Nokia Shanghai Bell
	Revised to C4-215360
	WI ID_UAS

CAT B

Jones

This CR clashing with 5314 and should be merged.

Saurabh:

Thanks, yes it should be merged.
As a new UAV class is not required as defined in 5314, I propose to take Nokia as the base CR.

Waqar@ Is it fine with you to merge your  CR into the Nokia CR 5191.

Jones:

In TS 29.518, current N1 SM Messages can encoding the following messages:
6.1.6.4.2              N1 Message

N1 Message shall encode a 5GS NAS message of a specified type (e.g. SM, LPP) as specified in 3GPP TS 24.501 [11], using the vnd.3gpp.5gnas content-type.

N1 Message may encode e.g. the following 5GS NAS messages:

-     For message class SM:

-     PDU Session Modification Command (see clause 8.3.8 of 3GPP TS 24.501 [11]) during network initiated PDU session modification procedure (see clause 4.3.3 of 3GPP TS 23.502 [3]);

-     PDU Session Release Command (see clause 8.3.13 of 3GPP TS 24.501 [11]) during network initiated PDU session release procedure (see clause 4.3.4 of 3GPP TS 23.502 [3]).

-     PDU Session Establishment Accept (see clause 8.3.2 in 3GPP TS 24.501 [11]) during UE-requested PDU Session Establishment (see clause 4.3.2.2 in 3GPP TS 23.502 [3]).

So the UUAA information will be carried in which NAS message?
Saurabh:

As per SA2: 
step 3 of 5.2.3.2 in TS 23.256, SMF uses Namf_Communication_N1N2MessageTrasfer for sending the UUAA related (multiple round trip) messages between UE and USS.
As per CT1:

1)in initial PDU session establishment=> -     PDU Session Establishment Accept

2) for multiple round trips in CT1, they have specified a new couple of authentication of generic messages delivered over the new Service-level authentication and authorization procedure:
Service-level authentication command (see clause 8.3.17 of 3GPP TS 24.501 [11])
Service-level authentication complete  (see clause 8.3.18 of 3GPP TS 24.501 [11])

3)in PDU session modification for reauthorization=> PDU Session Modification Command (as per stage-2 but I expect it could be tackled via the same service-level AA mentioned above)

Giorgi:

Which data type is used for this new information

Saurabh:

the updated CR where I added Qualcomm as Co-source is in draft inbox.

Waqar:

good from my side.



	
	
	5360
	CR 29.518 0614 Rel-17 N1N2MessageTransfer update
	Nokia, Nokia Shanghai Bell, Qualcomm
	agreed
	

	
	
	5192
	CR 29.518 0615 Rel-17 Notification enhancement with additional filtering
	Nokia, Nokia Shanghai Bell
	Revised to C4-215361
	WI ID_UAS

CAT B

Jones:

Some comments:
1/ feature definition is per service. The UAV feature in 5190 is for Namf_Communication service and this CR is for Namf_EventExposure service.

2/ the new IE and Data type of the filter can be more generic for UES_IN_AREA_REPORT, which may be extended for other usage.

Saurabh >> Updated
/Jones: AdditionalFilter seems a bit too generic 😊. Maybe we call it UeInAreaFilter which is applicable to the event.

Saurabh >> Agree, it looks cleaner

3/ Cardinality of aerialSrvDnnInd should be 0..1

4/ In OpenAPI, the definition of UeType should be put together with enumeration data types

5/ What is the expected behavior of AMF when the indication was received in the new filter, please clarify.

Saurabh >> 6.2.6.2.3 section is updated
/Jones: I was wondering what is exactly the AMF shall do to apply the filter the event reporting. Something like (similar to the second IE)

table removed

BTW, could this two indication appears together? If so, how AMF should behalf?

Saurabh >> All filters must be applied with “AND” condition. I added the red text as a table NOTE, I hope it is fine.

What I mean is, all conditions must be matched then only notification shall be sent.

/Jones: OK. then:
· (BOTH included) Aerial UE with with established PDU sessions for DNN(s) subject to aerial service
· (ueType only) Aerial UE, regardless PDU sessions for DNN(s) subject to aerial service exists or not
· (aerialSrvDnnInd only) UE with with established PDU sessions for DNN(s) subject to aerial service, regardless Aerial UE or not (possible?)
Saurabh:

I accepted all your comments. Here is the updated version v1. 

Jones

Yes, Ericsson is happy to support this CR. Thanks!

Saurabhh:

As per UAS procedure, 
· both must be included.  and/or

· UAS can use only UEtype filter to get the registered UE with an ariel subscription.

But future extendability, we can define AND.  So that, tomorrow, we want to add a new filter XYZ in UeinAreaFilter, that will be possible. 

We also made UEtype as Enum, which will also be extended for future use cases, UEType= ABC. With AND, any kind of future combination will be possible.

Jones:

Thanks for the clarification. I am fine with your answe
Saurabh:

Here is the updated CR v2  in draft inbox

Jones:

Some minor comments:
1/ in the service description, “optionally” is removed in the draft revision. But I think the “optionally” is still needed here, as the filter itself is optional.

2/ 6.2.8 and A.3 are missing in affected clauses in cover page.

With fixing on the above minor issues, the draft looks good to me.

Saurabh:

Here is the updated version for our reference
Giorgi:

So, when AMF receives multiple ueTypes, it needs to report the number for each, right? If so, maybe the following rewording could be more clear:

Saurabh:

, Here is the updated CR

Giorgi:

5192_v4 looks good

	
	
	5361
	CR 29.518 0615 Rel-17 Notification enhancement with additional filtering
	Nokia, Nokia Shanghai Bell
	agreed
	

	
	
	5309
	pCR 29.256  Rel-17 No response from the USS
	NEC Corporation
	Revised to C4-215380
	Giorgi:

We think you should add to the pCR another change section containing Table 6.1.3.2.3.1-3 and add the new application error.

Please also updated the title in the revised pCR like this: Title: Pseudo-CR on No response from the USS.
Tsuyoshi:

Here is the draft revision

Giorgi
5309_v1 looks fine. 

	
	
	5380
	pCR 29.256  Rel-17 No response from the USS
	NEC Corporation
	agreed to be incorporated
	

	
	
	5312
	Work Plan   Rel-17 ID_UAS CT4 Work plan
	Qualcomm Incorporated
	noted
	

	
	
	5313
	CR 29.502 0493 Rel-17 Sending UUAA Authentication message
	Qualcomm Incorporated
	Revised to C4-215490
	WI ID_UAS

CAT B

Kimmo: CR number and revision number are mixed up.

Jones:

This CR is incomplete. The service and protocol definition for the use case is missing. Would you revise the CR to include the protocol and service definition E.g.
· A separate service procedure description 5.2.2.3.x for the UUAA-SM procedure

· IE(s) in SmContextupdateData to carry the UUAA authentication message and Service-level-AA container

· Update the binary data description in 6.1.6.4

· Preferably a new feature for “UAV” to control the IEs the SMF/AMF behavior.

Waqar:

Thanks for the detailed feedback and sorry about the delayed response since I realized I took a wrong approach in implementation: UUAA-SM does not introduce any new procedure, rather only the new N1 SM messages to be used with existing procedure, so it does not even need a new bullet in cl 5.2.2.3.1, rather should be bundled with the existing bullet “All procedures requiring to provide N1 or N2 SM information to the SMF”. Hence it should also have no new feature negotiation impact.

I also received offline comment on the impact of Nsmf_PDUSession Create SM Context: there should be no impact since the UUAA data is bundled with the existing N1 SM message of PDU session establishment request using existing 23.502 PDU Session establishment procedures, so there should be no new impact on 29.502. Nsmf_PDUSession Update SM Context (above) only needed to be updated since this procedure is added as a delta to 23.502 in TS 23.256 (and also since here there are new N1 SM messages for intermediate round trip UUAA exchange), so it had to be referred to in TS 29.502. Please see revision v1

Jones:

Yes, the draft version looks good to me



	
	
	5490
	CR 29.502 0493 Rel-17 Sending UUAA Authentication message
	Qualcomm Incorporated
	agreed
	

	
	
	5314
	CR 29.518 0626 Rel-17 Sending UUAA Authentication message
	Qualcomm Incorporated
	merged into 5191
	WI ID_UAS

CAT B

clash with 5190

Jones:

The clause 6.1.6.4 shall be updated to include the binary content for UUAA message class with reference for the UUAA NAS messages are defined.

Waqar:

I am fine to merge Qualcomm CR 5314 into Nokia CR 5191.


	
	
	5522
	TS 29.256 0.3.0
	Qualcomm Incorporated
	Agreed as basis for future work
	Draft version by  Tuesday 19th October, 17:00 CET
Comments to be provided by Wednesday 20th October, 17:00 CET.
Final version by Thursday 21st October 17:00 CET on

	6.2.10
	CT aspects of Enabling Multi-USIM devices
	
	
	
	
	MUSIM

	
	
	
	
	
	
	

	6.2.11
	CT aspects of Access Traffic Steering, Switch and Splitting support in the 5G system architecture; Phase 2
	
	
	
	
	ATSSS_PH2

	
	
	5122
	CR 29.244 0579 Rel-17 Enabling and disabling the adjustment of DL traffic steering rules
	ZTE
	Revised to C4-215396
	WI ATSSS_Ph2

CAT B

Frank:

We are fine with the CR in principle, however I would like to improve some wording.
I think we need remove "DL traffic steering rules", there is not such teminology and simply to use SA2 wording, e.g. 

Rewording:

UPF may apply the split percentages in the UE Assistence Data for all DL traffic that UE assistenabce operation applies...

The split percentage is instructed as Weight for Load sharing as instructed in the MAR... 

Rewording:

the UPF shall store the original split percentage (i.e. the weight included in 3GPP/non-3gpp Access Forwarding Action Information IE DL in the MAR) provisioned by the SMF, and apply these when the UE assistance mode is terminated, i.e. when the UPF receives a PMF message indicating the termination of UE assistance mode (i.e. PMF-UAT message).

Zhijun:

Thanks for the comments. Change "DL traffic steering rules" to "split percentages" is fine. Please find v2 with minor editorial updates.

Frank:

It is fine. Would you please add Ericsson as supporting company in the revision.

Zhiju:

Sure, would add Ericsson in the formal revision. Thanks for co-sign

	
	
	5396
	CR 29.244 0579 Rel-17 Enabling and disabling the adjustment of DL traffic steering rules
	ZTE, Ericsson
	Revised to C4-215523
	WI ATSSS_Ph2

CAT B

Bruno:

Small editorial:
If the Steering mode is set to Load-Balancing and the UE Assistance Indicator is set, when the UPF receives a PMF message with UE Assistance Data (i.e. PMF-UAD message) from the UE, the UPF may apply the split percentages in the UE Assistance Data to all DL traffic that for which the SMF has enabled the UE assistance operation applies. Meanwhile, the UPF shall store the original split percentage (i.e. the weight included in 3GPP/Non-3GPP Access Forwarding Action Information IE in the MAR) provisioned by the SMF, and apply these when the UE assistance mode is terminated, i.e. when the UPF receives a PMF message indicating the termination of UE assistance mode (i.e. PMF-UAT message).

Zhijun:

The change is accepted. I will later request the new tdoc for the revision.

C4-215396 is revised to C4-215523, taking Bruno's comment into account.

The zip file is uploaded to the /INBOX.



	
	
	5523
	CR 29.244 0579 Rel-17 Enabling and disabling the adjustment of DL traffic steering rules
	ZTE, Ericsson
	agreed
	WI ATSSS_Ph2

CAT B



	
	
	5123
	CR 29.244 0580 Rel-17 UPF behaviour of setting source and destination addresses of PMF message
	ZTE
	Revised to C4-215397
	WI ATSSS_Ph2

CAT B

Caixia:

I am fine with the contribution, could you please check the referred clause 5.31.5.1A in 3GPP TS 23.501?

Zhijun:

Thanks for spotting the error. The reference should be clause 5.32.5.1a of 23.501. Will correct it in the revision.

The CR is updated to v1 revision, correcting the 23.501 reference and TS version for 29.244 in the coversheet.

Caixia:

I am fine with v1.


	
	
	5397
	CR 29.244 0580 Rel-17 UPF behaviour of setting source and destination addresses of PMF message
	ZTE
	agreed
	

	
	
	5124
	CR 29.244 0581 Rel-17 Condition of Inclusion of Threshold Values IE and Steering Mode Indicator IE
	ZTE
	Revised to C4-215398
	WI ATSSS_Ph2

CAT B

Caixia:

1. Typo: RTT vlue in first change.
2. Stage2 definition just indicates the smallest delay steering mode is used for RTT measurements, but not for the RTT value as below:

The following PMF protocol messages can be exchanged between the UE and the PMF:
-          Messages to allow for Round Trip Time (RTT) measurements, i.e. when the "Smallest Delay" steering mode is used or when either "Priority-based" or "Load-Balancing" steering mode is used with RTT threshold value being applied;

-          Messages to allow for Packet Loss Rate (PLR) measurements, i.e. when steering mode is used either "Priority-based" or "Load-Balancing" steering mode is used with PLR threshold value being applied;

-          Messages for reporting Access availability/unavailability by the UE to the UPF.

-          Messages for sending UE-assistance data to UPF. Such messages may be sent from the UE to UPF only when the UE receives the UE-assistance indicator in an ATSSS rule, as specified in clause 5.32.8. Further details are provided in clause 5.32.5.5.

Zhijun:

Thanks for the comments. Do you mean that for "smallest-delay", we never configure a "RTT" threshold as a trigger of PMF measurement report, but let the UE/UPF itself to perform the measurement and report it as per its own trigger condition? 
If so, then it looks only new NOTE2 is needed.

Caixia:

Yes, only new NOTE2 in this contribution is needed

Frank:

I found the following SA2 requirements:
5.32.5.2        Round Trip Time Measurements

RTT measurements can be conducted by the UE and UPF independently. There is no measurement reporting from one side to the other. RTT measurements are defined to support the "Smallest Delay", "Priority-based" or "Load Balancing" steering mode (i.e. when RTT threshold value is applied).
Could you please explain how it would work for "smallest delay" if RTT threshold value is NOT applied?

BTW, where I can find the following SA2 requirements:

-          Messages to allow for Round Trip Time (RTT) measurements, i.e. when the "Smallest Delay" steering mode is used or when either "Priority-based" or "Load-Balancing" steering mode is used with RTT threshold value being applied;
Frank:

After further reading, the text I found in 23.501 was confusing, but Caixia is right, threshold values are not applicable for Smallest delay, we need not the first change

Zhijun: (was not send on last  reply from Frank)

From my understand, a RTT threshold is still can be set to "smallest delay", although SA2 only says RTT value is set for "Priority-based" and "Load-Balancing".
What I guess is, if the RTT threshold is not set, the UE/UPF should detect the RTT and report it. And based on the detected RTT to determine which access is used.

Bruno:

The latest 29.244 version is 17.2.1.

The Reason for change should say "the inclusion of Threshold Values and Steering Mode Indicator are exclusive".

It should also be clarified in clause 5.2.7.1 that Thresholds values and Steering Mode Indicator are exclusive. There is also one typo "the RTT vlue".

One last minor edit in Table 7.5.2.8-1: new note 2: The Threshold Values IE ..."

Zhijun:

Caixia proposes to only keep the new NOTE2 to address the Thresholds values and Steering Mode Indicator are exclusive, in another email. Do you agree?
I will fix the TS version.

Frank:

When doing revision, you may also fix the style for:
-             UEAI (UE Assistance Indicator): this flag shall be set to "1" if the SMF allows UE assistant load-balance when the Steering Mode is Load-Balancing.

In table Table 7.5.2.8-1: Create MAR IE within PFCP Session Establishment Request
Zhijun:

Thanks for spotting this. I will correct it, together with the TS version to 17.2.1

Please find the v1 revision, which only have the new NOTE. And the table bullet style is corrected.

Caixia:

I am fine with v1.

	
	
	5398
	CR 29.244 0581 Rel-17 Condition of Inclusion of Threshold Values IE and Steering Mode Indicator IE
	ZTE
	agreed
	

	
	
	
	
	
	
	

	6.2.12
	CT aspects of Enhanced support of Non-Public Networks
	
	
	
	
	eNPN

	
	
	5047
	CR 29.571 0302 Rel-17 Provisioning Server Information
	Ericsson
	agreed
	WI eNPN

CAT B

	CC3
	
	5048
	CR 29.502 0485 Rel-17 Provisioning Server Information During PDU Session Establishment
	Ericsson
	Revised to C4-215473
	WI eNPN

CAT B

Bruno:

Minor editorial in 5.2.2.2.1:
"- the remote provisioning server information, if both the AMF and SMF support the "ENPN" feature and the AMF received the information from AUSF for remote provisioning of the UE via user plane."

Table 6.1.6.1-2: Nsmf re-used Data Types: please move the new entry upwards with the other references to TS 29.571. The new Data type should be PvsInfo, not PsvInfo.

Other minor editorial in 6.1.6.2.2: "This IE shall be present, when if the AMF received this information from AUSF during User Plane Remote Provisioning of UEs procedure (see clause 5.30.2.10.4 of 3GPP TS 23.501 [40])."

A.2: please move the new attribute upwards before the required property.

Jones:

Please find draft v1 in inbox with all your comments addressed:
Varini:

Thanks for the paper. I have a question for clarification:
Clause 6.1.8:

This feature bit indicates whether the NF Service Consumer (e.g. AMF) and SMF supports the Remote Provisioning of UEs in Onboarding Network procedures, as specified in clause 5.30.2.10.4 of 3GPP TS 23.501 [2] and clause 4.3.2.2.1 of 3GPP TS 23.502 [3].

I do not think AMF needs to indicate its support of ENPN to SMF. Its only SMF that needs to register this in NRF, so that AMF can select SMF accordingly?

Jones:

I agree that in current protocol design, there is no information related to this feature to be returned by SMF to AMF, thus it is not essential for AMF to indicate the feature support to the SMF.

But on the other hand, if the SMF support this feature and the AMF will invoke the operation with IEs applicable to this feature, the AMF as NF consumer should anyway include the feature bit in the service operation. And This is the way defined for feature negotiation as in TS 29.500, and it is safe for any future extension on this feature, e.g. SMF is required to provide any information back to AMF applicable to this feature.

Varini:

Not a strong objection, but if I can request for an additional clarification on highlighted part:
But on the other hand, if the SMF support this feature and the AMF will invoke the operation with IEs applicable to this feature, the AMF as NF consumer should anyway include the feature bit in the service operation. And This is the way defined for feature negotiation as in TS 29.500, and it is safe for any future extension on this feature, e.g. SMF is required to provide any information back to AMF applicable to this feature.

My understanding is that there is no need of “feature-negotiation” in this scenario, and AMF does not need to set this bit in supported-feature bits when sending a request to SMF. Such feature-bits only play a role in NF discovery via NRF. Let me know if this is incorrect.

I notice the definition of cIoT feature in the table is worded like below. But not sure if we should have been wording it like you did for ENPN.

Jones:

The NF consumer is also indicating the supported feature of the service in the service request, as specified, same in the SmContextCtreatedData, which is the feature set supported by both the NF consumer and the producer.

Table 6.1.6.2.2-1: Definition of type SmContextCreateData

Description: This IE shall be present if at least one optional feature defined in clause 6.1.8 is supported
If the AMF invoke create SM Context and provide the eNPN related information in the context, but not indicate supporting of eNPN, how should the SMF react. On the other hand, if the AMF does providing the information related to eNPN, the AMF does support the eNPN feature of the Nsmf_PduSession service, as a consumer.

I am OK to rewording the text as below. But the actual behavior of AMF including the feature bit in the service operation will not be changed anyway.

Jones:

 Please find draft v2 in inbox

The feature description is updated to indicate the SMF feature announcement in NRF and AMF selection of SMF based on the feature
Varini:

hank you for taking our suggestion on-board. I am fine with V2, just one additional comment, clause 5.2.2.1 should also be changed to:
-     the remote provisioning server information, if both the AMF and SMF supports the "ENPN" feature and the AMF received the information from AUSF for remote provisioning of the UE via user plane.

Jones:

I suggest to keep this. E.g. an Rel-16 AMF will not pass this information to SMF even it received this information form AUSF, and we shall not indicate the Rel-16 AMF is breaking the standard, because it doesn’t support this feature.

[Varini] I would humbly request to modify this. If AMF does not support this feature, it will be AUSF<->AMF APIs where this feature should be defined. In AMF<->SMF APIs, the fact that AMF is including pvsInfo is sufficient enough to indicate AMF’s support of the feature
/Jones: It is true that a legacy AMF should not receive the information from AUSF if feature is defined on AUSF API, but we should decouple the dependencies between different services. e.g. if (I mean IF 😊) the feature control is not specified at AUSF interface, or the feature is defined but the AUSF is not implement correctly, and passed the information to a legacy AMF, the legacy AMF will still not pass it to SMF supporting ENPN and the legacy AMF shall not be claimed as breaking the standards. 
Thus I still see the benefits to keep the text which makes the specification alone more robust without dependency to other specifications and mis-behavior of other NFs.

BTW, what is exactly the issue have you foreseen for an NF consumer to support a specific feature of a SBI service?
[Varini] As I mentioned in the mail below, in this particular case, the AMF, before initiating the request towards SMF, knows whether SMF supports the feature or not. This can very well be achieved by, e.g. SMF profile in NRF via specific attribute.

/Jones: I fully agree for this particular case, the AMF will learn the SMF capability beforehand when SMF discovery. So it is not strong need for a feature negotiation in the service operation invocation

IMO, Feature Negotiation mechanism works well when the client wants to inform server that server should include some information only if client indicated support of a feature.

Jones: Yes, I also agree on this that it is more essential for NF consumer to inform the support of certain feature when attributes are controlled by the feature in data types sending to the NF consumer. Actually legacy interface many features are designed and set according to roles. Unfortunately at 5GS, we didn’t distinguish the feature as “NF consume feature” or “NF producer feature” from the very beginning. Only a feature supported by both HTTP client and HTTP server is considered supported by the corresponding resource, as specified by TS 29.500:

6.6.2       Feature negotiation
A versioning of services in the request URI shall be supported by 3GPP 5G APIs, but version upgrades shall only be applied for non-backward compatible changes or the introduction of new mandatory features.
The following mechanism to negotiate applicable optional features shall be used by 5G APIs. This supported feature mechanism shall be applied separately for each API.

For any API that defines resources, suitable resources associated to or representing the NF Service Consumer (e.g. a top-level resource or a sub-resource representing the NF Service Consumer) shall be identified in each API to support the negotiation of the applicable optional features between the NF Service Consumer and NF Service Producer for this resource. Each such resource for a 5G API shall contain an attribute (e.g. "supportedFeatures") of the SupportedFeatures data type defined in 3GPP TS 29.571 [13] containing a bitmask to indicate supported features. The features and their positions in that bitmask are defined separately for each API.

The HTTP client acting as NF service consumer shall include the attribute of the SupportedFeatures data type defined in 3GPP TS 29.571 [13] in the HTTP PUT or POST requests to create the resource associated to or representing the NF Service Consumer of 5G API. This attribute indicates which of the optional features defined for the corresponding service are supported by the HTTP client. The HTTP server shall determine the supported features for the corresponding resource by comparing the supported features indicated by the client with the supported features the HTTP server supports. Features that are supported both by the client and the server are supported for that resource. The HTTP server shall include the attribute of the SupportedFeatures data type defined in 3GPP TS 29.571 [13] indicating those features in the representation of the resource it returns to the HTTP client in the HTTP response confirming the creation of the resource.

If we want to changes this behavior (e.g. AMF not indicating support of the feature in this particular case), there will be substantial changes to almost all the API so far. We could have a discussion on the tele conf today.

Varini: 

Thanks. I agree with your point that that if AMF did not include this parameter in request, this would mean SMF will also not include the same in response. This may trigger AMF to, going forward, not select this SMF for ENPN even if NRF had indicated otherwise. 
While I would have liked to modify 5.2.2.2 to something like below,  am fine to proceed with v2 in the interest of making progress:

-     the remote provisioning server information, if both the AMF and SMF support the "ENPN" feature Remote Provisioning of UEs in Onboarding Network procedures, and the AMF received the information from AUSF for remote provisioning of the UE via user plane.

While I welcome a discussion the 2nd point on telecon today, I think we will probably need some offline discussions to decide if some recommendation should be added in 29.500 in future meetings. One aspect that I was told by my colleagues is – an NF consumer can also use http “Options” request to know the features supported by NF-Producer – this works in favour of this mechanism in your scenario too.

Buno:

V2 is fine by me

Jones:

The CR is revised to 5473 with the change as Varini proposed, and the revision is available in inbox:

Varini:

The revision is fine by me



	
	
	5473
	CR 29.502 0485 Rel-17 Provisioning Server Information During PDU Session Establishment
	Ericsson
	agreed
	

	
	
	5225
	CR 29.518 0617 Rel-17 UEContext for SNPN
	Huawei
	Revised to C4-215359
	WI eNPN

CAT B

Jones:

Some comments:
1/ NPN is a feature bit from Rel-16. A new feature bit in Rel-17 should be more suitable for this new use case.

2/ the name of the new IE is not consistent in spec (sNPNOnboardInd) and in OpenAPI (ueOnboardInd).

3/ suggest to define “false” as default value for the new IE.

Bruno:

.2.2.2.1.1: please use normative language:
"The NF Service Consumer, i.e. target AMF, may starts thean implementation specific timer for when to deregister the onboarding registered UE with the received SNPN Onboarding indication."

Same comment and change in 5.2.2.2.3.1.

6.1.6.2.25: sNPNOnboardInd -> snpnOnboardInd

- false (default): indicates that the UE is not registered for onboarding in an SNPN.

The Applicability "NPN" is NOT correct (NPN is a Rel-16 feature). So we should define a new Rel-17 feature for eNPN (with a clear description of what it means to support the feature).

A.2: please add the default value and correct the attribute name (not the same name as in the table)
        ueOnboardInd:
          type: boolean

Varini:

I agree with Bruno, the target-amf selection needs to be done based on its support for eNPN feature. Hence, we need to define a new feature.

Giorgi:

I will take on board your comments in the revision.
Giorgi:

5225_v1 is Inbox

Summary:

· 5.2.2.2.1.1, 5.2.2.2.3.1: new statements are corrected to normative language and also are polished a little

· 6.1.6.2.25: names changed according to the naming convention, applicability and boolean default fixed

· A.2: fixed

Varini:

I think we should also add details of eNPN feature in 6.1.8?

Giorgi:

Sure, 5225_v2 in inbox

	
	
	5359
	CR 29.518 0617 Rel-17 UEContext for SNPN
	Huawei
	Revised to C4-215502
	WI eNPN

CAT B

Bruno:

The new attribute name is not the same in the message table and in OpenAPI. 
The new feature in clause 6.1.8 should be further described, i.e. including the appropriate reference to the related clause in 23.501 and specifically indicating what it means for an AMF to support this feature (i.e. AMF shall support UE registration for onboarding in an SNPN)

Giorgi:

5359_v1 is in draft inbox

Bruno
5359 V1 is fine by me

	
	
	5502
	CR 29.518 0617 Rel-17 UEContext for SNPN
	Huawei
	agreed
	WI eNPN

CAT B



	
	
	
	
	
	
	

	6.2.13
	CT aspects of enhanced support of industrial IoT
	
	
	
	
	IIoT

	
	
	5282
	CR 29.244 0585 Rel-17 Updates for Bridge/User plane Node ID configuration
	Nokia, Nokia Shanghai Bell
	agreed
	WI IIoT

CAT F

	
	
	5283
	CR 29.518 0622 Rel-17 AM Policy Association modification Time synchronization enhancement
	Nokia, Nokia Shanghai Bell
	Revised to C4-215379
	WI IIoT

CAT B

Jones:

Some small comments:
1/ cover page the SA2 TDoc to be corrected: CR 23.502 #2936 (S2-2106772)…

Bruno> thanks, corrected

2/ The reference to be corrected:

astiErrorBudge/ integer/ O/0..1/ When present, this IE shall indicate the Uu time synchronization error budget for the time synchronization service (as described in clause 5.27.1.9 in TS 23.501 [2]). It indicates the value in nano seconds/

Bruno> this reference to 23.501 is correct. I inserted an unbreakable space. 

3/ I understood from stage 2 text that astiErrorBudget shall be provide when ASTI distribution is activated for the UE (i.e. astiDistributionIndication=true). Do you agree? If agree, we should reflect it in the CR.

Bruno> This is also my understanding (from clause 5.27.1.9 of TS 23.501). Corrected
Bruno:

V1 is available in the draft inbox with your comments on board:


	
	
	5379
	CR 29.518 0622 Rel-17 AM Policy Association modification Time synchronization enhancement
	Nokia, Nokia Shanghai Bell
	agreed
	

	
	
	5284
	CR 29.510 0597 Rel-17 ServiceName data type extension to cover the missing TSCTSF and NEF services
	Nokia, Nokia Shanghai Bell
	agreed
	WI IIoT

CAT B

	
	
	
	
	
	
	

	6.2.14
	Enablers for Network Automation for 5G - phase 2
	
	
	
	
	eNA_PH2

	cc4
	
	5108
	LS in   Rel-17 LS reply on restricted and unrestricted S-NSSAIs per PLMN of the TA(s)
	SA2
	Noted
	S2-2106609

To: CT4

CC: 

eNA_Ph2
contact: Huawei

SA2 thanks for the information provided by CT4.

SA2 confirms that the network slice association information should not refer to a specific PLMN, because the roaming architecture is not discussed in either Release 16 or Release 17 (see clause 4.3, TS 23.288). 

Furthermore, the NWDAF may collect the slice association information (i.e. supported S-NSSAIs (including indication of S-NSSAIs restricted by AMF) per TAI) from AMF via the "S-NSSAIs per TAI mapping" event. In order to avoid misunderstandings, SA2 has approved two CRs (see the attachment) in the SA2#146E meeting to remove the “per PLMN” limitation for the slice association information.

ACTION: 
SA2 kindly asks CT4 take the above information into account.

Proposed treatment:

Align CT4 TS, CR in?

postponed  to 6.2.14

	CC3
	
	5194
	CR 29.502 0489 Rel-17 NWDAF and DCCF are added as consumer of SMF
	Nokia, Nokia Shanghai Bell
	Revised to C4-215404
	WI eNA_Ph2

CAT B

Caixia:

Nsmf_eventexposure is defined in TS 29.508 under CT3, the CR is not needed.

Saurabh:

I further checked, 29502 is managed by CT4.
So we have 2 options

Option1: 

29502 contains SMF_EE description and SMF architecture diagram which mention which all NFc can collect data from SMF. (it is not related to SMF services) 

So IMO, this CR is needed in CT4. Otherwise, 29502 will not be aligned.

Option2:

Modify 4.1 and 5.1 to only reflect the SMF PDU Session service (consumers) and have in 4.1 the text referring to the other specs for the other SMF services

I am fine with any options, but both options require specs updates this CR)
CC

Saurabh: 

Bruno: We should clean up the TS  and describe only  the services which are covered by the TS 29.502 we  should avopid  any  duplicated work

Caixia supports Bruno’s proposal.

Saurabh:

discussed yesterday in CC, here is the updated version with option2. Please let me know if it is fine with you

Caixia:
I am fine with this version



	
	
	5404
	CR 29.502 0489 Rel-17 NWDAF and DCCF are added as consumer of SMF
	Nokia, Nokia Shanghai Bell
	agreed
	

	
	
	5195
	CR 29.510 0588 Rel-17 AF Slice and DNN registration via NEF
	Nokia, Nokia Shanghai Bell
	Revised to C4-215410
	WI eNA_Ph2

CAT B

Jones:

This CR clashing with 5259 and the CRs shall be merged.
Some comments:

· The information should be added in AfEventExposureData, as proposed in 5259.

· An extra “S” in the new IE name in the table:       sNssaisList      array(ExtSnssai)            O          1..N

Saurabh:

Thanks for your comment. Caixia and I worked offline and here is the merged CR.


	
	
	5410
	CR 29.510 0588 Rel-17 AF Slice and DNN registration via NEF
	Nokia, Nokia Shanghai Bell, Huawei
	agreed
	WI eNA_Ph2

CAT B



	
	
	5196
	CR 29.510 0589 Rel-17 Trusted AF registration and discovery
	Nokia, Nokia Shanghai Bell
	Merged into 5258
	WI eNA_Ph2

CAT B

Jones:

This CR is clashing with 5258. The two CRs to be merged.
Some comments:

1/ In cover page, stage 2 requires “Internal-Group Identifier” but the new IE is modeling externalGroupIdentifiersRanges

2/ For combination(s) of S-NSSAI and DNN, shouldn’t we reuse the AfSliceDnn as specified in 5195?



	
	
	5197
	CR 29.518 0616 Rel-17 AMF event correction
	Nokia, Nokia Shanghai Bell
	Revised to C4-215411
	WI eNA_Ph2

CAT B

Kimmo: WIC on coverpage is ID_UAS 

Saurabh:

Nokia CR is merged with Huawei CR 215260.

Here is the revised version.



	
	
	5411
	CR 29.518 0616 Rel-17 AMF event correction
	Nokia, Nokia Shanghai Bell, Huawei
	agreed
	WI eNA_Ph2

CAT B



	
	
	5221
	Work Plan    Work Plan of eNA_Ph2
	China Mobile Communications Group Co.,Ltd.
	postponed
	doc not provided

	
	
	5258
	CR 29.510 0593 Rel-17 Trusted AF registration and discovery
	Huawei
	Revised to C4-215435
	WI eNA_Ph2

CAT B

Jones:

This CR clashes with 5196 and should be merged.

In our view, the query parameter is way too complex to handle. We consider it is not really necessary to provide such a complex mechanism in discovery interface. Better the NF consumer make a more generic discovery and locally map the candidate with the information information available in NF profile received from NRF.

Caixia:

Thanks for the comments, I agree the query in discovery in not needed, and will remove the changes in revision.
I have merged 5196 into 5258, which is checked with Saurabh offline, please check draft v1 in inbox

Jones:

OK. The draft revision looks good to me.



	
	
	5435
	CR 29.510 0593 Rel-17 Trusted AF registration and discovery
	Huawei, Nokia, Nokia Shanghai Bell
	agreed
	WI eNA_Ph2

CAT B



	
	
	5259
	CR 29.510 0594 Rel-17 Untrusted AF registration and discovery
	Huawei
	Merged  into 5195
	WI eNA_Ph2

CAT B

Jones:

This CR clashes with 5195 and shall be merged.

I have a preference on the Nokia proposed AfSliceDnn type for combination of slices/dnns.

Caixia:

I am fine to merge 5259 to 5195, but I think the SnssaiInfoItem can also support the combination of S-NSSAI and DNN, and can be reused or extended by other NFs in future.
Jones:

OK. I am fine to keep the SnssaiInfoItem usage, as long as it is not used in query parameter

	
	
	5260
	CR 29.518 0621 Rel-17 Correction for slice restrictions information
	Huawei
	merged into  5197
	WI eNA_Ph2

CAT B

Jones:

This CR clashes with 5197 and shall be merged.
I had a preference on the proposed changes in 5197

Caixia:

I am fine to merge 5260 into 5197.


	
	
	5318
	CR 29.503 0747 Rel-17 Corrections on NWDAF registration
	Huawei
	Revised to C4-215436
	WI eNA_Ph2

CAT B

Jones:

Small comment in NOTE 2:
NOTE 2:                If all the modification instructions in the PATCH request have been implemented, the UDM shall respond with 204 No Content response; if some of the modification instructions in the PATCH request have been discarded, and the NF service consumer has included in the supported-feature query parameter the "PatchReport" feature number, the UDM shall respond with PatchResult.

The PATCH method doesn't have query parameter.

BTW, I found the 422 response is called differently in different places “unprocessable request/entity” (not only in this CR, also in existing specification). Shall we make it consistent?

In RFC 4918, it is called Unprocessable Entity:
  11.2.  422 Unprocessable Entity
Caixia:

I share the opinion 422 Unprocessable Entity is the correct name, and has updated the definition in service operation.
I will prepare contribution to fix the issue in the whole specification, hope this is fine for you.

Please check draftv1

	
	
	5436
	CR 29.503 0747 Rel-17 Corrections on NWDAF registration
	Huawei
	agreed
	

	
	
	
	
	
	
	

	6.2.15
	Enhancements of 3GPP Northbound Interfaces
	
	
	
	
	NBI17

	
	
	5254
	CR 29.336 0177 Rel-17 Group configuration failure
	Huawei
	postponed
	WI NBI17

CAT B

Jesus:

From Ericsson, we have the following comments to this contribution:
· In current TS, the AVP "S6t-HSS-Cause" is already present in "Group-Report-Item", which is included in "Group-Report".

Now, this CR proposes to add "S6t-HSS-Cause" directly under "Group-Report", which according to the CR is only useful for the case where the failure reason is the same in all group members. In other words, if a group of 100 members, 99 of them fail because of "roaming restriction" and just 1 of them fails because of "absent subscriber", then you cannot apply the optimization.

We are not sure that this is a desirable optimization, since we believe it is cleaner and clearer to apply always the same rule and report each failed group member individually, as of today. 

Jesus:

After a more extensive internal discussion about this CR, we believe there is a more fundamental issue with the overall proposal.

The CR proposes to add 2 additional reasons for failure of the configuration of group events. "Roaming not allowed" and "Other reason".

So, if we take for example, the "roaming not allowed" reason, how should it be interpreted? We have an scenario in which an AS wants to configure an event for a group of UEs, and this configuration should not depend on where the UEs are camping at a given moment. The configuration of the event in the network, for a group of UEs, should be something that succeeds, independent of transient parameters, such as where the UE happen to be in certain instant.

In other words, if a group event can be configured when the UEs happen to be camping at PLMN-A, does it make sense that the same event cannot be configured if the UEs happen to be camping at PLMN-B?

We understand that T8 has introduced similar failure reasons, but at least we would like to hear feedback on the scenario described above before extending to other interfaces some functionality that might not be fully correct.

Caixia: 

Regarding the reporting optimization if the failure reason is the same in all group members, we are fine to revert the change if we do not see the benefit on this.
And for the "Roaming not allowed", I need to check with my CT3 colleagues on the use case/background to introduce this error on T8, will reply to you later.



	
	
	5255
	CR 29.503 0739 Rel-17 Group configuration failure
	Huawei
	postponed
	WI NBI17

CAT B

Jesus:

From Ericsson, we have the following comments to this contribution:
· The creation of event subscriptions in the serving nodes per individual group member is a procedure applicable in EPC, where the HSS configures the monitoring event for each member UE in the MMEs, and the configuration result per individual member can be included in the monitoring response.

However, in 5GC, the UDM creates in AMFs/SMFs a single EE subscription for the group, not for each individual group member. So it is not expected that UDM and AMF/SMF provide info about EE subscription result per individual group member, or include it in event notifications.

Consequently, we believe the CR is not needed.



	
	
	5256
	CR 29.518 0620 Rel-17 Group configuration failure
	Huawei
	postponed
	WI NBI17

CAT B

Jones:

We consider the CR is not needed.
Create event subscriptions in the serving nodes per individual group member can be applicable in EPC, where the HSS configures the monitoring event for each member UE in the MMEs and the configuration result per individual member can be included in the monitoring response. In 5GC, the UDM creates in AMFs/SMFs a single EE subscription for the group, not for each individual group member. So it is not expected that UDM and AMF/SMF provide info about EE subscription result per group member or include it in event notifications.

Caixia:

I agree a single EE subscription for the group in created in 5GC, but each individual group member within the group may still fail, and needs to report to the consumer.
And this contribution also introduces the Group Reporting Guard Time in subscription request.

Jones:

As we discussed offline, the way of group subscription between 5G and EPS is totally different. The subscription for group is done as a single subscription on UDM and UDM distribute to AMF and report directly to the NEF. It is not proper (if not impossible) for AMF to have an overall on the group subscription and report correctly.
At AMF, when group subscription is created, the AMF handles the group subscription per UE that are registered (or registered later) to that AMF individually, and group subscription for the UE transfers between AMFs during UE mobility. It is not really working for UDM as well, because the notifications from AMF are sent directly to the NEF. In our understanding, in 5GS, NEF should be the aggregation point of the group subscription, and this is also the understanding of stage 2 in my view, e.g. the NEF will counter the max number of report per individual UE in the group.



	
	
	5257
	CR 29.571 0307 Rel-17 Group configuration failure
	Huawei
	postponed
	WI NBI17

CAT B

Jesus:

From Ericsson, we have the following comments to this contribution:
· Similar comments to this CR, as in C4-215255.

If, after discussion, the CR in 5255 is deemed by CT4 as "not needed", then this CR should also be not needed.



	
	
	
	
	
	
	CC topic needs  further analysed may be impact to CT4 on the WID will change

	6.2.16
	CT aspects of Support for Minimization of service Interruption
	
	
	
	
	MINT

	
	
	
	
	
	
	

	6.2.17
	System enhancement for redundant PDU session  
	
	
	
	
	TEI17_SE_RPS

	
	
	
	
	
	
	

	6.2.18
	CT aspects of Architecture Enhancement for NR Reduced Capability Devices
	
	
	
	
	ARCH_NR_REDCAP

	CC1
	
	5223
	discussion 29.571  Rel-17 Update the RAT type to support NR RedCap
	China Mobile Com. Corporation
	Revised to C4-215480
	WI ARCH_NR_REDCAP
CAT B

Ulrich:

is this a CR or a discussion document?
Why is there no CR number? 

Why is it rev 1?

Other comments should list all the impacted APIs.

It may be too early to agree.

CC:

There is no WI code  yet:

Workaround in 3GU we will use dummy until the WI code is generated and Kimmo will correct the 3GU once the WI code isavailble in 3GU.



	CC4
	
	5480
	CR 29.571  Rel-17 Update the RAT type to support NR RedCap
	China Mobile Com. Corporation
	Revised to C4-215528
	WI ARCH_NR_REDCAP
CAT B

3GU says rev –

Coverpage says 1

Coverpage should be inline with  the 3GU in this case

CC

Other  comments is empty but there are  APIs impacted

Styles are corrupted



	
	
	5528
	CR 29.571  Rel-17 Update the RAT type to support NR RedCap
	China Mobile Com. Corporation
	agreed
	WI ARCH_NR_REDCAP
CAT B



	
	
	
	
	
	
	

	6.3
	AoB for Rel-17
	
	
	
	
	TEI17

	6.3.1
	eNS
	
	
	
	
	TEI17, eNS

	CC2
	
	5093
	LS in   Rel-17 LS on backoff timer handling when NSSAA is not completed
	CT1
	Noted
	C1-214887

To: CT4

CC: SA2

eNS, 5GProtoc17

TS 29.526 says that 5.2.2.2.1
General

If the slice-specific authentication and authorization cannot be completed, then:

· If it is due to receiving a response with HTTP status code "504 Gateway Timeout" or due to lack of response from the NSSAAF during an NSSAA procedure, the AMF may re-initiate slice-specific authentication and authorization procedure based on its policy or set a back-off timer value in order to prevent UE from sending REGISTRATION REQUEST message. The AMF should wait for a configured period before re-initiating slice-specific authentication and authorization procedure. If the retry attempts are exhausted, the AMF stops the slice-specific authentication and authorization procedure.

From the CT1's perspective, it is not clear what does the description of “AMF may set a back-off timer value in order to prevent UE from sending REGISTRATION REQUEST message” exactly means. 

CT1 believes that the description we quoted above is related to NAS and is CT1 responsibility. CT1 does not specify such mechanism in R16. So, CT1 would like to know the reason why CT4 introduced such mechanism and hope that CT4 can update their specifications based on CT1 conclusion.

ACTION: 
CT1 kindly asks CT4 to provide answers to the questions above.

Proposed treatment

send reply LS to CT1

Zhijun:

Regarding to this LS IN from CT1, there is a related CR in C4-215126 (under agenda 6.1.2 SBIProtoc17). The CR proposes to remove the misleading text about AMF behaviour for setting back-off timer if the NSSAA procedure fails. We agree with CT1 opinion that the detailed AMF behaviour is under CT1 responsibility, thus the misleading text can be removed from CT4 spec.
Accordingly, I also prepared a draft reply LS, which is uploaded to "/INBOX/Drafts/6.1.2 SBIProtoc17":

https://www.3gpp.org/ftp/tsg_ct/WG4_protocollars_ex-CN4/TSGCT4_106e_meeting/Inbox/Drafts/6.1.2%20%5BSBIProtoc17%5D/C4-21xxxx_Reply%20LS_backoff%20timer%20handling%20when%20NSSAA%20is%20not%20completed%20v0.docx
I think the related CT4 WIC should be "TEI17, eNS", but as there is no "TEI17" agenda in this meeting, I have to place the CR under SBIProtoc17. :-)

CC

New  agenda item 6.3.1 eNS

Tdoc number for the reply LS

CC2

Zhijun: propose to delete the misleading  text.

Varini: agree with  the LS out and the CR.

Zhijun: to provide final  version of the LS and update the CR to correct the WIC.



	CC2

CC4
	
	5334
	LS OUT, Reply LS on back-off timer   handling when NSSAA is not completed
	ZTE (Zhijun)
	Revised to C4-215491
	To: CT1

CC: 

Cc

To be revised to mentioned to add agreed CR

	
	
	5491
	LS OUT, Reply LS on back-off timer   handling when NSSAA is not completed
	ZTE (Zhijun)
	approved
	To: CT1

CC: SA2



	
	moved from 6.1.2
	5126
	CR 29.526 0036 Rel-17 Remove AMF behaviour related to back-off timer from NSSAA procedure
	ZTE
	Revised to C4-215381
	WI SBIProtoc17

CAT F

Zhijun:

correct WIC would be TEI17, eNS

	
	
	5381
	CR 29.526 0036 Rel-17 Remove AMF behaviour related to back-off timer from NSSAA procedure
	ZTE
	agreed
	WI SBIProtoc17

CAT F



	
	
	
	
	
	
	

	7
	Release 16
	
	
	
	
	

	7.1
	CT4 Led WIs
	
	
	
	
	

	
	
	
	
	
	
	

	7.2
	CT4 Supported WIs
	
	
	
	
	

	
	
	
	
	
	
	

	7.3
	AoB for Rel-16
	
	
	
	
	TEI16

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	8
	Release 15 and earlier
	
	
	
	
	

	8.1
	CT4 Led WIs
	
	
	
	
	

	
	
	
	
	
	
	

	8.2
	CT4 Supported WIs
	
	
	
	
	

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	8.3
	AoB for Rel-15
	
	
	
	
	TEI8, TEI9, TEI10, TEI11, TEI12, TEI13, TEI14, TEI15

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	9
	Update of the Work Plan
	
	
	
	
	

	
	
	5008
	Work Plan    Work Plan
	CT4 Chair
	Noted
	

	
	
	
	
	
	
	

	10
	AoB
	
	
	
	
	

	CC4
	
	5315
	LS out    LS on updating the readme.md file in 3GPP Forge
	Huawei
	Revised to C4-215475
	Source: CT3, CT4

To: CT1, SA4, SA5

CT3 number is C3-215308

To be  discussed jointly with CT3

Abdessamad:

Please check v1/r1 versions of both the discussion paper and the LS out proposal based on my comments below.

CC

Jesus: the revison is acceptable but still not in favour to send an LS.

We  do not have a process how to handle the readme file organice it



	
	
	5475
	LS out    LS on updating the readme.md file in 3GPP Forge
	Huawei
	approved
	Source: CT3, CT4

To: CT1, 

CC: SA4, SA5

CC

Jesus: what are the next steps

MCC should start the action to update the readme file on draft branches as a first step



	CC2

CC4
	
	5316
	discussion    Discussion paper on updating the readme.md file in 3GPP Forge
	Huawei
	Revised to C4-215474
	Jesus:

From Ericsson, we have the following comments to this contribution:

· We are fine with the first two changes in clause 3 Proposals

>> [Abdessamad] Thank you. As it seems that nobody opposes to these first two changes, I think that we can assume them as almost agreed
· With regard to the last change (the title of the README.md file), we prefer to keep the "5G" term, for various reasons: 

· It is already present if the name and URI of the repository (5G APIs). Changing this would imply changing SA-owned documents.

>> [Abdessamad] My understanding from the discussion we had during yesterday’s CT3 CC with Nevenka is that there is only one SA-owned specification that will be updated and I believe that it is not the first time that it was updated (e.g. when moving from ETSI Forge to 3GPP Forge), is my understanding correct? If it is the case, then I don’t see any major problem
· It is a term that draws industry attention, and a marketing term. When this topic was discussed (a few years ago), MCC indicated a similar wish to have this term to show up clearly in the repository.

>> [Abdessamad] I think that we have now moved way past that situation and hence believe that we should focus now on organizing it as accurately as possible (including having correct information in its title/sub-titles) so that it reflects our work. This file (and 3GPP Forge) in general does not contain only 5G APIs and includes more and more other 3GPP APIs (e.g. some northbound and application layer APIs, 4G APIs such as SCEF APIs). In this sense, I think that these non-5G APIs also deserve to be put forward in a way.
· Changing the main title from "OpenAPI Specification Files for 3GPP 5G Core Network (Release 17)" to "OpenAPI Descriptions of the 5G 3GPP Systems' APIs (Release 17)" actually requires one more level of heading because we would still need a heading like "OpenAPI Specification Files for 3GPP 5G Core Network" since under it there are API files for NRF, LMF, AMF, etc.

>> [Abdessamad] Of course, that would be OK for us. This will actually make even more sense with regards to the sub-title “Northbound and application layer APIs”. The structure could look like this

figure

And any new type of APIs can use the same approach (e.g. O&M APIs eventually).
· Our proposal for a title would be: "OpenAPI Descriptions of 3GPP 5G APIs (Release 17)"

· We prefer to have same structure for all releases so same changes should be done for earlier releases when applicable. If an LS is eventually sent, it should not be related to a Release but general.

>> [Abdessamad] Of course, that was the intention actually . I will remove “Rel-17” mentions in the LS.
· 5G Media Streaming is not considered in the structure. It was added originally based on input from a given SA4 delegate, but we can let SA4 express how to reflect that part.

>> [AEM] Exactly, that is why the proposed LS out states: “In addition, CT3 and CT4 would also like to encourage all the WGs defining and managing APIs via 3GPP Forge to take actions to (re-)organize the "README.md" to better reflect the APIs that they are defining, in a similar way to e.g. the re-organization of the northbound and application layer API agreed by CT3 as detailed above.”
With regards to sending an LS or not, we (E///) would prefer to handle this coordination differently (by triggering discussions in each WG by interested companies). The reason is that LS's are a very formal interaction mechanism between WGs, which is really slow and not very efficient, and this update of README.md we see it as a much more informal task, that not many people cares about. 

>> [Abdessamad] I am afraid we do not agree on this point. We believe that this is rather something for which we should use formal procedures and channels so that we can all agree on it and everybody, especially all the other concerned WGs, is at least informed. For example, CT1 should be informed of the first two proposals as they have also started defining EDGEAPP APIs
Still, if most companies are in favor of sending the LS, we (E///) would not oppose to it.

>> [Abdessamad] Opinion from other companies indeed would be helpful indeed
Abdessamad:

Please check v1/r1 versions of both the discussion paper and the LS out proposal based on my comments below.

Jesus:

Looks like not many people (i.e., just you and me 😊) are interested in this discussion. I have not replied to your latest email because I don't think it's useful to turn this into a 1vs1 discussion simply repeating our own arguments, that both, you and me have already discussed off-line before the meeting.
 

In absence of any interest and additional views, we cannot say that we (CT3/CT4) have reached agreement, so we (E///) are not in favor of sending an LS with the conclusions you have listed in your draft LS.

Jesus

With regard to:
· Samsung indicated during CT3 CC that they were ok with sending an LS. I let Naren confirm.

That's ok. But please, keep in mind that, if people do not post on the mailing lists, it's quite hard to know who said what in conf. calls, that are not really "joint sessions", as they used to be in f2f meetings. As we said before, if a majority of companies are in favor of sending the LS, we (E///) will not oppose to it.

>> [Abdessamad] Fine

But, in such case, for the content of the LS, I suggest to stick to the points where we have reached consensus. For those points where there is no consensus, I'd suggest to remove them from the LS.

>> [Abdessamad] As the meeting is still ongoing as far as I know, I prefer not to make any conclusions for now. In addition, I have not seen any replies from your side on my feedback that I believe answers all your concerns on the proposed title change and takes onboard some of your proposals made during the CT3 CC. I think that the discussion can continue in the coming days. Therefore, I kindly ask you to stop attempting to close the discussion.

If at the end we cannot reach an agreement, then of course these proposals will be removed from the LS and we can keep discussing the title change in the upcoming meetings.

Jesus:

I did not attempt to close the discussion. I was simply stating that our original view still stands, and the draft LS you distributed in v1 is not acceptable for us, in its current form


	
	
	5474
	discussion    Discussion paper on updating the readme.md file in 3GPP Forge
	Huawei
	noted
	

	CC4
	
	5364
	Naming conventions
	China Mobile
	noted
	Late  document for discussion and preparation for next meeting

CC

Several sceanrios disccused
1) if consistently misalignment in frozen release  we leave open API unchanged but align the spec and add a note

2) partly wrongand misaligned

3) typos which can be clearly identified as typos Humans will correct this so correcting these  cases should not raise trouble

4) typo on supported features can be corrected as it will never be signaled.

Rapporteuers are asked to check their TSs:.

-Issues which were introduced in Rel-17 should be corrected following the naming conventions if appropriate

-for frozen releases they should provide proposals how to solve the misalignment with naming conventions if appropriate

e.g. ENUMS which were define d by intention not inline with naming convetions are out of scope of this activiity
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	Future meetings
	
	
	
	
	

	
	
	
	
	
	
	- CT4#107bis-e  2022-01-17 - 2022-01-21 Electronic meeting (limited  to Rel-17 workitem including TEI17 corrections)

- CT4#108-e 2022-02-15 - 2022-02-25 Electronic meeting

In Q2/2022 we may have  also e-Meetings, the April meeting dates will not be changed, the Mai meeting will be  extend in case of e-meeting it may start 2 or 3 days earlier.
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	Check of Approved Output Documents
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	other    Output Documents
	CT4 Chair
	noted
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	Closing of the Meeting 

(16:00 Friday)
	
	
	
	
	

	
	
	
	
	
	
	


After the Meeting

Draft TS/TR 
(TSs and TRs not under change control, version 0.x.y and 1.x.y)

TS/TR with status: Basis for Future work, agreed to be send for information or agreed to be send for approval.

1.
Rapporteuers will implement ALL pCRs into the latest draft TS/TR retrieved from the 3GPP server and provide a draft version by Tuesday 19th October, 17:00 CET on CT4 reflector. YAML files are uploaded into the 3GPP forge.

2.
Comments to this draft have to be provided by Wednesday 20th October, 17:00 CET.
3.
Rapporteurs will provide final version by Thursday 21st October 17:00 CET on CT4 reflector and upload into the inbox with the correct tdoc number.

4.
MCC (Kimmo) will upload the draft into the latest draft folder on 3GPP server.
Procedure after the meeting 
(for TSs under change control version >2.x.y)
1. Rapporteurs should implement the CRs agreed in the CTx meetings handled in the meeting in OpenAPI part of the specification. Rapporteurs will also generate the yaml file by using a proper text editor (e.g. NotePad++) and store it in UTF-8 format. 
2. Rapporteurs should store the actual yaml files in the branches provided at:

 https://forge.3gpp.org/rep/all/5G_APIs 

Rapporteurs should make use of the check tools and if they identify error(s) in a CR they shall inform the source companies about the detected error(s).

Reminder:

29.501 Annex B (informative): Backward Incompatible Changes

This Annex provides information about the changes in the API that are considered as backwards compatible and those that are considered as backwards incompatible. This list is to be considered informative and it may be expanded in future releases, when necessary.

Backward compatible changes are additions or changes in the API that do not break the existing Service Consumer behaviour. Examples of backward compatible changes include:

-
Adding a new, optional child resource/URI;

-
Supporting a new HTTP method;

-
Adding new elements to a resource representation;

-
Changing the order of fields in a resource representation;

-
Addition of a new status code:

NOTE 1:
When a NF / NF Service receives a HTTP status code that it cannot recognize it will treat it as the corresponding x00 status code as specified in subclause 5.2.7.3 of 3GPP TS 29.500 [2].

-
Corrections of obvious errors in an OpenAPI file required to enable a correct parsing of the file such as misspelled references;

-
Corrections that only relate to smaller and optional parts of the functionality (e.g. a supported feature, see 3GPP TS 29.500 [2] subclause 6.6.2), even if the changes are backward incompatible with respect to that part of the functionality; and

NOTE 2:
It is recommended to only apply corrections which are also backward compatible with respect to such smaller and optional parts of the functionality. If this is not possible a new supported feature can be introduced to enable a negotiation of the support of the correction, and the old corresponding supported feature can be marked as "withdrawn" in the table defining the supported features of an API.

-
Backward-compatible changes related to the semantics (i.e. functional behaviour) specified for an API.

Backward incompatible changes are additions or changes in the API that break the existing Service Consumer behaviour. Here is a list of backward incompatible changes that shall require incrementing the 1st field (MAJOR) of the API version number unless they only relate to smaller and optional parts of the functionality (see above):

-
Removing a resource/URI:

-
Removing support for an HTTP method;

-
Renaming a field in a resource representation;

-
Adding mandatory parameters to a resource URI or resource representation;

-
Attribute data type changes;

-
Cardinality changes (NOTE 3); and

NOTE 3:
Whether attribute cardinality changes are backward compatible depend on the type of change. Examples of non-backward compatibility changes include decreasing the upper bound of a cardinality range for attributes sent by the NF service consumer, changing the meaning of the default behavior associated to the absence of an attribute of cardinality 0..N, etc.
-
Backward incompatible changes related to the semantics (i.e. functional behaviour) specified for an API.
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