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1. Introduction
<Introduction part (optional)>
2. Reason for Change
There is potential risk of connection lost from SMFs with DHCP/DN-AAA in Solution #11. The latency caused by this risk should be considered for industry customers where the high reliability required. This solution can be merged to solution #11 as supplementary part if it is agreed during the e-meeting.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.820 v0.8.0.

* * * First Change * * * *
[bookmark: _Toc42763479][bookmark: _Toc49769265][bookmark: _Toc56438074][bookmark: _Toc56438216][bookmark: _Toc56438290][bookmark: _Toc57274160][bookmark: _Toc57274629][bookmark: _Toc66461572][bookmark: _Toc66462260]6.X	Solution #X: UE IP address/prefix allocation by SMF in addition to solution#11
[bookmark: _Toc49769266][bookmark: _Toc56438075][bookmark: _Toc56438217][bookmark: _Toc56438291][bookmark: _Toc57274161][bookmark: _Toc57274630][bookmark: _Toc66461573][bookmark: _Toc66462261]6.x.1	Description
[bookmark: _Toc66461574][bookmark: _Toc66462262]6.x.1.1	Background
[bookmark: OLE_LINK5]Solution #11 has covered SMFs in the same SMF set or different SMF sets and it re-use the same IP allocation as already supported by DHCP/DN-AAA. But consider that not all SMF in set can be co-located with the DN-AAA/DHCP server, there is potential risk of connection lost from SMFs with DHCP/DN-AAA.
[image: ]
Figure 6.x.1.1-1: Disconnection between SMF and DHCP/AAA
Normally, the latency caused by the disconnection above can be acceptable for consumer users for connection re-establishment. But nowadays, 5G is moving into the industry field which requires high availability and reliability. The latency caused by such disconnection is difficult for enterprise users to accept in some special cases.
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]So, based on the solution #11 which can be used in normal case, some other mechanisms should be introduced to ensure the high reliability to meeting such situation from industry. The proposed solution in this chapter can be used as an industry enhancement to solution #11.
6.x.1.2	General
This solution is to address the Key issue #4 together with solution #11. The following mechanism can be used when the connection lost happened between SMF and DHCP/AAA.
Before the connection lost happened, the SMF in SMF set can apply for an individual UE IP address/prefix list from DHCP/AAA which can be regarded as a security resource to ensure IP address allocation in case of connection lost. The IP resource volume for the individual UE IP addresses/prefix list will depends on operator's policy. The individual UE IP address/prefix list for each SMF in the SMF set should not be the same to avoid the UE IP address/prefix allocation conflict. Then the DHCP/AAA can block these IP resources to avoid further use.
NOTE:	Not all the SMFs in SMF set should apply for such individual UE IP addresses/prefix list. Only the one have the protential risk for connection lost with DHCP/AAA and high reliability are required at the same time.
During the connection lost between SMF and DHCP/AAA, The SMF deployed in SMF set supports the UE IP address/prefix allocation by SMF to reduce the latency caused by connection re-establishment. The SMF use the individual UE IP address/prefix list and make a record for each UE IP address/prefix to indicate whether it is available or not. The SMF can allocate the available one from these individual UE IP address/prefix list by checking the usage indication. When an UE IP address/prefix has been allocated, the SMF marked this UE IP address/prefix as unavailable.
After the connection re-established, The SMF can report the allocated IP resources information to DHCP/AAA. Then the DHCP/AAA will not block these IP resources for this specific SMF anymore and these reported IP resources will be maintained as normal IP resources. To ensure the volume of individual UE IP resources, the SMF can apply more according to operator’s policy.
Editor's note:	The signalling flow is to be updated.
[bookmark: _Toc49769268][bookmark: _Toc56438077][bookmark: _Toc56438219][bookmark: _Toc56438293][bookmark: _Toc57274163][bookmark: _Toc57274632][bookmark: _Toc66461586][bookmark: _Toc66462274]6.x.2	Impacts on services, entities and interfaces
Impacts:
-	More interaction required between SMF and DHCP/AAA server. The SMF in SMF set can apply for some IP resources from DHCP/AAA in case the connection lost. The DHCP/AAA can allocate some dedicated IP resources for SMF in SMF set and then block them in further use. After connection re-established, if almost all the dedicated IP resources have been allocated and the IP resource is not enough, the SMF can report the IP resources which have been allocated to DHCP/AAA and then apply more.
[bookmark: _Toc66461587][bookmark: _Toc66462275]6.x.3	Pros
-	The proposed solution enables the SMF allocating the UE IP address/prefix with no latency when the SMF lost the connection towards DHCP/AAA. This will improve the network reliability for industry customers.
[bookmark: _Toc66461588][bookmark: _Toc66462276]6.x.4	Cons
-	It requires more interaction between SMF and DHCP/AAA server.
-	It requires the SMF to request the pre-allocation of a bunch of IP@ for every possible IP address pool, i.e. every combination of UPF ID / S-NSSAI / DNN and IP versions. This would cause extra signalling and SMF complexity. And also, it might turn out to be insufficient IP resource if more addresses happen to be required.

* * * End of Changes * * * *
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