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1. Introduction
<Introduction part (optional)>
2. Reason for Change
Clauses 5.2.21.4.2 and 5.2.21.4.4 of 3GPP TS 23.502 were updated to remove the subscription and notification of the current number of UEs registered for a network slice or the current number of PDU Sessions established on a network slice in the same message.
It is proposed to update the service operation description and IE definition to align with stage2.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.536 v1.0.0.

[bookmark: _Hlk61529092]* * * First Change * * * *
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The NSACF supports the following services.
Table 5.1-1: NF Services provided by NSACF
	Service Name
	Description
	Example Consumer

	Nnsacf_NSAC
	This service allows NF service consumer (e.g. AMF) to request NSACF to perform per slice admission control for the number of UEs / PDU sessions.
	AMF, SMF

	Nnsacf_SliceEventExposure
	This service provide event based notifications to the NF service consumer related to the number of UEs registered to a network slice and/or the number of PDU Sessions established to a network slice.
	NEF, AF



Table 5.1-2 summarizes the corresponding APIs defined for this specification.
Table 5.1-2: API Descriptions
	Service Name
	Clause
	Description
	OpenAPI Specification File
	apiName
	Annex

	Nnsacf_NSAC
	6.1
	per slice admission control service to control the number of UEs / PDU sessions
	TS29536_Nnsacf_NSAC.yaml
	nnsacf-nsac
	A.2

	Nnsacf_SliceEventExposure
	6.2
	Slice related event subscription and notification
	TS29536_Nnsacf_SliceEventExposure.yaml
	nnsacf-slice-ee
	A.3



* * * Next Change * * * *

5.3.1	Service Description
The Nnsacf_SliceEventExposure services provide event based notifications to the consumer NF (e.g. to AF via NEF) related to the number of UEs registered to a network slice or/and the number of PDU Sessions established to a network slice.
If, in accordance with operator policy and national/regional regulations, the NF Service Consumer (i.e., the AMF or the SMF) needs to exempt network slices that include emergency, mission critical and/or priority services (e.g., MCS, MPS) from NSAC, then the NF service consumer shall send request to NSACF and may ignore the NSACF response. Therefore, , if a UE/PDU session is rejected by NSACF for such sessions then the reports generated by this service may not have counts of those UEs/PDU-Sessions, despite the UEs accessing the corresponding slice(s) (See clause 5.15.11.0 of 3GPP TS 23.501 [2]).

* * * Next Change * * * *

5.3.2.2.1	General
This service operation is used by the consumer NF (e.g. NEF or AF) to subscribe or modify a subscription with the NSACF for event based notifications of the number of UEs registered to a network slice or the number of PDU Sessions established to a network slice or both.

* * * Next Change * * * *

5.3.2.2.2	Creation of a subscription
The Subscribe service operation is invoked by a NF Service Consumer (e.g. NEF or AF) towards the NSACF, when it needs to create a subscription to monitor at least onethe event relevant to the NSACF. The NF Service Consumer may subscribe to multiple events (i.e. both the number of UEs registered and the number of PDU sessions established) in a subscription.
The NF Service Consumer shall request to create a new subscription by using HTTP method POST with URI of the subscriptions collection, see clause 6.2.3.1.
The NF Service Consumer shall include the following information in the HTTP message body:
-	NF ID, indicates the identity of the network function instance initiating the subscription;
-	Notification URI, indicates the address to deliver the event notifications generated by the subscription;
-	Notification Correlation ID, indicates the correlation identity to be carried in the event notifications, the value of this IE shall be unique per subscription for a given NF service consumer receiving the notification;
-	SAC Event Type, defines whether to notify the number of UEs registered with a network slice or the number of PDU Sessions established on a network slice or both;
-	Event Filter, indicate the S-NSSAI(s) in serving PLMN and/or mapped S-NSSAI(s) in home PLMN to be monitored and reported.
-	SAC Event Report Triggers, defines whether the notification is threshold triggered (e.g. the notification is triggered when the current number of UEs or PDU Sessions with a network slice reaches a defined threshold value) or the notification is periodic triggered (e.g. the notification is triggered at expiry of a periodic timer).
-	Notification threshold if the SAC Event Report Triggers is threshold triggered, defines a numeric value or a percentage of the maximum number of the UEs or PDU Sessions per network slice;
-	Notification periodicity if the SAC Event Report Triggers is periodic triggered, defines the time between the notification periodicity.


Figure 5.4.2.2.2-1 Subscribe for Creation
1.	The NF Service Consumer (e.g. NEF or AF) shall send a POST request to create a subscription resource in the NSACF. The payload body of the POST request shall contain a representation of the individual subscription resource to be created. The request may contain an expiry time, suggested by the NF Service Consumer, representing the time up to which the subscription is desired to be kept active and the time after which the subscribed event(s) shall stop generating report.
2a.	On success, the request is accepted, the NSACF shall include a HTTP Location header to provide the location of a newly created resource (subscription) together with the status code 201 indicating the requested resource is created in the response message.
The response, based on operator policy and taking into account the expiry time included in the request, may contain the expiry time, as determined by the NSACF, after which the subscription becomes invalid. Once the subscription expires, if the NF Service Consumer wants to keep receiving notifications, it shall create a new subscription in the NSACF. The NSACF shall not provide the same expiry time for many subscriptions in order to avoid all of them expiring and recreating the subscription at the same time. If the expiry time is not included in the response, the NF Service Consumer shall consider the subscription to be valid without an expiry time.
If the immediateFlag attribute is set to "true" in the request message, the NSACF shall include the current number of UEs or PDU Sessions per network slice in the response immediately.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") shall be returned.
	A ProblemDetails IE shall be included in the payload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.2.3.2.3.1-3.
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse IE shall be included in the payload body of POST response.

* * * Next Change * * * *

5.3.2.2.4	Creation of a one time and immediate reporting subscription
The NF Service Consumer (e.g. NEF or AF) may request the NSACF to immediately provide the current network slice status information (e.g. the number of UEs registered to a network slice, the current number of PDU Sessions established to a network slice, or both). In this case, the NF Service Consumer (e.g. NEF or AF) shall request the NSACF to create a temporary subscription and response with immediate report, as follows.
1.	The NF Service Consumer shall send a POST request as specified in step 1 of clause 5.3.2.2.2, with the following additional information:
-	the eventTrigger attribute set to "PERIODIC", the maxReports attribute set to 1 and the immediateFlag attribute set to "true".
2a.	The NSACF shall send a POST response as specified in step 2a of clause 5.3.2.2.2, with the following additional information:
-	the NSACF shall include the current number of UEs or PDU Sessions per network slice in the response immediately and shall terminate the subscription of the event.
The NSACF shall terminate the subscription of the event after sending response to the NF Service Consumer.
2b.	Same as step 2b of figure 5.3.2.2.2-1.
2c.	Same as step 2c of figure 5.3.2.2.2-1.

* * * Next Change * * * *

[bookmark: _Toc70928069][bookmark: _Toc81226738][bookmark: _Toc88730227]6.2.6.2.2	Type: SACEventSubscription
Table 6.2.6.2.2-1: Definition of type SACEventSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventList
	array(SACEvent)
	M
	1..N
	Describes the events to be subscribed in subscription request.
	

	eventNotifyUri
	Uri
	M
	1
	Identifies the recipient of notifications sent by NSACF for this subscription.
	

	nfId
	NfInstanceId
	M
	1
	Indicates the instance identity of the network function creating the subscription.
	

	notifyCorrelationId
	string
	C
	0..1
	This IE shall be present if available.

If present, this IE identifies the notification correlation ID. The NSACF shall include this ID in the notifications. The value of this IE shall be unique per subscription for a given NF service consumer.
	

	maxReports
	integer
	C
	0..1
	This IE shall be present if available.

If present, this IE contains the maximum number of reports that can be generated by each subscribed event in the subscription.
	

	expiry
	DateTime
	C
	0..1
	This IE shall be included in an event subscription response, if, based on operator policy and taking into account the expiry time included in the request, the NSACF needs to include an expiry time.

This IE may be included in an event subscription request.

When present, this IE shall represent the time after which the subscribed event(s) shall stop generating report and the subscription becomes invalid.

This IE shall be absent in the response for one time and immediate reporting (see clause 5.3.2.2.4).
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.3.8 is supported. 
	



* * * Next Change * * * *

[bookmark: _Toc70928070][bookmark: _Toc81226739][bookmark: _Toc88730228]6.2.6.2.3	Type: CreatedSACEventSubscription
Table 6.2.6.2.3-1: Definition of type CreatedSACEventSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	subscription
	SACEventSubscription
	M
	1
	Represents the newly created SAC Event Subscription resource.
	

	subscriptionId
	string
	M
	1
	Represents the subscription Id of the newly created SAC Event Subscription resource.
	

	reportList
	array(SACEventReportItem)
	C
	0..1..N
	This IE shall be present if available and if the immediateFlag attribute is set to "true" in subscription request.
When present, this IE represents the immediate event reports (i.e. the current value of the events subscribed).
	

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.3.8 is supported.
	




* * * Next Change * * * *

[bookmark: _Toc81226740][bookmark: _Toc88730229]6.2.6.2.4	Type: SACEventReport
Table 6.2.6.2.4-1: Definition of type SACEventReport
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	reportList
	array(SACEventReportItem)
	M
	1..N
	This IE represents the event reports to be delivered.
	

	notifyCorrelationId
	string
	C
	0..1
	This IE shall be present if available.

If present, this IE indicate the notification correlation Id provided by the NF service consumer during event subscription. This parameter can be useful if the NF service consumer uses a common call-back URI for multiple subscriptions.
	



* * * Next Change * * * *

[bookmark: _Toc81226741][bookmark: _Toc88730230]6.2.6.2.5	Type: SACEvent
Table 6.2.6.2.5-1: Definition of type SACEvent
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventType
	SACEventType
	M
	1
	Describes the event type to be reported
	

	eventTrigger
	SACEventTrigger
	M
	1
	Describes how the reports are triggered.
	

	eventFilter
	array(Snssai)
	MO
	1..N
	When present, tThis IE shall indicate the S-NSSAI list to be applied. The absence of this attribute indicates that the event is related to any S-NSSAI.
	

	notificationPeriod
	DurationSec
	C
	0..1
	This IE shall be present if the trigger is set to "PERIODIC". When present, this IE contains the time period for the event reports.
	

	notifThreshold
	SACInfo
	C
	0..1
	This IE shall be present if the trigger is set to "THRESHOLD". When present, this IE Indicates the monitoring threshold value, upon which event notification(s) are triggered.
	

	immediateFlag
	boolean
	O
	0..1
	This attribute shall be set to "true" to indicate an immediate event report in the subscription response is requested. The report contains the current value of the event stored at the time of the subscription in the NSACF.
(See NOTE)
	

	NOTE:	 If the immediateFlag flag is absent or set to "false", then the immediate reporting shall not be done.



* * * Next Change * * * *
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Table 6.2.6.2.6-1: Definition of type SACEventReportItem
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventType
	SACEventType
	M
	1
	Describes the type of the event which triggers the report
	

	eventState
	SACEventState
	M
	1
	Describes the state of the event which triggered the report.
	

	timeStamp
	DateTime
	M
	1
	This IE shall contain the time at which the event is generated.
	

	eventFilter
	array(Snssai)
	MO
	1..N
	When present, this IE shall indicate the S-NSSAI list to be applied. The absence of this attribute indicates that the event is related to any S-NSSAI.
	

	sliceStautsInfo
	SACEventStatus
	C
	0..1
	If the "type" attribute is set to "NUM_OF_REGD_UES" or "NUM_OF_ESTD_PDU_SESSIONS", this parameter shall be included to indicate the current network slice status information for the concerned network slice.
	



* * * Next Change * * * *

[bookmark: _Toc89675560]A.3	Nnsacf_SliceEventExposure API
openapi: 3.0.0

info:
  title: Nnsacf_SliceEventExposure
  version: 1.0.0-alpha.3
  description: |
    Nnsacf_SliceEventExposure Service.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.536 V1.0.0; 5G System; Network Slice Admission Control Services; Stage 3.
  url: http://www.3gpp.org/ftp/Specs/archive/29_series/29.536/

servers:
  - url: '{apiRoot}/nnsacf-slice-ee/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501

security:
  - {}
  - oAuth2ClientCredentials:
    - nnsacf-slice-ee

paths:
  /subscriptions:
    post:
      summary: Nnsacf_SliceEventExposure Subscribe service Operation
      tags:
        - Subscriptions collection (Collection)
      operationId: CreateSubscription
      requestBody:
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/SACEventSubscription'
        required: true
      responses:
        '201':
          description: Subsription Created
          headers:
            Location:
              description: 'Contains the URI of the newly created resource, according to the structure: {apiRoot}/nnsacf-slice-ee/<apiVersion>/subscriptions/{subscriptionId}'
              required: true
              schema:
                type: string
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/CreatedSACEventSubscription'
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          description: Unexpected error
      callbacks:
        eventReport:
          '{$request.body#/subscription/eventNotifyUri}':
            post:
              summary: Event Notificaiton Delivery
              requestBody:
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/SACEventReport'
                required: true
              responses:
                '204':
                  description: Successful acknowledgement
                '307':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/400'
                '401':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/401'
                '403':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/403'
                '404':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'
                '411':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/411'
                '413':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/413'
                '415':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/415'
                '429':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/429'
                '500':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/503'
                default:
                  description: Unexpected error

  /subscriptions/{subscriptionId}:
    patch:
      summary: Nnsacf_SliceEventExposure Subscribe partial modify service Operation
      tags:
        - Individual subscription (Document)
      operationId: PartialModifySubscription
      parameters:
        - name: subscriptionId
          in: path
          required: true
          description: Unique ID of the subscription to be modified
          schema:
            type: string
      requestBody:
        content:
          application/json-patch+json:
            schema:
              type: array
              items:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/PatchItem'
              minItems: 1
        required: true
      responses:
        '200':
          description: Subsription modified successfully
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/CreatedSACEventSubscription'
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          description: Unexpected error
    put:
      summary: Nnsacf_SliceEventExposure Subscribe complete modify service Operation
      tags:
        - Individual subscription (Document)
      operationId: CompleteModifySubscription
      parameters:
        - name: subscriptionId
          in: path
          required: true
          description: Unique ID of the subscription to be modified
          schema:
            type: string
      requestBody:
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/SACEventSubscription'
        required: true
      responses:
        '200':
          description: Subsription modified successfully
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/CreatedSACEventSubscription'
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          description: Unexpected error
    delete:
      summary: Nnsacf_SliceEventExposure Unsubscribe service Operation
      tags:
        - Individual subscription (Document)
      operationId: DeleteSubscription
      parameters:
        - name: subscriptionId
          in: path
          required: true
          description: Unique ID of the subscription to be deleted
          schema:
            type: string
      responses:
        '204':
          description: Subsription deleted successfully
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29571_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29571_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29571_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29571_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          description: Unexpected error

components:

  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{nrfApiRoot}/oauth2/token'
          scopes:
            nnsacf-slice-ee: Access to the Nnsacf_SliceEventExposure API

  schemas:

    #
    # STRUCTURED DATA TYPES
    #

    SACEventSubscription:
      description: Request data to create the event subscription
      type: object
      required:
        - eventList
        - eventNotifyUri
        - nfId
      properties:
        eventList:
          type: array
          items:
            $ref: '#/components/schemas/SACEvent'
          minItems: 1
        eventNotifyUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        nfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        notifyCorrelationId:
          type: string
        maxReports:
          type: integer
        expiry:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

    CreatedSACEventSubscription:
      description: Response data on created event subscription
      type: object
      required:
        - subscription
        - subscriptionId
      properties:
        subscription:
          $ref: '#/components/schemas/SACEventSubscription'
        subscriptionId:
          type: string
        reportList:
          type: array
          items:
            $ref: '#/components/schemas/SACEventReportItem'
          minItems: 1
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

    SACEventReport:
      description: Event notification
      type: object
      required:
        - reportList
      properties:
        reportList:
          type: array
          items:
            $ref: '#/components/schemas/SACEventReportItem'
          minItems: 1
        notifyCorrelationId:
          type: string

    SACEvent:
      description: Describes an event to be subscribed
      type: object
      required:
        - eventType
        - eventTrigger
        - eventFilter
      properties:
        eventType:
          $ref: '#/components/schemas/SACEventType'
        eventTrigger:
          $ref: '#/components/schemas/SACEventTrigger'
        eventFilter:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
          minItems: 1
        notificationPeriod:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DurationSec'
        notifThreshold:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SACInfo'
        immediateFlag:
          type: boolean
          default: false

    SACEventReportItem:
      description: Represents a report triggered by a subscribed event type
      type: object
      required:
        - eventType
        - eventState
        - timeStamp
        - eventFilter
      properties:
        eventType:
          $ref: '#/components/schemas/SACEventType'
        eventState:
          $ref: '#/components/schemas/SACEventState'
        timeStamp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        eventFilter:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
          minItems: 1
        sliceStautsInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SACEventStatus'

    SACEventState:
      description: Represents the state of a subscribed event
      type: object
      required:
        - active
      properties:
        active:
          type: boolean
        remainReports:
          type: integer
        remainDuration:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DurationSec'

    #
    # SIMPLE DATA TYPES
    #


    #
    # ENUMERATIONS
    #

    SACEventType:
      description: Describes the supported event types
      anyOf:
      - type: string
        enum:
          - NUM_OF_REGD_UES
          - NUM_OF_ESTD_PDU_SESSIONS
      - type: string

    SACEventTrigger:
      description: Describes how NSACF should generate the report for the event
      anyOf:
      - type: string
        enum:
          - THRESHOLD
          - PERIODIC
      - type: string

[bookmark: historyclause]

* * * End of Changes * * * *
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