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*******
* * * First Change * * * *
[bookmark: _Toc19717088][bookmark: _Toc27490551][bookmark: _Toc27556844][bookmark: _Toc27723761][bookmark: _Toc36030826][bookmark: _Toc36042746][bookmark: _Toc36814070][bookmark: _Toc44688915][bookmark: _Toc44923669][bookmark: _Toc51860637][bookmark: _Toc57930404][bookmark: _Toc57931034][bookmark: _Toc90386497]5.4.2	Service Detection and Bearer/QoS Flow Binding
Service detection refers to the process that identifies the packets belonging to a service data flow or application. For EPC, see clauses 6.2.2.2 and 6.8.1 of 3GPP TS 23.203 [7]. For 5GC, see clause 6.2.2.2 of 3GPP TS 23.503 [44].
For EPC, bearer binding is the procedure that associates service data flow(s) to an IP-CAN bearer deemed to transport the service data flow. UL bearer binding verification refers to the process of discarding uplink packets due to no matching service data flow template for the uplink direction. See clauses 6.1.1.4 and 6.2.2.2 of 3GPP TS 23.203 [7].
For 5GC, QoS flow binding is the procedure that associates service data flow(s) to a QoS flow deemed to transport the service data flow. UL QoS flow binding verification refers to the process of discarding uplink packets due to no matching QoS flow for the uplink direction. See clause 6.1.3.2.4 of 3GPP TS 23.503 [44] and clause 5.7.1.7 of 3GPP TS 23.501 [28].
For 5MBS, QoS flow binding is the procedure that associates a PCC rule to a QoS Flow within an MBS Session. See clause 6.10 in 3GPP TS 23.247 [72].
Service detection is controlled over the Sxa, Sxb, Sxc and N4 reference points by configuring Packet Detection Information in PDRs to match the intended service data flows or application.
For EPC, the mapping of DL traffic to bearers is achieved by configuring and associating FARs to the downlink PDRs, with FARs set to forward the packets to the appropriate downstream bearers (S5/S8 or S1/S12/S4/Iu).
For 5GC, the mapping of DL traffic to QoS flows is achieved by configuring QERs with QFI(s) for the QoS flow marking and associating FARs to the downlink PDRs, with FARs set to forward the packets to the appropriate downstream GTP-U tunnel (N9 or N3).
For EPC, uplink bearer binding verification is achieved by configuring Packet Detection Information in uplink PDRs containing the local F-TEID of the uplink bearer, the UE IP address (source IP address to match for the incoming packet), and the SDF filter(s) or the Application ID. As a result, uplink packets received on the uplink bearer but that do not match the SDF filter(s) or Application detection filter associated to the uplink PDRs are discarded.
For 5GC, uplink QoS flow binding verification (see clause 5.7.1.7 of 3GPP TS 23.501 [28]) is achieved by configuring Packet Detection Information in uplink PDRs containing the local F-TEID of the uplink PDU session, the UE IP address (source IP address to match for the incoming packet), the QFI of the QoS flow and the SDF filter(s) or the Application ID. As a result, uplink packets received on the uplink PDU session but that do not match the SDF filter(s) or Application detection filter and QFI associated to the uplink PDRs are discarded.
NOTE 1:	For PCC Rules that contain an application identifier (i.e. that refer to an application detection filter), uplink traffic can be received on other IP-CAN bearers than the one determined by the binding mechanism. The detection of the uplink part of the service data flow can be activated in parallel on other bearers with non-GBR QCI (e.g. the default bearer) in addition to the bearer where the PCC rule is bound to. See clauses 6.1.1.1 and 6.2.2.2 of 3GPP TS 23.203 [7]. Therefore the uplink PDRs for these bearers can be provisioned with the PDI containing this service data flow and the local F-TEID of the uplink bearer.
NOTE 2:	To avoid the PGW-U discarding packets due to no matching service data flow template, the operator can apply open PCC rules (with wildcarded SDF filters) to allow for the passage of packets that do not match any other candidate SDF template. Therefore an uplink PDR can be provisioned with the PDI containing only the local F-TEID of the uplink bearer.
NOTE 3:	Uplink bearer binding does not apply to Non-IP PDN connections.
NOTE 4:	The UPF can be provisioned with a PDR (with low precedence) which contains the CN tunnel info, QFI and filter information that can detect any unwanted/unauthorized traffic with this QFI so that such traffic can be dropped with or without being counted before.

* * * 2nd Change * * * *
[bookmark: _Toc19717318][bookmark: _Toc27490817][bookmark: _Toc27557110][bookmark: _Toc27724027][bookmark: _Toc36031100][bookmark: _Toc36043020][bookmark: _Toc36814345][bookmark: _Toc44689203][bookmark: _Toc44923957][bookmark: _Toc51860927][bookmark: _Toc57930698][bookmark: _Toc57931328][bookmark: _Toc90386817]7.5.6	PFCP Session Deletion Request
[bookmark: _MCCTEMPBM_CRPT05020886___7]The PFCP Session Deletion Request shall be sent over the Sxa, Sxb, Sxc and N4 interface by the CP function to request the UP function to delete the PFCP session. The PFCP Header for Session Related Messages shall contain the F-SEID identifying the PFCP session (see clause 6.3.4.2).
Table 7.5.6-1: Information Elements in a PFCP Session Deletion Request
	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _MCCTEMPBM_CRPT05020887___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	[bookmark: _MCCTEMPBM_CRPT05020888___7]

	
	[bookmark: _MCCTEMPBM_CRPT05020889___4]
	
	
	
	
	
	


[bookmark: _MCCTEMPBM_CRPT05020890___7]
[bookmark: _GoBack]* * * 3rd Change * * * *
[bookmark: _Toc19717319][bookmark: _Toc27490818][bookmark: _Toc27557111][bookmark: _Toc27724028][bookmark: _Toc36031101][bookmark: _Toc36043021][bookmark: _Toc36814346][bookmark: _Toc44689204][bookmark: _Toc44923958][bookmark: _Toc51860928][bookmark: _Toc57930699][bookmark: _Toc57931329][bookmark: _Toc90386818]7.5.7	PFCP Session Deletion Response
[bookmark: _Toc19717320][bookmark: _Toc27490819][bookmark: _Toc27557112][bookmark: _Toc27724029][bookmark: _Toc36031102][bookmark: _Toc36043022][bookmark: _Toc36814347][bookmark: _Toc44689205][bookmark: _Toc44923959][bookmark: _Toc51860929][bookmark: _Toc57930700][bookmark: _Toc57931330][bookmark: _Toc90386819]7.5.7.1	General
[bookmark: _MCCTEMPBM_CRPT05020891___7]The PFCP Session Deletion Response shall be sent over the Sxa, Sxb, Sxc and N4 interface by the UP function to the CP function as a reply to the PFCP Session Deletion Request.
Table 7.5.7.1-1: Information Elements in a PFCP Session Deletion Response
	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _MCCTEMPBM_CRPT05020892___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	[bookmark: _MCCTEMPBM_CRPT05020893___7]

	Cause
	[bookmark: _MCCTEMPBM_CRPT05020894___4]M
	This IE shall indicate the acceptance or the rejection of the corresponding request message.
	X
	X
	X
	X
	Cause

	Offending IE
	[bookmark: _MCCTEMPBM_CRPT05020895___4]C
	This IE shall be included if the rejection is due to a conditional or mandatory IE missing or faulty.
	X
	X
	X
	X
	Offending IE

	Load Control Information
	[bookmark: _MCCTEMPBM_CRPT05020896___4]O
	The UP function may include this IE if it supports the load control feature and the feature is activated in the network.
See Table 7.5.3.3-1.
	X
	X
	X
	X
	Load Control Information

	Overload Control Information
	[bookmark: _MCCTEMPBM_CRPT05020897___4]O
	During an overload condition, the UP function may include this IE if it supports the overload control feature and the feature is activated in the network.
See Table 7.5.3.4-1.
	X
	X
	X
	X
	Overload Control Information

	Usage Report
	[bookmark: _MCCTEMPBM_CRPT05020898___4]C
	This IE shall be present if a URR had been provisioned in the UP function for the PFCP session being deleted and traffic usage measurements for that URR are available at the UP function.
Several IEs within the same IE type may be present to represent a list of Usage Reports.
	X
	X
	X
	X
	Usage Report

	Additional Usage Reports Information
	[bookmark: _MCCTEMPBM_CRPT05020899___4]C
	This IE shall be included if the usage reports need to be sent in additional PFCP Session Report Request messages (see clause 5.2.2.3.1).
When present, this IE shall either indicate that additional usage reports will follow, or indicate the total number of usage reports that need to be sent in PFCP Session Report Request messages.
	X
	X
	X
	X
	Additional Usage Reports Information

	Packet Rate Status Report 
	[bookmark: _MCCTEMPBM_CRPT05020900___4]C
	This IE shall be present if the CP function has requested in a QER to report the packet rate status when the PFCP session is released and the UP function supports CIOT feature. (See clause 8.2.25) 
	-
	X
	-
	X
	Packet Rate Status Report

	Session Report
	[bookmark: _MCCTEMPBM_CRPT05020901___4]C
	This IE shall be present if a SRR for QoS monitoring had been provisioned in the UP function for the PFCP session being deleted and QoS monitoring measurements for that SRR are available at the UP function. See Table 7.5.8. 6-1.
Several IEs within the same IE type may be present to represent a list of Session Reports.
	-
	-
	-
	X
	Session Report

	MBS Session N4 Information
	[bookmark: _MCCTEMPBM_CRPT05020902___4]C
	This IE shall be included if any IE in this grouped IE needs to be included as specified in clause 5.34.1.

Several IE with the same IE type may be present to contain N4 Information for several MBS Sessions.

See Table 7.5.3.1-5 for encoding.
	-
	-
	-
	X
	MBS Session N4 Information


[bookmark: _MCCTEMPBM_CRPT05020903___7]
Table 7.5.7.1-2: Packet Rate Status Report IE within PFCP Session Deletion Response message
	Octet 1 and 2
	
	Packet Rate Status Report IE Type = 252 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _MCCTEMPBM_CRPT05020904___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	[bookmark: _MCCTEMPBM_CRPT05020905___7]

	QER ID
	[bookmark: _MCCTEMPBM_CRPT05020906___4]M
	This IE shall uniquely identify a QER in a PFCP session.
	-
	X
	-
	X
	QER ID

	Packet Rate Status
	[bookmark: _MCCTEMPBM_CRPT05020907___4]M
	This IE shall indicate the remaining validity time and the remaining number of UL/DL packets that still can be sent.
	-
	X
	-
	X
	Packet Rate Status


[bookmark: _MCCTEMPBM_CRPT05020908___7]
* * * End of Changes * * * *

