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*******
* * * First Change * * * *
[bookmark: _Toc90386632][bookmark: _Toc19717292][bookmark: _Toc27490784][bookmark: _Toc27557077][bookmark: _Toc27723994][bookmark: _Toc36031066][bookmark: _Toc36042986][bookmark: _Toc36814311][bookmark: _Toc44689166][bookmark: _Toc44923920][bookmark: _Toc51860890][bookmark: _Toc57930661][bookmark: _Toc57931291][bookmark: _Toc90386779]5.34.3.2	Instructing the UPF to forward multicast MBS data to associated PDU sessions
When a PDU session needs to be associated with an MBS session (e.g. when a UE requests to join a multicast MBS session, 5GC Individual MBS traffic delivery is used and the request is accepted by the SMF), the SMF shall associate the PDU session with the multicast MBS session by sending a PFCP Session Establishment or Modification Request message to the UPF, for the PFCP session corresponding to the PDU session, with the following information:
-	the MBS Session N4 Control Information IE including the MBS Session Identifier and, if IP multicast transport applies over N19mb (i.e. a multicast transport address has been received from the MB-SMF):
-	the Multicast Transport Information IE for the given MBS session containing the Low Layer Source Specific Multicast address, i.e. the Multicast address and the source IP address and the GTP-U Common TEID which have been allocated by the MB-UPF for the MBS session, when the SMF considers it is the first PDU session to be associated with the MBS session in this UPF; the SMF may provide this information even if there are already other PDU sessions associated with the MBS session in this UPF; -	one or more new DL PDR(s) including:
-	the MBS Session Identifier, or a Traffic Endpoint IE which is including the MBS Session Identifier;  this information shall be used by the UPF to:
-	determine whether the UPF already receives the MBS session data, or if instead it needs to allocate a new N19mb DL tunnel (when using IP unicast transport over N19mb) or send an IGMP JOIN request to join the multicast tree (when using IP multicast transport over N19mb) to receive the MBS session data; the UPF shall allocate the same N19mb DL Tunnel ID when the SMF requests the UPF to allocate a DL F-TEID for N19mb and multiple UE/PDU sessions are already associated with the MBS session in the UPF (e.g. PDU sessions controlled by other SMFs, or when multiple PDU sessions served by the same SMF need to be associated concurrently with the MBS session).

-	identify the list of PDU sessions (served by the UPF) towards which any DL packet received for this MBS session shall be distributed;
-	if unicast transport is used over N19mb:
-	a local F-TEID to be allocated at the UPF, with the CHOOSE flag set to "1" in the "Local F-TEID" IE in the PDI IE or Create Traffic Endpoint IE, if the SMF has no "N19mb DL F-TEID" information available for the MBS Session, e.g. for the first PDU Session in the SMF to be associated with the MBS session; otherwise
-	the Local F-TEID set to the "N19mb DL F-TEID" for the MBS Session which is known by the SMF.
-	multiple DL PDRs may be provisioned and associated with different QERs to apply different QoS treaments for different service data flows within the MBS session.
-	the new DL PDR(s) may be associated with an (existing) Forwarding Action Rule to forward the received MBS session data to the UE via existing downlink N3/N9 tunnel, or with a new Forwarding Action Rule with the Apply Action set to "Drop" if the SMF wishes to maintain the MBS data reception over N19mb but suspends the delivery of the data to the UE's PDU session, e.g. when the UE is switching between 5GC Individual MBS traffic delivery and 5GC Shared MBS traffic delivery due to the UE moving back and forth between MBS non-supporting NG-RAN and MBS supporting NG-RAN.
The UPF shall respond with a PFCP Session Establishment or Modification Response message to the SMF, and the UPF shall include an MBS Session N4 Information IE if any of the following information needs to be reported:
-	the allocated "N19mb DL Tunnel ID" if it was requested;
-	an NN19DT (New N19mb Downlink Tunnel) indication in the MBSN4Resp-Flags IE indicating if the N19mb DL F-TEID has been newly allocated by the UPF or if a N19mb DL F-TEID had already been allocated by the UPF for the MBS session, when the "N19mb DL Tunnel ID" is present; this information allows the SMF to determine if it needs to report this N19mb DL Tunnel ID to the MB-SMF;
-	an indication "JMTI"(Joined N19mb Multicast Tree Indication) in the MBSN4Resp-Flags IE indicating if the UPF has joined the multicast tree from MB-UPF, if the Multicast Transport Information was included in the request message.
NOTE:	The indications "JMTI" and "NN19DT" are defined to help the SMF to determine if it needs to communicate with the MB-SMF, e.g., to report the newly allocated N19mb DL TEID in order to let the MB-SMF inform the MB-UPF to send a copy of MBS Session data to the UPF. The indication "JMTI" indicates to the SMF that no N19mb DL TEID needs to be allocated.	
If unicast transport is used over N19mb and if the NN19DT (New N19mb Downlink Tunnel) indication is not set in the MBSN4Resp-Flags IE within the PFCP Session Establishment Response (i.e. if the MBSN4Resp-Flags IE is present and the NN19DT indication is not set, or if the MBSN4Resp-Flags IE is absent), the SMF shall assume that the UPF had already allocated the N19mb DL TEID earlier than the PFCP Session Establishment Request.
When a PDU Session should be no longer be associated with the MBS session (e.g. the PDU session leaves the MBS session, or when switching to 5GC Shared MBS traffic delivery), the SMF shall send a PFCP Session Modification Request message to remove the DL PDR(s) that were created to receive the MBS session data, unless the SMF decides to keep the UPF receiving MBS Session data from N19mb, in which case the PDR shall be associated with a FAR set to "DROP".
In the PFCP Session Modification Response message, the UPF shall include the indication "N19DTR" (N19mb Downlink Tunnel Removal) in the MBSN4Resp-Flags IE indicating the N19mb DL Tunnel is to be removed if the UPF was requested to remove the DL PDRs of the MBS session for the PFCP session and this was the last PFCP session associated with the N19mb DL Tunnel in the UPF. This tells the SMF that it shall request the MB-SMF to inform the MB-UPF to stop sending MBS Session data towards this N19mb DL Tunnel.
The UPF shall also set the indication "N19DTR" (N19mb Downlink Tunnel Removal) in the MBSN4Resp-Flags IE indicating the N19mb DL Tunnel is to be removed in the PFCP Session Deletion Response message when the SMF deleted the last PFCP session who was associated with the N19mb DL Tunnel in the UPF.
When receiving the MBS session data for a given MBS session, either from the N19mb DL Tunnel allocated for this MBS Session (where the packets shall be identified by N19mb DL TEID) when unicast transport is used, or from the low layer Multicast transport address (where the packets shall be identified by the low layer Multicast transport address) when multicast transport is used, the UPF shall replicate the MBS Session data to all PFCP sessions which are associated with the MBS Session.

* * * 2nd Change * * * *
7.5.3	PFCP Session Establishment Response
[bookmark: _Toc19717293][bookmark: _Toc27490785][bookmark: _Toc27557078][bookmark: _Toc27723995][bookmark: _Toc36031067][bookmark: _Toc36042987][bookmark: _Toc36814312][bookmark: _Toc44689167][bookmark: _Toc44923921][bookmark: _Toc51860891][bookmark: _Toc57930662][bookmark: _Toc57931292][bookmark: _Toc90386780]7.5.3.1	General
[bookmark: _MCCTEMPBM_CRPT05020513___7]The PFCP Session Establishment Response shall be sent over the Sxa, Sxb, Sxc and N4 interface by the UP function to the CP function as a reply to the PFCP Session Establishment Request.
Table 7.5.3.1-1: Information Elements in a PFCP Session Establishment Response
	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _MCCTEMPBM_CRPT05020514___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _MCCTEMPBM_CRPT05020515___7]

	Node ID
	[bookmark: _MCCTEMPBM_CRPT05020516___4]M
	This IE shall contain the unique identifier of the sending Node.
	X
	X
	X
	X
	X
	Node ID

	Cause
	[bookmark: _MCCTEMPBM_CRPT05020517___4]M
	This IE shall indicate the acceptance, partial acceptance or rejection of the corresponding request message.
	X
	X
	X
	X
	X
	Cause

	Offending IE
	[bookmark: _MCCTEMPBM_CRPT05020518___4]C
	This IE shall be included if the rejection is due to a conditional or mandatory IE missing or faulty.
	X
	X
	X
	X
	X
	Offending IE

	UP F-SEID
	[bookmark: _MCCTEMPBM_CRPT05020519___4]C
	This IE shall be present if the cause is set to "Request accepted (success)". When present, it shall contain the unique identifier allocated by the UP function identifying the session.
	X
	X
	X
	X
	X
	F-SEID

	Created PDR 
	[bookmark: _MCCTEMPBM_CRPT05020520___4]C
	This IE shall be present if the cause is set to "success" and the UP function was requested to allocate a local F-TEID or a UE IP address/prefix for the PDR.
When present, this IE shall contain the PDR information associated to the PFCP session. There may be several instances of this IE.
See table 7.5.3.2-1.
	X
	X
	-
	X
	X
	Created PDR

	Load Control Information
	[bookmark: _MCCTEMPBM_CRPT05020521___4]O
	The UP function may include this IE if it supports the load control feature and the feature is activated in the network.
See Table 7.5.3.3-1.
	X
	X
	X
	X
	X
	Load Control Information

	Overload Control Information
	[bookmark: _MCCTEMPBM_CRPT05020522___4]O
	During an overload condition, the UP function may include this IE if it supports the overload control feature and the feature is activated in the network.
See Table 7.5.3.4-1.
	X
	X
	X
	X
	X
	Overload Control Information

	PGW-U/SGW-U /UPF FQ-CSID
	[bookmark: _MCCTEMPBM_CRPT05020523___4]C
	This IE shall be included according to the requirements in clause 23 of 3GPP TS 23.007 [24] and clause 4.6 of 3GPP TS 23.527 [40].
	X
	X
	-
	-
	-
	FQ-CSID

	Failed Rule ID
	[bookmark: _MCCTEMPBM_CRPT05020524___4]C
	This IE shall be included if the Cause IE indicates a rejection due to a rule creation or modification failure. 
	X
	X
	X
	X
	X
	Failed Rule ID

	Created Traffic Endpoint 
	[bookmark: _MCCTEMPBM_CRPT05020525___4]C
	This IE shall be present if the cause is set to "success" and the UP function was requested to allocate a local F-TEID or a UE IP address/prefix in a Create Traffic Endpoint IE. When present, it shall contain the local F-TEID or UE IP address/prefix to be used for this Traffic Endpoint.
There may be several instances of this IE.
	X
	X
	-
	X
	X
	Created Traffic Endpoint

	Created Bridge Info for TSC
	[bookmark: _MCCTEMPBM_CRPT05020526___4]C
	This IE shall be present if the UPF was requested to provide Bridge information for TSC in the PFCP Session Establishment Request. When present, it shall contain the Bridge information for TSC for the PFCP session.
See Table 7.5.3.6-1.
	-
	-
	-
	X
	-
	Created Bridge Info for TSC

	ATSSS Control Parameters
	[bookmark: _MCCTEMPBM_CRPT05020527___4]C
	This IE shall be present if ATSSS functionality is required in the request message and the UPF allocates the resources and parameters corresponding to the required ATSSS functionality.
See Table 7.5.3.7-1.
	-
	-
	-
	X
	-
	ATSSS Control Parameters

	RDS configuration information
	[bookmark: _MCCTEMPBM_CRPT05020528___4]O
	When present, this IE shall contain the RDS configuration information the UP function supported for this PFCP session.
	-
	X
	-
	X
	-
	RDS configuration information

	Partial Failure Information
	[bookmark: _MCCTEMPBM_CRPT05020529___4]C
	This IE shall be present if the Cause IE indicates partial acceptance of the request to provide failure information related to a failed rule. See Table 7.5.3.1-2.
Several IEs within the same IE type may be present to report failures to apply multiple rules.
	-
	X
	X
	X
	X
	Partial Failure Information

	Created L2TP Session
	[bookmark: _MCCTEMPBM_CRPT05020530___4]O
	This IE may be present to include information for the Created L2TP session if the Cause IE indicates a success.
	-
	X
	-
	X
	-
	Created L2TP Session 

	MBS Session N4mb Information
	[bookmark: _MCCTEMPBM_CRPT05020531___4]C
	This IE shall be present if any IE in this grouped IE needs to be included.
	-
	-
	-
	-
	X
	MBS Session N4mb Information

	MBS Session N4 Information
	[bookmark: _MCCTEMPBM_CRPT05020532___4]C
	This IE shall be included if any IE in this grouped IE needs to be included as specified in clause 5.34.1.

Several IE with the same IE type may be present to contain N4 Information for several MBS Sessions respectively.
	-
	-
	-
	X
	-
	MBS Session N4 Information



Table 7.5.3.1-2: Information Elements in a Partial Failure Information
	Octet 1 and 2
	
	Partial Failure Information IE Type = 272 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _MCCTEMPBM_CRPT05020533___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _MCCTEMPBM_CRPT05020534___7]

	Failed Rule ID
	[bookmark: _MCCTEMPBM_CRPT05020535___4]M
	This IE shall indicate the rule that failed to be applied.
	-
	X
	X
	X
	X
	Failed Rule ID

	Failure Cause
	[bookmark: _MCCTEMPBM_CRPT05020536___4]M
	This IE shall indicate the reason why the rule could not be applied.
	-
	X
	X
	X
	X
	Cause

	Offending IE Information
	[bookmark: _MCCTEMPBM_CRPT05020537___4]M
	This IE shall be included to report the offending IE which caused the rule activation failure, e.g. an unknown predefined rule name included in Activate Predefined Rules IE or an unknown Application ID in the PDI.
Several IEs within the same IE type may be present to report multiple offending IEs.
	-
	X
	X
	X
	X
	Offending IE Information



Table 7.5.3.1-3: Created L2TP Session IE in the PFCP Session Establishment Response message
	Octet 1 and 2
	
	Created L2TP Session IE Type = 279 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _MCCTEMPBM_CRPT05020538___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	[bookmark: _MCCTEMPBM_CRPT05020539___7]

	DNS Server Address
	[bookmark: _MCCTEMPBM_CRPT05020540___4]O
	This IE may be present to include a DNS server address.

Several IEs with the same IE type may be present to represent multiple DNS server addresses.

The order of the IEs in the message indicates the priority, i.e. the first IE shall contain the primary DNS server address and the second IE shall contain the secondary DNS server address.

	-
	X
	-
	X
	DNS Server Address

	NBNS Server Address
	[bookmark: _MCCTEMPBM_CRPT05020541___4]O
	This IE may be present to include an NBNS server address.
Several IEs with the same IE type may be present to represent multiple NBNS server addresses.

The order of the IEs in the message indicates the priority, i.e. the first IE shall contain the primary NBNS server address and the second IE shall contain the secondary NBNS server address.

	-
	X
	-
	X
	NBNS Server Address

	LNS Address
	[bookmark: _MCCTEMPBM_CRPT05020542___4]O
	This IE may be present to include the used Tunnel Server Endpoint, i.e., the LNS IP address, for the PFCP Session.

	-
	X
	-
	X
	LNS Address



Table 7.5.3.1-4: MBS Session N4mb Information IE within PFCP Session Establishment Response
	Octet 1 and 2
	
	MBS Session N4 Information IE Type = 303 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _MCCTEMPBM_CRPT05020543___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _MCCTEMPBM_CRPT05020544___7]

	Multicast Transport Information
	[bookmark: _MCCTEMPBM_CRPT05020545___4]C
	This IE shall be present to include a low layer source specific multicast address information (i.e. multicast destination address and related source IP address) and a GTP-U Common Tunnel EndPoint Identifier (C-TEID) if the CP function has requested to allocate such information for multicast transport over N3mb and/or N9mb.
	-
	-
	-
	-
	X
	Multicast Transport Information



Table 7.5.3.1-5: MBS Session N4 Information IE within PFCP Session Establishment Response
	Octet 1 and 2
	
	MBS Session N4 Information IE Type = 311 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _MCCTEMPBM_CRPT05020546___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	N4mb
	[bookmark: _MCCTEMPBM_CRPT05020547___7]

	MBS Session Identifier
	[bookmark: _MCCTEMPBM_CRPT05020548___4]M
	
	-
	-
	-
	X
	-
	MBS Session Identifier

	N19mb DL Tunnel ID
	[bookmark: _MCCTEMPBM_CRPT05020549___4]C
	This IE shall be present when the SMF has requested the UPF to allocate a Local F-TEID in the PDI or in the Create Traffic Endpoint IE. (NOTE 1)
	-
	-
	-
	X
	-
	F-TEID

	MBSN4Resp-Flags
	[bookmark: _MCCTEMPBM_CRPT05020550___4]C
	This IE shall be included if at least one of the flags is set to "1". NOTE 2.

[bookmark: _MCCTEMPBM_CRPT05020551___7]-	NN19DT (New N19mb Downlink Tunnel): the UPF shall set this flag if it has allocated a new N19mb DL TEID for the MBS session;
-	JMTI (Joined N19mb Multicast Tree Indication): the UPF shall set this flag if it has joined the multicast tree from the MB-UPF;
-	N19DTR (N19mb Downlink Tunnel Removal): the UPF shall set this flag if it is about to remove the N19mb DL Tunnel for receiving the MBS session data.
 
	-
	-
	-
	X
	-
	MBSN4Resp-Flags

	NOTE 1:	The UPF need not include Created PDR or Created Traffic Endpoint to return the newly allocated N19mb DL TEID.
NOTE 2:	Clause 5.34.3.2 explains what is indicated by the absence of the MBSN4Resp-Flags.



* * * 3rd Change * * * *
[bookmark: _Toc73972058][bookmark: _Toc90387056]8.2.211	MBSN4Resp-Flags
The MBSN4Resp-Flags IE indicates flags applicable to the PFCP Session Establishment/Modification/Deletion Response message for a PFCP session that is associated with an MBS Session. It is coded as depicted in Figure  8.2.211-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 312 (decimal)
	

	
	3 to 4
	Length = n 
	

	
	5
	Spare
	
	N19DTR
	JMTI
	NN19DT
	

	
	6 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.211-1: MBSN4Resp-Flags
The following bits within Octet 5 shall indicate:
-	Bit 1 – NN19DT (New N19mb Downlink Tunnel): if this bit is set to "1", it indicates that the UPF has allocated a new N19mb DL Tunnel ID for the MBS Session;
-	Bit 2 – JMTI (Joined N19mb Multicast Tree Indication): if this bit is set to "1", it indicates that the UPF has joined the multicast tree from MB-UPF;
-	Bit 3 – N19DTR (N19mb Downlink Tunnel Removal): if this bit is set to "1", it indicates that the UPF is going to remove the N19mb DL Tunnel for receiving the MBS session data, because the PFCP session removing the PDR is the last PFCP session which was associated with the N19mb DL Tunnel in the UPF;
-	Bit 4 to 8 – Spare, for future use, shall be set to "0" by the sender and discarded by the receiver.
NOTE:	See clause 5.34.3.2 for further description of the setting and use of the bits in the MBSN4Resp-Flags.
* * * End of Changes * * * *


