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	Reason for change:
	In TS 23.501, the following requirements exists, in relation to the SUPI/SUCI used by the UE for SNPN onboarding:

The UE shall initiate the NAS registration procedure by sending a NAS Registration Request message with the following characteristics:

- The UE shall set the 5GS Registration Type to the value "SNPN Onboarding" indicating that the registration request is for onboarding.

- The UE shall provide a SUCI derived from a SUPI as specified in TS 23.003 [19] and TS 33.501 [29]. The SUPI shall uniquely identify the UE and shall be derived from the Default UE Credentials. The ON-SNPN may determine the corresponding DCS identity or address/domain, based on the SUCI (i.e. based on the Home Network Identifier of the SUCI).

It is currently not possible to use a SUPI of NSI type for onboarding, given that in clause 28.7.2 of TS 23.003 it is required that the realm part shall always be formatted with MCC/MNC/NID components. However, the SUPI used for onboarding is tyically set by the UE manufacturer, and does not know the NID of the target SNPN.


	
	

	Summary of change:
	Allow to have SUPI fo NSI type with any format in the realm, so they can be used as identifiers for onboarding.


	
	

	Consequences if not approved:
	The onboarding process of UEs in SNPNs cannot be achieved.
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* * * First Change * * * *
[bookmark: _Toc19695577][bookmark: _Toc27225644][bookmark: _Toc36112503][bookmark: _Toc36112906][bookmark: _Toc44854465][bookmark: _Toc51839858][bookmark: _Toc57880450][bookmark: _Toc57880855][bookmark: _Toc57881261][bookmark: _Toc82511826]28.7.2	NAI format for SUPI
The NAI for SUPI shall have the form username@realm as specified in clause 2.2 of IETF RFC 7542 [126].
A SUPI containing a network specific identifier shall take the form of a Network Access Identifier (NAI). See clause 5.9.2 of 3GPP TS 23.501 [119] for the definition and use of the network specific identifier. 
In SNPN scenarios, when the SUPI corresponds to the Permanent Identifier of the subscriber in the SNPN, the realm part of the NAI shall include MCC, MNC and the NID of the SNPN (see 3GPP TS 23.501 clauses 5.30.2.3, 5.30.2.9, 6.3.4, and 6.3.8; for the realm part format see Home Network Domain for an SNPN in clause 28.2); when the SUPI corresponds to the identifier of the UE used for onboarding (which shall be derived from the Default UE Credentials), the realm can take any format allowed for a NAI, as defined in IETF RFC 7542 [126].
See clauses 28.15.2 and 28.16.2 for the NAI format for a SUPI containing a GCI or a GLI.

* * * Next Change * * * *
[bookmark: _Toc19626796][bookmark: _Toc44852706][bookmark: _Toc44853325][bookmark: _Toc51838692]28.7.3	NAI format for SUCI
When the SUPI is defined as a Network Specific Identifier, the SUCI shall take the form of a Network Access Identifier (NAI). In this case, the NAI format of the SUCI shall have the form username@realm as specified in clause 2.2 of IETF RFC 7542 [126], where the realm part shall be identical to the realm part of the Network Specific Identifier. In SNPN scenarios, the realm part of the NAI shall include MCC, MNC and the NID of the SNPN (see 3GPP TS 23.501 clauses 5.30.2.3, 5.30.2.9, 6.3.4, and 6.3.8; for the realm part format see Home Network Domain for an SNPN in clause 28.2).
When the SUPI is defined as an IMSI, the SUCI in NAI format shall have the form username@realm, where the realm part shall be constructed by converting the leading digits of the IMSI, i.e. MNC and MCC, into a domain name, as described in clause 28.2. In SNPN scenarios, the realm part shall additionally include the NID of the SNPN. The resulting realm part of the NAI shall be in the form:
"5gc.mnc<MNC>.mcc<MCC>.3gppnetwork.org", or
"5gc.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org" (for SNPN scenarios).
The username part of the NAI shall take one of the following forms:
a)	for the null-scheme:
type<supi type>.rid<routing indicator>.schid<protection scheme id>.userid<MSIN or Network Specific Identifier SUPI username>
b)	for the Scheme Output for Elliptic Curve Integrated Encryption Scheme Profile A and Profile B:
type<supi type>.rid<routing indicator>.schid<protection scheme id>.hnkey<home network public key id>.ecckey<ECC ephemeral public key value>.cip<ciphertext value>.mac<MAC tag value>
c)	for	HPLMN proprietary protection schemes:
type<supi type>.rid<routing indicator>.schid<protection scheme id>.hnkey<home network public key id>. out<HPLMN defined scheme output>
See clause 2.2B for the definition and format of the different fields of the SUCI.
Examples:
Assuming the IMSI 234150999999999, where MCC=234, MNC=15 and MSISN=0999999999, the Routing Indicator 678, and a Home Network Public Key Identifier of 27, the NAI format for the SUCI takes the form:
-	for the null-scheme:
type0.rid678.schid0.userid0999999999@5gc.mnc015.mcc234.3gppnetwork.org
-	for the Profile <A> protection scheme:
type0.rid678.schid1.hnkey27.ecckey<ECC ephemeral public key>.cip< encryption of 0999999999>.mac<MAC tag value>@5gc.mnc015.mcc234.3gppnetwork.org
Assuming the Network Specific Identifier user17@example.com, the Routing Indicator 678, and a Home Network Public Key Identifier of 27, the NAI format for the SUCI takes the form:
-	for the null-scheme:
type1.rid678.schid0.useriduser17@example.com
-	for the Profile <A> protection scheme:
type1.rid678.schid1.hnkey27.ecckey<ECC ephemeral public key>.cip< encryption of user17>.mac<MAC tag value>@example.com

* * * End of Changes * * * *


