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1. Introduction
<Introduction part (optional)>
2. Reason for Change
Useless clauses and text remain in the document thus cleanup needed.
There are also couple of Editor’s Notes remaining which need to be removed, see discussion in C4-220kkk.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP 29.820 v1.0.0.

[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc42763473][bookmark: _Toc49769243][bookmark: _Toc56438047][bookmark: _Toc56438189][bookmark: _Toc56438263][bookmark: _Toc57274134][bookmark: _Toc57274602][bookmark: _Toc66461543][bookmark: _Toc70926335][bookmark: _Toc89672981]4	Overall Requirements
Besides the scenarios addressed by 3GPP TS 23.214 [2] and 3GPP TS 29.244 [3], the study shall especially take following scenarios into account:
-	Scenario#1: multiple UP functions are controlled by one CP function, where the UP functions are from different vendors.
-	Scenario#2: one UP function is controlled by multiple CP functions, where the CP functions are from different vendors.
-	Scenario#3: multiple UP functions are controlled by a set of CP functions, where the UP functions are from different vendors and the CP functions are from same vendor.
-	Scenario#4: multiple UP functions are controlled by a set of CP functions, where the UP functions are shared by several network slices.
-	Scenario#5: the UP function(s) are deployed on the customer side while the CP function(s) are deployed on the operator side.
-	Scenario#6: CP function and UP function are implemented/developed as virtualized/container based NF.
The following requirements shall be considered during the study:
-	Requirement#1: the study shall try to avoid multiple options which may cause interoperability issues.
[bookmark: OLE_LINK2]-	Requirement#2: the study shall identify the potential issues when the UP functions are deployed on the customer side and determine if specific extensions are required to address them.
-	Requirement#3: the study may consider protocol extensions for the widely used features that are not supported by PFCP, provided the corresponding stage 2 requirements are defined, or they do not require stage 2 requirements.
-	Requirement#4: For use cases where multiple CP functions not part of an NF set are considered, proposals shall take into account that each CP function may not support the same functionality.
-	Requirement#5: For use cases where multiple UP functions are considered, proposals shall take into account that each UP function may not support the same functionality.
Editor's Note: It needs further study whether there is the use case that UE could setup multiple L2TP sessions to the same LNS within a same PDU session.

* * * Next Change * * * *
[bookmark: _Toc49769245][bookmark: _Toc56438049][bookmark: _Toc56438191][bookmark: _Toc56438265][bookmark: _Toc57274136][bookmark: _Toc57274604][bookmark: _Toc66461545][bookmark: _Toc70926337][bookmark: _Toc89672983]5.1	General
Key issue definitions should follow common template, which would make it easier to reference them when specifying respective solutions:
-	Only one key issue shall be specified in a clause, identified with the clause title;
-	The first clause shall describe in detail why the use case or scenario is deemed problematic. This is essentially a justification for adding the key issue to the study;
-	The next clause shall formally define the key issue with a short and clear statement. This statement will be used to check how accurately the proposed solution matches the requirement in the key issue.
This clause describes the issues that have been identified regarding PFCP, e.g.:
- Interoperability issue caused by multiple options co-existence
- Widely used features not fully standardized
- ……
Each clause will describe one key issue

* * * Next Change * * * *
[bookmark: _Toc56438065][bookmark: _Toc56438207][bookmark: _Toc56438281][bookmark: _Toc57274151][bookmark: _Toc57274620][bookmark: _Toc66461563][bookmark: _Toc70926355][bookmark: _Toc89673001]5.PH	Key Issue #PH: <KI#PH>
[bookmark: _Toc49769257][bookmark: _Toc56438066][bookmark: _Toc56438208][bookmark: _Toc56438282][bookmark: _Toc57274152][bookmark: _Toc57274621][bookmark: _Toc66461564][bookmark: _Toc70926356][bookmark: _Toc89673002]5.PH.1	Description of the use case 
Description of the use case or scenario that justifies  <KI#PH> 
[bookmark: _Toc49769258][bookmark: _Toc56438067][bookmark: _Toc56438209][bookmark: _Toc56438283][bookmark: _Toc57274153][bookmark: _Toc57274622][bookmark: _Toc66461565][bookmark: _Toc70926357][bookmark: _Toc89673003]5.PH.2	Key issue definition 
Short and clear statement, which describes the key issue. 

* * * Next Change * * * *
[bookmark: _Toc42763477][bookmark: _Toc49769259][bookmark: _Toc56438068][bookmark: _Toc56438210][bookmark: _Toc56438284][bookmark: _Toc57274154][bookmark: _Toc57274623][bookmark: _Toc66461566][bookmark: _Toc70926358][bookmark: _Toc89673004]6	Solutions
This clause describes the potential solutions to address the key issues described in clause 5.
Each clause will describe one solution which may address one or more key issues.

* * * Next Change * * * *
[bookmark: _Toc66461613][bookmark: _Toc70926405][bookmark: _Toc89673051]6.8.3	Impacts on services, entities and interfaces
The Sx/N4 interface needs to be enhanced to convey information required to setup the L2TP sessions/tunnels to the UP Function. The CP Function and UP Function should be able to support the following new IEs for the new L2TP functionality:
The PFCP Session Establishment Request message from CP Function to UP Function consists of
-	L2TP Tunnel Information IE (Conditional: if received from AAA server, e.g. Radius/Diameter server or configured in the CP function): 
	This IE contains information required to setup an LT2P tunnel to an LNS. It contains LNS IP Address, LNS Host Name, Tunnel Password, Tunnel Preference, Tunnel Assignment ID, LAC IP Address, LAC Host Name.
-	L2TP Session Information IE (Mandatory)
	This IE contains the information to be used for the L2TP session creation. It contains MRU, Called Number, Calling Number, Private Group ID and Request for IP Indication, Request for DNS Indication, Request for NBNS Indication.
	It may also contain the L2TP User Authentication IE which Authentication Type, Authentication Name, Password, Challenge, Challenge Response.
The PFCP Session Establishment Response message from UP Function to CP Function consists of
-	Created L2TP Session IE (Mandatory)
	This IE provides the L2TP session information and is for statistics and diagnostics purpose. It contains the following parameters of, LAC IP Address, LAC Port, LAC Tunnel ID, LAC Session ID, LNS IP Address, LNS Port, LNS Tunnel ID, LNS Session ID.
	It, may, also contain the L2TP Cause IE. This L2TP Cause IE (Optional) that contains the parameters of, Result Code. 
	The Created L2TP Session IE may also contain the DNS Server Address and NBNS Server Address.
NOTE:	AVPs introduced in IETF RFC 2661 [6] and IETF RFC 2868 which are used over Sgi/N6 will be checked by CT3 and possibly be documented in 3GPP TS 29.061 [14] and 3GPP TS 29.561 ]15].
Editor's Note:	It is FFS whether the UL FAR should contain the LNS IP address to bind the UL traffic with the L2TP tunnel.

* * * Next Change * * * *
[bookmark: _Toc70926431][bookmark: _Toc89673077]6.12.1.1	General
The description below is to address the solution for Key Issue# 4 and it is based on solution#2 with some changes. The clause 6.2.1.1 in solution#2 can be reused. 
The SMFs of an SMF set share the same contexts data where the UE IP address is part of the context information of a PDU session. So, each SMF in SMF set know all the UE IP addresses which is been used in this SMF set by checking the shared context data. These UE IP addresses information can be used for the SMFs to synchronize the IP usage record during SMF recover, session release and SMF added/removed to/from SMF set.
Editor's note:	Where the shared UE context should be maintained is FFS.

* * * Next Change * * * *
[bookmark: _Toc42763480][bookmark: _Toc49769269][bookmark: _Toc56438109][bookmark: _Toc56438251][bookmark: _Toc56438325][bookmark: _Toc57274195][bookmark: _Toc57274664][bookmark: _Toc66461637][bookmark: _Toc70926438][bookmark: _Toc89673089]7	Evaluations and Conclusions
This clause evaluates the potential solutions described in clause 6 and provides conclusions.
Each clause will evaluate the solutions for one key issue, and concludes on the solution for that key issue.

* * * Next Change * * * *
[bookmark: _Toc70926441][bookmark: _Toc89673092]7.2	Evaluation and Conclusions of Solutions for Key Issue #2
Evaluation and Conclusions of Solutions for Key Issue #2

* * * Next Change * * * *
[bookmark: _Toc66461641][bookmark: _Toc70926442][bookmark: _Toc89673093]7.3	Evaluation and Conclusions of Solutions for Key Issue #3
Editor's Note: this clause contains the interim evaluation and conclusions for the Key Issue #3.

* * * Next Change * * * *
[bookmark: _Toc66461643][bookmark: _Toc70926444][bookmark: _Toc89673095]7.3.2	Conclusions
The following conclusions are agreed: 
-	End Marker packets generation: solution #5 is agreed.
Editor's Note: It is FFS whether the option to construct the End Marker packets in the CP function could be removed from 3GPP Rel-17 onwards.  
-	Downlink data buffering: solution #4 is agreed.
-	Traffic redirection enforcement: solution #6 is agreed
-	PDI Optimization feature: solution #7 is agreed.

* * * End of Changes * * * *

