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1. Background

In TR 29.821 it has been concluded that Solution#19 will be adopted as the standardized solution for UDR restoration notification, the call flow is quoted as below:
************************ Quoted from TR 29.821 ************************



0.	UDM as well as AMF/SMF/SMSF, registers in its profile a new default notification endpoint for a new default notification type (i.e., PotentialUDRDataInconsistency.
1.	The UDR detects that the corruption, loss or inconsistency of data may happen because of some scenarios (e.g., the UDR fails and restarts, or migration of the data from old UDR to new UDR etc).
2-3.	The UDR discovers the PotentialUDRDataInconsistency endpoint(s) in UDM profiles. The UDR needs to discover from NRF the UDM profile with this new default notification type. E.g., it may discover all the profiles for a certain NF type and then search for profiles including PotentialUDRDataInconsistency default notification type, or as an alternative, using notification-type as a discovery query parameter, only the profiles including PotentialUDRDataInconsistency default notification type may be discovered.
4-5.	The UDR sends PotentialUDRDataInconsistency notification to the discovered PotentialUDRDataInconsistency endpoint(s).
6-7.	The UDM discovers the PotentialUDRDataInconsistency endpoint(s) in AMF, SMF and/or SMSF instances (as UDM consumers), similar to step 2-3.
8.	The UDM sends a new notification request(s) to the callback URI (for the default notification type: PotentialUDRDataInconsistency) defined in the profile of the UDM consumers, with the same contents for the notification received from UDR. 
NOTE:	If UDRGroupId was received from UDR, the UDM may need to map that into corresponding UDMGroupId(s) if applicable; how this is done is implementation specific.
9.	AMF, SMF and/or SMSF, as UDM consumers, receive the PotentialUDRDataInconsistency notification request. They mark potentially impacted subscribers.
10.	The AMF/SMF/SMSF perform any required restoration action for the marked subscribers. E.g., AMF should send Nudm_UECM_Reg request to UDM for identified UE/SUPIs. UDM consumers should trigger the required synchronization actions towards UDM based on subsequent UE activity in order to avoid massive signalling.
************************ Quoted from TR 29.821 ************************

It has been discussed and agreed that details of solution#19 may be further studied and improved during the normative phase of the work. 


2. Discussion
This discussion paper identifies following questions which need to be addressed.

Question#1: Should the UDR create default subscriptions (to UDR restoration event) for all the UDMs in the network, or only for those which are subject to the particular UDR?

In the deployment of 5G network, especially for large scale network, multiple UDMs and UDRs will be deployed, and each UDR is accessible to and only to some of the UDMs. The failure of a particular UDR only impacts those UDMs which are relevant, therefore to send UDR restoration notification to the irrelevant UDMs in makes no sense, and more problematic point is this will increase useless signalling amount in the network.

Proposal#1: After UDR restoration, the UDR sends notifications only to those UDMs which are subject to this UDR.

There several alternatives by which the UDR can identify which UDMs are relevant and need to be notified after UDR restoration:
Alternative-1: By local configuration. The UDR is configured with the NF instance IDs of the UDMs which are subject to this UDR. This is alternative lack of flexibility. Online/offline of UDM instance will lead to re-configuration on the UDR, taking into account the virtualized deployment of 5G NFs the problem is more significant.
Alternative-2: The UDR creates the default subscription upon the first communication with the UDM for that UDM. It is proposed to extend the User-Agent HTTP header field to include the NF instance ID, by which the UDR is able to identify the identity of the UDM when receiving the Nudr service request, and then create subscription to UDR restoration for that UDM accordingly. This alternative does not increase signalling and has no impact on the network deployment flexibility. 
Alternative-3: The UDM explicitly subscribes to the UDR restoration notification. See below the discussion on Question#2.

Proposal#2: The UDR creates the default subscription when receiving the first request from the UDM. The User-Agent header field is to be extended to include NF instance ID.

Question#2: Besides the default subscription mechanism, should it be also possible for NF consumers to 
explicitly subscribe to the UDR restoration event?

Optionally the UDR and relevant NF consumers can support explicit subscription to UDR restoration notification. This allows NFs other than UDM/PCF/NEF (and also non 3GPP defined entities), if interested, to get notified upon UDR restoration. 

Proposal#3: To also define an optional feature of explicit subscription to UDR restoration

3. Proposals

Proposal#1 and proposal#2 are covered in C4-22XXXX, and proposal#3 is covered in C4-22YYYY.
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