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	Reason for change:
	It was agreed during CT4#105-e to:
1) mandate Rel-17 onwards SCPs to support reselecting a different NF service producer (or consumer) when the target URI of a service request (or notification request) is not reachable (see TS 23.527); and
2) to enable error responses from the SCP to indicate whether the SCP attempted to retransmit the request to alternative target NFs.
Reasons for the latter include:

a)  whether all SCPs in a PLMN are configured to perform reselection is up to operator's policy. It cannot be ensured that all SCPs in all PLMNs will be configured to perform reselection.
b) In inter-PLMN (e.g. roaming) scenarios, or even in large PLMN with regional organizations, each operator (or organization) may configure their SCPs differently. 

Accordingly, an NFc or SCPc in one PLMN (or organization) cannot know whether SCPp deployed in the other PLMN (or organization) have attempted to reselect an alternative NF.
c) It will take some time before all SCPs in all PLMNs support all reselection procedures (for requests and notifications). Having an explicit indication in the SCP response helps the NFc to know whether reselection has already been attempted for a particular request. 
d) In some error scenarios (e.g. rejection due to overload at the target NF), the SCP may forward the response to the HTTP client without attempting reselection. 
e) Having an indication in the response that an SCP attempted or not reselection removes the need for every NF and SCPc in the network to be configured with whether every other SCP in the network supports and is configured to perform reselection. 

	
	

	Summary of change:
	If the SCP attempted to retransmit the request to an alternative HTTP server instance, it shall indicate so in the error response by including the 3gpp-Sbi-Response-Info header with the "request-retransmitted" parameter set to "true". The SCP may indicate in the error response that it did not attempt to retransmit the request to an alternative HTTP server instance by including the 3gpp-Sbi-Response-Info header with the "request-retransmitted" parameter set to "false". The HTTP client may use this information to determine whether it may retransmit the request to an alternative HTTP server instance.  

The 3gpp-Sbi-Response-Info header definition also includes parameters defined by CR 29.500 #283.


	
	

	Consequences if not approved:
	This can result in the HTTP client:
a) not re-attempting requests, when SCP did not make any re-attempt either; or
b) re-attempting requests unnecessarily, when SCP already retransmitted the requests.   
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	5.2.3.3.1, 5.2.3.3.x (new), 6.10.8.1
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	This CR's revision history:
	Rev.1: the indication on whether the SCP retransmitted the request to alternative servers is signalled in the response using a new custom header.

Rev.2: the error response from the SCP may indicate the NF (service) instances (sets) that were attempted. 

Rev.3: It is clarified in clause 6.10.8.1 that an SCP may reselect a target NF when receiving an error response including the 3gpp-Sbi-Response-Info header with the "request-retransmitted" parameter set to "true". 

Rev.4: Merges the changes of CR 29.500 #283 in clauses 5.2.3.3.1 and 5.2.3.3.x.
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* * * First Change * * * *
[bookmark: _Toc82556720][bookmark: _Toc67557534][bookmark: _Toc19708943][bookmark: _Toc27745018][bookmark: _Toc29803171][bookmark: _Toc35969922][bookmark: _Toc36050716][bookmark: _Toc44847429][bookmark: _Toc51845082][bookmark: _Toc51845413][bookmark: _Toc51846933][bookmark: _Toc57022563][bookmark: _Toc44847568][bookmark: _Toc51845223][bookmark: _Toc51845554][bookmark: _Toc51847074][bookmark: _Toc57022706][bookmark: _Toc67557681][bookmark: _Toc24925780][bookmark: _Toc24925958][bookmark: _Toc24926134][bookmark: _Toc33963987][bookmark: _Toc33980743][bookmark: _Toc36462544][bookmark: _Toc36462740][bookmark: _Toc43025979][bookmark: _Toc49763513][bookmark: _Toc56754209][bookmark: _Toc67731429][bookmark: _Toc24925845][bookmark: _Toc24926023][bookmark: _Toc24926199][bookmark: _Toc33964059][bookmark: _Toc33980813][bookmark: _Toc36462614][bookmark: _Toc36462810][bookmark: _Toc43026054][bookmark: _Toc49763588][bookmark: _Toc56754052][bookmark: _Toc67731253]5.2.3.3	Optional to support custom headers
[bookmark: _Toc82556721]5.2.3.3.1	General
The 3GPP NF Services may support the HTTP custom headers specified in Table 5.2.3.3-1 below. A description of each custom header and the normative requirements on when to include them are also provided in Table 5.2.3.3-1.
Table 5.2.3.3-1: Optional HTTP custom headers
	Name
	Reference
	Description

	3gpp-Sbi-Sender-Timestamp
	Clause 5.2.3.3.2
	This header may be used to indicate the date and time (with a millisecond granularity) at which an HTTP request or response is originated. This may be used e.g. for measuring signalling delays between different NF service instances. 

	3gpp-Sbi-Max-Rsp-Time
	Clause 5.2.3.3.3
	This header may be used in a HTTP request to indicate the duration during which the HTTP client waits for a response. See clause 6.11.2.

	3gpp-Sbi-Correlation-Info
	Clause 5.2.3.3.4
	This header may be used to contain correlation information (e.g. UE identity), that may be used by an operator in various offline network management, performance analysis and troubleshooting tools/applications to identify messages (requests, responses, subscriptions, notifications) related to a particular subscriber. See clause 6.13.

	3gpp-Sbi-Alternate-Chf-Id
	Clause 5.2.3.3.5
	This header may be used to indicate a primary or secondary CHF instance, e.g. when using indirect communication with delegated discovery. See clause 6.10.3.5.

	3gpp-Sbi-Request-Info
	Clause 5.2.3.2.18
	This header may be used to indicate additional information related to a HTTP request, e.g. if the request is involving a reselection towards an alternative NF, and/or if the request is a retransmission of a request towards an (alternative) NF.

	3gpp-Sbi-Notif-Accepted-Encoding
	Clause 5.2.3.3.6
	This header may be used to indicate the content encodings supported by the NF service Consumer when receiving notifications related to the susbcriptions data conveyed by the HTTP request in which the header is included. See clause 6.9.2.1. 

	3gpp-Sbi-Consumer-Info
	Clause 5.2.3.3.7
	This header is used in a service request to create a subscription to indicate the API version(s) and feature(s) of the corresponding NF service(s) for the subscribed event(s) and the accepted encodings for notifications of the subscribed event(s), which are supported by the NF consumer.

The NF consumer may include this header when subscribing to an intermediate NF for event(s) which may be detected and reported directly by a target NF, e.g. subscribe to Location Reporting event at AMF via UDM with AMF directly reporting the notifications to the NF consumer. See clause 6.2.2.

	3gpp-Sbi-Response-Info
	Clause 5.2.3.3.x
	This header may be used to provide additional information related to an HTTP response, e.g. in a 4xx or 5xx response sent:
- by an SCP to indicate whether it attempted to retransmit the request to alternative HTTP server instances (see clause 6.10.8.1); or
- by an alternative HTTP server instance to indicate whether the resource/context has been transferred to the instance sending the response, or by an HTTP server instance to indicate that the failed request shall not be retried (see clause 6.10.3.4, 6.10.5.1 and 6.10.8.1).





* * * Next Change * * * *
[bookmark: _Toc19708944][bookmark: _Toc27745019][bookmark: _Toc29803172][bookmark: _Toc35969923][bookmark: _Toc36050717][bookmark: _Toc44847430][bookmark: _Toc51845083][bookmark: _Toc51845414][bookmark: _Toc51846934][bookmark: _Toc57022564][bookmark: _Toc67557536]5.2.3.3.x	3gpp-Sbi-Response-Info
The header contains a comma-delimited list of additional information related to an HTTP response. It may be included e.g. in a 4xx or 5xx response sent: 
-	by an SCP to indicate whether it attempted to retransmit the request to alternative HTTP server instances; or
-	by an alternative HTTP server instance to indicate whether the corresponding resource or context has been transferred to the alternative HTTP server instance, or by an HTTP server instance to indicate that the failed request shall not be retried. 
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12].
3gpp-Sbi-Response-Info = "3gpp-Sbi-Response-Info" ":" 1#(OWS parameter [*(";" OWS parameter)])
parameter = parametername "=" RWS parametervalue
parametername = "request-retransmitted" / "nfinst" / "nfset" / "nfservinst" / "nfserviceset" / "context-transferred" / "no-retry" / token
The following parameters are defined: 
-	request-retransmitted: this parameter indicates, in an error response, whether the SCP attempted to (re)transmit the request to alternative HTTP server instances. When present, it shall be set to "true" if so, and to "false" otherwise. See clause 6.10.8.1.
-	nfinst, nfset, nfservinst, nfserviceset: one or more of these parameters may be present in an error response, when the request-retransmitted is set to "true". When present, it shall indicate the NF Instances, NF Sets, NF Service Instances or NF Service Sets that were attempted to serve the request. See clause 6.10.8.1. The value of the nfinst, nfset, nfservinst and nfserviceset parameters shall be encoded as defined for the corresponding parameters in clause 5.2.3.2.5.
-	context-transferred: this parameter indicates, in an error response, whether the corresponding resource or context has been transferred to the HTTP server instance sending the response. When present, it shall be set to "true" if the request has been transferred, i.e. the subsequent requests towards the resource or context shall be sent to the HTTP server instance sending the response, and to "false" otherwise.
-	no-retry: this parameter indicates, in an error response, whether the failed request can be retried at other alternative HTTP server instance or not. When present, it shall be set to "true" if the failed request shall not be retried at other alternative NF instances, and to "false" otherwise.
NOTE:	Additional parameters can be defined in future versions of the specification.
EXAMPLE 1:	3gpp-Sbi-Response-Info: request-retransmitted=true
EXAMPLE 2:	3gpp-Sbi-Response-Info: request-retransmitted=true; nfinst=54804518-4191-46b3-955c-ac631f953ed8; nfinst=54804518-4191-46b3-955c-ac631f953456; nfinst=54804518-4191-46b3-955c-ac631f953780  
EXAMPLE 3:	3gpp-Sbi-Response-Info: context-transferred=false; no-retry=true


* * * Next Change * * * *
[bookmark: _Toc82556873]6.10.8.1	General
A request from an HTTP client (i.e. a service request from an NF service consumer, or a notification request from an NF service producer) may traverse one or more SCPs and/or SEPPs and may fail at an SCP, SEPP or at the HTTP server.
The HTTP client should be able to figure out whether the request failed at its next hop SCP or SEPP, or at the HTTP server, e.g. to be able to adapt its behaviour for the on-going request or subsequent request accordingly. For instance, the HTTP client may retry the request or send subsequent requests towards the same HTTP server via a different SCP or SEPP if an SCP or SEPP rejected a request due to insufficient resources, or towards a different HTTP server (via the same or a different SCP or SEPP) if the HTTP server rejected the request due to insufficient resources.
NOTE:	An SCP or SEPP can also retry a request towards a different SCP or SEPP, or towards a different HTTP server, instead of relaying the response back to the originator, if a next hop SCP or SEPP or if the HTTP server rejected a request e.g. due to insufficient resources.
When receiving an error response, the HTTP client should be able to figure out whether the SCP attempted to retransmit the request to an alternative HTTP server instance. To enable so, if the SCP attempted to retransmit the request to an alternative HTTP server instance, it shall indicate so in the error response by including the 3gpp-Sbi-Response-Info header with the "request-retransmitted" parameter set to "true" and by optionally including the list of NF instances, NF sets, NF service instances or NF service sets that it attempted. The SCP may indicate in the error response that it did not attempt to retransmit the request to an alternative HTTP server instance by including the 3gpp-Sbi-Response-Info header with the "request-retransmitted" parameter set to "false". The HTTP client may use this information to determine whether it may retransmit the request to an alternative HTTP server instance.  
If an SCP or SEPP receives an error response including the 3gpp-Sbi-Response-Info header with the "request-retransmitted" parameter set to "true" (e.g. in a scenario with two SCPs between the HTTP client and HTTP server), the SCP (if it does not reselect a target NF) or SEPP shall forward the error response with the the 3gpp-Sbi-Response-Info header unmodified towards the HTTP client; alternatively, the SCP may reselect a target NF and, if the NF reselection fails, the SCP may add the list of of NF instances, NF sets, NF service instances or NF service sets that it attempted in the 3gpp-Sbi-Response-Info header returned in the error response towards the HTTP client. 
NOTE 1:	This can correspond to errors originated by the SCP or by an HTTP server.
NOTE 2:	Rel-17 onwards compliant SCPs support and can be configured (or not) to reselect a different NF service producer or consumer, e.g. when the target URI of a service request (or notification request) is not reachable, as specified in 3GPP TS 23.527 [38].

* * * End of Changes * * * *
