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1. Introduction
In TS 23.502 subclause 5.2.21.2.2, the access type is a required input for the Nnsacf_NSAC_NumOfUEsUpdate service operation. The NSACF may take access type into account for increasing and decreasing the number of UEs per network slice, if per access network slice admission control is required.
Besides, in TS 23.501 subclause 5.15.11.1, it specifies that the NSACF is able to add or remove a registration for the UE ID for each access type. If the UE is registered over both 3GPP access and non-3GPP access, it does not necessarily mean that the UE will always deregister from both 3GPP access and non-3GPP access simultaneouly.
2. Proposal
It is proposed to agree the following changes to 3GPP TS 29.536 v0.3.0.

[bookmark: _Toc510696579][bookmark: _Toc35971371][bookmark: _Toc67582357]* * * First Change * * * *
[bookmark: _Toc70325101][bookmark: _Toc81226659][bookmark: _Toc81555437][bookmark: _Hlk64365502][bookmark: _Toc56530071][bookmark: _Toc58586294]5.2.2.2.2	AMF initiated network slice admission control
[bookmark: _Toc510696594][bookmark: _Toc35971386]The NF Service Consumer (e.g. AMF) shall invoke the NumOfUEsUpdate service operation to request the NSACF to perform network slice admission control procedure related to the number of UEs, by using the HTTP POST method as shown in Figure 5.2.2.2.2-1.


Figure 5.2.2.2.2-1: Availability Check for Number of UEs per Slice
1.	The NF Service Consumer (e.g. AMF) shall send a POST request to the resource representing the network slice admission control related to the number of UEs (i.e. …/slices/ues) in the NSACF. 
The payload body of the POST request shall contain the input data structure (i.e. UeACRequestData) for network slice admission control, which shall contain the following information:
-	the SUPI of the UE;
-	a list of S-NSSAIs which are subject to NSAC, and for each S-NSSAI an update flag indicates the operation to that S-NSSAI;
-	the access type, over which the UE registers to the network or deregisters from the network;
In addition, the POST request may also contain:
-	the AMF Instance ID;
-	the EAC notification callback URI, if it is explicitly provided by the AMF;
-	the access type, over which the UE registers to the network or deregisters from the network;
-	the additional access type, if the UE deregisters from the network, if the UE previously registered to the network over both 3GPP access and Non-3GPP access.
The update flag shall be set to "increase" for a UE to be registered to a specific slice, and shall be set to "decrease" for a UE to be deregistered from a specific slice. 
For NSAC of roaming UEs, the NF Service Consumer (e.g. AMF) shall provide the S-NSSAI in serving PLMN, and the corresponding mapped S-NSSAI in home PLMN to the NSACF in serving PLMN.
Editor's note: It is FFS how NSAC for Roaming UEs is controlled by HPLMN for HR cases.
2a.	For each S-NSSAI included in UeACRequestData, the NSACF shall perform the following actions:
-	if the update flag is set to "increase", the NSACF shall first check the total number of UEs to this slice will not exceed the maximum number of UEs allowed to be registered to this slice. When counting the total number of the UEs (including the UEs indicated in the request and the UEs already stored in the NSACF), the NSACF shall check whether a UE indicated in the request is already in the UE ID list stored in the NSACF.
-	if no excess, the NSACF records the indicated UEs to the UE ID list stored in the NSACF, and updates the total number of UEs registered to this slice accordingly. If UE Id is already available in the UE ID list, then the NSACF shall add a new entry and shall also maintain the old entry associated with the previous update;
-	if the total number of UEs exceeds the maximum of UEs allowed to be registered to this slice, the NSACF shall not update the UE ID list stored in the NSACF, and not update the total number of UEs. Instead, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with a "MAXIMUM_NUM_REACHED" reason;
-	if the update flag is set to "decrease", the NSACF decrease the total number of UEs registered to this slice, and removes the indicated UEs from the UE ID list stored in the NSACF. If there are two entries associated with the UE ID, the NSACF shall remove only the older entry;
If in above NSACF handling not all S-NSSAIs are successful, "200 OK" shall be returned, with necessary response data, e.g. indicating the failed S-NSSAI.
If in above NSACF handling all S-NSSAIs are successful, "204 No Content" shall be returned.
The NSACF may take the access type provided by the AMF into account when counting the number of UEs registered to a network slice, if per access network slice admission control is required, e.g. as per operator policy.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the payload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.3.2.3.1-1.
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse IE shall be included in the payload body of POST response.

* * * Next Change * * * *
[bookmark: _Toc510696636][bookmark: _Toc35971431][bookmark: _Toc70325135][bookmark: _Toc81226701][bookmark: _Toc81227175][bookmark: _Hlk64365545]6.1.6.2.2	Type: UeACRequestData
Table 6.1.6.2.2-1: Definition of type UeACRequestData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	M
	1
	Supi
	

	anType
	AccessType
	M
	1
	Indicates the access type over which the UE registers to the network or deregisters from the network. (NOTE)
	

	acuOperationList
	array(AcuOperationItem)
	C
	1..N
	A list of S-NSSAI to which the UE is to be registered or from which the UE is to be de-registered. 
	

	amfId
	NfInstanceId
	O
	0..1
	AMF Instance ID
	

	anType
	AccessType
	O
	0..1
	Indicates the access type over which the UE registers to the network or deregisters from the network.
	

	additionalAnType
	AccessType
	O
	0..1
	Indicates the additional access type, when the UE deregisters from the network, if the UE previously registered to the network over both 3GPP access and Non-3GPP access
	

	NOTE:	If the NF consumer is SMF+PGW-C, the SMF+PGW-C determines the Access Type based on the RAT type parameter in the PMIP or GTP message received from the ePDG; or alternatively it can internally determine the Access Type based on the source node (e.g. SGW) sending the request for the PDN Connection establishment.



* * * Next Change * * * *
[bookmark: _Toc70325153][bookmark: _Toc81226759][bookmark: _Toc81227233][bookmark: _Hlk64365599]A.2	Nnsacf_NSAC API
[bookmark: _Toc510696653][bookmark: _Hlk515639407]********TEXT SKIPPED********

    UeACRequestData:
      type: object
      properties:
        supi:
[bookmark: _GoBack]          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        anType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        acuOperationList:
          type: array
          items:
            $ref: '#/components/schemas/AcuOperationItem'
          minItems: 1
        amfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'

          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        additionalAnType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
      required:
        - supi
        - anType

    UeACResponseData:
      type: object
      properties:
        acuFailureList:
          type: array
          items:
            $ref: '#/components/schemas/AcuFailureItem'
          minItems: 1

********TEXT SKIPPED********

* * * End of Changes * * * *
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