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[bookmark: _Toc24937686][bookmark: _Toc33962501][bookmark: _Toc42883263][bookmark: _Toc49733131][bookmark: _Toc51871595]* * * First Change * * *
[bookmark: _Toc11338384][bookmark: _Toc27584991][bookmark: _Toc36456935][bookmark: _Toc45027814][bookmark: _Toc45028649][bookmark: _Toc67681404][bookmark: _Toc82679970][bookmark: _Toc11338446][bookmark: _Toc27585061][bookmark: _Toc36457014][bookmark: _Toc45027897][bookmark: _Toc45028732][bookmark: _Toc67681488][bookmark: _Toc82680060]5.3.2.1	Introduction
For the Nudm_UEContextManagement service the following service operations are defined:
-	Registration
-	DeregistrationNotification
-	Deregistration
-	Get
-	Update
-	P-CSCF-RestorationNotification
-	P-CSCF-RestorationTrigger
-	AMFDeregistration
-	PEI-Update
-	ReauthenticationNotification
The Nudm_UEContextManagement Service is used by Consumer NFs (AMF, SMF, SMSF, NWDAF) to register at the UDM by means of the Registration service operation.
It is also used by the registered Consumer NFs (AMF) to get notified by means of the DeregistrationNotification service operation when UDM decides to deregister the registered consumer NF.
It is also used by the registered Consumer NFs (AMF, SMF, SMSF, NWDAF) to deregister from the UDM by means of the Deregistration service operation.
It is also used by consumer NFs (NEF, NWDAF, NSSAAF, DCCF) to retrieve registration information from the UDM by means of the Get service operation.
It is also used by the registered Consumer NFs (AMF, SMF, NWDAF) to update registration information stored at the UDM by means of the Update service operation.
It is also used by the registered Consumer NFs (AMF, SMF) to get notified by means of the P-CSCF-RestorationNotification service operation when UDM detects the need for P-CSCF restoration.
It is also used by the consumer NF (HSS) to trigger P-CSCF restoration by means of the P-CSCF-RestorationTrigger service operation.
It is also used by the consumer NF (HSS) to trigger deregistration of the registered AMF for 3GPP access by means of the AMFDeregistration service operation
It is also used by the consumer NF (HSS) to update the PEI in the AMF 3GPP Access Registration context, by means of the PEI-Update service operation.
It is also used by consumer NFs to retrieve NWDAF registration information from the UDM by means of the Get service operation.
It is also used by the registered Consumer NFs (AMF) to get notified by means of the ReauthenticationNotification service operation when UDM decides to reauthenticate the UE.
* * * Next Change * * * *
[bookmark: _Toc82679980]5.3.2.x	ReauthenticationNotification
[bookmark: _Toc11338393][bookmark: _Toc27585000][bookmark: _Toc36456944][bookmark: _Toc45027824][bookmark: _Toc45028659][bookmark: _Toc67681414][bookmark: _Toc82679981]5.3.2.x.1	General
The following procedure using the ReauthenticationNotification service operation is supported:
-	UDM initiated Reauthentication Notification
[bookmark: _Toc11338394][bookmark: _Toc27585001][bookmark: _Toc36456945][bookmark: _Toc45027825][bookmark: _Toc45028660][bookmark: _Toc67681415][bookmark: _Toc82679982]5.3.2.x.2	UDM initiated Reauthentication Notification
Figure 5.3.2.x.2-1 shows a scenario where the UDM notifies the AMF about UDM's decision to re-authenticate the UE. The request contains the reauthCallbackUri URI for the notification as received by the UDM during registration, and the ReauthenticationData.


Figure 5.3.2.x.2-1: UDM initiated NF Deregistration
1.	The UDM sends a POST request to the reauthCallbackUri as provided by the AMF during the registration.
2.	The NF service consumer responds with "204 No Content".
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the POST response body.
* * * Next Change * * * *
[bookmark: _Toc11338678][bookmark: _Toc27585358][bookmark: _Toc36457354][bookmark: _Toc45028266][bookmark: _Toc45029101][bookmark: _Toc67681863][bookmark: _Toc82680472]6.2.5.1	General
This clause will specify the use of notifications and corresponding protocol details if required for the specific service. When notifications are supported by the API, it will include a reference to the general description of notifications support over the 5G SBIs specified in TS 29.500 / TS 29.501.
Table 6.2.5.1-1: Notifications overview
	Notification
	Resource URI
	HTTP method or custom operation
	Description
(service operation)

	Deregistration Notification 
	{deregCallbackUri}
	POST
	

	P-CSCF Restoration Notification
	{pcscfRestorationCallbackUri}
	POST
	

	Reauthentication Notification
	{reauthCallbackUri}
	POST
	



* * * Next Change * * * *
[bookmark: _Toc11338679][bookmark: _Toc27585359][bookmark: _Toc36457355][bookmark: _Toc45028267][bookmark: _Toc45029102][bookmark: _Toc67681864][bookmark: _Toc82680473]6.2.5.y	Reauthentication Notification
The POST method shall be used for Reauthentication Notifications and the URI shall be as provided during the registration procedure.
Resource URI: {reauthCallbackUri}
Support of URI query parameters is specified in table 6.2.5.y-1.
Table 6.2.5.y-1: URI query parameters supported by the POST method
	Name
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	
	



Support of request data structures is specified in table 6.2.5.y-2 and of response data structures and response codes is specified in table 6.2.5.y-3.
Table 6.2.5.y-2: Data structures supported by the POST Request Body
	Data type
	P
	Cardinality
	Description

	ReauthenticationData
	M
	1
	Includes Reauthentication Data



Table 6.2.5.y-3: Data structures supported by the POST Response Body
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI. The URI shall be an alternative URI of the resource located on an alternative service instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service consumer to which the notification should be sent.

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI. The URI shall be an alternative URI of the resource located on an alternative service instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service consumer to which the notification should be sent.

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- CONTEXT_NOT_FOUND

	NOTE:	In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.



Table 6.2.5.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	String
	M
	1
	Contains the Callback URI of the target NF Service Consumer (e.g. AMF) to which the request is redirected

	3gpp-Sbi-Target-Nf-Id
	String
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.2.5.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the Callback URI of the target NF Service Consumer (e.g. AMF) to which the request is redirected

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * Next Change * * * *
[bookmark: _Toc11338685][bookmark: _Toc27585365][bookmark: _Toc36457361][bookmark: _Toc45028273][bookmark: _Toc45029108][bookmark: _Toc67681870][bookmark: _Toc82680479]6.2.6.2.2	Type: Amf3GppAccessRegistration
Table 6.2.6.2.2-1: Definition of type Amf3GppAccessRegistration
	Attribute name
	Data type
	P
	Cardinality
	Description

	amfInstanceId
	NfInstanceId
	M
	1
	The identity the AMF uses to register in the NRF.

	deregCallbackUri
	Uri
	M
	1
	A URI provided by the AMF to receive (implicitly subscribed) notifications on deregistration.
The deregistration callback URI shall have unique information within AMF set to identify the UE to be deregistered.

	guami
	Guami
	M
	1
	This IE shall contain the serving AMF's GUAMI.

	ratType
	RatType
	M
	1
	This IE shall indicate the current RAT type of the UE.

	supportedFeatures
	SupportedFeatures
	O
	0..1
	See clause 6.2.8 
These are the features supported by the AMF.

	purgeFlag
	PurgeFlag
	O
	0..1
	This flag indicates whether or not the AMF has deregistered. It shall not be included in the Registration service operation.

	pei
	Pei
	O
	0..1
	Permanent Equipment Identifier.
Absence of PEI indicates that the PEI is not available at the AMF. In this case the UDM/UDR shall not delete the PEI value stored from a previous registration.

	imsVoPs
	ImsVoPs
	O
	0..1
	Indicates per UE if "IMS Voice over PS Sessions" is homogeneously supported in all TAs in the serving AMF for the current PLMN and access type, or homogeneously not supported, or if support is non-homogeneous/unknown. Absence of this attribute shall be interpreted as "non homogenous or unknown" support.

	amfServiceNameDereg
	ServiceName
	O
	0..1
	When present, this IE shall contain the name of the AMF service to which the Deregistration Notification is to be sent (see clause 6.5.2.2 of 3GPP TS 29.500 [4]).

	pcscfRestorationCallbackUri
	Uri
	O
	0..1
	A URI provided by the AMF to receive (implicitly subscribed) notifications on the need for P-CSCF Restoration.

	amfServiceNamePcscfRest
	ServiceName
	O
	0..1
	When present, this IE shall contain the name of the AMF service to which P-CSCF Restoration Notifications are to be sent (see clause 6.5.2.2 of 3GPP TS 29.500 [4]). This IE may be included if pcscfRestorationCallbackUri is present.

	initialRegistrationInd
	boolean
	C
	0..1
	This IE shall be included by the AMF and set to true if the UE performs an Initial Registration. If the UE does not perform initial registration it shall be absent or set to false. When present and true, the UDM+HSS is requested to cancel previous registration in SGSN, if any.
[bookmark: _Hlk32401079]Not applicable for Nudr and Nudm_UECM GET operation.
(NOTE 2)

	backupAmfInfo
	array(BackupAmfInfo)
	C
	1..N
	This IE shall be included if the NF service consumer is an AMF and the AMF supports the AMF management without UDSF for the first interaction with UDM.
The UDM uses this attribute to do an NRF query in order to invoke later services in a backup AMF, e.g. Namf_EventExposure.

	drFlag
	DualRegistrationFlag
	O
	0..1
	Dual Registration flag. When present and true, this flag indicates that the UDM+HSS is requested not to send S6a-CLR to the registered MME/SGSN (if any). Otherwise, the registered MME (if any) shall be cancelled.
Not applicable for Nudr and Nudm_UECM GET operation.

	urrpIndicator
	boolean
	O
	0..1
	This IE indicates whether "UE_REACHABILITY_FOR_SMS" event or "UE_REACHABILITY_FOR_DATA" event for One-Time UE Activity notification (i.e. Max Number Of reports =1) with configuration "INDIRECT_REPORT" for this user has been subscribed or not:
- true: the event has been subscribed
- false, or absence of this attribute: the event for this user is currently not subscribed
(NOTE 1)

	amfEeSubscriptionId
	Uri
	C
	0..1
	Shall be present if urrpIndicator is true and the UDM has subscribed (e.g. on behalf of NEF) to ReachabilityReport event for "UE Reachability for DL Traffic" at the AMF to receive One-Time UE Activity notification. It contains the subscription Id URI allocated by the AMF as received by the UDM in the HTTP "Location" header of the Namf_EventExposure_Subscribe response.
The UDM shall make use of the Nudr_DataRepository Update service operation (see 3GPP TS 29.504 [9]) to store the amfEeSubscription Id in the UDR.

	epsInterworkingInfo
	EpsInterworkingInfo
	C
	0..1
	This IE shall be included if the AMF has determined per APN/DNN which PGW-C+SMF is selected for EPS interworking with N26 and the AMF supports EPS interworking of non-3GPP access. For each APN/DNN, only one PGW-C+SMF shall be selected by the AMF for EPS interworking.

	ueSrvccCapability
	boolean
	O
	0..1
	This IE indicates whether the UE supports 5G SRVCC:
- true: 5G SRVCC is supported by the UE and AMF;
- false, or absence of this attribute: 5G SRVCC is not supported.

	registrationTime
	DateTime
	C
	0..1
	Time of Amf3GppAccessRegistration. Shall be present when used on Nudr.

	vgmlcAddress
	VgmlcAddress
	O
	0..1
	Address of the VGMLC

	contextInfo
	ContextInfo
	C
	0..1
	This IE if present may contain e.g. the headers received by the UDM along with the 3GppAccessRegistration.
Shall be absent on Nudm and may be present on Nudr

	noEeSubscriptionInd
	boolean
	O
	0..1
	This IE shall be absent on Nudr and may be present on Nudm. This indication is used by UDM to restore any possible ongoing subscription lost, as specified in clause 5.3.2.2.2.

When present, this IE shall indicate whether AMF does not have event exposure subscriptions in UE Context:
- true: No Event Exposure subscription existing in UE Context in AMF.
- false (default): Event Exposure subscription(s) exist in UE Context in AMF.

	supi
	Supi
	C
	0..1
	This IE may be included by the AMF in registration requests and should be included by UDM in GET responses when the corresponding GET request provided a GPSI UE identity.

	ueReachableInd
	UeReachableInd
	C
	0..1
	This IE shall be present if the UE is currently not reachable (e.g. in not allowed areas) or the UE reachability is unknown (e.g. service restriction area of the UE is not received at the AMF during initial registration).

When the UE is not reachable (and based on operator policy when the UE reachability is unknown), the UDM shall keep the urrpIndicator and amfEeSubscriptionId attributes and not generate Reachability Report for the UE.

Absence of this IE shall be interpreted as "REACHABLE".

	reRegistrationRequired
	boolean
	C
	0..1
	This IE is only applicable to Nudr interface and shall not be included over the Nudm interface.

This attribute shall only be set to true in notifications sent by UDR to UDM, and if purgeFlag is also set to true in the same notification.

When Nudr Data Change Notification is sent including this attribute and purgeFlag, both set to true, the UDM uses "REREGISTRATION_REQUIRED" as DeregistrationReason towards AMF.

Otherwise, if only purgeFlag is set to true in the notification, the UDM uses "SUBSCRIPTION_WITHDRAWN".

Absence of this IE shall be interpreted as false.

	reauthCallbackUri
	Uri
	C
	0..1
	A URI provided by the AMF to receive (implicitly subscribed) notifications on UDM's decision to reauthenticate the UE.

	NOTE 1:	The urrpIndicator attribute shall only be exposed over the Nudr SBI, and it shall not be included by the AMF.
NOTE 2:	Regardless of the Dual Registration Flag, the SGSN, if any, is required to be cancelled (see 3GPP TS 23.502 [3] clause 4.11.5.2)



* * * Next Change * * * *
[bookmark: _Toc11338686][bookmark: _Toc27585366][bookmark: _Toc36457362][bookmark: _Toc45028274][bookmark: _Toc45029109][bookmark: _Toc67681871][bookmark: _Toc82680480]6.2.6.2.3	Type: AmfNon3GppAccessRegistration
Table 6.2.6.2.3-1: Definition of type AmfNon3GppAccessRegistration
	Attribute name
	Data type
	P
	Cardinality
	Description

	amfInstanceId
	NfInstanceId
	M
	1
	The identity the AMF uses to register in the NRF.

	deregCallbackUri
	Uri
	M
	1
	A URI provided by the AMF to receive (implicitly subscribed) notifications on deregistration.
The deregistration callback URI shall have unique information within AMF set to identify the UE to be deregistered.

	guami
	Guami
	M
	1
	This IE shall contain the serving AMF's GUAMI.

	ratType
	RatType
	M
	1
	This IE shall indicate the current RAT type of the UE.

	supportedFeatures
	SupportedFeatures
	O
	0..1
	See clause 6.2.8 
These are the features supported by the AMF.

	purgeFlag
	PurgeFlag
	O
	0..1
	This flag indicates whether or not the AMF has deregistered. It shall not be included in the Registration service operation.

	pei
	Pei
	O
	0..1
	Permanent Equipment Identifier
Absence of PEI indicates that the PEI is not available at the AMF. In this case the UDM/UDR shall not delete the PEI value stored from a previous registration.

	imsVoPs
	ImsVoPs
	M
	1
	Indicates per UE if "IMS Voice over PS Sessions" is supported, or not supported.
The value NON_HOMOGENEOUS_OR_UNKNOWN is not applicable.

	amfServiceNameDereg
	ServiceName
	O
	0..1
	When present, this IE shall contain the name of the AMF service to which the Deregistration Notification is to be sent (see clause 6.5.2.2 of 3GPP TS 29.500 [4]).

	pcscfRestorationCallbackUri
	Uri
	O
	0..1
	A URI provided by the AMF to receive (implicitly subscribed) notifications on the need for P-CSCF Restoration.

	amfServiceNamePcscfRest
	ServiceName
	O
	0..1
	When present, this IE shall contain the name of the AMF service to which P-CSCF Restoration Notifications are to be sent (see clause 6.5.2.2 of 3GPP TS 29.500 [4]). This IE may be included if pcscfRestorationCallbackUri is present.

	backupAmfInfo
	array(BackupAmfInfo)
	C
	1..N
	This IE shall be included if the NF service consumer is an AMF and the AMF supports the AMF management without UDSF for the first interaction with UDM.
The UDM uses this attribute to do an NRF query in order to invoke later services in a backup AMF, e.g. Namf_EventExposure.

	urrpIndicator
	boolean
	O
	0..1
	This IE indicates whether "UE_REACHABILITY_FOR_SMS" event or "UE_REACHABILITY_FOR_DATA" event for One-Time UE Activity notification (i.e. Max Number Of reports =1) with configuration "INDIRECT_REPORT" for this user has been subscribed or not:
- true: the event has been subscribed
- false, or absence of this attribute: the event for this user is currently not subscribed

	amfEeSubscriptionId
	Uri
	C
	0..1
	Shall be present if urrpIndicator is true and the UDM has subscribed (e.g. on behalf of NEF) to Reachability-Report event for "UE Reachable for DL Traffic" at the AMFto receive One-Time UE Activity notification. It contains the subscription Id URI allocated by the AMF as received by the UDM in the HTTP "Location" header of the Namf_EventExposure_Subscribe response. 
The UDM shall make use of the Nudr_DataRepository Update service operation (see 3GPP TS 29.504 [9]) to store the amfEeSubscription Id in the UDR.

	registrationTime
	DateTime
	C
	0..1
	Time of AmfNon3GppAccessRegistration. Shall be present when used on Nudr.

	vgmlcAddress
	VgmlcAddress
	O
	0..1
	Address of the VGMLC

	contextInfo
	ContextInfo
	C
	0..1
	This IE if present may contain e.g. the headers received by the UDM along with AmfNon3GppRegistration.
Shall be absent on Nudm and may be present on Nudr.

	noEeSubscriptionInd
	boolean
	O
	0..1
	This IE shall be absent on Nudr and may be present on Nudm. This indication is used by UDM to restore any possible ongoing subscription lost, as specified in clause 5.3.2.2.3.

When present, this IE shall indicate whether AMF does not have event exposure subscriptions in UE Context:
- true: No Event Exposure subscription existing in UE Context in AMF.
- false (default): Event Exposure subscription(s) exist in UE Context in AMF.

	supi
	Supi
	C
	0..1
	This IE may be included by the AMF in registration requests and should be included by UDM in GET responses when the corresponding GET request provided a GPSI UE identity.

	reRegistrationRequired
	boolean
	C
	0..1
	This IE is only applicable to Nudr interface and shall not be included over the Nudm interface.

When Nudr Data Change Notification is sent including this attribute and purgeFlag set to true, the UDM uses "REREGISTRATION_REQUIRED" as DeregistrationReason towards AMF.

Otherwise, the UDM uses "SUBSCRIPTION_WITHDRAWN".

Absence of this IE shall be interpreted as false.

	reauthCallbackUri
	Uri
	C
	0..1
	A URI provided by the AMF to receive (implicitly subscribed) notifications on UDM's decision to reauthenticate the UE.

	NOTE:	The urrpIndicator attribute shall only be exposed over the Nudr SBI, and it shall not be included by the AMF.



* * * Next Change * * * *
[bookmark: _Toc11338692][bookmark: _Toc27585372][bookmark: _Toc36457368][bookmark: _Toc45028280][bookmark: _Toc45029115][bookmark: _Toc67681877][bookmark: _Toc82680486]6.2.6.2.z	Type: ReauthenticationData
Table 6.2.6.2.z-1: Definition of type ReauthenticationData
	Attribute name
	Data type
	P
	Cardinality
	Description

	supi
	Supi
	M
	1
	SUPI of the UE



* * * Next Change * * * *
[bookmark: _Toc11338879][bookmark: _Toc27585640][bookmark: _Toc36457663][bookmark: _Toc45028582][bookmark: _Toc45029417][bookmark: _Toc67682191][bookmark: _Toc82680819][bookmark: _Hlk9329647]A.3	Nudm_UECM API
[bookmark: _Hlk9329673]openapi: 3.0.0

info:
  version: '1.2.0-alpha.4'
  title: 'Nudm_UECM'
  description: |
    Nudm Context Management Service.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.503 Unified Data Management Services, version 17.4.0
  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.503/'

servers:
  - url: '{apiRoot}/nudm-uecm/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause clause 4.4 of 3GPP TS 29.501.

security:
  - oAuth2ClientCredentials:
    - nudm-uecm
  - {}

paths:
  /{ueId}/registrations:
    get:
…
…
[skipped for clarity]
  /{ueId}/registrations/amf-3gpp-access:
    put:
      summary: register as AMF for 3GPP access
      operationId: 3GppRegistration
      tags:
        - AMF registration for 3GPP access
      security:
        - {}
        - oAuth2ClientCredentials:
          - nudm-uecm
        - oAuth2ClientCredentials:
          - nudm-uecm
          - nudm-uecm:amf-registration:write
      parameters:
        - name: ueId
          in: path
          description: Identifier of the UE
          required: true
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
      requestBody:
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/Amf3GppAccessRegistration'
        required: true
      responses:
        '201':
          description: Created
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/Amf3GppAccessRegistration'
          headers:
            Location:
              description: 'Contains the URI of the newly created resource, according to the structure: {apiRoot}/nudm-uecm/v1/{ueId}/registrations/amf-3gpp-access'
              required: true
              schema:
                type: string
        '200':
          description: OK
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/Amf3GppAccessRegistration'
        '204':
          description: No content
[bookmark: _Hlk520205304]        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          description: Unexpected error
      callbacks:
        deregistrationeNotification:
          '{request.body#/deregCallbackUri}':
            post:
              requestBody:
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/DeregistrationData'
              responses:
                '204':
                  description: Successful Notification response
                '307':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/400'
                '404':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'
                '500':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/503'
                default:
                  description: Unexpected error
        pcscfRestorationNotification:
          '{request.body#/pcscfRestorationCallbackUri}':
            post:
              requestBody:
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/PcscfRestorationNotification'
              responses:
                '204':
                  description: Successful Notification response
                '307':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/400'
                '404':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'
                '409':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/409'
                '500':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/503'
                default:
                  description: Unexpected error
        reauthenticationNotification:
          '{request.body#/reauthCallbackUri}':
            post:
              requestBody:
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/ReauthenticationData'
              responses:
                '204':
                  description: Successful Notification response
                '307':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/400'
                '404':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'
                '500':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/503'
                default:
                  description: Unexpected error
…
…
[skipped for clarity]
  /{ueId}/registrations/amf-non-3gpp-access:
    put:
      summary: register as AMF for non-3GPP access
      operationId: Non3GppRegistration
      tags:
        - AMF registration for non-3GPP access
      security:
        - {}
        - oAuth2ClientCredentials:
          - nudm-uecm
        - oAuth2ClientCredentials:
          - nudm-uecm
          - nudm-uecm:amf-registration:write
      parameters:
        - name: ueId
          in: path
          description: Identifier of the UE
          required: true
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
      requestBody:
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/AmfNon3GppAccessRegistration'
        required: true
      responses:
        '201':
          description: Created
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/AmfNon3GppAccessRegistration'
          headers:
            Location:
              description: 'Contains the URI of the newly created resource, according to the structure: {apiRoot}/nudm-uecm/v1/{ueId}/registrations/amf-non-3gpp-access'
              required: true
              schema:
                type: string
        '200':
          description: OK
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/AmfNon3GppAccessRegistration'
        '204':
          description: No Content
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          description: Unexpected error
      callbacks:
        deregistrationeNotification:
          '{request.body#/deregCallbackUri}':
            post:
              requestBody:
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/DeregistrationData'
              responses:
                '204':
                  description: Successful Notification response
                '307':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/400'
                '404':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'
                '500':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/503'
                default:
                  description: Unexpected error
        pcscfRestorationNotification:
          '{request.body#/pcscfRestorationCallbackUri}':
            post:
              requestBody:
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/PcscfRestorationNotification'
              responses:
                '204':
                  description: Successful Notification response
                '307':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/400'
                '404':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'
                '500':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/503'
                default:
                  description: Unexpected error
        reauthenticationNotification:
          '{request.body#/reauthCallbackUri}':
            post:
              requestBody:
                required: true
                content:
                  application/json:
                    schema:
                      $ref: '#/components/schemas/ReauthenticationData'
              responses:
                '204':
                  description: Successful Notification response
                '307':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/307'
                '308':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/308'
                '400':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/400'
                '404':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/404'
                '500':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/500'
                '503':
                  $ref: 'TS29571_CommonData.yaml#/components/responses/503'
                default:
[bookmark: _GoBack]                  description: Unexpected error
…
…
[skipped for clarity]
# COMPLEX TYPES:

    Amf3GppAccessRegistration:
      type: object
      required:
        - amfInstanceId
        - deregCallbackUri
        - guami
        - ratType
      properties:
        amfInstanceId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        purgeFlag:
          $ref: '#/components/schemas/PurgeFlag'
        pei:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Pei'
        imsVoPs:
          $ref: '#/components/schemas/ImsVoPs'
        deregCallbackUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        amfServiceNameDereg:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/ServiceName'
        pcscfRestorationCallbackUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        amfServiceNamePcscfRest:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/ServiceName'
        initialRegistrationInd:
          type: boolean
        guami:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Guami'
        backupAmfInfo:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/BackupAmfInfo'
          minItems: 1
        drFlag:
          $ref: '#/components/schemas/DualRegistrationFlag'
        ratType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RatType'
        urrpIndicator:
          type: boolean
        amfEeSubscriptionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        epsInterworkingInfo:
          $ref: '#/components/schemas/EpsInterworkingInfo'
        ueSrvccCapability:
          type: boolean
        registrationTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        vgmlcAddress:
          $ref: '#/components/schemas/VgmlcAddress'
        contextInfo:
          $ref: 'TS29503_Nudm_SDM.yaml#/components/schemas/ContextInfo'
        noEeSubscriptionInd:
          type: boolean
          default: false
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        ueReachableInd:
          $ref: '#/components/schemas/UeReachableInd'
        reRegistrationRequired:
          type: boolean
        reauthCallbackUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
…
…
[skipped for clarity]
    AmfNon3GppAccessRegistration:
      type: object
      required:
        - amfInstanceId
        - imsVoPs
        - deregCallbackUri
        - guami
        - ratType
      properties:
        amfInstanceId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        supportedFeatures:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
        purgeFlag:
          $ref: '#/components/schemas/PurgeFlag'
        pei:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Pei'
        imsVoPs:
          $ref: '#/components/schemas/ImsVoPs'
        deregCallbackUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        amfServiceNameDereg:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/ServiceName'
        pcscfRestorationCallbackUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        amfServiceNamePcscfRest:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/ServiceName'
        guami:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Guami'
        backupAmfInfo:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/BackupAmfInfo'
          minItems: 1
        ratType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RatType'
        urrpIndicator:
          type: boolean
        amfEeSubscriptionId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        registrationTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTime'
        vgmlcAddress:
          $ref: '#/components/schemas/VgmlcAddress'
        contextInfo:
          $ref: 'TS29503_Nudm_SDM.yaml#/components/schemas/ContextInfo'
        noEeSubscriptionInd:
          type: boolean
          default: false
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        reRegistrationRequired:
          type: boolean
        reauthCallbackUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
…
…
[skipped for clarity]
    ReauthenticationData:
      type: object
      required:
        - supi
      properties:
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
* * * End of Changes * * * *
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