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1. Reason for Change

Stage 2 added the access type for PDU session as input to NSACF. Therefore, Stage 3 needs to be aligned accordingly.

2. Proposal
It is proposed to agree the following changes to 3GPP TS 29.536 v0.3.0.


[bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc73369636][bookmark: _Toc81226665][bookmark: _Toc81227139]5.2.2.4.2	SMF initiated network slice admission control for PDU sessions
The NF Service Consumer (e.g. SMF) shall invoke the NumOfPDUsUpdate service operation to request the NSACF to perform network slice admission control procedure related to the number of PDU sessions, by using the HTTP POST method as shown in Figure 5.2.2.4.2-1.


Figure 5.2.2.4.2-1: Availability Check for Number of PDU sessions per Slice
1.	The NF Service Consumer (e.g. SMF) shall send a POST request to the resource representing the network slice admission control related to the number of PDU sessions (i.e. …/slices/pdus) in the NSACF. 
The payload body of the POST request shall contain the input data structure (i.e. PduACRequestData) for network slice admission control, which shall contain the following information:
-	the SUPI of the UE;
-	a list of S-NSSAIs which are subject to NSAC, and for each S-NSSAI an update flag indicates the operation to that S-NSSAI;
-	the access type, associated with the PDU session;
The update flag within the PduACRequestData shall be set "increase" for a PDU session which is to be established, and shall be set to "decrease" for a PDU session which is to be released.
For LBO cases, the NF Service Consumer in serving PLMN (e.g. vSMF) shall provide the S-NSSAI in serving PLMN, and the corresponding mapped S-NSSAI in home PLMN to the NSACF in serving PLMN.  For PDU sessions in the home-routed roaming case, the SMF in home PLMN shall provide S-NSSAI(s) in home PLMN to the NSACF in the home PLMN.
2a.	For each S-NSSAI included in PduACRequestData, the NSACF shall perform the following actions:
· if the update flag is set to "INCREASE" the NSACF shall first check the total number of PDU sessions registered to this slice will not exceed the maximum number of PDU sessions allowed to be registered to this slice.
-	if no excess, the NSACF updates the total number of PDU sessions registered to this slice accordingly;
-	if the total number of PDU sessions exceeds the maximum of PDU sessions allowed to be registered to this slice, the NSACF shall not update the total number of PDUs. Instead, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with a "EXCEED_MAX_NUM" reason;
Editor's Note:	It is FFS how to achieve high admission control accuracy, e.g. whether and how the NSACF check one PDU session is already counted or not. If the NSACF needs to do such check, it thus requests the NSACF to store the PDU sessions registered to a slice in its storage.
· if the update flag is set to "DECREASE", the NSACF decreases the total number of PDU sessions registered to this slice;
If in above NSACF handling not all S-NSSAIs are successful, "200 OK" shall be returned, with necessary response data, e.g. indicating the failed S-NSSAI(s).
If in above NSACF handling all S-NSSAIS are successful, "204 No Content" shall be returned.
The NSACF may take the access type provided by the SMF into account when counting the number of PDU sessions per network slice, if per access network slice admission control is required, e.g. as per operator policy.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the payload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.3.3.3.1-3. 
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse shall be included in the payload body of POST response.
.
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