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1. Introduction
This contribution proposes updates to the data structure for the NumOfPDUsPerSlice service.
1) SMFNSACF: PduACRequestData:
When invoking NSAC procedure to request the NSACF to control the number of PDUs for a specific slice, the SMF shall provide the following parameters:
- UE ID, which is the SUPI;
- a list of S-NSSAI, and the update flag (increase / decrease) associated to each S-NSSAI;
In addition, the SMF may also provide the following parameters:
- the DNN, so that the NSACF can distinguish two different PDU sessions from the same UE with the same S-NSSAI but different DNNs. Such two different PDU sessions shall not be counted as one PDU session;
For EPC interworking scenario, following parameters may also be useful to the NSACF: 
- <TBD> the SMF Instance ID;
- <TBD> the FQDN of the PGW-C, in the case of combined SMF+PGW-C;
The SMF Instance ID / PGW-C FQDN can be used by the NSACF to distinguish whether the request is from an SMF or from a combined SMF+PGW-C. It is not clear that during the PDN connection establishment, whether the combined PGW-C sends a single request to the NumOfPDUsPerSlice service, or sends two separate requests to each service of NumOfUEsPerSlice and NumofPDUsPerSlice. If it is the former case, the NSACF needs to know the requester is a combined SMF+PGW-C so that the NSACF can first check the UE numbers before checking the PDU session numbers. The same situation happens when the SMF+PGW-C performs PDN connection release.

NOTE: 
For supporting NSAC in EPC interworking, following procedures were proposed by SA2 (see S2-2104899):
- In EPC side, during PDN connection establishment, the combined SMF+PGW-C selects an S-NSSAI for that PDN connection and triggers the NSAC procedure to the NSACF, if the selected S-NSSAI is subjected to NSAC. On receiving the request from the combined SMF+PGW-C, the NSACF shall (a) check whether the UE numbers exceed the maximum number of UEs configured to this slice, and (b) check whether the PDU numbers exceed the maximum number of PDUs configured to this slice;
- When moving from EPC to 5GC, the PGW-C (at EPC side) triggers NSAC procedure to the NSACF to decrease the counting of UE numbers. And then the AMF triggers the NSACF to increase the counting of UE numbers. For a PDN connection already established, when UE moves from 3PC to 5GC, the SMF+PGW-C will not trigger the NSACF to decrease the counting of PDU session numbers.
- During the PDN connection release in EPC, the SMF+PGW-C triggers a request (i.e. decrease) to NSACF for maximum number of PDU sessions per network slice control. The NSACF determines to decrease the current number of registrations and remove the UE identity from the list of UE IDs if the PDN connection(s) associated with S-NSSAI are all released in EPC.
However, the above mechanism stated in S2-2104899 is not stable enough. One typical question is whether the mechanism should align with 5GC inter-AMF mobility.

2) NSACFSMF: PduACResponseData:
In the response message from the NSACF, the following parameters shall be included:
- the ACU operation result of the NSAC procedure, indicating whether the entire ACU operation to a list of S-NSSAIs are all successful, partially successful, or all failed;
- the list of S-NSSAIs which are failed to perform NSAC, and the corresponding reason for each S-NSSAI.
2. Proposal
It is proposed to agree the following changes to 3GPP TS 29.536 v0.2.0.

[bookmark: _Hlk61529092]
* * * Begin of Changes * * * *
[bookmark: _Toc73369634][bookmark: _Toc73369703]5.3.2.2	AvailabilityCheckAndUpdate
[bookmark: _Toc73369635]5.3.2.2.1	General
The AvailabilityCheckAndUpdate service operation shall be used by the NF Service Consumer (e.g. SMF) to request the NSACF to control the number of PDU sessions registered to a specific slice, e.g. perform availability check and update the number of PDU sessions registered to a slice. It is used in the following procedures:
-	SMF initiated network slice admission control procedure related to control the number of PDU sessions registered to a slice (see clause 4.2.11.x of 3GPP TS 23.502 [3]).
[bookmark: _Toc73369636]5.3.2.2.2	 SMF initiated network slice admission control for PDU sessions
The NF Service Consumer (e.g. SMF) shall invoke the AvailabilityCheckAndUpdate service operation to request the NSACF to perform network slice admission control procedure related to the number of PDU sessions, by using the HTTP POST method as shown in Figure 5.3.2.2.2-1.



Figure 5.3.2.2.2-1: Availability Check for Number of PDU sessions per Slice
1.	The NF Service Consumer (e.g. SMF) shall send a POST request to the resource representing the network slice admission control related to the number of PDU sessions (i.e. …/slices) in the NSACF. 
The payload body of the POST request shall contain the input data structure (i.e. PduACRequestData) for network slice admission control, which shall contain the following information:.
-	the SUPI of the UE;
-	a list of S-NSSAIs which are subject to NSAC, and for each S-NSSAI an update flag indicates the operation to that S-NSSAI;
The update flag within the PduACRequestData shall be set "increase" for a PDU session which is to be established, and shall be set to "decrease" for a PDU session which is to be released.
2a.	For each S-NSSAI included in PduACRequestData, the NSACF shall perform the following actions:
· if the update flag is set to "INCREASE" the NSACF shall first check the total number of PDU sessions registered to this slice will not exceed the maximum number of PDU sessions allowed to be registered to this slice.
-	if no excess, the NSACF updates the total number of PDU sessions registered to this slice accordingly;
-	if the total number of PDU sessions exceeds the maximum of PDU sessions allowed to be registered to this slice, the NSACF shall not update the total number of PDUs. Instead, the NSACF shall record this S-NSSAI in the failed list of S-NSSAI in the response message, together with a "EXCEED_MAX_NUM" reason;
Editor's Note:	It is FFS how to achieve high admission control accuracy, e.g. whether and how the NSACF check one PDU session is already counted or not. If the NSACF needs to do such check, it thus requests the NSACF to store the PDU sessions registered to a slice in its storage.
· if the update flag is set to "DECREASE", the NSACF decreases the total number of PDU sessions registered to this slice;
If in above NSACF handling not all S-NSSAIS is are successful, "200 OK" shall be returned, with necessary response data, e.g. indicating the failed S-NSSAI.
If in above NSACF handling all S-NSSAIS are successful, "204 No Content" shall be returned.
Editor's Note:	It is decided to return "200 OK" at this time, as the NSACF handling is regarded successful even the total number of PDU sessions for some S-NSSAI exceed the allowed maximum number.
2b.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned.
	A ProblemDetails IE shall be included in the payload body of POST response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.2.3.2.3.1-3. 
2c.	On redirection, "307 Temporary Redirect" or "308 Permanent Redirect" shall be returned. A RedirectResponse shall be included in the payload body of POST response.
* * * Next Change * * * *
[bookmark: _Toc73369698]6.2.3.2.3	Resource Standard Methods
[bookmark: _Toc73369699]6.2.3.2.3.1	POST
This method shall support the URI query parameters specified in table 6.2.3.2.3.1-1.
Table 6.2.3.2.3.1-1: URI query parameters supported by the POST method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	
	
	
	
	
	



This method shall support the request data structures specified in table 6.2.3.2.3.1-2 and the response data structures and response codes specified in table 6.2.3.2.3.1-3.
Table 6.2.3.2.3.1-2: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	
	
	
	

	PduACRequestData
	M
	1
	Request data for NSAC procedure related to the number of PDU sessions per slice.



Table 6.2.3.2.3.1-3: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	
	
	
	
	

	PduACResponseData
	M
	1
	200 OK
	Response data for NSAC procedure related to the number of PDU sessions per slice.

	n/a
	
	
	204 No Content
	Upon success. Indicates all S-NSSAIs are successful in the NSAC procedure.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set. (NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same NSACF or NSACF (service) set. (NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	When used to represent the failure of NSAC procedure, the "cause" attribute of the "ProblemDetails" shall be set to one of the following application error codes:
-	SLICE_NOT_FOUND, if the given S-NSSAI is not found from the NSSAI which are subject to NSAC procedure;

	NOTE 1:	The manadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also apply.
NOTE 2:	RedirectResponses may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].



Table 6.2.3.2.3.1-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the NSACF that was selected by the AMF.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.2.3.2.3.1-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the NSACF that was selected by the AMF.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



[bookmark: _Toc73369700]6.2.3.2.4	Resource Custom Operations
In this release of this specification, no custom operations associated to this resource is defined.
* * * Next Change * * * *
6.2.6	Data Model
[bookmark: _Toc73369704]6.2.6.1	General
This clause specifies the application data model supported by the API.
Table 6.2.6.1-1 specifies the data types defined for the Nnsacf_NumOfPDUsPerSlice service based interface protocol.
Table 6.2.6.1-1: Nnsacf_NumOfPDUsPerSlice specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	PduACRequestData
	6.2.6.2.2
	Input data for NSAC procedure related to the number of PDUs per slice.
	

	PduACResponseData
	6.2.6.2.3
	Response data 
	



Table 6.2.6.1-2 specifies data types re-used by the Nnsacf_NumOfPDUsPerSlice  service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nnsacf_NumOfPDUsPerSlice service based interface.
Table 6.2.6.1-2: Nnsacf_NumOfPDUsPerSlice re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	ProblemDetails
	3GPP TS 29.571 [16]
	Problem Details
	

	RedirectResponse
	3GPP TS 29.571 [16]
	Redirect Response
	

	Supi
	3GPP TS 29.571 [16]
	Subscription Permanent Identifier
	

	Snssai
	3GPP TS 29.571 [16]
	Single NSSAI
	

	AcuOperationItem
	6.1.6.2.5
	AcuOperationItem defined in clause 6.1.6.2.5
	

	AcuFailureItem
	6.1.6.2.6
	AcuFailureItem defined in clause 6.1.6.2.6
	

	AcuFlag
	6.1.6.3.4
	AcuFlag defined in clause 6.1.6.3.4
	

	AcuFailureReason
	6.1.6.3.5
	AcuFailureReason defined in clause 6.1.6.3.5
	


[bookmark: _GoBack]
[bookmark: _Toc73369705]6.2.6.2	Structured data types
[bookmark: _Toc73369706]6.2.6.2.1	Introduction
This clause defines the structures to be used in resource representations.
[bookmark: _Toc73369707]6.2.6.2.2	Type: PduACRequestData
Table 6.2.6.2.2-1: Definition of type PduACRequestData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	M
	1
	Supi
	

	acuOperationList
	array(AcuOperationItem)
	C
	1..2
	A list of S-NSSAI to which the PDU session is to be established or from which the PDU session is to be released. 
	



[bookmark: _Toc73369708]6.2.6.2.3	Type: PduACResponseData
Table 6.2.6.2.3-1: Definition of type PduACResponseData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	acuFailureList
	array(AcuFailureItem)
	C
	1..2
	Indicates a list of S-NSSAIs which are failed in the NSAC procedure, and the reasons for each S-NSSAI.
	



[bookmark: _Toc73369709]6.2.6.3	Simple data types and enumerations
[bookmark: _Toc73369710]6.2.6.3.1	Introduction
This clause defines simple data types and enumerations that can be referenced from data structures defined in the previous clauses.
[bookmark: _Toc73369711]6.2.6.3.2	Simple data types
The simple data types defined in table 6.2.6.3.2-1 shall be supported.
Table 6.2.6.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	
	
	
	



[bookmark: _Toc73369712]6.2.6.4	Data types describing alternative data types or combinations of data types
In this release, no alternative data types or combinations of data types are defined in this specification.
[bookmark: _Toc73369713]6.2.6.5	Binary data
In this release, no binary data types are defined in this specification.
[bookmark: _Toc73369715]* * * Next Change * * * *
6.2.7	Error Handling
[bookmark: _Toc73369716]6.2.7.1	General
For the Nnsacf_NumOfPDUsPerSlice API, HTTP error responses shall be supported as specified in clause 4.8 of 3GPP TS 29.501 [5]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [4] shall be supported for an HTTP method if the corresponding HTTP status codes are specified as mandatory for that HTTP method in table 5.2.7.1-1 of 3GPP TS 29.500 [4].
In addition, the requirements in the following clauses are applicable for the Nnsacf_NumOfPDUsPerSlice API.
[bookmark: _Toc73369717]6.2.7.2	Protocol Errors
No specific procedures for the Nnsacf_NumOfPDUsPerSlice service are specified.
[bookmark: _Toc73369718]6.2.7.3	Application Errors
The application errors defined for the Nnsacf_NumOfPDUsPerSlice service are listed in Table 6.2.7.3-1.
Table 6.2.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	SLICE_NOT_FOUND
	403 Forbidden
	The given S-NSSAI is not found by the NSACF from the list of S-NSSAIs which are subjected to NSAC procedure.

	ALL_SLICE_FAILED
	403 Forbidden
	All S-NSSAIs are failed in the NSAC procedure, e.g. due to exceed the configured maximum number of PDU sessions.



* * * End of Changes * * * *
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